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Change Request

	Title:
	Requirements reorganization
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	REQ SCIDM

	Doc to Change:
	OMA-RD-SCIDM-V1_0-20080829-D

	Submission Date:
	06 OCT 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	David Purón (dpca@tid.es), Mª Nieves Rodríguez (nrodriguez@atknow.es)

	Replaces:
	n/a


1 Reason for Change

The reason of this contribution is to solve AP019 (David to create a CR to divide requirements in Table 1 into more granularity), as well as closing the following RDRR comments:

	ID
	Open Date
	Type
	Section
	Description
	Status

	A00X
	2008.09.29
	E
	6.2
	Source: dpca@tid.es

Form: OMA-REQ-2008-0176

Comment: The different types of requirements are mixed.
Proposed Change: Reorganize the requirements by groups in different sections which the corresponding table references.
	Status: OPEN

<provide response>


The proposed resolution is to reorganize the same requirements in sections and the corresponding table references.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change as proposed in 6 below.

6 Detailed Change Proposal

Change 1:  Reorganization of the functional modules in section 6.1

Content Registration: this functional module supports the registration of content and its attributes. Once the content is registered, it can be securely identified. This is a mandatory functional module.
Content Identification: this functional module supports the identification of various contents that have been registered. A repurposed/modified content, if their original has been registered, may also be securely identified. This module may return the content ID as well as some associated attributes of the content, which can then be used to facilitate subsequent content management and processing. This is a mandatory functional module.
Content Query: this functional module provides flexible ways to query for the content item and its attributes. The query may be the content ID, Content Fingerprint, or other Content Attributes. The query may return a content ID, attributes associated with the queried content item, and/or any result of a computation that was triggered by the query. Through query, information on the content item can be acquired if the content item has been previously registered. This is a mandatory functional module.

Some requirements are intended to affect all the functional modules, and therefore are marked in the functional module column of the requirement's table as “General”.
Change 2: Reorganization of the section

6.2 High-Level Functional Requirements

6.2.1 Registration

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-REG-001
	The SCIDM enabler SHALL be able to register an unknown content.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-002
	The SCIDM enabler SHALL be capable upon registration to associate a unique content ID and metadata to a content.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-003
	The SCIDM enabler SHALL be capable of issuing a Content ID Certificate and associating it with a content
	SCIDM 1.0
	Content Registration

	SCIDM-REG-004
	The SCIDM enabler SHALL be capable of associating a globally unique content ID with the content to be used by other enablers/systems.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-005
	The SCIDM enabler SHALL be capable of verifying the credential for content registration provided by a proxy entity (e.g. acting on behalf of a trustable website).
	SCIDM 1.0
	Content Registration

	SCIDM-REG-006
	The SCIDM enabler SHALL be able to support and differentiate between the registration request from different Principals (e.g. individual user, from proxy agent, or from traditional content provider).
	SCIDM 1.0
	Content Registration

	SCIDM-REG-007
	The SCIDM enabler SHALL support the content and associated metadata registration for different applications.
	SCIDM 1.0
	Content Registration
Content Query

	SCIDM-REG-008
	The SCIDM enabler SHALL be capable of allowing the SCIDM Client to know how the authentication and verification of the content metadata is done.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-009
	The SCIDM Enabler SHALL reuse the content ID assigned by existing ID systems.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-010
	The SCIDM enabler SHALL use Fingerprint for registration.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-011
	The SCIDM Enabler SHALL support synchronization of content registration information among CIMs
	SCIDM 1.0
	Content Registration

	SCIDM-REG-012
	The SCIDM Enabler SHALL support attributes to address the setting of content management rules (e.g., copyright control rules) on the content during content registration.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-013
	The SCIDM enabler SHALL be capable of supporting the judgement of the trustworthiness of the registered metadata.

Note: this is necessary as some of the registered metadata is later retrieved and used by other applications. For example, one way to address this is for SCIDM enabler to provide information about the source that registers the content and the metadata. 
	SCIDM 1.0
	Content Registration

	SCIDM-REG-014
	The SCIDM Enabler SHALL allow the registration of repurposed content.
	SCIDM 1.0
	Content Registration

	SCIDM-REG-015
	The SCIDM Enabler SHALL support representing the relationship between the re-purposed content and the original registered content when registering the repurposed content.
	SCIDM 1.0
	Content Registration


Table 1: High-Level Functional Requirements – Registration items

6.2.2 Identification

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-IDEN-001
	The SCIDM enabler SHALL be capable of securely/uniquely identifying registered content (including user generated content).
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-002
	It SHALL be possible for the SCIDM enabler to determine if a content ID certificate is associated with a content.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-003
	The SCIDM enabler SHALL support identifying content by content ID value.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-004
	The SCIDM enabler SHALL support identifying content by content metadata (e.g., MD5 value of the content.)
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-005
	The SCIDM enabler SHALL use Fingerprint for identification.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-006
	The SCIDM enabler SHALL support validating the Content ID Certificate.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-007
	The SCIDM enabler SHALL support querying the CIM to identify a content and its attributes.
	SCIDM 1.0
	Content Identification

Content Query

	SCIDM-IDEN-008
	The SCIDM enabler SHALL support, upon query, verifying that the content (e.g., application software) matches its claimed attributes.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-009
	The SCIDM enabler SHALL support identifying content by leveraging identification history.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-010
	The SCIDM enabler SHOULD allow the CIM to support identifying content by digital watermark.

Note: “SHOULD” is used to avoid enforcing the implementation of digital watermarking techniques in CIM, although it may be desirable in some applications.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- 011
	The SCIDM enabler MAY allow the SCIDM Client to support identifying content by digital watermark.

Note: “MAY” is used to avoid enforcing the implementation of digital watermarking techniques in SCIDM Client.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-012
	The SCIDM enabler SHALL be capable of securely identifying all single media objects
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-013
	The SCIDM enabler SHOULD be capable of securely identifying compound objects.

Note: This requirement is optional as identifying compound objects is expected to be more complex as it has to deal with the relationship of individual objects within a compound object.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-014
	The SCIDM enabler SHALL have a flexible framework to allow using different types of fingerprint algorithms  for different types of contents
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-015
	The SCIDM enabler SHALL have a flexible framework to support, by providing tailored metadata, content identification different applications, e.g. copyright verification, pornographic content filtering, etc.  
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- 016
	The SCIDM enabler SHALL allow the SCIDM Client to select the identification mechanisms.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- 017
	The SCIDM enabler SHALL support leveraging different mechanisms of identification that meet the security requirement and achieve the best performance.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- 018
	The SCIDM enabler SHALL support allowing the SCIDM Client to know the security implication of each identification mechanism.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-017
	The SCIDM enabler SHOULD provide support for identification of content based on partial content.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-019
	The SCIDM Enabler SHALL allow  SCIDM Clients to report errors (e.g. attribute inconsistency) during content identification and query
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-020
	The SCIDM Enabler SHALL allow the SCIDM Client to set priority in terms of processing time in its content query and identification request.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-021
	The SCIDM Enabler SHALL allow the SCIDM Client to provide information about the application (which is performing the identification) to CIM for priority disposition of the requests.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-xx1
	The SCIDM Enabler SHOULD be capable of identifying the repurposed content as a derivative of the original registered content. 

Note: “SHOULD” is used instead of “SHALL” as the capability depends on to what degree the content has been repurposed.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-xx2
	The SCIDM Enabler SHALL support the representation of the relationship between the re-purposed content and the original registered content when identifying the repurposed content
	SCIDM 1.0
	Content Identification


Table2: High-Level Functional Requirements – Identification items


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	

	
	

	
	
	
	

	
	
	
	



6.2.3       Query
	Label
	Description
	Enabler Release
	Functional module

	SCIDM-QUER-001
	The SCIDM enabler SHALL provide a flexible framework to allow querying the registered content database by some of the content’s attributes (e.g., content ID, Name, or Content Fingerprint).
	SCIDM 1.0
	Content Query

	SCIDM-QUER-002
	The SCIDM Enabler SHALL be capable of providing content management rules as attribute to SCIDM client.
	SCIDM 1.0
	Content Query

	SCIDM-QUER-003
	The SCIDM Enabler SHALL enable the following responses to a query (non exhaustive list):

    - content IDs

    - attributes associated with queried content items

    - results of computations that are triggered by the queries (e.g. policy-based decisions).
	SCIDM 1.0
	Content Query


Table 3: High-Level Functional Requirements – Query items

6.2.4 Security

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-SEC-001
	The CIM SHALL detect replay attacks
	SCIDM 1.0
	General Requirement

	SCIDM-SEC-002
	The SCIDM Enabler SHOULD take necessary measures to help prevent the denial of service attacks.

Informational note: SHOULD is used instead of SHALL as this is not the core functionality of the Enabler, and it can be achieved by other implementation specific means.
	SCIDM 1.0
	General Requirement

	
	
	
	


Table 4: High-Level Functional Requirements – Security Items

6.2.4.1 Authentication

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-AUTH-001
	The SCIDM enabler SHALL allow the CIM to authenticate SCIDM Clients before content registration.
	SCIDM 1.0
	Content Registration

	SCIDM-AUTH-002
	The SCIDM enabler SHALL allow all SCIDM Clients to authenticate the CIM.
	SCIDM 1.0
	General Requirement

	SCIDM-AUTH-003
	The SCIDM Enabler SHALL support the mutual authentication  between CIMs when synchronizing registration information.
	SCIDM 1.0
	Content Registration

	
	
	
	


Table 2: High-Level Functional Requirements – Authentication Items

6.2.4.2 Authorization

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-AUTR-001
	The SCIDM Enabler SHALL be able to authorize access to the CIM functionalities to authenticated SCIDM Clients
	SCIDM 1.0
	General Requirement

	
	
	
	


Table 5: High-Level Functional Requirements – Authorization Items

6.2.4.3 Data Integrity

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-INTE-001
	The SCIDM Enabler SHALL support data integrity protection between the CIM and the SCIDM Clients.
	SCIDM 1.0
	General Requirement

	SCIDM-INTE-002
	The SCIDM Enabler SHALL support data integrity protection between CIMs when synchronizing the  registration information.
	SCIDM 1.0
	Content Registration

	
	
	
	


Table 6: High-Level Functional Requirements – Data Integrity Items

6.2.4.4 Confidentiality

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-CONF-001
	The SCIDM Enabler SHALL allow CIMs to perform a confidentiality protected communication with the SCIDM Client.
	SCIDM 1.0
	General Requirement

	SCIDM-CONF-002
	The SCIDM Enabler SHOULD allow SCIDM Clients to perform a confidentiality protected communication with the CIM.

Informative note: SHOULD is used instead of SHALL as some applications will not need such level of confidentiality
	SCIDM 1.0
	General Requirement

	SCIDM-CONF-003
	The SCIDM Enabler SHALL allow CIMs to perform a confidentiality protected communication with other CIMs
	SCIDM 1.0
	General Requirement


Table 7: High-Level Functional Requirements – Confidentiality Items

6.2.5 Charging

<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 8: High-Level Functional Requirements – Charging Items

6.2.6 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Administration and Configuration Items

6.2.7 Usability

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-USAB-001
	The delay experienced by the User during content uploading and downloading SHALL be comparable to the case in which SCIDM is not used
	SCIDM 1.0
	Content Identification and

Content Query

	SCIDM-IDEN-

033
	The SCIDM Enabler SHALL Enable the SCIDM Client

to carry out content identification also when the SCIDM

Client cannot utilize network connectivity.
	SCIDM 1.0
	Content

Identification

	SCIDM-QUER-

002
	The SCIDM Enabler SHALL Enable the SCIDM Client

to carry out content query also when the SCIDM Client

cannot utilize network connectivity.
	SCIDM 1.0
	Content

Query


Table 10: High-Level Functional Requirements – Usability Items

6.2.8 Interoperability

<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 31: High-Level Functional Requirements – Interoperability Items

6.2.9 Privacy

<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release
	Functional module

	
	
	
	

	
	
	
	

	
	
	
	


Table 12: High-Level Functional Requirements – Privacy Items

6.3 Overall System Requirements

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-SYST-001
	It SHALL be possible to support distributed CIM mechanism to address system scalability.
	SCIDM 1.0
	General Requirement

	
	
	
	

	
	
	
	


Table 13: High-Level System Requirements
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