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1 Reason for Change

SCIDM RDRR has the following review comments:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A007
	2008.09.23
	E
	4
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: In the statement “makes managing intellectual property in a networked environment much easier and more convenient,”  what is the difference between  “easier” and “convenient”?
Proposed Change: Delete “and more convenient”
	Status: OPEN

<provide response>

	A008
	2008.09.23
	T
	4
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: The statement “Secure identification and authentication of digital content would allow secure interactions between content and all other entities”  is not clear.
Proposed Change: Reword to “Secure identification and authentication of digital content would allow secure content transactions between all entities”.
	Status: OPEN

<provide response>

	A009
	2008.09.23
	E
	4
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: typo in “This Requirement Document (RD) defines the requirements for the Secure Content Identification Mechanisms Enabler to”
Proposed Change: delete “s”
	Status: OPEN

<provide response>

	A010
	2008.09.23
	T
	4
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: the term “mobile” is used together with “content” and “service world”. Is it necessary?

Proposed Change: delete “mobile” where possible.
	Status: OPEN

<provide response>

	A011
	2008.09.23
	E
	4.1
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: In the statement “SCIDM aims to provide secure content identification service to facilitate the management of content for different applications”, it might be better to change “different” to “various”. 

Proposed Change: 
	Status: OPEN

<provide response>

	A014
	2008.09.23
	T
	4.1
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: “The repurposed/modified content can optionally (represented by the dashed line in Fig. 4.1) be registered with the CIM again. “ It is not clear if a new ID will be assigned to the registered re-purposed content.

“Proposed Change:  add “with a new ID” at the end of the sentence.
	Status: OPEN

<provide response>

	A016
	2008.09.23
	E
	4.2
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: typo in “Content Provider in copyright protection application[s], operator administrator”
Proposed Change:  add “s” to “application”
	Status: OPEN

<provide response>

	A017
	2008.09.23
	E
	4.2
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: typo in “An entity that bears some kind of content management function, e.g., copyright protection, infringement content filtering, monetization, and other content management, and communicate[s] with the CIM”
Proposed Change: add “s” to “communicate”
	Status: OPEN

<provide response>

	A018
	2008.09.23
	E
	4.2
	Source: zengw@huawei.com

Form: OMA-REQ-2008-0171 

Comment: typo: “CME is part of a SCIDM-enabled application”, The first letter of “application” should be capitalized.  
Proposed Change:  
	Status: OPEN

<provide response>


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed changes to the SCIDM RD document.
6 Detailed Change Proposal

Change 1:  make the following changes to Section 4. 
4. Introduction
(Informative)

Today, mobile content spreads all over the mobile service world.  How to securely and efficiently identify a mobile digital content is becoming a more and more important issue, and is expected to have potential impact on the successful deployment of mobile services. Secure content identification makes managing intellectual property in a networked environment much easier , and allows the construction of automated services and transactions. With the recent development of Web2.0, secure identification of user generated content becomes an important concern as well. The potential applications of secure content identification include charging, content search/management, automatic content monitoring for copyright verification and usage statistics, content filtering/blocking,  content tracing,  selective recording/playback, remote triggering of ads in broadcast chains, etc.  
Secure identification and authentication of digital content would allow secure content transactions between  all entities (e.g. Content Provider, content distributor, service provider, operator, enabler, end user) in the service environment, resulting in a more trustworthy and efficient service/transaction environment. This will greatly benefit all parties involved.  

This Requirement Document (RD) defines the requirements for the Secure Content Identification Mechanism enabler to provide content identification service to various applications.

4.1 Content Life Cycle

SCIDM aims to provide secure content identification service to facilitate the management of content for various applications, such as copyright protection, infringement content filtering, etc. To be securely identifiable, content should be registered to a Content Identity Manager (CIM). A simple content life cycle is described here that includes the following states:
a) Created
b) Published

c) Registered

d) Identified 
e) Repurposed
f) Managed.
Note that states and actions in a general content life cycle that are not closely related to content identification are not included here.  The following figure shows the state transition diagram, which includes the states (the ellipses) and actions (the arrows between ellipses).

[image: image1]
Figure 1: A content life cycle diagram

After a content is created, it will be published, e.g., via a content hosting site. To be securely identifiable, content together with some associated metadata should be registered to the CIM. The registration can be done before or after the content has been published. Upon registration, a CIM-issued certificate that binds the content with some of its metadata can be returned to be associated with the content. After registration, the content can be securely identified by querying the CIM, or by directly verifying the CIM-issued certificate that is attached to the content. The registered content may also be repurposed/modified through, e.g., compression, trans-coding, reformatting, etc. The repurposed/modified content, as their original has been registered, may also be securely identifiable. The repurposed/modified content can optionally (represented by the dashed line in Fig. 1) be registered with the CIM again with a new ID.  Once the content is securely identified, it can facilitate more effective and efficient content management (e.g., copyright control, filtering, searching, etc.). Note that the “Managed” state represents a state in which a specific content management operation has been applied to the identified content. 

4.2 SCIDM Enabler Ecosystem
The following diagram shows the main actors and their roles in the SCIDM enabler ecosystem.

The main  ASK  \* MERGEFORMAT actors and their roles are described in the following. 
· SCIDM Service Provider: Entity that operates SCIDM-enabled content identification and management service. Can also act as content registrant in some applications.
· Content Registrant: those who submit content to SCIDM enabler for content registration. May be different parties according to the applications, e.g, Content Provider in copyright protection applications, operator administrator or ordinary user in content filtering.
· SCIDM-enabled Application: an application that uses SCIDM enabler for content identification.
· Content Hosting Site: Entity willing to host a content uploaded by a Content Provider or a User in compliance with some management policy, e.g. copyright protection policy. The management policy may be implemented by the Content Management Entity hosted in the site.
· User: Entity that pulls or be pushed some content, upon which the Content Management Entity may perform some management operations. 
· Content Management Entity (CME): An entity that bears some kind of content management function, e.g., copyright protection, infringement content filtering, monetization, and other content management, and communicates with the CIM via SCIDM Client for content identity query, content verification, and content registration. CME is part of a SCIDM-enabled Application and can be hosted in content hosting site, user device, network gateway, or other likely entity according to different applications.
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