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1 Reason for Change

This CR adds several requirements for inclusion in Section 6.2 High-Level Functional Requirements.
R01 adds clarifications and informational notes based on recommendations of the REQ committee's February 11, 2009 meeting.
2 Impact on Prior Versions
None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate these changes into the SpamRep RD.
6 Detailed Change Proposal

Change 1:  Add the following High-Level Functional Requirements to Section 6.2:
	Label
	Description
	Release
	Functional module

	SPAMREP-HLF-006
	The SpamRep enabler MUST support a means of identifying a Spam Report as a Spam Report.
	SPAMREP 1.0
	

	SPAMREP-HLF-007
	The SpamRep enabler MUST support a means of uniquely identifying each Spam Report.  
	SPAMREP 1.0
	

	SPAMREP-HLF-008
	The SpamRep enabler MUST support a means of reporting the date and time of a Spam Report’s submission.
	SPAMREP 1.0
	

	SPAMREP-HLF-009
	The SpamRep enabler MUST support the inclusion of data that uniquely and consistently (i.e., with an identity that persists across multiple reports by the same Reporter) identifies the Reporter.
	SPAMREP 1.0
	

	SPAMREP-HLF-010
	The SpamRep enabler MUST support the inclusion of content from the original message deemed abusive by the Reporter.
	SPAMREP 1.0
	

	SPAMREP-HLF-011
	The SpamRep enabler SHOULD support the inclusion of data describing the delivery path of the abusive message.
Informational Note:  Spam often has spoofed sender identity; inclusion of information which supports identification of the source of spam is helpful, but this is highly dependent on the messaging environment.  This requirement is optional because this information may or may not be available or practical to include in all circumstances and over all bearers.  
	SPAMREP 1.0
	

	SPAMREP-HLF-012
	The SpamRep enabler MUST support the inclusion of data that identifies the actual or purported originating address of the abusive message.
	SPAMREP 1.0
	

	SPAMREP-HLF-013
	The SpamRep enabler MUST support inspection of a Spam Report..
	SPAMREP 1.0
	

	SPAMREP-HLF-014
	The SpamRep enabler SHOULD support abstraction of data from the Spam Report for ex post facto analysis and use, e.g., correlation of Spam Reports, law enforcement.
Informational Note:  Systems receiving Spam Reports may wish to abstract data for a number of reasons, such as identifying patterns of abuse.  This requirement is optional largely due to its subjective nature, and the impracticality of anticipating all ways in which SpamRep data may be abstracted in operational environments.   
	SPAMREP 1.0
	

	SPAMREP-HLF-015
	The SpamRep enabler MUST support forwarding of Spam Reports in a manner that allows the forwardee to identify both the Reporter and the Forwarder. 
	SPAMREP 1.0
	

	SPAMREP-HLF-016
	The SpamRep enabler SHALL support a means of reporting the date and time, if available, of the original message that resulted in the Spam Report.  
Informational Note:  Information such as date and time may or may not be available in various messaging service and operator environments.  The intent is to allow for inclusion of any information which may be helpful in identifying abuse, while not requiring inclusion of information which may not be available in certain contexts.   

	SPAMREP 1.0
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