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1 Reason for Change

This CR contains proposed resolutions to the following SpamRep RDRR comments:
	A037
	2009.06.06
	E
	6.2 
	Source: Huawei (Kevin Zeng)
Form: OMA-REQ-2009-0128-SpamRep_RD_Review_Comments_Huawei.doc

Comment: In SpamRep-HLF-043, can add “By-Fingerprint” after “by reference”. Then SpamRep-HLF-045 can be removed.
Proposed Change:  
	Status: OPEN

	A038
	2009.06.13
	E
	6.2
	Source: Qualcomm

Form: OMA-REQ-2009-0133-Qualcomm_SpamRep_RD_Review_Comments

Comment: In requirement SPAMREP-HLF-011, what does "inspection" mean in this content?  I'm not clear if this means inspection by the user prior to generation/submission of the report, inspection by the user after submission, inspection by the operator after submission (either manually or by an automated process), or something else.

Proposed Change: Change requirement to “The SpamRep enabler SHALL support inspection of a Spam Report by the entity that receives it.”
	Status: OPEN



	A042
	2009.06.13
	T
	6.2
	Source: Qualcomm

Form: : OMA-REQ-2009-0133-Qualcomm_SpamRep_RD_Review_Comments

Comment: In requirement SPAMREP-HLF-027 through SPAMREP-HLF-033 seem to be desired actions more than abuse types.  

Proposed Change: Suggest making "desired action" a separate and orthogonal attribute to "abuse type".
	Status: OPEN



	A046
	2009.06.11
	T
	6.2
	Source: dpetronijevic@rim.com

Form: <INP doc, mtg, confcall>

Comment: SpamRep-HLF-21-33 mix abuse types like spam, phishing with action requests like block sender, opt out. 

Proposed Change: define abuse types and commands separately
	Status: OPEN


	A049
	2009.06.04
	T
	6.2.1
	Source: Alcatel-Lucent, zhiyuan.hu@alcatel-sbell.com.cn

Form: Email

Comment: It’s suggested to add one security requirement to prevent DoS attacks.

Proposed Change: The new requirement will be added as below:

SpamRep-SEC-003 The SpamRep Enabler SHOULD support mechanisms to prevent DoS attacks.


	Status: OPEN 



	A058
	2009.06.11
	E
	6.2.2
	Source: dpetronijevic@rim.com

Form: <INP doc, mtg, confcall>

Comment: SpamRep-CHG-003 “…SHALL be compatible with operator policies…” 

Proposed Change: “…SHALL comply with operator policies…”
	Status: OPEN


	A062
	2009.06.13
	E
	B
	Source: Qualcomm

Form: : OMA-REQ-2009-0133-Qualcomm_SpamRep_RD_Review_Comments

Comment: The word “notional” is used in several places in this section.  This word is unfamiliar to most readers.

Proposed Change: Use a more commonly understood word such as “typical” or “possible”.


	Status: OPEN




2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed resolutions and update the RD accordingly.
6 Detailed Change Proposal

Change 1:  To address A037, change Section 6.2 as follows:
	SPAMREP-HLF-043
	The SpamRep enabler SHALL support spam report policies defining various report settings (e.g. by value, by reference, partial content, full content, by fingerprint, etc.) per abuse type (e.g. spam, phishing, malware, etc.) and per content or message type (e.g. SMS, MMS, email, etc.).
	SPAMREP 1.0
	Policy

	SPAMREP-HLF-044
	.   The SpamRep enabler SHALL support reporting spam By-Fingerprint 
	SPAMREP 1.0
	Report Characteristics

	
	
	
	


Change 2:  To address A038:
	SPAMREP-HLF-011
	The SpamRep enabler SHALL support inspection of a Spam Report by the entity that receives it.
	SPAMREP 1.0
	Report Characteristics


Change 3:  To address A042:
This comment has been addressed.  Suggest closing this comment.
Change 4:  To address A046, change the text in Section 6.2 as follows:

This comment has been addressed.  Suggest closing this comment.

Change 5:  To address A049, add the following requirement to Section 6.2.1:

	Label
	Description
	Release
	Functional module

	SPAMREP-SEC-001
	The SpamRep enabler SHOULD, support capture of information to authenticate the Reporter.  

Informational Note:  An underlying authentication mechanism, such as that provided by SMS, may provide reporter authentication.  Authentication may not be practical in all circumstances and over all bearers.
	SPAMREP 1.0
	Security

	SPAMREP-SEC-002
	The SpamRep enabler SHOULD, where practical, support capture of information to identify the original sender of the abusive message.

Informational Note:  Sender identity is often spoofed in spam.  This requirement is intended to facilitate the inclusion of information that may help provide the actual (as opposed to purported) sender identity.  This information may not be available or practical to include in all circumstances and over all bearers.
	SPAMREP 1.0
	Security

	SPAMREP-SEC-003
	The SpamRep Enabler SHOULD support mechanisms to prevent DoS attacks.
	SPAMREP 1.0
	Security


Change 6:  To address A058, change Section 6.2.2 as follows:

	SPAMREP-CHG-003
	The SpamRep enabler SHALL comply with operator policies that may restrain or condition the transmission of Spam Reports depending on the charging characteristics of the available transport networks.  

Informational note:  This is intended to allow for flexible MNO reporting policies, such as suppression of or user notification of possible charges for Spam Reports while roaming.  For example, transmission of an IP-based report of SMS spam may be prohibited while roaming.  
	SPAMREP 1.0
	Charging


Change 7:  To address A062:

The existing term is a commonly used English term familiar to most readers and defined in any English dictionary.  The suggested wording does not accurately capture the intent of the informative text.  We suggest not adopting the suggested change.
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