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1 Reason for Contribution

This contribution is based on feedback from BAC (Browsing), and DM. It suggests an update to the Reference Point View of the current OMA architecture as described in chapter 5 of the Inventory Document (OMA-Inventory of Existing Architectures-V0_1-20031111-D).

The intentions with the overview architecture picture are as follows:

· Provides an overall view of the architectures represented in OMA. All architectural output of all OMA WG’s is represented in this picture.

· Provides an OMA-wide definition of the reference points

· Will be used as part of the AD reviews. It enables the WG’s to show their new part in the overall OMA architecture in this picture. It allows the Architecture WG to understand and review the AD in an overall context. Architecture pictures of the different WG’s will become comparable and easier to review and to communicate when placed into the same “template” picture.

· Will be used as a basis for a gaps & overlaps analysis as well as to develop consistent recommendations for the benefit of the other WG’s.

· Will be used to communicate the “OMA System” of today to partner organizations of OMA to allow them to understand the architectural status of OMA today.

2 Summary of Contribution

The following changes are incorporated:
· Made corrections to the numbering of reference points in the picture
· Incorporated input by DM

· Filled UA-1

· Editorial changes

An input by DS is still expected. This will then complete the current reference point view.
3 Detailed Proposal
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Reference Point View
Figure XXX shows how the existing architectures within OMA relate to each other and in which environment they are embedded. Although the graphical representation of the existing architectures varies across the different OMA specifications, an architecture is typically shown as

· a number of “specific” nodes, which typically represent functional elements (sometimes they represent physical entities, though),

· sometimes one or more “generic” nodes, which do not represent a specific function but are placeholders for any application that could potentially use the architecture, and

· a number of arcs, each of them connecting two nodes and representing a communication relation between them.

Figure XXX comprises the collection of all specific nodes, plus their communication relations. It does intentionally combine pure logical and pure deployment aspects of the current OMA landscape. It has been developed on the basis of the existing architecture pictures and specifications of the OMA WG’s and is intended to “speak” the same language as the WG’s. The architecture pictures of the OMA WG’s often mix these views as well but are well understood by the participants. For that reason, no attempt is being made to “translate” these pictures into a pure logical or deployment view.

Figure XXX consists of 5 domains:

· End User Device

· Requesting Application

· Responding Application or Content

· Backend Systems

· and the “OMA System” in the center of the picture.

The “OMA System” depicts all architectures that are currently present in OMA, whereas the other domains represent and generalize the entities accessing the “OMA System” from outside.

The “End User Device” domain contains a number of functionalities, most of them are applications that are able to send requests into the “OMA System” (= requesting applications). The significant difference between those and the domain “Requesting Application” is that the applications in the End User Device access the “OMA System” over wireless connections, whereas the applications in the domain “Requesting Applications” access it over wired connections. Because this difference is important (e.g. for performance, communication patterns, transmission costs, etc), it has been explicitely introduced into the overall picture.

The “Requesting Applications” domain basically calls the “OMA System” over wired connections. The “end User Device” domain hosts applications that call the “OMA System” over wireless connections. It also hosts applications that respond to requests coming from or through the “OMA System”. The picture does not define who owns or hosts the “Requesting applications”. They could be based somewhere in the Internet, belong to an operator or something else.

The “Backend Systems” refer either to an operator’s or company’s infrastructure (e.g. charging systems, or the wireless network as a source for location information, etc.) or any other system different from the other domains. The picture does intentionally not define who owns or hosts those systems.

The “Responding Applications or Content” domain represents content to be accessed from or through the “OMA System”, or any application that is called from or through the “OMA System”. This domain basically delivers data to the “OMA System” on request. The picture does not define who owns or hosts the “Responding Applications or Content”. They could be based somewhere in the Internet, belong to an operator or something else.

Figure XXX defines all current reference points in OMA. A reference point is a conceptual point at the conjunction of two non-overlapping functional groups. It consists of none or any number of interfaces of any kind [OMA Dictionary]. Reference points as well as the architectural entities are subject to future Architecture Document reviews.

Explanations and details regarding Figure XXX 
Figure XXX shows only approved OMA architectural entities. “Approved” architectural entities shown in the picture either come from OMA affiliates and have been approved there, or they have been approved by OMA. Planned work, work in progress, or comleted but not (yet) approved work is not shown. There are only a few exceptions where some architectural entities or reference points are shown but are not defined by OMA. Those are drawn with “-.-.-“ lines and are shown for completeness and to improve understandability.

The reference point view as presented in this document is based on the following OMA Candidate Enabler Releases, OMA Approved Enabler Releases and approved Affiliate specifications:
· OMA Billing Framework 1.1

· OMA Browsing 2.1

· OMA Client Provisioning 1.1

· OMA Device Management 1.1.2

· OMA DNS 1.0

· OMA Digital Rights Management 1.0

· OMA Download 1.0

· OMA Email Notification 1.0

· OMA Games Services 1.0

· OMA IMPS 1.2

· OMA Multimedia Messaging Service 1.1 and 1.2

· OMA User Agent Profile 1.1 and 2.0

· OMA IMPS 1.1

· OMA SyncML Common Specification 1.1.2

· OMA Data Synchronization 1.1.2

· LIF Mobile Location Protocol Specification 3.0.0

· WAP 2.0 Conformance Release

· WAP Location Framework Overview Specification, WAP-256

Figure XXX shows, among others, the Gaming Platform Server. This server is not connected to any other entity because the actual reference points / interfaces are subject to current work in the GS group and will be added for a later version of the platform. Currently, connections to the Gaming Platform Server can only be established via proprietary interfaces and are, therefore, neither shown in the picture nor listed as OMA reference points.
The combination of “Presence SE”, “IM SE”, “Group Management SE”, Shared Content SE”, and “Service Access Point” is shown as the “IMPS 1.X Server” with a dotted line (“…..”).

The UAPROF server is directly connected to the “Requesting Application” domain. Several architectural entities from the OMA System access the UAPROF server as well, but no direct connections are shown for those data exchanges in the picture. The reason for this is that those architectural entities play the role of a requesting application and use the reference point UA-1. The same principle would apply for all other cross-entity accesses, e.g. in the hypothetical case where the Gaming Platform accessed the Location Server over L-1.
Only some architectural entities of the DRM and DL (Download) specifications are explicitely shown (e.g. DRM agent, DL agent) because these architecture reuse other OMA architectures (e.g. Browsing, Push, MMS). The DRM and DL agent are schematically connected to the WAP client to represent their use of the WAP (WSP) protocol stack.
The WAP Client in Figure XXX contains schematically the EMN (Email Notification) and LAF (Location Attachment Functionality). This is a simplified view that sufficiently serves the purpose of this figure. The exact details can be found in the corresponding specifications.
The W-DNS Resolver is shown as the corresponding specification defines a profile for DNS on the End User Device. It is only connected to architectural entities not defined by OMA which are provided for completeness.
Reference Points
The table below provides the following information:

· It lists all OMA reference points

· It assigns a name to each reference point

· It gives an overview about the transport protocol for each reference point and the associated payload. Reference points can host more than one protocol by definition, see [OMA Dictionary]. Therefore, there is always only one reference point between two architectural entities although there may be more than one protocol used over such a reference point.

· It points to the respective specification(s) where more details for a specific reference point can be found. It is not the intention to copy the information from the detailed specification(s) into this document.

· It lists other names of each reference point that are used in other organizations or has been used in OMA WG’s due to the absence of a unified reference point naming in OMA in the past. Those other names are likely to be found in OMA documents that are already released. OMA WG’s are expected to use the new unified naming as established in this document in any new document that they develop.

	Reference Point Name
	Payload
	Transport Protocol
	Reference to Specification
	Other Ref. Pt. Names

	B-1
	Markup (WML, HTML, XHTMLMP)

Scripting (WMLScript, ESMP)

And other content types
	HTTP 1.1
	WAESpec V1.0 ==waespec-30-apr-98
WAESpec V1.1 == SPEC-WAESpec-19990524-a

WAESpec V1.2 == WAP-153 WAE Specification == SPEC-WAESpec-19991104-a

WAESpec V1.3 == WAP-190-WAESpec-20000329-a

WAESpec V2.0 == WAP-236-WAESpec-20020207-a
WAESpec V2.1 == OMA-WAP-WAESpec-V2_1-20020902-C
OMA-Browsing-V2_1 package
	n.a.

	B-1s
	Same as B-1
	HTTP 1.1 over WAP TLS
	Same as B-1
“WAP TLS Profile and Tunnelling Specification”, WAP ForumTM, WAP-219-TLS-20010411.a
	n.a.

	B-2
	WML, WML Script

And other content types
	WSP
	Same as B-1
“Wireless Session Protocol Specification”, WAP ForumTM
WAP-230-WSP-20010705-a
	n.a.

	B-2s
	Same as B-2
	WSP over WTLS
	“Wireless Transport Layer Security Specification”, WAP ForumTM, WAP-261-WTLS-20010406-a
“Wireless Session Protocol Specification”, WAP ForumTM, WAP-230-WSP-20010705-a
	n.a.

	B-3
	Markup (WML, XHTMLMP)

Scripting (WMLScript, ESMP)

And other content types
	WSP or W-HTTP
	Same as B-1
	n.a.

	B-3s
	Same as B-3
	If WSP stack is used: Same as B-2s else
W-HTTP over WAP TLS
	
	n.a.

	B-4
	Same as B-2 plus any other content types the GW translates
	HTTP 1.1
	Same as B-1
	n.a.

	B-4s
	Same as B-4
	HTTP 1.1 over TLS or SSL
	Same as B-1
	n.a.

	B-5
	Same as B-4 + LAF
	Same as B-4 + LAF
	Same as B-6
	n.a.

	B-5s
	Same as B-7
	Same as B-4s

LAF is only possible if B-7s does not exist, otherwise LAF is not possible due to encrypted HTTP headers
	Same as B-6
	n.a.

	B-6
	Same as B-3
plus any other content types the GW translates
	HTTP 1.1
	Same as B-1
	n.a.

	B-6s
	Same as B-3
	If WSP stack is used at B-3s: Same as B-4s.

If W-HTTP and WP-TCP are used at B-3s: Same as B-1s
	Same as B-1
	n.a.

	B-7
	Same as B-6 + LAF
	Same as B-6 + LAF
	Same as B-6
	n.a.

	B-7s
	Same as B-6s + LAF
	Same as B-6s

LAF is only possible if B-6s does not exist, otherwise LAF is not possible due to encrypted HTTP headers
	Same as B-1
	n.a.

	C-1
	WCR
	No transport defined
	OMA-WBF-v1_0-20021121-C


	n.a.

	DM-1
	OMA DM Representationprotocol (DM usage)
DM Protocol
	e.g. HTTP, or OBEX
Payload is transport independent
	[DMREPU]
[DMPRO]
	DM-1, DM-7

	DM-2
	Binary XML bootstrap messages
	Any
	[PROVBOOT]
	DM-5

	DM-3
	PAP
	HTTP
	“Push Access Protocol Specification”, WAP ForumTM, WAP-247-PAP-20010429-a 
	n.a.

	DM-4
	PAP
	HTTP
	“Push Access Protocol Specification”, WAP ForumTM, WAP-247-PAP-20010429-a
	n.a.

	DM-5
	DM notifications,

DM bootstrap messages
	Push OTA-WSP, or
Push OTA-HTTP (WAP 2.0 only)
	[DMNOTI]
[PROVBOOT]

“Push OTA Protocol Specification”, WAP Forum(, WAP-235-PushOTA-20010425-a
	DM-2, DM-6

	DNS-1
	DNS RR’s
	TCP/UDP
	RFC 1035
	n.a.

	DNS-2
	DNS RR’s
	TCP/UDP
	RFC 1035
	n.a.

	L-1
	MLP
	HTTP
	LIF-TS 101 Specification Version 3.0.0, LIF-TS-101-v3.0.0
	Le

	MM-1
	MMS PDUs
	WSP
	OMA-MMS-ERELD-v1.2 and 3GPP TS 23.140 “Functional Description of MMS”
	‘MMSM‘ in OMA terminology,

’MM1’ in 3GPP terminology

	MM-2
	MMS PDUs
	WSP or HTTP
	OMA-MMS-ERELD-v1.2 and 3GPP TS 23.140 “Functional Description of MMS”
	‘MMSM‘ in OMA terminology,

’MM1’ in 3GPP terminology

	MM-4
	MMS PDUs
	HTTP
	OMA-MMS-ERELD-v1.2 and 3GPP TS 23.140 “Functional Description of MMS”
	‘MMSM‘ in OMA terminology,

’MM1’ in 3GPP terminology

	MM-5
	MMS PDUs
	HTTP
	OMA-MMS-ERELD-v1.2 and 3GPP TS 23.140 “Functional Description of MMS”
	‘MMSM‘ in OMA terminology,

’MM1’ in 3GPP terminology

	MM-7
	out of scope of OMA
	--
	out of scope of OMA
This reference point may comprise an interface to a VASP (Value Added Service Provider).

3GPP TS 23.140 “Functional Description of MMS”
	‘MM7’ in 3GPP terminology



	MM-8
	out of scope of OMA
	--
	out of scope of OMA
	‘L‘ terminology in OMA,

‘MM3’ in 3GPP terminology

	MM-9
	out of scope of OMA
	--
	3GPP TS 23.140 “Functional Description of MMS”
	‘MMSR‘in OMA terminology,

‘MM4’ in 3GPP terminology

	MM-10
	out of scope of OMA
	--
	out of scope of OMA

This reference point may comprise more than one essential interface to the operator’s back-end system, such as interfaces to the HLR, the MMS User Databases or the Billing System. 

3GPP TS 23.140 “Functional Description of MMS”
	‘MM5’ to the HLR, ‘MM6’ to the MMS User Databases and ‘MM8’ to the Billing System in 3GPP terminology.

	P-1
	PAP
	HTTP
	“Push Access Protocol Specification”, WAP ForumTM, WAP-247-PAP-20010429-a
	n.a.

	P-1s
	PAP
	HTTP over TLS/SSL
	“Push Access Protocol Specification”, WAP ForumTM, WAP-247-PAP-20010429-a
	n.a.

	P-2
	Generic message format of RFC 822

Or

EMN (for e-mail notification)
	Push OTA-WSP
Push OTA-HTTP (WAP 2.0 only)
	“Push OTA Protocol Specification”, WAP Forum(, WAP-235-PushOTA-20010425-a
OMA Email Notification, OMA-EMN-v1_0-20021031-C
	n.a.

	P-2s
	Same as P-2
	Push-OTA-WSP over WTLS

Push OTA-HTTP (WAP 2.0 only) over TLS
	Same as P-2
	n.a.

	P-3
	PAP
	HTTP
	“Push Access Protocol Specification”, WAP ForumTM, WAP-247-PAP-20010429-a
	n.a.

	WV-1
	IMPS 1.X CLP or CSP
	--
	OMA-IMPS-v1_2-20030221-C.zip
	n.a.

	WV-2
	IMPS 1.X SSP
	--
	OMA-IMPS-v1_2-20030221-C.zip
	n.a.

	WV-3
	IMPS 1.X SSP (but could be an internal reference point depending on implementatio)
	--
	OMA-IMPS-v1_2-20030221-C.zip
	n.a.

	WV-4
	IMPS 1.X SSP (but could be an internal reference point depending on implementatio)
	--
	OMA-IMPS-v1_2-20030221-C.zip
	n.a.

	WV-5
	IMPS 1.X SSP (but could be an internal reference point depending on implementatio)
	--
	OMA-IMPS-v1_2-20030221-C.zip
	n.a.

	WV-6
	IMPS 1.X SSP (but could be an internal reference point depending on implementatio)
	--
	OMA-IMPS-v1_2-20030221-C.zip
	n.a.

	UA-1
	CPI
	W-HTTP, or
CC/PPex over HTTP
	“WAG UAPROF Specification”, WAP Forum(,  WAP-248-UAPROF-20011020-a

http://www.openmobilealliance.org/wapdocs/wap-248-uaprof-20011020-a.pdf

OMA-UAProf-v2_0-20030520-C1.zip
	n.a.


Reference:

[OMA Dictionary]:
Dictionary for OMA Specifications V1.0, Approved Version 14 Oct 2003, OMA-Dictionary-V1_0-20031014-A

Abbreviation:

[LAF]:
Location Attachment Functionality
4 Intellectual Property Rights Considerations

The author is not aware of any essential IPR’s pertaining to this document.

5 Recommendation

The author recommends to accept chapter 3 of this contribution as input for the latest Inventory document currently under development in ARC.

It is left to the editor of the Inventory document to adjust the formatting of the headlines so that they fit into the document structure, to organize the references and abbreviations.
�this needs to be moved to “References” section by the editor


�needs to be moved to the abbrev. Section by the editor
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