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1 Reason for Contribution

Proposed changes to section 7.4

2 Summary of Contribution

To improve quality of text in 7.4

3 Detailed Proposal

This section describes edits of the OSE, with the intention to modify it.

***********************************START OF PROPOSED CHANGES*****************************

7.4 Architecture Principles
The OSE architecture is based on the architecture principles as described by the OMA Architecture Principles [ARCHPRIN]. Additionally, the OSE focuses on several
 key concepts, designed to satisfy the Architecture requirements as described previously. This architecture can be realized in many technologies, including but not limited to, Parlay and web services. These key principles are described in the following subclauses.

7.4.1. Extensibility 

OMA interfaces should not be monolithic. New enablers can be introduced by developing an enabler implementation that connects to an underlying resource in the service provider.

The enabler application development interfaces can be communicated to third party developers directly (e.g. by written documents so the applications can statically bind to the destination enabler) or registered with the (proposed) discovery enabler to allow the application to dynamically bind to the destination enabler.

One way of managing enablers is to use policies. Policies can be loaded dynamically for OSE evaluation and enforcement to protect the enabler.

Policies associated to other resources can be updated to exploit (e.g. via delegation) the new enabler implementation as well as to allow the new enabler implementation to use other existing enabler implementations already deployed in the domain. So when a new enabler implementation is added to the OSE, it is easy to allow other enablers to use it for protection and reuse or delegation simply by adding corresponding policy assertions to their policies.

Life cycle management interfaces are expected to provide support for upgrade of enablers when new releases are installed and deployed.

7.4.2 Reuse of Enablers

One main principle of the OSE is “not to re-invent the wheel”. Whenever a function exists, which an enabler might re-use, it is not necessary to implement this . From the perspective of the applications, the service provider domain is a set of capabilities embodied as implementations of enablers. This also implies that interfaces can be modular, and new enablers introduced by re-using sections of enablers.
Enabler implementations may reuse other enablers located in either the same service provider domain or different service provider domains.

By simplifying the mechanism for enabler reuse, OSE can eliminate vertical "silo" problem and can simplify the integration of new applications and enablers into the service provider domain.

7.4.3 Single component interfaces

Through the capabilities of the OSE, the application development interfaces of enablers are exposed to other requestors. These interfaces are made available to developers and applications as discussed in subclause 7.5.7 "Policy Management".

The enabler implementations are responsible for abstracting the underlying resources by mapping between the underlying protocols and the needs of the application development interfaces.

7.4.4 Application development interfaces

The application development interfaces are the interfaces offered by the enabler implementations for the development of applications or other enabler implementations that use them. The application development interfaces follow the OMA specifications and they are technology specific realizations of the specified interfaces (e.g. web services, Java, .Net and CORBA).

7.4.5 Operations and Management
In the service provider domain, certain functions are needed to provide basic support to the enabler implementations. These functions include:

· Creation

· Deployment

· Activation & deactivation

· Management:

· Dependency management

· Upgrade

· Removal

The OSE provides the necessary infrastructure to perform these functions. Each enabler implementation may expose life cycle management interfaces as specified by OMA. In addition, there is a need to control that enablers work properly, get and use the appropriate resources, etc. These may include logging, measuring, but also actuation, e.g. SNMP traps, etc.
7.4.6 Evolution

The proposed OSE architecture consists of enablers and resources that have been specified and made available by a number of different standards and specification organizations. The OSE provides a general framework such that the above resources including enabler implementation may be accessed in a uniform and consistent manner. 


7.4.7 Application and Enabler Exposure management

The OSE enables the exposure of OMA enablers, other enablers, and applications to each other in a controlled manner. One way the the OSE does this is through a a policy-based mechanism, which can be used to protect the underlying Service Provider's resources from unauthorized requests and manages their use (e.g. through appropriate charging, logging and enforcement of user privacy or preferences). The OSE provides a consistent and centralized management mechanism if the Service Provider requires such control.


4 Intellectual Property Rights Considerations

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org

5 Recommendation

To agree and insert changes as described in section 3 into the OSE.
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