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1. Scope

The Interfaces for Common Functions Work Item [WID-CF] includes a deliverable for an Informative Report that identifies and describes Common Functions. This document is the manifestation of that deliverable – it contains the latest information about each identified and proposed Common Function and thus is a Tracking Document for the Common Functions work within OMA’s Architecture Working Group.

For each identified and proposed Common Function, this document includes a description of the Common Function as well as other relevant data such as the status of the Common Function (e.g. the Architecture Working Group endorses the proposal is a Common Function, the Common Function is currently being specified by a Working Group, the requirements for the Common Function are being defined by OMA’s Requirements Working Group, etc.). 

This is a living document in that it will be updated as new Common Functions are identified or proposed and data on previously documented Common Functions is updated. 

The Common Functions are presented in alphabetical order beginning with Section 5.

2. References

2.1 Informative References

	[ARC-CHARTER]
	“OMA Architecture Group Charter”

URL: http://member.openmobilealliance.org/ftp/TP/ID/03/OMA-TP-2003-0565-Architecture-Charter-for-Approval.zip

	[ARCH-MIN-01]
	“Architecture Working Group Minutes – Feb 2-4, 2004”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/ OMA-ARC-2004-0030-minutes-2004-02-04_ARC_f2f_LA.zip

	
	

	[ARCH-PRINC]
	“OMA Architecture Principles”
URL: http://member.openmobilealliance.org/ftp/PD/OMA-ArchitecturePrinciples-V1_1_1-20031217-A.zip

	[ARC-PS]
	“Architecture Problem Statement”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/03/OMA-ARC-2003-0102R02-OSLE-Problem-statement-and-drivers.zip

	[CF-AUTH]
	“Proposal for Authentication Common Function”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/03/OMA-ARC-2003-0288-AuthenticationCommonFunction.zip

	[CF-AUTH-ID]
	“Proposal for Identification and Authentication Common Function”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/03/OMA-ARC-2003-0320R01-IdentificationAndAuthenticationCF.zip

	[CF-AUTH-ID-2]
	“Identification and Authentication as a CF”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/ OMA-ARC-2004-0018-IdentificationAuthenticationCF.zip

	[CF-GM]
	“Group Management as Common Function”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/ OMA-ARC-2004-0016-Group-Management-as-Common-Function.zip

	[CF-GM-PRESENCE]
	“Presence and Group Management as OMA Common Functions”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/03/OMA-ARC-2003-0323R01-PresenceAsACommonFunction.zip

	[CF-WORKFLOW]
	“Common Functions Workflow”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/03/OMA-ARC-2003-0337R01-Common-Functions-Workflow-and-Tracking-Document.zip

	]CF-CHARGE]
	“Charging as a Common Function”
URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/OMA-ARC-2004-0203-charging_as_a_common_function.zip

	[MM-RTP-PROCESS]
	“Multimedia RTP Processing as a Common Function”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/OMA-ARC-2004-0029-LATE-Multimedia-RTP-Processing-as-Common-Function.zip

	[OMA-DICT]
	“OMA Dictinary”

URL: http://member.openmobilealliance.org/ftp/PD/ OMA-Dictionary-V1_0_1-20040113-A.zip

	[PRIVACY]
	“Privacy as a Common Function”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/OMA-ARC-2004-0019-PrivacyCF.zip

	[RD-PRIVACY]
	“Privacy Requirements for Mobile Services”

URL: http://member.openmobilealliance.org/ftp/PD/OMA-RD_Privacy-V1_0_0-20031104-A.zip

	[SRVC-TRACING]
	“Service Level Tracing – Candidate for a Common Function”

URL: http://member.openmobilealliance.org/ftp/ARCH/ID/04/OMA-ARC-2004-0026-Candidate-for-Common-Function.zip

	[WID-ARCH-SPEC]
	“Architecture Specification Development [WID #089]”
URL: http://member.openmobilealliance.org/ftp/TP/ID/04/OMA-TP-2004-0062R01-ArchSpecDev-WID---WISPR.zip

	[WID-CF]
	“Interfaces for Common Functions Work Item [WID #062]”

URL: http://member.openmobilealliance.org/ftp/TP/ID/03/OMA-TP-2003-0429R01-WID-Common-Functions.zip

	
	

	[WID-CHARGE]
	“Charging [WID #087]”
URL: http://member.openmobilealliance.org/ftp/TP/ID/04/OMA-TP-2004-0217R02-CR_WI_0087_charging_new_rev.zip

	[WID-EPEM]
	“Execution Policy Enforcement and Mangement [WID #056]”
URL: http://member.openmobilealliance.org/ftp/TP/ID/03/OMA-TP-2003-0399R02-PE_WID_20030912.zip

	[WID-GM]
	“Group Management Work Item [WID #086]”

URL: http://member.openmobilealliance.org/ftp/TP/ID/04/OMA-TP-2004-0001-Work-item-description-and-WISPR-for-Group-Management.zip

	[WID-IDM]
	“Identity Management Framework Work Item [WID #049]”

URL: http://member.openmobilealliance.org/ftp/TP/ID/03/OMA-TP-2003-0280-Identity-Management-Framework-WI.zip

	[WID-OSPE]
	“OMA Service Provider Environment [WID #075]”
URL: http://member.openmobilealliance.org/ftp/TP/ID/03/OMA-TP-2003-0525R03-OSPE_WID_Proposal.zip


3. Terminology and Conventions

3.1 Conventions

This is an informative document and as such does not include any testable requirements for implementations.

3.2 Definitions

See [OMA-DICT] for the definition of terms used in this document.

3.3 Abbreviations and Acronyms

	ARCH
	OMA’s Architecture Working Group

	EPEM
	Execution Policy Enforcement and Mangement

	IETF
	Internet Engineering Task Force

	MCC
	Mobile Commerce and Charging

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	OSPE
	OMA Service Provider Environment

	RTP
	Real-time Transport Protocol

	TP
	Technical Plenary

	WG
	Working Group

	WI
	Work Item

	WID
	Work Item Document


4. Introduction

The Architecture Working Group’s Charter [ARC-CHARTER] includes a deliverable for an overall OMA system architecture – now known as the OMA Service Environment Specification. As part of the effort to address this deliverable, the Architecture Working Group created a Problem Statement ([ARC-PS]) for OMA’s Architecture specification. [ARC-PS] identifies monolithic Service Enablers (also known as silos) as one of OMA’s major problem areas (see [ARC-PS] for more information). Specifications produced by OMA will have greater consistency and have other benefits of reuse if they build on Common Functions supplied by other OMA Specifications rather than having to re-specify such common functionality.

[WID-CF] proposes to examine the architecture of existing OMA Specifications as well as work currently underway in OMA (e.g. TP approved Requirements Drafts, Architecture Drafts produced by Working Groups, etc.) to determine if there are Common Functions that would be better supplied in separate specifications.  The task is one of architectural decomposition and restructuring to try to identify Common Functions.  When candidates for reuse are discovered, new Work Items will be created and those Work Items will follow OMA’s usual process with the Requirements WG, Technical Plenary, etc.  

All of OMA’s Working Groups will be expected to use any available OMA Specifications if the provided functionality meets the requirements for a specification under development.  This re-use of specifications will: increase the overall consistency of specifications in OMA, reduce unnecessary redundancy and speed up both specification development and implementation as common functionality can be reused.

Note that since the OMA Architecture Principles mandate the re-use of specifications (see [] Princples #2 and #3), the Common Functions work in OMA is largely a manifestation of these relevant Principles.

4.1 Common Functions Workflow

The Architecture Working Group’s workflow for [WID-CF] is defined in [CF-WORKFLOW] but is summarized in this section for the convenience of the reader.  The primary steps in the workflow are:

· Common Function Proposal - A proposal for a Common Function may be submitted (e.g. via an Input Contribution) to the Architecture WG by several means including (but not limited to):

· Architecture WG (e.g. via an analysis of the Architecture Inventory)

· Other Working Groups

· Member Input Contributions

At a minimum, a proposal must contain at least a description of the functionality and a list of the potential services or enablers that could use the functionality.

· Analysis – is the Proposed Functionality a Common Function?  After a proposal is submitted, it will be analyzed by ARCH (and any other individual and/or WG that wants to participate) to determine if the functionality is indeed a Common Function as defined by [WID-CF].

· Add Analysis Results to the Common Functions Tracking Document.
· Work Starts.  If the function is accepted as common, the normal OMA Process begins (e.g. a new WID is created, etc.).

4.2 Frequently Asked Questions (FAQ)

The primary end result of the Common Functions work is new enablers in the OMA.  Such enablers will be specified in such a way that their functionality may be re-used by other enablers created by both the OMA and other Standards Organizations.  

Although [OMA-DICT] formally defines Common Function and this document defines the workflow for the Interfaces for Common Functions WID, there are still some questions regarding Common Functions. This section clarifies the issues raised by these questions by providing answers to Frequently Asked Questions.

1. How will functionality designated as a Common Function be manifested in OMA? 

 OMA’s main product is interoperable enablers and as such, functionality designated as a Common Function will generally result in a new enabler. In some cases (e.g. the functionality is a data format or encoding), the functionality will be specified or referenced in ARCH’s Recommendations for Specification Developers deliverable as specified in the Architecture Specification Development WID (see [WID-ARCH-SPEC]).

There is no inherent reason why enablers that resulted from the Common Functions work should carry that designation when the enabler is specified. That is, such an enabler is simply just another enabler.


2. When requirements are created for an enabler that was designated as a Common Function, will there be any special or unique requirements because of this designation?

When the resulting enabler’s documents (e.g. Requirements Document) are created, the responsible working group will not necessarily need to introduce additional requirements because of the original Common Functions designation.


3. What is the relationship between the Common Functions work and the OSE?

Today’s OMA Service Environment (OSE) specification is an umbrella document that attempts to rationalize the OMA’s enablers (i.e. define relationships between enablers).  Given that enablers resulting from the Common Functions work are just other enablers, there is no inherent need for the OSE to treat such enablers differently. In particular, Common Functions are not an architectural entity in the OSE.


4. What is the relationship between the Common Functions work and the Execution Policy Enfocement and Mangement (EPEM) work?

The EPEM enabler (see [WID-EPEM]) may use enablers that have resulted from the Common Functions work.


5. What is the relationship between the Common Functions work and the OMA Service Provider Environment (OSPE) work?

Although the OSPE work (see [WID-OSPE]) is still in its requirements phase, the expectation is that enablers resulting from the Common Functions work may be identified as components in the OSPE.


5. Authentication

Authentication as a Common Function was proposed in [CF-AUTH], [CF-AUTH-ID] and [CF-AUTH-ID-2]

5.1 Description

[CF-AUTH] and [CF-AUTH-ID] identify Authentication as a function that occurs in multiple enablers.  See [CF-AUTH] and [CF-AUTH-ID] for more information.

[CF-AUTH-ID-2] proposes Authentication and Identification are a single Common Function.

5.2 Analysis

See [CF-AUTH], [CF-AUTH-ID] and [CF-AUTH-ID-2] for details.

5.3 Status

[CF-AUTH] and [CF-AUTH-ID] were Noted by ARCH. [CF-AUTH-ID-2] was Approved by ARCH.

No WG is actively working on Authentication as a Common Function.

See also the related Identity Management Framework WID (#0049) [WID-IDM].

The Architecture Working Group reviewed [CF-AUTH-ID-2] during the Beverly Hills meeting (see [ARCH-MIN-01]) and Endorses Authentication as a Common Function.

6. Charging

On June 21, 2004 the Mobile Commerce and Charging (MCC) Working Group formally proposed to the Architecture WG that Charging is a Common Function. The Architecture WG Endorses the proposal. See [CF-CHARGE] for more information

6.1 Description

See  [CF-CHARGE].

6.2 Analysis

See [CF-CHARGE].

6.3 Status

On June 24, the MCC WG proposed  to the Technical Plenary that WID #087 [WID-CHARGE] be changed to include a Charging specification. The Technical Plenary Approved this change and thus acknowledges Charging is a Common Function.  

7. Group Management

A Group Management WID [WID-GM] was Approved by the TP in January, 2004.

7.1 Description

[WID-GM] defines Group Management as follows:

Group Management is the industry recognized capability for associating common attributes about a group of contacts (e.g., individuals). Group Management can be viewed as an enabler of group based communication. For example, Group Management is used in MMS or SMS to send one message to many individuals, at once. Also, Group Management is used in Presence to facilitate authorization of many individuals who may wish to access another individual’s presence information. Yet another example of Group Management is the use of a group definition to facilitate session initiation of many individuals to the same conference call. Even in Location enabler work, Group Management can be used to differentiate colleagues that are either in our out of the office. In all of these examples, there are common attributes that could be defined, in common, in order to allow a single Group Management enabler to be used consistently across other OMA enablers. This commonality to Group Management would permit the interworking amongst enablers with Group Management capabilities. For example, a group context defined within a presence enabler could be used to initiate a conference call amongst your online friends. Consistency of the OMA group capabilities is of paramount importance as OMA matures to provide interworking across its enablers.

7.2 Analysis

Group Management as a Common Function was first proposed in [CF-GM-PRESENCE]. 

In [CF-GM], further justification for Group Management as a Common Function is provided, including the following text:

Groups and elements of Group Management are being developed in a number of different Working Groups in OMA. For example the following work items have features that contain Group Management capabilities:

· WI-027 - IMPS-Enablement Interface Technology

· WI-0028 - SIMPLE IMPS Service Definition

· WI-031 - WV-SIP/SIMPLE Interworking

· WI-037 - The Maintenance and enhancement of the Games Services Specifications

· WI-043 - Push to Talk over Cellular (PoC)

· WI-054 - Session Initiation Protocol (SIP) Push OTA

· WI-061 - Interworking of Messaging Systems

· WI-073 - OMA-Presence

This indicates there is value in working across OMA to identify some common Group Management function characteristic, rather than to specify divergent and different definitions of Group Management across various enablers. 
7.3 Status

Group Management has been Approved as a Common Function by the Technical Plenary and the Architecture WG Endorses this recommendation.

OMA’s Messaging Working Group has been assigned [WID-GM].

8. Identification
Identification as a Common Function was proposed in [CF-AUTH-ID] ] and and [CF-AUTH-ID-2].

8.1 Description

[CF-AUTH-ID] identifies Identification as a function that occurs in multiple enablers.  See [CF-AUTH-ID] for more information.

[CF-AUTH-ID-2] proposes Authentication and Identification are a single Common Function.

8.2 Analysis

See [CF-AUTH-ID] and [CF-AUTH-ID-2] for more information.

8.3 Status

[CF-AUTH-ID] was Noted by ARCH. [CF-AUTH-ID-2] was Approved by ARCH.

No WG is actively working on Identification as a Common Function.

See also the related Identity Management Framework WID (#0049) [[WID-IDM].

The Architecture Working Group reviewed [CF-AUTH-ID-2] during the Beverly Hills meeting (see [ARCH-MIN-01]) and Endorses Identification as a Common Function.

9. Multimedia RTP Processing

Multimedia RTP Processing was proposed as a Common Function in [MM-RTP-PROCESS].

9.1 Description

[MM-RTP-PROCESS] defines Multimedia RTP Processing as follows:

Multimedia RTP processing is processing of any kind performed on RTP (and RTCP), typically interactive audio and/or video streams. It includes, but is not limited to, these functions:

· playing audio files (e.g., announcements, prompts, messages)

· recording audio files (e.g., messages)

· DTMF detection

· automatic speech recognition (ASR)

· text-to-speech (TTS)

· interactive voice response (IVR) (e.g., VoiceXML)

· simple, unfeatured conferencing (e.g., 3WC, 6WC)

· featured conferencing, including loudest speaker notification, gain control, muting, playing announcements (e.g., business conferencing, event conferencing)

· playing video files (e.g., announcements, prompts, messages)

· recording video files (e.g., messages)

· video interactive voice response (IVR)

· video conferencing (e.g., voice activated switching, quad split)

· transcoding (between different codecs or rates)

9.2 Analysis

[MM-RTP-PROCESS] proposes Multimedia RTP Processing is a Common Function because its functionality is needed by the following enablers:

1. Push-to-Talk Over Cellular (POC) – requires multi-unicast (replicating the audio payload of RTP)

2. Multimodal and Multi-Device Services - the requirements document and proposed architecture document list: playing audio files, DTMF detection, automatic speech recognition (ASR), text-to-speech (TTS) and interactive voice response (IVR) (e.g., VoiceXML)

[MM-RTP-PROCESS] also identifies other potential enablers that may be able to use Multimedia RTP Processing.

9.3 Status

The Architecture Working Group reviewed [MM-RTP-PROCESS] during the Beverly Hills meeting (see [ARCH-MIN-01]) and considers the status of Multimedia RTP Processing as Pending More Investigation.

10. Privacy

Privacy was proposed as a Common Function in [PRIVACY].

10.1 Description

[PRIVACY] does not formally define Privacy but instead refers to several related definitions and concepts (i.e. Personal Privacy, Personal Data, etc.) that are defined in the Approved document Privacy Requirements for Mobile Services [RD-PRIVACY].

10.2 Analysis

[PRIVACY] includes a summary of Privacy features in OMA enablers and an overview of some relevant work at the IETF.  See [PRIVACY] for more information.

10.3 Status

The Architecture Working Group reviewed [PRIVACY] during the Beverly Hills TP (February, 2004) and does NOT Endorse Privacy as a Common Function.  Among the reasons for this position are: new work in this area should first be focused on requirements (i.e. a Change Request to the TP-Approved [RD-PRIVACY]); the requirements in [RD-PRIVACY] do not lend themselves to a single solution thus a Common Function for Privacy is not appropriate.  See [ARCH-MIN-01] for more information.

11. Service Level Tracing

Service Level Tracing was proposed as a Common Function in [SRVC-TRACING].

11.1 Description

[SRVC-TRACING] defines Service Level Tracing as follows:

Service Level Tracing is aimed at service-level diagnostics, rather than bearer-level. Service Level Tracing is required to enhance the Mobile Operator's ability to illustrate whether their services are working correctly. The benefit of Service Level Tracing is not so much in tracking down faults, but in simplifying the automation of service testing. Service Level Tracing is not activated on a continous basis but triggered for specific test cases, so there is minimal overhead.
11.2 Analysis

[SRVC-TRACING] includes a general problem statement , a few general requirements, a proposed solution and list of benefits for such a function.  See [SRVC-TRACING] for more information.

11.3 Status

The Architecture Working Group reviewed [SRVC-TRACING] during the Beverly Hills meeting (see [ARCH-MIN-01] for details) and considers the status of  Sevice Level Tracing as Pending More Investigation.
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A.1 Version History
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	First Draft
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	2004-02-11
	This Draft reflects decisions made during the Architecture WG meeting in Beverly Hills (February, 2004).
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