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1 Reason for Contribution

When checking the final version of the OSE document we found an inconsistency that we feel can cause confusion and unclarity to the reader. We think the inconsistency should better be resolved in this version of the document, rather than approving the existing version including its inconsistency. However we think that the inconsistency can be resolved with small modifications to the document, and thus we hope that the updated OSE document can still be approved by TP in Orlando. 

2 Summary of Contribution

We feel that there is an inconsistency in the OSE document that we feel can cause confusion and unclarity to the reader. Additional explanation and motivation is provided in Ch. 3 of this input contribution. The proposed modifications to the OSE document can be found in OMA-ARC-2004-311-OSE-Inconsistency-CR.  

3 Detailed Proposal

The OSE document contains various phrases that refer to the composition function of the Policy Enforcer function in the OSE architecture, such as:

 “The Policy Enforcer provides a mechanism for Service Providers to enforce policies for, e.g. security, access control, privacy, or charging, on any request into a Service Provider resource (see Figure 3).” (quoted from first paragraph of section 5.4.1 of OSE document).

And “The Policy Enforcer may also be used to compose enablers into higher-level functions.” (quoted from 3rd paragraph, section 5.4.1, OSE document).

Also we see these statements backed by the deployment options 2 and 3 in section 7.1 of the OSE document.

In section 5.3 of the OSE document a picture and table with OSE interfaces are introduced (picture and part of table copied here for your convenience):
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Figure 1 – Classification of interfaces in OSE

Interface I0 and I0+P are described as:

Table 1: Interface Categories of the OSE Architecture 

	Interface category
	Definition
	Comments

	I0
	I0 is the category of interface to an enabler's intrinsic functions.

I0 interfaces are exposed to applications and enablers when no policies are applied.

I0 interfaces are specified by OMA (see note 1).
	I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management.

(See note 2)

	 I0+P
	I0+P is the category of interfaces that results from the application of policies to the enabler’s I0 interface. (See the definition of Parameter P for more information.).

This is the category of interface that is exposed to applications and enablers when policies are applied.
	The Policy Enforcer may add Service Provider required parameters (P) to the enabler’s interface (I0), based on Service Provider-defined policies (e.g. credentials or account information as imposed by security policy etc).

(See note 3)


We comply with the fact that the Policy Enforcer can be used to compose enablers (as is stated in the OSE document).

The inconsistency is that in case of the Policy Enforcer doing enabler composition, then the northbound interface of the Policy Enforcer would not be I0 + P, but rather Ix+P (e.g. I3+P)– for as is stated in the OSE document text, the enablers can be composed into higher-level functions. We think that such higher-level functions will not have the exact same I0 interface. The northbound Policy Enforcer interface should therefore have a different annotation than I0.

On the other hand we would want to emphasize that the northbound interface (I3 + P) can be based on I0. I3 can be equal to I0 in those cases where there is no composition.

A practical example of such usage which illustrates the points we are making can be found in the OWSER 1.0  Overview document (see OMA-Web-Services-Enabler-Release-V1_0-20040715-A), where the Orchestrator pattern (section 8.8) offers an example of a service composition where I3 is not equal to I0. The Gateway pattern is one example where I3 is equal to I0.

In addition we believe that tying the northbound interface to the enabler interfaces only is quite arbitrary. In some cases (such as charging) also the I1 interfaces to the Service Provider Execution Environment may be exposed on the northbound side of the Policy Enforcer.

We believe that stating in the OSE document that the northbound interface of the Policy Enforcer can (1) either be based on I0 or (2) on an interface of composed enablers (what we call I3), resolves the inconsistency.

The detailed proposal can be found at OMA-ARC-2004-311-OSE-Inconsistency-CR.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To approve this input contribution.

To recommend the TP to approve the attached CR of the OSE document.
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