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1 Reason for Contribution

OSE AD V1.0 introduces a Policy Enforcer element as a proxy to the enablers it controls access to. The reason for this contribution is to bring out the other option of positioning the Policy Enforcer: a callable Policy Enforcer. We feel this option is currently under-represented.

2 Summary of Contribution

We feel that the Policy Enforcer can be applied in the OSE architecture as an enabler proxy (as is currently shown). We also feel that it can be equally applied in the OSE architecture in a callable mode, to be called by the enabler(s). Thus we propose some text and a graphic to the OSE document, to show a balanced view of both options.

3 Detailed Proposal

5.2.9 Policy Enforcer

If required, the OSE provides a policy-based management mechanism to protect the underlying Service Provider's resources from unauthorized requests and to manage the use of these requests through appropriate charging, logging and enforcement of user privacy or preferences.

The Policy Enforcer can be applied in the OSE conceptual model in various ways: as an Enabler Implementation proxy and/or as a callable enabler by other Enabler Implementations (see next section for details), or a combination of both.
The OSE architecture also manages the procedures applied between enablers and applications that reside either in the same environment or across different environments.

5.3 Interfaces of the OSE

The following figures illustrate the interface categories of the OSE architecture in the context of using policy enforcer in the proxy model (figure 2) and in the callable model (figure 3). 
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Figure 2 – Classification of interfaces in OSE (proxy policy enforcer model)
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Figure 3 – Classification of interfaces in OSE (callable policy enforcer model)
Table 1 contains a list of the OSE interface categories including their definition and additional comments.

The interfaces defined in this section are abstract interface categories. For example, the I0 interface represents the categories of interfaces that enabler specifications (e.g. the OMA Location enabler) define.

Table 1: Interface Categories of the OSE Architecture 

	Interface category
	Definition
	Comments

	I0
	I0 is the category of interface to an enabler's intrinsic functions.

I0 interfaces are exposed to applications and enablers when no policies are applied.

I0 interfaces are specified by OMA (see note 1).
	I0 may encompass interfaces to what in some areas are called “service building blocks” like location and messaging, as well as to traditional  “business support functions” like subscriber management.

(See note 2)

	 I0+P
	I0+P is the category of interfaces that results from the application of policies to the enabler’s I0 interface. (See the definition of Parameter P for more information.).

This is the category of interface that is exposed to applications and enablers when policies are applied.
	The Policy Enforcer may add Service Provider required parameters (P) to the enabler’s interface (I0), based on Service Provider-defined policies (e.g. credentials or account information as imposed by security policy etc). The “P” parameters are used by the Policy Enforcer in the evaluation and execution of policies, regardless of Policy Enforcer model (proxy or callable).
(See note 3)

	I1
	I1 is the category of interfaces between enablers and the Service Provider Execution Environment (e.g. software life cycle management process and monitoring etc.).

The I1 interfaces may be specified by OMA (see note 1).
	

	I2
	I2 is the category of interfaces used by enablers to describe how to invoke an underlying resource's function.

Such interfaces are not defined by OMA.
	I2 may encompass interfaces to underlying networks (i.e. mobile operator’s network) as well as to backend resources (i.e. BSS, O&M)

(See note 2).



NOTE 1: A new interface can be specified by OMA or OMA can make reference to an existing interface.

NOTE 2: Further elaboration on I0 and I2 interfaces may be provided in future versions of the OSE.
NOTE 3: See section Error! Reference source not found. “Applying the OSE Architecture” for a detailed explanation of implications of Policy management on enabler interfaces.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on and accept the proposed changes and put these in the phase 2 draft OSE AD.
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