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1 Reason for Change

Section 1 of the PEEM AD includes “The architecture shown in this document is intended to facilitate the development of specifications for defining, managing, evaluating, and enforcing policies in a way that is scalable and flexible yet independent of any specific implementation scheme”.

Section 4 of the PEEM AD includes “OMA enablers are expected to re-use the PEEM specifications in order to avoid duplication and misalignment”.

During some PEEM TS discussions it became apparent that there may be two ways to interpret the PEEM AD.  The question is whether the PEEM specifications should foresee other enablers leveraging it through ‘inheritance’.  A particular example being CBCS possibly inheriting from PEEM.  Another example would perhaps be GPM possibly inheriting from PEEM.  This CR will focus on the CBCS example.
Defining, managing, evaluating, and enforcing screening rules

The draft CBCS RD contains the following definitions:
· Screening Rule: A Policy Rule (see [OMA-DICT]) that uses Screening Criteria and Screening Actions

· Screening Action: A Policy Action (see [OMA-DICT]) applicable to the CBCS Enabler

· Screening Criteria: Policy Conditions (see [OMA-DICT]) applicable to the CBCS Enabler

Note that the current OMA Dictionary does not yet contain the definitions referenced above.

Note that the draft CBCS RD also includes a screening rule management aspect (see below a requirement as it is currently being discussed the CBCS RDRR phase): 

	CBCS-FUNC-00X
	The CBCS Enabler SHALL provide the CBCS Service Provider the ability to create, modify or delete Screening Rules or delegate such permissions associated with Screening Rules to Authorized Principal(s).
	


We find that in the case of CBCS, there will be requirements on the PEL in order to evaluate whether a Screening Action needs to be applied (see e.g. draft RD).  
	CBCS-FUNC-00Y
	 The CBCS Enabler MUST be able to use Screening Rules to screen content.
	


We find also that (in the callable usage pattern) certain parameters (e.g. the actual content and/or a reduction of it such as a signature and/or a URL and/or a ‘category’) need to be provided over PEM-1 in order to evaluate the Screening Criteria (see below a requirement as it is currently being discussed the CBCS RDRR phase).  
	CBCS-FUNC-00Z
	The CBCS Enabler SHALL be able to apply Screening Criteria based on the source of content (for example, the URI or the content owner).
	


We argue thus that CBCS policies (inheriting from PEL) and CBCS functions invoked using an interface between CBCS evaluation component and CBCS requesting component (much like PEM-1, after inheriting from it) can reuse the PEEM enabler.  Doing so would prevent the OMA from introducing a domain specific set of specifications for defining, managing, evaluating, and enforcing screening rules. 
CBCS policies are associated with resources
Section 4 of the PEEM AD includes “Policies are associated with resources, and/or requestors and/or requests”.

The Dictionary defines resource as follows: 
· Resource: Any component, function, enabler, or application that can send, receive, or process requests
The PEEM AD defines: 

· Request: An articulation of the need to access a resource (e.g. asynchronous events).

· Requestor: Any entity that issues a request to a resource
CBCS policies are associated with resources, e.g. a Browsing component on a terminal that requests certain content.

Summary

In this specific example, we argue that in order to enable CBCS to reuse PEEM, PEEM’s PEM-1 interface needs to satisfy CBCS requirements.  Additionally, PEEM’s PEL needs to satisfy CBCS requirement.  In general, (much along the same lines) in order to enable enabler X to reuse PEEM, PEEM’s PEM-1 interface needs to satisfy enabler X requirements.  Additionally, PEEM’s PEL needs to satisfy enabler X requirement.  Given the fiction and entertainment around the notion of time machine, we feel it is fair to predict that ARC will not succeed in developing an enabler that satisfies the requirements of a future enabler X. 
As there is an example of an enabler dependent on PEEM PEM-1 and PEL (i.e. CBCS) and there are requirements in the CBCS RD that are not in the PEEM RD, we feel that the PEEM AD should allow for other enablers to reuse PEEM by means of building upon the foundation of the PEEM specifications).
2 Impact on Backward Compatibility

N.A.
3 Impact on Other Specifications

N.A.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the changes as outlined below.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

1.
Scope
(Informative)

This document provides the architecture for the Policy Evaluation, Enforcement and Management (PEEM) enabler of OMA.

The PEEM enabler evaluates and/or enforces policies. Policies are applied to requests to, or responses from resources or, when explicitly called by a resource.

The architecture shown in this document is intended to facilitate the development of specifications for defining, managing, evaluating, and enforcing policies in a way that is scalable and flexible yet independent of any specific implementation scheme. Additionally, the architecture enables reuse by other enablers so that their requirements are satisfied.
Tools to translate enabler specific local policies into the language specified by PEEM may be needed but are out of scope of the PEEM specification. Note also that this enabler does not specify individual policies, but rather addresses requirements on how to express policies.

Change 2:  etc

5.3.2
PEM-1 (PEEM specified callable interface)

The PEM-1 interface is specified and exposed by PEEM, and is used by other resources to make a direct request for policy evaluation or evaluation and enforcement. This interface is also referred to as PEEM callable interface. PEEM processes the request and may return a policy decision (the result of the policy evaluation) to the originating resource, using the same interface. Alternatively, it may also perform policy enforcement and possibly return no value to the requester.
PEM-1 is defined in way that permits other enablers to particularize the PEM-1 interface in order to satisfy their requirements.
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