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1 Reason for Contribution

To progress the GPM AD.

2 Summary of Contribution

This contribution proposes GPM definitions and abbreviations, most copied from the GPM RD some added (e.g. abbreviations for AD, PEM-1, PEM-2). I noticed that many definitions and abbreviations are not used (yet) in the AD document (see highlighted items). However it is likely that they may still be used or even more so that they will be used in the TS phase (and we may copy them over from here at that time).
3 Detailed Proposal

Change 1:   Definitions

3.2 Definitions

	Ask Request
	An enquiry from GPM to the Ask Target for his/her consent for the release of a target attribute.

	Ask Target
	Any principal (e.g. Permissions Target or Permissions Manager) who receives an Ask Request.

	GPM Context
	Static or dynamic information pertaining to a principal (i.e. a Target Attribute Requester, Target Attribute Consumer or Permissions Target). 

	Delegate
	To designate specified tasks or management functions by an authorised principal to another principal. (This definition is only valid in the context of GPM).

	GPM Administrator
	An authorised principal that administers the role(s) and GPM management rights of the Permissions Manager(s), e.g. assigning Permissions Targets to Permissions Managers.

	GPM Management Right
	Entitlement or privileges given to a principal with respect to which Permissions Management functions he/she can perform

	GPM Target Request
	An enquiry from a principal requesting access to target attribute(s). E.g. a service invocation that includes target attributes as service parameters.

	GPM Target Response
	An expression of the results of a GPM target request

	GPM Validity Period
	A time period starting when an ask request is sent by the GPM and during which the GPM waits for an answer from the Ask Target

	Permission Checking Request
	An enquiry from a principal, (e.g. service enabler) to the GPM enabler for permission to grant access to target attributes.

	Permissions Checking Response
	An expression of the results of a permissions checking request

	Permissions Manager
	An authorised principal, (typically human) that manages (e.g., creates/retrieves/modifies/deletes/sets priority of/delegates GPM management rights with respect to) permissions rules associated with the permission target's attributes. (This actor can be the Permissions Target, an authorised delegate or the GPM Administrator).

	Permissions Manager’s Delegate
	A principal (typically a human) who has been authorised by a Permissions Manager to perform one or more specific permissions management functions on his/her behalf.

	Permissions Rule
	A combination of a condition and a returned decision if the condition is true. The condition is expressed in terms of target attributes and other information (e.g. requester identity, intended usage) and the decision indicates what action the requester should take. E.g. if requestor = “is in my domain” and “target attribute” = “my location” then grant.  

	Permissions Rules Priority
	Information that could be used by the enabler implementation to determine the order of evaluation of permissions rules

	Permissions Target
	Any principal (or group of principals) whose target attributes are subject to permission rules

	Permissions Target Notification
	An announcement to the Permissions Target that a GPM target request has been received. 

	Principal
	See [DICT]

	Pseudonym
	An arbitrary name chosen by any Principal to protect their anonymity within the context of GPM. 

	Target Attributes
	Information pertaining to Permissions Target(s) for which access to is governed by permissions rules.  Target attributes can be either static, i.e. that changes relatively infrequently such as information in an address book, or dynamic, i.e. that could change more frequently such as user presence or geographical location.

	Target Attribute Consumer
	A principal consuming/making use of a target attribute (e.g. for a map showing the location of the Permissions Target). This role will typically be played by an end-user or an application.

	Target Attribute Requester
	Any principal that originates a GPM target request.


3.3 Abbreviations

	AD
	Architecture Document

	GPM
	Global Permissions Management

	IM
	Instant Messaging

	IMSI
	International Mobile Subscriber Identity

	LOC
	Location Services Enabler

	MIN
	Mobile Identification Number

	MLS
	Mobile Location Service

	MMS
	Multimedia Messaging Service

	MSISDN
	Mobile Station International ISDN Number

	OMA
	Open Mobile Alliance

	OSE
	OMA Service Environment

	PCE
	Privacy Checking Entity

	PCP
	Privacy Checking Protocol

	PDA
	Personal Digital Assistant

	PEEM
	Policy Evaluation, Enforcement and Management

	PEM-1
	PEEM specified callable interface

	PEM-2
	PEEM specified management interface

	POC
	Push to talk Over Cellular

	QoE
	Quality of Experience

	RD
	Requirements Document

	SIMPLE 
	SIP for Instant Messaging and Presence Leveraging Extensions

	SMS
	Short Message Service

	SUPL
	Secure User Plane Location


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend ARC to discuss and agree the material for inclusion in the GPM AD baseline as a whole, and decide whether to remove any items later on at ADRR completion. Alternatively, if ARC prefers we could include only the currently used definitions and abbreviations (the ones not highlighted).
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