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1.1 High-Level Functional Requirements

This section contains the high level requirements for the integration of Parlay/OSA and OSE [OSE]..

	Label
	Description
	How?

	ParlayinOSE-FUNC-001
	The ParlayinOSE enabler MUST define how an OMA enabler implementation can use Parlay specifications, when the OMA enabler and Parlay specifications have similar capabilities.
	I2 interface of OMA enabler can connect to Parlay GW/FW/SCS.

	ParlayinOSE-FUNC-002
	The ParlayinOSE enabler MUST specify how applications can invoke both OMA enablers and Parlay specifications (using OSA and/or Parlay X defined interfaces).
	I0 interface of enabler could expose Parlay X or appropriate realization of Parlay APIs when appropriate. (see also ParlayinOSE-FUNC-005)

	ParlayinOSE-FUNC-003
	The ParlayinOSE enabler MUST specify how the role of OSE policy enforce is achieved when both OMA enablers and Parlay capabilities and infrastructure are involved 
	· PE provides the policy enforcement function for OMA enabler and Parlay X. Through enabler it provides PE on enabler that rely on Parlay Infrastructure
· The Parlay FW and its policy framework applies on I2 and can check that request came through the OSE versus other domains.

	ParlayinOSE-FUNC-004
	The ParlayinOSE enabler MUST specify how to realize the OSE within a service provider domain who has deployed Parlay specifications, including outlining the role of Parlay Framework and SCFs.
	Trivially illustrated by the proposed ogical architecture

	ParlayinOSE-FUNC-005
	The ParlayinOSE enabler MUST specify how Parlay APIs (including Parlay X) and capabilities can be used in OSE.
	· Parlay X implementations can be realized in OSE
· Parlay X can be used as I0 WS binding to some appropriate enabler if OMA decides to do so

· Parlay API can be used as I0 binding to some appropriate enabler if OMA decides to do so.

·  Parlay or Parlay X may also help define technology neutral I0 interfaces.
· Parlay may be used as I2 interface to enabler implementations

	ParlayinOSE-FUNC-006
	The ParlayinOSE enabler MUST specify how to relate Parlay APIs and capabilities with OMA enablers that provide similar functions (e.g Presence, messaging, …)
	See ParlayinOSE-FUNC-001 and ParlayinOSE-FUNC-005

	ParlayinOSE-FUNC-007
	The ParlayinOSE enabler MUST specify how to relate Parlay X and OMA enablers that provide similar functions.
	See ParlayinOSE-FUNC-005 for Paylay X implementation or as I0 WS binding to OMA enablers with same functions if OMA decides to do so for some of these enablers.

	ParlayinOSE-FUNC-008
	The ParlayinOSE enabler MUST specify how to select between logically equivalent OSE and Parlay/OSA components in case the requestor doesn't indicate the type of component that is expected to service the request
	· By determining what enabler implementation to use (e.g. OMA enabler implementation or Parlay X implementation or a particular enabler implementation with or without Parlay I2 interface.
· By configuring as needed enablerimplementation to use the appropriate I2 interface.

	ParlayinOSE-FUNC-009
	The ParlayinOSE enabler MUST specify how Parlay specifications relates and should be used consistently with the IMSinOMA enabler with the OSE.
	
See text below Table 1. Figure 1 takes the IMSinOMA lofgical architecture and illustrates how the proposed PIOSE logical architecture consistently fits with it. 
Figure 2 further explains the relationship to OSA AS in IMSinOMA and PIOSE.
We recognized that there may multiple ways to divide / organize physical positioning of OSA AS and SIP AS etc. This figure is really provided only to support explanation not for input to AD. We believe however that it can be used to cover / explain logically all the different options. But even if it does not cover them all that shodul not be important. It still illustrates how they can relate and how the proposed logical architecture can be seeen as relating to IMS.

	ParlayinOSE-FUNC-010
	The ParlayinOSE enabler MUST specify how OSE and Parlay policy features relate and can be consistently used when Parlay is used with OSE.
	See ParlayinOSE-FUNC-003. 
In addition, PE and Parlay policy features can apply to different problems (OSE request versus non OSE request).


Table 1: High-Level Functional Requirements
Consistence with IMSinOMA is illustrated in the following figures.
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Figure 1 – Mapping of proposed PIOSE logical architecture on IMSINOMA logical architecture and context
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Figure 2 – Extending IMSinOMA blueprint to add OSA/Parlay and other non IMS resources
1.1.1 Security
	Label
	Description
	Enabler Release

	ParlayinOSE-SEC-1
	The ParlayinOSE enabler MUST specify how OSE and Parlay security specifications relate to each other.
	· OSE / OMA security applies as usually and can also contribute to security of Parlay X implementations.
· Parlay security applies as usually for parlay infrastructure.

· Parlay security can rely and complement OSE security for request coming thorugh the OSE. It can indenepdently apply to any otherrequest received by the Parlay infrastructure.

	ParlayinOSE-SEC-2
	The ParlayinOSE enabler MUST not weaken OSE or Parlay security capabilities when Parlay is used with OSE.
	Nothing is change. The OSE security is provided to Parlay X. request that do not come from the OSE are submitted to Parlay security. Security is at minimum improved with respectto OSE or Parlay X for a service provider.

	ParlayinOSE-SEC-3
	The ParlayinOSE enabler MUST specify how security capabilities supported by Parlay and specified Parlay policy management relate to OSE.
	See ParlayinOSE-FUNC-003 and ParlayinOSE-FUNC-010

	ParlayinOSE-SEC-4
	The ParlayinOSE enabler MUST enable consistent policy evaluation and enforcement between Parlay specifications and OSE when Parlay specifications is used within OSE.
	See ParlayinOSE-FUNC-003 and ParlayinOSE-FUNC-010


Note: Requirement ParlayinOSE-SEC-2 is not meant to imply a comparison between the OSE security model and the Parlay security model.

Table 2: High-Level Functional Requirements – Security Items

1.1.2 Charging

	Label
	Description
	Enabler Release

	ParlayinOSE-CHRG-1
	The ParlayinOSE enabler MUST specify how OMA charging enabler and Parlay charging (e.g. the charging features within SCFs and PX Web Services in addition to the discrete Charging APIs)  relate 
	See ParlayinOSE-FUNC-005 for charging.


Table 3: High-Level Functional Requirements – Charging Items

1.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	ParlayinOSE-ADMIN-1
	The ParlayinOSE enabler MUST specify how Parlay provisioning could relate to the OSE and be used for provisioning:

· Users

· Applications

· Third party
	See ParlayinOSE-FUNC-003, ParlayinOSE-FUNC-005 and ParlayinOSE-FUNC-010
Some illustratiosn should be explicitly provided.

	ParlayinOSE-ADMIN-2
	The ParlayinOSE enabler MUST specify how SLAs as defined in Parlay could fit within OSE.
	See ParlayinOSE-FUNC-003 and ParlayinOSE-FUNC-010 where policies can be derived from SLA
Some illustratiosn should be explicitly provided.


Table 4: High-Level Functional Requirements – Administration and Configuration Items

1.1.4 Usability

	Label
	Description
	Enabler Release

	ParlayinOSE-USAB-1
	The ParlayinOSE enabler MUST specify how and under which conditions the fact that Parlay is used ( or not  used) in the OSE does not (or does)  affect the user experience
	Not affected because of how eablers can rely on parlay or not.
Of course Parlay iused as discussed in FUNC-005 can provide additional features.

	ParlayinOSE-USAB-2
	The ParlayinOSE enabler MUST specify how and under which conditions the fact that Parlay is used ( or not used) in the OSE does not (or does) impact enabler usage and exposure to  third party.
	· See FUNC-005 and FUNC-008.
· Application use I0. Implementation on parlay affects I2 not I0.

	ParlayinOSE-USAB-3
	The ParlayinOSE enabler MUST allow a way for  applications in the OSE to interact with enablers that may be implemented using Parlay 
	Application use I0. Implementation on parlay affects I2 not I0.


Table 5: High-Level Functional Requirements – Usability Items

1.1.5 Interoperability

	Label
	Description
	Enabler Release

	ParlayinOSE-INTOP-001
	The ParlayinOSE enabler MUST NOT prevent the interoperability and/or interworking with other enablers (aka non-OSE or non-Parlay realized) and/or frameworks or infrastructure.
	· Interoperability takes place using I0. Implementation on Parlay affects I2 not I0.
· If parlay or Parlay X is used to define enablers they become I0 interface

· In PIOSE logical architecture, I2 may always be realized with or without Parlay.


Table 6: High-Level Functional Requirements – Interoperability Items

1.1.6 Privacy

	Label
	Description
	Enabler Release

	ParlayinOSE-Priv-001
	The ParlayinOSE enabler MUST specify how privacy controls, preferences and settings relate between Parlay and OSE.
	They apply within PIOSE as they apply in OSE.


Table 7: High-Level Functional Requirements – Privacy Items

1.2 Overall System Requirements

	Label
	Description
	Enabler Release

	ParlayinOSE-Overall-001
	The ParlayinOSE enabler MUST NOT prevent sharing applications’ and principal’s data , regardless whether an enabler is realized using Parlay or not.  
	Sharing is done via I0. Implementation on parlay affects I2 not I0.
Ensuring consistency is also done at the data level not within the OSE. Deployment may have to take additional steps for consistency but neither the Parlay or OSE approaches are expected to be restricted.


Table 8: High-Level System Requirements
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