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1. Overall Description:

CT5 thanks OMA ARC for the liason LS_235-ARC: “Callable Policy cooperation proposal”. 
CT5 is working on the attached specification defining a Policy Web Service (WS) to offer provisioning and evaluation functions for policies. This specification contains four interfaces:
1. PolicyProvisioning interface includes the operation to create, modify, view and delete policies.

2. PolicyEvaluation interface provides operations to request evaluation of policies.

3. PolicyEventNotificationManager interface provides functions for starting and ending subscription of the notification about events. 

4. PolicyEventNotification interface is defined for delivering the notification to the application when the event occurs.

This Policy WS is meant to provide means for applications to make use policies to satisfy two purposes:
a) to provide the user defined policies for the 3rd party applications who want to personalize their services by using their own preference expressed as policies at a high-level. At this level, policies could be defined and managed by 3rd party applications, and applied to any policy enabled service.

b) to protect resources in network from unauthorized requests based on policies, therefore enables the network operators and service providers to control the access to their resources. Network resources can be accessed in a secure and controlled way and network operator could impose constraints on the usage of their services. 

This Policy WS can interact with the OSA API Policy management SCF (3GPP TS 29.198-13) or directly access network resource if necessary.
This is a short overview of the work that is going on in CT5 on Policy WS.

CT5 reviewed the OMA PEEM Architecture document (referenced in the liaison OMA sent) and notes that there are potential common interest (see also the attached document C5-070637 that provides a first analysis for discussion of relationship with Parlay X Policy and OMA PEEM). 
In order to avoid overlapping and duplication of work, CT5 would like to receive more details (functionalities, parameters, etc.) on the SOAP/WSDL based interface for Policy evaluation that OMA ARC WG is working on (i.e. the so called OMA “PEM-1 interface”) as well as a time schedule 
CT5 welcomes the proposal that OMA Architecture group and CT5 can work together to analyze the possibility to create a Policy WS interface to be used in both the OMA PEEM as well as in the Parlay X suite of interfaces.
2. Actions:

To OMA
ACTION: 
Provide detailed information (functionalities, parameters, etc.) on the SOAP/WSDL based interface for Policy evaluation that OMA ARC is working on (i.e. the so called OMA “PEM-1 interface”) as well as a time schedule.
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