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1 Overview

This liaison statement is a response to the 3GPP CT5/JWG Liaison statement for cooperation in the area of a callable Policy interface. (C5-070637 and C5-070639).
2 Proposal

The Open Mobile Alliance would like to continue the dialogue with 3GPP CT5/JWG for cooperation regarding a callable Policy interface. OMA has therefore studied 3GPPs answer and used that as a base for this Liaison driving the work forward with more details.
------------Start of “point to point” answers to 3GPP CT5 liaison: Italic style sentences are taken from the liaison 3GPP CT5 sent to OMA, Normal style sentences are answers that OMA ARC is providing in order to highlight similarities and differences between the OMA PEEM and Parlay X Policy Web Service. ---------
Overall description

CT5 is working on the attached specification defining a Policy Web Service (WS) to offer provisioning and evaluation functions for policies. This specification contains four interfaces:

1. PolicyProvisioning interface includes the operation to create, modify, view and delete policies.
· This is covered by the PEM-2 interface in PEEM specification. OMA see benefits to enable a mapping of a Web Services interface (as defined by 3GPP CT5 in Parlay X Policy) to the XDM based interface (as defined by OMA ARC in PEEM) enabling a common view on management of policies.
2. PolicyEvaluation interface provides operations to request evaluation of policies.
· This interface is 1:1 mapping of the PEM-1 interface proposed by OMA ARC in PEEM. A Web Services mapping as well exists in OMA PEEM. OMA proposes that we have one common interface.
3. PolicyEventNotificationManager interface provides functions for starting and ending subscription of the notification about events. 
· This is supported in the OMA model using the ability for PEEM to be managed via the Policy Management interface (see following bullet).
4. PolicyEventNotification interface is defined for delivering the notification to the application when the event occurs.
· This is supported in the OMA model using the ability for PEEM to call any external resource accordingly to a specific policy, see below.
Proxy mode operation is seen by 3GPP as an addition but OMA believe that this mode operation can be seen as any Parlay X implementation, i.e. Short Message. The Proxy mode is then built within the implementation of the Parlay X Short Message using the policy functionality described in 3GPP and OMA to get a policy result. The Parlay X APIs then can use the already defined Policy Exceptions to return the result to the Parlay X Requestor as in the model of OMA Proxy mode policy evaluation.

This Policy WS is meant to provide means for applications to make use policies to satisfy two purposes:
a) to provide the user defined policies for the 3rd party applications who want to personalize their services by using their own preference expressed as policies at a high-level. At this level, policies could be defined and managed by 3rd party applications, and applied to any policy enabled service.
· OMA PEEM is created to handle the same use case by allowing the PEM-2 interface to be used by the third party to manage their policies. PEM-1 is used in run time to make the decisions. Or by using the optional functionality in PEM-1 to send the Policy inline with the policy evaluation call. PEEM therefore supports this use case.
b) to protect resources in network from unauthorized requests based on policies, therefore enables the network operators and service providers to control the access to their resources. Network resources can be accessed in a secure and controlled way and network operator could impose constraints on the usage of their services. 
· OMA PEEM is as well defined with all of these requirements in mind.
This Policy WS can interact with the OSA API Policy management SCF (3GPP TS 29.198-13) or directly access network resource if necessary.
· The OMA PEEM is defined to handle this particular requirement via the so called delegated resources. This enables OMA PEEM to call any interface to delegate the policy execution or parts of the execution to another resource. Via the OMA PIOSE work, (“Parlay In OSE” activity in OMA addressed how OSE (OMA Service Environment, i.e. the OMA Service reference architecture) and Parlay architectures could be integrated and how OSE could use Parlay components to its advantage) OMA recognized that Parlay interfaces can be made available in the OMA architecture enabling the specific 3GPP TS 29.198-13 (“Open Service Access (OSA); Application Programming Interface (API); Part 13: Policy management Service Capability Feature (SCF)”) to be called from OMA PEEM as well as any other network resource.

This is a short overview of the work that is going on in CT5 on Policy WS.

CT5 reviewed the OMA PEEM Architecture document (referenced in the liaison OMA sent) and notes that there are potential common interest (see also the attached document C5-070637 that provides a first analysis for discussion of relationship with Parlay X Policy and OMA PEEM). 

· OMA like to thank 3GPP for this first iteration of the details and OMA has extended that in the Detailed Mapping section below.

In order to avoid overlapping and duplication of work, CT5 would like to receive more details (functionalities, parameters, etc.) on the SOAP/WSDL based interface for Policy evaluation that OMA ARC WG is working on (i.e. the so called OMA “PEM-1 interface”) as well as a time schedule 

· Please see the Detailed mapping section below highlighting the OMA PEEM functionalities/requirements as described in the Architecture Documents previously delivered to OMA and extends the first iteration of analysis done by 3GPP.

CT5 welcomes the proposal that OMA Architecture group and CT5 can work together to analyze the possibility to create a Policy WS interface to be used in both the OMA PEEM as well as in the Parlay X suite of interfaces.

· OMA again thanks 3GPP and expresses the same intent to work together to analyze the possibilities to create Policy WS interfaces and a common view on the architecture that will be able to be used in both the Parlay X and OMA OSE environments.

  ------------Finish of “point to point” answers to 3GPP CT5 liaison. ---------

In the following, OMA ARC provides a more detailed description of OMA PEEM and a comparison between Parlay X Policy and OMA PEEM.
2.1 Detailed mapping

Fig 1 shows the reference model of OMA PEEM,

[image: image1.emf] 

PEM-1

Proxy interface

PEM-2

Interface 

to other 

resources

PEEM

Target

Resource

Requestor

Target

Resource

Delegated

Resource

Policy

Evaluation

Requestor

Policy

Management

Requestor

PEM-1

Proxy interface

PEM-2

Interface 

to other 

resources

PEEM

Target

Resource

Requestor

Target

Resource

Delegated

Resource

Policy

Evaluation

Requestor

Policy

Management

Requestor


Fig 1) Reference Model of OMA PEEM

The OMA PEEM Architectural model shows the different capabilities and possibilities in the mapping of OMA PEEM to different solutions.

As depicted in the picture are:

· The PEEM routes calls to a specific “Proxy interface” to the corrispondent “Target Resource”. 

· The Policy enforcement interface is PEM-1 

· The Delegated resources are the resources that the PEEM can call for delegation or notification 

· PEM-2 is the management interface, managing the policies inside PEEM.

The PEEM Proxy mode can be seen as a Parlay X gateway where the Proxy interface can be Parlay X Short Messaging and the Target Resource a Parlay Gateway. The policy enforcement is taken care of inside PEEM calling the Policy enforcer with “PEM-1”.
Fig 2 shows the reference model of Parlay X Policy
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Fig 2) Reference Model of Parlay X Policy

Table 1 shows the difference as viewed by OMA ARC between Parlay X Policy and OMA PEEM

1) Table for relationship with Parlay X Policy and OMA PEEM
	
	OMA
	Parlay

	Scope
	To protect network resources and manage underlying systems

To provide the user defined policies for the 3rd party applications who want to personalize their service by using their own preferences
· Supported via PEM-2

· Supported as inline policy support where policy logic can be send to the PEEM engine at the call
	To protect network resources and manage underlying systems

To provide the user defined policies for the 3rd party applications who want to personalize their service by using their own preferences

	Function
	Callable Usage Pattern to be called by an Evaluation Requestor

· PEM-1 for evaluation

· PEM-2 for management

· Proxy Pattern mode
	Consists of four different parts of the Interface

· Policy Provisioning (= PEM-2)

· Policy Evaluation (=PEM-1)

· Policy Event Notification Mgmt (can be mapped to PEEM architecture via PEM-2)

· Policy Event Notification (can be mapped to the delegation concept in the PEEM architecture)

· Parlat X APIs can all be mapped to the Proxy mode in OMA where the call to the policy engine is done inside the Parlay X implementation.

	Interface
	Evaluation
	Third party applications as Web Services Clients or Diameter clients

PEM-1: used by other resources to make a direct request for policy processing. PEEM can return the result directly or redirect the result response (the result of the policy evaluation) to another resource.

There’re any numbers of templates. Standard PEM-1 template or any other fixed or dynamic template defined by either the Service Provider or an enabler instanciating PEEM.


	Third party applications as Web Services Clients clients

Policy Evaluation Interface: used by applications to make direct request for policy processing and return output parameter as the result. 

	
	Management
	Authorized management actors such as service provider, network operator, enterprise, and end-user as XDM clients.

OMA PEEM can as well be extended with WS interface mapped to the XDM definitions.
	Authorized users as Web Services Clients.


	
	Proxy
	OMA PEEM defines a Proxy mode for PEEM. This enables PEEM to be used within aother enablers for evaluation inside their implementations, reusing policy management, languages etc.
	OMA sees the other Parlay X APIs all to be candidate to handle Policy in Proxy mode. Parlay X even specifies specific Policy Exception as part of the specifications.


3 Requested Action(s)

OMA kindly likes to thank 3GPP for its answer to the previous Liaison statement sent to 3GPP earlier this autumn. This Liaison intends to answer questions in the analysis done in the Liaison statement from 3GPP and as well make a few additions to the answers to make the picture clearer.
In summary OMA ARC see little difference between the PEEM and the 3GPP Parlay X Policy. The main difference is actually how the APIs/interfaces are located rather than the real core functionality and that OMA PEEM is in principle defined for any type of binding while Parlay X Policy is defined for SOAP binding only. 

There are a set of areas where OMA ARC see abilities for cooperation and where we like to ask 3GPP the availability to cooperate with OMA:

· OMA PEEM has defined a specific SOAP mapping of PEM-1 which should be able to be aligned/shared between the two standards

· OMA PEEM are open to a dialogue for a mapping of the Parlay X Policy Management interface to the PEM-2 interface

· The notifications in OMA PEEM are based on any type of interface. It would be interesting to discuss the more standardized way proposed in Parlay X Policy as one option/mapping of that requirement in OMA PEEM.
OMA believes that this harmonization and possibly reuse would be easier if 3GPP CT5 would split the Parlay X Policy specifications in the same parts as OMA. 

· Part 1 callable API

· Part 2 Management and 

· Part 3 Policy language and its constructs. 

OMA therefore like to ask CT5 politely to reconsider such a split in parts when continuing it’s work.

OMA in addition like 3GPP to consider reusing OMA standards where applicable to create one common standard, eliminating the risk of creating confusion to the users of these interfaces. 
OMA still believes to be finished developing the API by the London meeting December 9-14, 2007 and are hoping for active cooperation post that date.
4 Conclusion

The Open Mobile Alliance again wishes that OMA Architecture group and the 3GPP CT5/JWG can work together to create a SOAP based callable Policy interface to be used in both the OMA PEEM as well as in the Parlay X suite of interfaces.
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