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1 Reason for Contribution

During the REQ CMI interim meeting a requirements review was performed and during a first iteration of the analysis of the requirements some potential candidates for reuse to cover some of the requirements were identified. This input contribution is the result of it.
2 Summary of Contribution

This contribution shows a draft table of all CMI requirements and the identified potential candidates for reuse/enhancement/etc.  
3 Detailed Proposal

This table is a proposed informal tool for the RD architectural analysis. It finally should contain a matrix showing which requirements can be fulfilled by which Enabler/Component, etc.

It is expected that filling the table will be done in several iterations, i.e. the first iteration might be a kind of brainstorming which then requires deeper analysis of the potentially reused component, etc, the second iteration is then to refine the table according to findings in the deeper analysis, …
Explanation:

First column contains the label of the requirement according to referenced RD.

Second column contains the respective requirements text from the RD. Note: There are changes proposed to some of the requirements which are currently in R&A (red coloured). The previous requirement text is striked out.
3rd column contains the potential candidates which might be reused or partially reused 

4th column contains potential candidates which might be reused, but require enhancements

5th column contains information for potentially new components 

6th column contains potential entities, specs which might be reused from other SDOs (either as is or enhanced)

Last column should be used to mark the requirements which are relevant for the TS phase only (have no impact on the architecture) and to add any remarks.
	Label
	Requirement
	(partially)

reused
	enhanced
	new
	Outside OMA
	Remarks

	CMI-HLF-001
	CMI SHALL support uploading content from the Content Provider to the service provider
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

Pushv2.2
	
	For further study
	
	Analysis of is required

TS will decide protocol binding

	CMI-HLF-002
	CMI MAY support uploading content from the Service Provider to the Content Provider, e.g. such as user generated content

Informational Note: Optional to keep the scope focused. This requirement to be mandatory in further releases.
	3GPP 29.199-21

Parlay X – Part 21 Content Management

Pushv2.2


	
	
	
	DCD is not a candidate, because it supports only the other way around – additional analysis required

	CMI-HLF-003
	CMI SHALL support uploading a description of the content and its characteristics (e.g. information about the content item: name, type, content id etc.)
	
	
	
	
	

	CMI-HLF-003
	CMI SHALL support uploading an extensible description of the content and its characteristics (e.g. information about the content item: name, type, content id, content categorization etc.)
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCD v1.0

Pushv2.2
	
	
	
	Information of the Schema is part of TS 

	CMI-HLF-004
	CMI SHALL support uploading extensible content metadata as the properties of content items, such as ID, Name, Etc
	
	
	
	
	

	CMI-HLF-005
	CMI SHALL support the association of content items to a content provider.
	
	
	
	
	Part of schema in TS stage

	CMI-HLF-006
	CMI SHALL support compliance with SLA (i.e. policy enforcement)on the CMI interfaces, such as:
· allowed content types per service 
· upload/storage limits 
· number of purchase requests for a specified period

· frequency of purchase requests

· etc.
	PEEM v1.0

3GPP 29.199-22

Parlay X – Part 22 Policy Management


	
	
	
	Offline SLA would not be specified in OMA

	CMI-HLF-007
	CMI SHALL support requests from the Content Provider to Service Provider, to upload new content and to replace a previously uploaded content item(s)
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

Pushv2.2
	
	
	
	Analysis of is required



	CMI-HLF-007
	CMI SHALL support requests from the Content Provider to Service Provider (or vice versa), to upload new content and to replace a previously uploaded content item(s)
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

Pushv2.2
	
	
	
	The opposite direction requires further study for all candidates

	CMI-HLF-008
	CMI SHALL support requests from the Service Provider to Content Provider to upload new content.
	
	
	
	
	Covered by 007

	CMI-HLF-009
	CMI SHALL support requests from the Service Provider to Content Provider to replace a previously uploaded content item(s)
	
	
	
	
	Covered by ?

	CMI-HLF-010
	CMI SHALL support service discovery of available service features per content type.
	
	
	
	
	See below

	CMI-HLF-010
	CMI SHALL support at least one of the following mechanisms 
a) service discovery of 

b) notification about 
available service features per content type (e.g. content types supported for new services, new content types supported for existing services etc).
	a) OWSERv.1.1

b) OWSERv1.1 UDDI

Push2.2


	
	Potentially new mechanism necessary
	b) IETF Subscribe/Notify
	a)OWSER is conditional dependent on protocol used

b) to be verified

	CMI-HLF-011
	CMI SHALL support SLA establishment between Content Provider and Service Provider (e.g. via automatic means via Portal)
	
	
	
	
	

	CMI-HLF-011
	CMI SHALL support SLA establishment between Content Provider and Service Provider
	
	
	Maybe a new WID
	
	Get inspiration from outside of OMA

	CMI-HLF-012
	CMI SHALL support online SLA functions such as: read, agree (select options offered by Service Provider), update (wrt options) and withdraw.
	
	
	
	
	

	CMI-HLF-012
	CMI SHALL support SLA negotiation and enforcement.
	
	
	Maybe a new WID
	
	Get inspiration from outside of OMA 

	CMI-HLF-013
	CMI SHALL support 

a) bulk upload of content 

b) upload of single content items
	a) ???

b) 3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

Pushv2.2
	
	a) Potentially new
	
	

	CMI-HLF-014
	CMI SHALL support management of uploaded content and/or content attributes such as update, refresh, remove, change, replace, etc.
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

Pushv2.2
	
	
	
	Some of the operations needs to be further investigated, e.g. refresh, replace,…

	CMI-HLF-015
	CMI SHALL support requests from the Content Provider to Service Provider, to make already uploaded content item available to consume
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0
	
	
	
	Requires more study

We need to understand if you can modify individual attributes and whether all attributes in a structure are required

DCD ffs

	CMI-HLF-016
	CMI SHALL support requests from the Content Provider to Service Provider, to make already uploaded content item unavailable to consume
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0
	
	
	
	Requires more study

We need to understand if you can modify individual attributes and whether all attributes in a structure are required

DCD ffs

	CMI-HLF-017
	CMI SHALL support sending purchase request/response transactions that indicate that the user purchased a content item.

	
	
	Potentially new
	
	CMR use case 

CR to RD required 

(several requirements dealing with this should be reviewed and potentially grouped together)

	CMI-HLF-018
	CMI SHALL support an extensible set of transaction parameters defining the terms and conditions of the transaction, such as: 

· Content expiration period

· Content ID
	
	
	
	
	

	CMI-HLF-018
	CMI SHALL support the definition of the terms and conditions of the transaction, such as: 

· Content expiration period

· Content ID
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

(content upload related)

respectively

DRM

(purchase related)
	
	
	
	To be verified

Use case resp. the wording of the requirement is not clear

Requires a CR to RD to further clarify it

	CMI-HLF-019
	CMI SHALL support delivery of extensible transaction metadata as purchase request and confirmation properties, such as expiration period, extensions, subscriber ID Etc.
	Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management

DCDv1.0


	
	
	
	Information of the Schema is part of TS

	CMI-HLF-020
	CMI SHALL support purchase successful/failure response to the content provider.
	
	
	
	
	

	CMI-HLF-020
	CMI SHALL support purchase success/failure response to the content provider.
	Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management

DCDv1.0
	
	
	
	Information of the Schema is part of TS

	CMI-HLF-021
	CMI SHALL support delivery of end user purchase responses to the Content Provider, with identification that the user is a new subscriber to the service or purchaser of the content.
	
	
	
	
	

	CMI-HLF-021
	CMI MAY support delivery of purchase responses from the Service Provider to the Content Provider, with indication that the user is a new subscriber to the service or purchaser of the content.

Informational Note: Optional since business model depending on SLA between Service Provider and Content Provider
	
	
	Potentially new
	
	CMR use case 

(several requirements dealing with this should be reviewed and potentially grouped together)



	CMI-HLF-022
	CMI SHALL support sending purchase requests with extensible parameters, such as 

· an indication which content item(s) the user would like to purchase 

· an indication of the service(s) the user would like to use in conjunction with the content

· an indication of the price of the content item(s).

· etc.
	
	
	
	
	

	CMI-HLF-022
	CMI SHALL support sending purchase requests with extensible information, such as 

· an indication which content item(s) the user would like to purchase 

· an indication of the service(s) the user would like to use in conjunction with the content

· an indication of the price of the content item(s).

· etc.
	Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management

DCDv1.0
	
	
	
	Information of the Schema is part of TS

	CMI-HLF-023
	CMI SHALL support request for confirmation by the user prior to the actual purchase of the content resp. content plus subscription fee.
	
	
	
	
	

	CMI-HLF-023
	CMI SHALL support request for confirmation of information (e.g. content fee, subscription fee…)  by the user prior to the actual purchase.
	Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management

DCDv1.0
	
	
	
	Information of the Schema is part of TS

	CMI-HLF-024
	CMI SHALL support to trigger automatic subscription to a service by successful purchase transaction. (e.g. subscription requests)
	
	
	
	
	

	CMI-HLF-024
	CMI SHALL support a mechanism to trigger automatic subscription to a service by successful purchase transaction. (e.g. subscription requests)
	
	
	Potentially new
	
	CMR use case 

(several requirements dealing with this should be reviewed and potentially grouped together)

	CMI-HLF-025
	CMI SHALL support sending a success purchase response

a) in case both the subscription to the service and the purchase of the content item(s) were successful.

b) in case the user is already a subscriber of the requested service and the purchase of the content item(s) was successful.
	
	
	Potentially new
	
	CMR use case 

(several requirements dealing with this should be reviewed and potentially grouped together)

	CMI-HLF-026
	CMI SHALL support the upload of single content items via a purchase request.
	
	
	
	
	

	CMI-HLF-026
	CMI SHALL support the upload of single content item from the Content Provider to the Service Provider via a purchase request.
	3GPP 29.199-21

Parlay X – Part 21 Content Management

DCDv1.0

Linked with

Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management


	
	
	
	

	CMI-HLF-027
	CMI SHALL support purchase of content bundles.
	
	
	
	
	

	CMI-HLF-027
	CMI SHALL support the upload of content bundles from the Content Provider to the Service Provider via a purchase request.
	
	
	Potentially new
	
	

	CMI-HLF-028
	CMI SHALL support delivery of various report types between CMI entities, such as:

· upload related reports (i.e. success/failure)

· usage reports (i.e. penetration, purchase)
	
	
	
	
	

	CMI-HLF-028
	CMI SHALL support at least one of the following mechanisms 
a)  delivery or 
b) enquiry of various report types between Content Provider and Service Provider, such as:

· “upload related” reports (i.e. success/failure)

· “usage” reports (i.e. penetration, purchase)
	Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management

MobAdv1.0


	
	
	
	To be verified

	CMI-HLF-029
	CMI SHALL support sending usage reports
	
	
	
	
	

	CMI-HLF-030
	CMI SHALL support sending usage reports from the service provider to the Content Provider for content managed through CMI
	
	
	
	
	

	CMI-HLF-031
	CMI SHALL support sending  from the Service Provider to Content Providers success/failure reports at configurable periods  per each valid Content Provider connected to the Service Provider
	
	
	
	
	

	CMI-HLF-031
	CMI SHALL support sending  from the Service Provider to Content Providers periodic reports per each Content Provider connected to the Service Provider
	
	
	Potentially new
	
	

	CMI-HLF-032
	CMI SHALL support sending from the Service Provider to Content Providers configurable period expiration reports for all the end-user content items that are about to expire in a configurable period time per each valid Content Provider connected to the Service Provider
	
	
	
	
	

	CMI-HLF-033
	CMI SHALL support online enquires of extensible counters from the Content Provider to the Service Provider such as

number of successful content purchases

Etc.
	
	
	
	
	

	CMI-HLF-032
	CMI SHALL support sending from the Service Provider to Content Providers expiration reports for all the content items that are about to expire in a configurable time frame per each Content Provider connected to the Service Provider
	
	
	Potentially new
	
	

	CMI-HLF-034
	CMI SHALL support of notification events from the Service Provider to the Content Provider such as

content types supported for new services 

new content types supported for existing services

etc.
	
	
	
	
	

	CMI-SEC-001
	CMI SHALL support content screening prior to the upload of the content e.g. to the Service Provider.
	
	
	
	
	

	CMI-SEC-002
	CMI SHALL support content categorization.
	
	
	
	
	

	CMI-SEC-003
	CMI SHALL support DRM.
	
	
	
	
	

	CMI-SEC-004
	CMI SHALL support mutual authentication between the Content Provider and the Service Provider.
	
	
	
	
	To be checked with SEC group

	CMI-SEC-005
	CMI SHALL support data origination authentication. This means, it SHALL be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	
	
	
	
	

	CMI-SEC-005
	CMI SHALL support non-repudiaton
	
	
	
	
	To be checked with SEC group

	CMI-SEC-006
	CMI SHALL support authorization of requests to and from the Content Provider, such as 

· content management requests

· purchase requests

· etc.
	
	
	
	
	

	CMI-SEC-007
	CMI SHALL allow only Authorized Principals to access CMI entities.
	
	
	
	
	To be checked with SEC group

	CMI-SEC-008
	CMI SHALL support data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	
	
	
	
	

	CMI-SEC-008
	CMI SHALL support data integrity.
	
	
	
	
	To be checked with SEC group

	CMI-SEC-009
	CMI SHALL support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	
	
	
	

	CMI-SEC-009
	CMI SHALL support data confidentiality confidentiality of transmitted as well as stored information.
	
	
	
	
	To be checked with SEC group

	CMI-SEC-010
	CMI SHALL support data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	
	
	
	

	CMI-CHG-001
	CMI SHALL support Advice of Charge of the overall charges (including the service subscription fee and the price for the content item(s) to the user in the confirmation request.
	
	
	
	
	

	CMI-CHG-001
	CMI SHALL support Advice of Charge of all the charges (including the service subscription fee and the price for the content item(s)) to the user.
	Charging Enabler 1.1

3GPP 29.199-21

Parlay X – Part 6 Payment

Parlay X – Part 7 Account Management


	
	
	
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review and 
use it as input for drafting the first architecture diagram proposal.
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