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1 Reason for Contribution

Distinguishing between requirements originating from GSMA RCS and requirements added in OMA.
2 Summary of Contribution

This contribution proposes a labeling conceptual approach for distinguishing between requirements originating from GSMA RCS (references only) and requirements added in OMA. It affects 2 RDs (so far): RC APIs RD and Autho4API RD. The Detailed Proposal contains an example that illustrates the proposal.
In this example, for the section 6.1.1.2.2 in the Autho4API RD, we suggested the use of:

Autho4API-RCOAZ-00n respectively Autho4API-OAZ-00n for the 2 tables in that section.

Notice that labels are similar, but the labels in the RCS-related table adds an “RC” as part of the label. “OAZ” portion in the label was meant to indicate Oauth-specific AuthoriZation (e.g. for the General Authorization section we could use “AZ” - Autho4API-RCAZ-00n respectively Autho4API-AZ-00n).
In each table the numbering starts from 001. This way we can maintain each table independently.
3 Detailed Proposal
6.1.1.2.2 Specific OAuth 2.0 Authorization

This section contains the specific OAuth 2.0 authorization requirements for the enabler Autho4API.

The following requirements from GSMA RCS [RCSREQ] apply to this enabler: 

	Label
	Description
	Release

	Autho4API -RCOAZ -001
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -002
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -003
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -004
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -005
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -006
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -007
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -008
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -009
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -010
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -011
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0

	Autho4API -RCOAZ -012
	This requirement maps to the requirement UNI-OAU-001 from GSMA RCS document [RCSREQ].
	Autho4API V1.0


Table 5: Specific OAuth 2.0 Authorization Requirements – from GSMA RCS

In addition, the following requirements apply: 
	Label
	Description
	Release

	Autho4API -OAZ -001
	Values that specify the scope of an OAuth 2.0 access token SHALL conform to [OAuth2.0], regardless of where those values are defined.
	Autho4API V1.0

	Autho4API -OAZ-002
	The Authorization Framework SHALL be able to accept and process values that specify the scope of an OAuth 2.0 access token, regardless where those values are defined, as long as they were defined in conformance with [OAuth 2.0].
	Autho4API V1.0

	Autho4API -OAZ-003
	The Authorization Framework SHOULD define guidelines or facilitate mechanisms to manage values that specify the scope of an OAuth 2.0 token, to support both such values defined via standards as well as such values defined as extensions to the standard values by Service Providers.
	Autho4API V1.0


Table 6: Specific OAuth 2.0 Authorization Requirements
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree to this approach and assign AI to the editors of RC APIs RD and Autho4API RDs to create CRs against their respective RDs that would include:

· changes to the labels (in both tables in each section as applicable) in accordance to the proposed approach

· changes to the text in the “Description” column of the tables referencing the GSMA RCS requirements, in accordance to the proposed approach
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