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ITU-T Study Group 17, Security, is pleased to inform you that its Question 10/17 is working on 

several identity management related items that could be of interest to your organizations. These 

items include: 

 

1. Discovery of identity management information 

2. A joint work item with ISO/IEC JTC 1 /SC 27 WG 5 on entity authentication assurance 

3. Open Identity Trust Frameworks 

4. Identity management roadmap 

5. Requirement of IdM in cloud computing 

6. Baseline capabilities and mechanisms of IdM for mobile applications and environments. 

 

In addition, SG 17 has initiated the approval process on draft Recommendation X.1253, Security 

guidelines for identity management systems. We would appreciate your review of this work. 
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