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ITU-T Study Group 17 thanks OMA ARC SEC for its reply to LS 0235-17. This liaison statement 

is a response to the liaison (OMA ARC - LS 2 –E) in which OMA ARC SEC asks a couple of 

questions about the work on identity management for mobile application and environment. Please 

see our answers to your questions below: 

 For the second sentence in the first paragraph of clause 7.1, it is said that “Then when user 

visits a store, the user can use the device to pay for the shopping using NFC using issued 

credit card”. 

Q1: Does this mean only NFC is considered as the wireless access method to support smart 

shopping? Is it possible to consider other wireless access methods like WCDMA, CDMA 

and WLAN for smart shopping? 

 SG 17 answer: Online shopping using mobile networks without NFC is mandatory 

functionality in X.mob-id. However, the use case in the text focuses on smart 

shopping using NFC because the case for smart shopping using NFC needs to 

consider new capabilities and requirements. 

 USIM is mentioned in several sub-clauses of clause 12. 

Q2: What’s the definition of USIM? 

 SG 17 answer: USIM stands for Universal Subscriber Identity Module that is used in 

mobile device. USIM is an application for UMTS mobile telephony running on a 

UICC smart card which is inserted in a 3G mobile phone. 

Q3: It seems this ITU draft Recommendation studies those mobile devices which must have 

USIM inside. However, they are some other mobile devices which have RUIM or which 
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may have no USIM yet. So, is it possible to consider more general mobile devices in this 

draft Recommendation? 

 SG 17 answer: We have changed the requirement that USIM is optional for secure 

storage. If the mobile device doesn’t have USIM, it can store sensitive information 

on somewhere else in the device. 

The latest draft of X.mob-id is attached for your information. 
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