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1 Reason for Contribution

File and stream delivery are main BCAST functions. In broadcast environments, it is not possible to use reliable file and stream delivery protocols, like the well-known TCP, which provides in-band re-transmission of packets in case packet losses occur, and implicit delivery confirmation. 

However, the availability of mechanisms for reliable transport and delivery confirmation is desirable. Therefore, out-of-band file repair and delivery confirmation mechanisms have been specified in 3GPP to complement non-reliable UDP-based file and stream delivery protocols. These mechanisms are in 3GPP called “Associated Delivery Procedures”.  For the sake of simplicity, we adopt this term here. It is proposed that OMA BCAST shall discuss the need for the mentioned mechanisms for OMA BCAST file and stream distribution, and adopt the solutions defined by 3GPP if it determines they are suitable in the context of BCAST.

2 Summary of Contribution

Associated delivery procedures describe general procedures, which start before, during or after the data transmission phase. They provide auxiliary features to broadcast services in addition, and in association with, broadcast delivery methods.

The following associated delivery procedures are defined in [3GPP 26.346]:

· File repair for post-delivery repair of files initially delivered as part of a download session

· Content reception reporting and delivery quality reporting of files and streams delivered to a terminal

These procedures are enabled by establishing a point-to-point connection; and using the broadcast session parameters, received during User Service Discovery/Announcement, to communicate the context (e.g. file and session in question) to the network and the broadcast service provider infrastructure. To avoid network congestion in the uplink and downlink directions, and also to protect servers against overload situations, the associated delivery procedures from different terminals shall be distributed over time and resources (network elements).

An instance of an "associated procedure description" is an XML file that describes the configuration parameters of one or more associated delivery procedures.

3 Detailed Proposal

[3GPP 26.346] Section 9 describes the 3GPP associated delivery procedures, i.e. file repair and file/stream reception reporting.

File repair for file delivery

The purpose of the File Repair Procedure is to repair lost or corrupted file fragments from the download data transmission. When in multicast/broadcast environment, scalability becomes an important issue as the number of clients grows. Three problems must generally be avoided:

· Feedback implosion due to a large number of clients requesting simultaneous file repairs. This would congest the uplink network channel.

· Downlink network channel congestion to transport the repair data, as a consequence of the simultaneous clients requests.

· File repair server overload, caused again by the incoming and outgoing traffic due to the clients' requests arriving at the server, and the server responses to serve these repair requests.

The three problems are interrelated and must be addressed at the same time, in order to guarantee a scalable and efficient solution for file repair.

The principle to protect network resources is to spread the file repair request load in time and across multiple servers. 

The client:

1. Identifies the end of transmission of files or sessions. 

2. Identifies the missing data from a download.

3. Calculates a random back-off time and selects a file repair server randomly out of a list.

4. Sends a repair request message to the selected file repair server at the calculated time.

When a download session of repair data is configured in the associated delivery descriptions, a client should wait for repair data in the defined download session on its bearer - except where the terminal is prevented from doing so due to limited simultaneous context activation capability.

Then the file repair server:

1. Responds with a repair response message either containing the requested data, redirecting the client to a download session, redirecting the client to another server, or alternatively, describing an error case.

2. The server may also send the repair data on a broadcast / multicast bearer (possibly the same bearer as the original download) as a function of the repair process.

The random distribution, in time, of repair request messages enhances system scalability to the total number of such messages the system can handle without failure.

For details see [3GPP 26.346].

Reception reporting for files / streams

Following successful reception of content whether through broadcast channel only, or interactive channel, a reception reporting procedure can be initiated by the terminal to the server.

For download delivery, the reception reporting procedure is used to report the complete reception of one or more files. For streaming delivery, the reception reporting procedure is used to report statistics on the stream.

If the server provided parameters requiring reception reporting confirmation then the terminal shall confirm the content reception.

If reception reporting is requested for statistical purposes the server may specify the percentage subset of  receivers it would like to perform reception reporting.

Transport errors can prevent a receiver from deterministically discovering whether the reception reporting associated delivery procedure is described for a session, and even if this is successful whether a sample percentage is described. A receiver shall behave according to the information it has even when it is aware that this may be incomplete.

The receiver:

1. Identifies the complete reception of a content item (e.g. a file). 

2. Determines the need to report reception. 

3. Selects a time (Request time) at which a reception report request will be sent and selects a server from a list - both randomly and uniformly distributed.

4. Sends a reception report request message to the selected server at the selected time. 

Then the server:

1. Responds with a reception report response message either containing the requested data, or alternatively, describing an error case. 

For details see [3GPP 26.346].
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5 Recommendation

It is recommended that OMA BCAST agrees to use the 3GPP mechanisms for file repair and content reception reporting, and tasks volunteers to write CRs to bring these functions into the BCAST specifications. BCAST should re-use 3GPP mechanisms and refer to the 3GPP specs to avoid duplication and divergence between 3GPP and OMA solutions.
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