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1 Reason for Change

In the current Service Guide TS, there is support for targeted geographical area for reception of broadcast service or content.  There may also exist the requirement that presentation of scheduled programs should be “blacked-out” (i.e., restricted) by geographical basis – for example, a sporting event which is subject to contractual restrictions (e.g. a football game cannot be broadcast in the local area because it was not sold out).  Another example may be coverage of political election results in certain locations for which the polls have not closed.  This CR proposes a means to enable “black-out” by geographical area of broadcast service reception.  It builds on top of the current target broadcast area parameters in the Service Guide by adding a parameter to indicate positive or negative intended reception.
It was not confirmed during the Tokyo meeting whether the black-out requirement (not necessarily the technical solution) is a valid business requirement.  Subsequently, in BCAST email discussions, Time Warner and Qualcomm affirmed that this is indeed the case for broadcast service provider in the USA – for example to meet televised black-out regulations imposed by professional sports associations (e.g. the NFL).  Furthermore, in reviewing the BCAST RD, Nokia and Qualcomm believe that the black-out requirement is already reflected in that document, in the form of HLFR-02, HLFR-03, SD-10, SD-17 and FILE-07.
In addition, during the Tokyo meeting discussions, the following issues were cited, as paraphrased from the meeting notes, Doc 487:
1. Liability issues.  Is it mandated for the terminal to obey the blackout instructions indicated in the SG?  What would be the consequences to the service provider, for terminals which fail to block the program presentation, because they lack support for the Location Enabler?
2. Requiring use of GPS to support black-out.  Concern was raised that blackout control by the terminal necessitates GPS/A-GPS capability on the terminal.  It was pointed that many devices will lack GPS functionality, or the user may have turned off the GPS receiver.  Another concern relates to the accuracy of A-GPS as well as availability of signal inside buildings. 
3. Degraded customer experience.  Nominally paying customers may be unhappy with loss of program reception in certain locations.

4. Rely on BDS to block broadcast.  It may be easier for the underlying BDS not to broadcast in the affected areas, as opposed to loading the SG and requiring terminal filtering.

5. Blacking out over highway contour.  While blackout may be appropriate for the driver for safety reasons, passengers may still wish to view the program and should ot be “penalized”.
Responses for each of these comments/concerns are provided below.

For (1), at least in the USA for business agreements between professional sports associations and broadcasters, there is no liability on the part of the broadcaster/service provider, as long as it shows “due diligence” to support black-out.  For example, satellite TV has been doing this for years, and it is acceptable that some users may be able to “steal” service.  Regarding lack of terminal support for the Location Enabler, two things should be pointed out:

· Among the set of target area specified in the Service Guide TS for blackout, “name_area”, corresponding to a city/metropolitan area, or “zip_code” are most likely to be used.  In that case, GPS capability is not required, and at most the terminal may query the network (Positioning Server) for the target area corresponding to the SID/PLMN Identifier, for BCMCS or MBMS BDS technology.  Alternatively, the terminal memory may contain a built-in list of metropolitan area names or zip codes corresponding to the SID/PLMN ID.
· Regardless of the method for determining its location with respect to the targeted black-out metropolitan area, if there is a black-out requirement by the service provider, a technical solution must be provided.  Marking the affected area in the Service Guide and relying on terminal filtering, as proposed in this CR, is one method.  Another may be for the service provider to communicate the desired blackout area to the BDS operator, and relying on the BDS not to transmit over the affected area.
For (2), as indicated previously GPS/A-GPS is most likely not required for the use case motivating this CR.  However, use of GPS/A-GPS may be used to improve the blackout precision.  For example, the cell coverage area of the BDS may not exactly overlap with the target area specified for black-out.
For (3), “degraded customer experience” may be a valid user concern but it does not accrue to the service provider in the use case motivating this CR.  Blackout of sporting events broadcasting due to lack of sell-out is a well-known business practice in the USA.  Customer dissatisfaction, if any, are typically directed towards the professional sports league which imposes such rules, as opposed to the broadcaster/service provider. However, as a matter of smart business practice, service providers may wish to inform potential customers of the programme of any attached limitations, to facilitate a more reasonable user experience.
For (4), relying on the BDS to restrict program delivery in the targeted black-out area may be a valid technical solution.  This CR, proposing a SG-based solution, does not disallow the “network-based” method.  In addition, there are two associated issues for the network-based solution:

· It would require coordination between the service provider and the BDS operator (which may be separate business entities), and associated signaling over BDS-1 between BSD/A and BSD to pass the requisite geographic information.
· The target blackout area (e.g., zip code) may be smaller than the broadcast coverage area of the associated BDS cell, esp. if the BDS technology is DVB-H.  In that situation, blocking of program transmission over this cell would penalize legitimate subscribers.
Furthermore, as a SG-based solution, this CR complies with BCAST requirement SD-10 (Location): The Service Guide SHALL specify means to provide location information for a particular Broadcast Service which enables location based filtering of Broadcast Services.
For (5), the concern raised does not correctly consider the fundamental requirement for supporting broadcast blackout over a specified geographical area.  Although the current intention of blackout is for a metropolitan area/zip code, blackout along a highway contour may represent a future enhancement, and in any case simply represents a generalization of the geographical blackout requirement.
With the responses and clarifications provided above, this CR is re-submitted for decision.  It is important to note that blackout is a legitimate business requirement to be supported by the BCAST Enabler.  In addition, it is shown in the above that signalling via the Service Guide and relying on terminal to filter/process is a valid and potentially necessary solution for meeting that requirement.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on the proposed changes and modify the Service Guide TS TS accordingly.
6 Detailed Change Proposal

The following changes are proposed to Sections 5.2.2.1 and 5.2.2.3, to add “Polarity” as attribute of broadcast_area under Service ID and Content ID in the Schedule and Content fragments, to indicate whether the associated target area is intended for reception or blackout of the service or content item.
5.2.2.1 Service
A service fragment contains the part of the metadata about the Digital Mobile Broadcast service.

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	Service
	E
	O
	0..N
	Service fragment

Contains the following attributes:


id

version

validFrom

validTo

type

ServiceProtection

ServiceBaseCID


Contains the following sub-elements:


ExtensionURL


URI


Name


Description


ParentalRating


TargetUserProfile 

Genre


UserRating


MediaInformation 

broadcast_area
	

	id
	A
	M
	1
	ID of the service fragment, unique for BSDA
	unsignedInt (32 bits)

	version
	A
	M
	1
	Version of this fragment. The newer version overrides the older one as soon as it has been received.
	unsignedInt (32 bits)

	validFrom
	A
	O
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past
	Integer (32 bits)
expressed as NTP time

	validTo
	A
	O
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
	Integer (32 bits)
expressed as NTP time

	type 
	A
	M
	1
	Type of the service. Allowed values are:

0 - unspecified
1 - Basic TV, non-interactive
2 - Basic TV, interactive
3 - Clipcast
4 - Mixed Basic TV and Clipcast non-interactive
5 - Mixed Basic TV and Clipcast, with interaction
6 - Basic Radio, non-interactive
7 - Basic Radio, interactive
8 – File download services
9 - Software management services

10 - 200  reserved for future use

201-255 reserved for propriatery use
	type 

	ServiceProtection
	A
	O
	0..1
	Specifies if the service is encrypted (false) or not (true)
	Boolean

	ServiceBaseCID
	A
	O
	0..1
	Part of the Content identifier. Used as linkage between the rights object and Service.
	String

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information related to this fragment in a e web page. The terminal can fetch further information by accessing this URL.
	AnyURI

	URI
	E1
	O
	0..1
	The globally unique Service URI

Note: a unique service identifier is important for roaming
	AnyURI

	Name
	E1
	M
	1..N
	Name of the Service, possibly in multiple languages.The language is expressed using built-in XML attribute xml:lang with this element.
	String


	Description
	E1
	O
	0..N
	Description, possibly in multiple languages.The language is expressed using built-in XML attribute xml:lang with this element.
	String



	ParentalRating
	E1
	O
	0..N
	The recommended age limit given as the age defined by the local official preview board
The allowed values are those defined in the ParentalRating Descriptor of the EIT table (cf. ETSI EN 300 468)
	Integer

	TargetUserProfile
	E1
	O
	0..1
	Profile of the users who the service or content is targeting at. For example, age, gender, occupation, etc. Details of the sub-elements TBD.
	

	Genre
	E1
	O
	0..N
	Classification of service associated with characteristic form (e.g. comedy, drama)
	Integer

	UserRating
	E1
	O
	0..N
	Rating information collected from users (e.g. favourism, or recommended age limit)
	Integer

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage 
id
	

	usage
	A
	M
	1
	Possible values: background, icon (e.g.)
	Integer 
(8 bits)

	id
	A
	M
	1
	ID of the PreviewData fragment
	unsignedInt (32 bits)

	broadcast_area
	E1
	O
	0..1
	Broadcast area to include location information for BCAST contents
Sub-elements:

target_area
hor_acc


	

	Polarity
	A
	M
	1
	Indication of whether the associated target area is intended for positive or negative terminal reception of the service.
If Polarity = 1, this indicates the associated service is intended for reception by terminals located within the corresponding geographical area.
If Polarity = 0, this indicates the associated service is not intended for reception by terminals located within the corresponding geographical area.
	Boolean

	target_area
	E2
	O
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Sub-elements:
Shape
cc 
name_area 
zip_code
	

	shape
	E3
	O
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])
	See 
[OMA MLP]

	cc
	E3
	O
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])
	See 
[OMA MLP]

	name_area
	E3
	O
	0..1
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP])
	See 
[OMA MLP]

	zip_code
	E3
	O
	0..1
	Zip code
	Integer

	hor_acc
	E2
	O
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])
	See 
[OMA MLP]

	<proprietary elements/attirbutes >
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements or attribtues that are not defined in this specification.
	


5.2.2.2 Content
Content fragment describes a content or programme that is a part of a service that the content refers to.

	Name
	T
y
p
e
	C
a
t
e
g
o
r
y
	C
a
r
d
i
n
a
l
i
t
y
	Description
	Data Type

	Content
	E
	O
	0..N
	Content fragment

Contains the following attributes:


id

version

validFrom

validTo

serviceID

ContentType


Contains the following sub-elements:


ExtensionURL


Name


Description


ParentalRating


TargetUserProfile


Genre


UserRating


MediaInformation 

broadcast_area

                            FileDescription
	

	id
	A
	M
	1
	ID of the content fragment, unique for BSDA
	unsignedInt (32 bits)

	version
	A
	M
	1
	Version of this fragment. The newer version overrides the older one as soon as it has been received.
	unsignedInt (32 bits)

	validFrom
	A
	O
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past
	Integer (32 bits)
expressed as NTP time

	validTo
	A
	O
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
	Integer (32 bits)
expressed as NTP time

	ServiceID
	A
	M
	1
	Reference to the service fragment to which the Content fragment belongs.
	unsignedInt (32 bits)

	ContentType
	A
	M
	1
	Type of the media content, .defined by MIME media types [RFC2046]
	String

	ExtensionURL
	E1
	O
	0..N
	URL containing additional information related to this fragment in a e web page. The terminal can fetch further information by accessing this URL.
	AnyURI

	Name
	E1
	M
	1..N
	Name of the Content fragment, possibly in multiple languages. The language is expressed using built-in XML attribute xml:lang with this element.
	String

	ParentalRating
	E1
	O
	0..N
	The recommended age limit.

This age limit overrides the age limit defined for the service during the validity of the Schedule fragment.

If there are two overlapping schedule fragments with a different parental rating, then the one with lower age parental rating defined for the schedule fragment overrides the other. 

The allowed values are those defined in the ParentalRating Descriptor of the EIT table (cf. ETSI EN 300 468)
	Integer

	TargetUserProfile
	E1
	O
	0..1
	Profile of the users who the service or content is targeting at. For example, age, gender, occupation, etc. Details of the sub-elements TBD.
	

	Genre
	E1
	O
	0..N
	Classification of content associated with characteristic form (e.g. comedy, drama) 
	Integer

	UserRating
	E1
	O
	0..1
	Rating information collected from users (e.g. favourism, or recommended age limit)
	Integer

	MediaInformation
	E1
	O
	0..N
	Optional reference to an icon, pictogramme, animation or audio. PreviewData or reference to PreviewData is used here.
Attribute:

usage (possible values: background, icon)
	

	usage
	A
	M
	1
	Possible values: background, icon (e.g.)
	Integer 
(8 bits)

	id
	A
	M
	1
	ID of the PreviewData fragment
	unsignedInt (32 bits)

	broadcast_area
	E1
	O
	0..1
	Broadcast area to include location information for BCAST contents
Sub-elements:

target_area
hor_acc


	

	Polarity
	A
	M
	1
	Indication of whether the associated target area is intended for positive or negative terminal reception of the content item.
If Polarity = 1, this indicates the associated content item is intended for reception by terminals located within the corresponding geographical area.

If Polarity = 0, this indicates the associated content item is not intended for reception by terminals located within the corresponding geographical area.
	Boolean

	target_area
	E2
	O
	0..N
	The target area to distribute contents (as specified in the [OMA MLP] with modifications)

Sub-elements:
Shape
cc 
name_area 
zip_code
	

	shape
	E3
	O
	0..1
	Shapes used to represent a geographic area that describes (as specified in the [OMA MLP])
	See 
[OMA MLP]

	cc
	E3
	O
	0..1
	Country code, 1-3 digits e.g. 355 for Albania (as specified in the [OMA MLP])
	See 
[OMA MLP]

	name_area
	E3
	O
	0..1
	Geopolitical name of area such as ‘Seoul’ (as specified in the [OMA MLP])
	See 
[OMA MLP]

	zip_code
	E3
	O
	0..1
	Zip code
	Integer

	hor_acc
	E2
	O
	0..N
	Horizontal accuracy in meters (as specified in the [OMA MLP])
	See 
[OMA MLP]

	FileDescription
	E1
	O
	0..1
	Description of a file or files related to this content.

Attributes:

Content-Length

Transfer-Length

Content-Type

Content-Encoding

Content-MD5

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols

Sub-elements:

File
	

	Content-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	Transfer-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	Content-Type
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	String

	Content-Encoding
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	String

	Content-MD5
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	FEC-OTI-FEC-Instance-ID
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	File
	E2
	M
	1..N
	Parameters of a file

Attributes:

Content-Location

TOI

Content-Length

Transfer-Length

Content-Type

Content-Encoding

Content-MD5

FEC-OTI-FEC-Instance-ID

FEC-OTI-Maximum-Source-Block-Length

FEC-OTI-Encoding-Symbol-Length

FEC-OTI-Max-Number-of-Encoding-Symbols
	

	Content-Location
	A
	M
	1
	See RFC 3926, section 3.4.2
	AnyURI

	TOI
	A
	M
	1
	See RFC 3926, section 3.4.2
	positiveInteger

	Content-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong 

	Transfer-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	unsignedLong

	Content-Type
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	String

	Content-Encoding
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	String

	Content-MD5
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	base64Binary

	FEC-OTI-FEC-Instance-ID
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	FEC-OTI-Maximum-Source-Block-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	FEC-OTI-Encoding-Symbol-Length
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	FEC-OTI-Max-Number-of-Encoding-Symbols
	A
	O
	0..1
	See RFC 3926, section 3.4.2
	UnsignedLong

	<proprietary elements/attributes>
	E1 or lower
	O
	0..N
	Any number of proprietary or application-specific elements or attributes that are not defined in this specification.
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