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1 Reason for Change

As a part of OMA-BCAST BCMCS Adaptation specifications, it is important to define how the broadcast programs get provisioned in the BCMCS BDS Service Distribution function.

The interface between the BCAST Service Distribution/Adaptation (called BSDA in this document hereon) and the BCMCS BDS Service Distribution functions is called the BDS-1 interface. The BDS-1 interface provides the following functions:

· Flow Provisioning: Provides a mechanism for BSDA to Add, Modify or Remove BCAST stream(s) in the BCMCS BDS.

· Service and Content protection adaptation: Provides a key (for example BAK and BAK_ID) from the BCMCS BDS to the BSDA.
The design for this protocol also provides:
· A mechanism for mutual authentication of the two entities

· A mechanism to protect integrity of the messages exchanged over this interface

· Support for IPv4 and IPv6 multicast datagram(s) as bearer of content
The concept of this contribution and most of messages and fields can also be used for MBMS.

The following diagram shows the relationships among the BCAST logical entities. The BDS-1 interface is the interface between the OMA BCAST Service Distribution/Adaptation function and the BDS Service Distribution function in the underlying access/core network, in this case, the BCMCS network. 
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Figure 1 BCAST Architecture Diagram

In the case of BCMCS, the BDS Service Distribution entity corresponds to the BCMCS Controller:

· According to X.P0022, the BCMCS Controller is “the core network function responsible for managing and providing BCMCS session information to the Content Server, RAN and the MS”. 

· According to OMA-TS-BCAST_BCMCS_Adpatation-V1_0-20050202-D specification, the BDS Service Distribution function is “responsible for the coordination and delivery of broadcast services to the BDS for delivery to the terminal including file and streaming distribution, and Service Guide distribution.  It works with the interactive network to perform service discovery, BDS-specific service protection and handles other interaction functions. It also works with the BDS for content delivery to the terminal.”

It can be seen that the functions of the BDS Service Distribution entity corresponds to the BCMCS Controller align well.

Also, According to Table 2 (Description of Reference points) in the OMA-TS-BCAST_BCMCS_Adpatation-V1_0-20050202-D specification, the BDS-1 reference point is defined as:
“Unprotected and/or protected BCAST Service, content-unprotected and/or content- protected BCAST Service, BCAST Service attributes and content attributes, BDS-specific attributes, Notification and Service Guide fragments.”

Thus, the BDS-1 interface corresponds to interface between an external Content Provider and the BCMCS Controller/Content Server required by the BCMCS architecture for provisioning of BCMCS flows (refer to X.P0022).

The following diagram shows how the BCMCS architecture fits within the OMA architecture, per the observations noted above.
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Figure 2 BCMCS Adaptation Architecture Diagram

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree on the proposed changes and add to the OMA-TS-BCAST_BCMCS_Adpatation-V1_0-20051220-D specification accordingly.
6 Detailed Change Proposal

Change 1:  Proposed text for Sec. 10 of the TS-BCAST_BCMCS_Adaptation
10  Flow Provisioning

10.1 BDS-1 Interface

AD document shows the relationships among the BCAST logical entities (See Figure xx in AD document). In AD document, the BDS-1 is the interface between the OMA BCAST Service Distribution/Adaptation function and the BDS Service Distribution function in the underlying access/core network. In the case of BCMCS, the BDS Service Distribution entity corresponds to the BCMCS Controller/Content Server. The Figure 10-1 shows how the BCMCS architecture fits within the OMA architecture
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Figure 10-1 BCMCS Adaptation Architecture Diagram

The BDS-1 signalling interface between the BCMCS Controller and the BSDA Function uses the BSDA-BCMCS Control Protocol that provides a mechanism for BSDA to provision BCMCS Flows (i.e., BCAST streams) on the BCMCS Controller and for BCMCS Controller to provide key to the BSDA. 

10.1.1
BCMCS Flow Life Cycle

When provisioning a BCMCS Flow for a multicast address/port the BCMCS Controller returns a BCMCS Flow Handle that the BSDA uses to reference the flow. 

A BCMCS Flow Handle references a unique BCMCS Flow provisioning on the BCMCS Controller and has a BCMCS Flow ID associated with it. 
Each BCMCS Flow Handle shall be in one of the three states described below. Reception of messages or events, such as moving past the StartTime or EndTime of a BCMCS Flow, shall trigger transitions betweens these states.

A BCMCS Flow Handle is defined to be active at a point in time if it is assigned to a BCMCS Flow provisioned with an end time in the future. When the end time of a provisioned BCMCS Flow is passed, the BCMCS Flow Handle shall be returned to the inactive state. Inactive BCMCS Flow Handles are available for assignment to a new BCMCS Flow provisioning. The BSDA may change the start and end times of a BCMCS Flow Handle. The BSDA may remove a provisioned BCMCWS Flow before scheduled end time. When a flow is removed, the BCMCS Flow Handle shall return to the Inactive state.
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Figure 10 -2 BCMCS Flow Handle States

10.1.1.1 Inactive State

This is the initial state of BCMCS Flow Handle. The BCMCS Controller shall maintain a pool of BCMCS Flow Handles to facilitate provisioning of BCMCS Flows. When a BCMCS Flow is created by a successful AddFlowRequest, the BCMCS Flow Handle shall transition to the {Active, Idle} state.

10.1.1.2 {Active, Idle} State

In this state the resources for corresponding BCMCS Flow are provisioned at the BCMCS controller but the BCMCS Flow is not actively transmitted from BSDA. When a BCMCS Flow is removed by a successful RemoveFlowRequest, the BCMCS Flow Handle shall transition to the Inactive state and the BCMCS Flow shall be removed from the BCMCS Controller and BSDA. A successful or unsuccessful ModifyFlowRequest shall maintain the BCMCS Flow Handle in the {Active, Idle} state. If a successful ResetRequest requires the provisioned BCMCS Flow Handle to be removed, the BCMCS Flow Handle shall transition to the Inactive state. If the start time for BCMCS Flow is reached, then the BCMCS Flow Handle shall transition to the {Active, Busy} state.
10.1.1.3 {Active, Busy} State

In this state, the corresponding BCMCS Flow is actively transmitted. When a BCMCS Flow is removed by a successful RemoveFlowRequest, the BCMCS Flow Handle shall transition to the Inactive state. The provisioned BCMCS Flow is removed from the BCMCS Controller and BSDA. A successful or unsuccessful ModifyFlowRequest shall maintain the BCMCS Flow Handle in the {Active, Busy} state. If a successful ResetRequest requires the provisioned BCMCS Flow Handle to be removed, the BCMCS Flow Handle shall transition to the Inactive state. If the end time for the BCMCS Flow is reached, then the BCMCS Flow Handle shall transition to the Inactive state.
10.2
BSDA-BCMCS Control Protocol

The BSDA-BCMCS Control messages are sent over the TCP transport protocol. TCP port number [TBD] shall be used. 
10.3 BSDA-BCMCS Control Protocol Messages

Table 10‑1 lists the BSDA-BCMCS Control Protocol message types.

Table 10‑1.  BSDA-BCMCS Control Protocol Message

	Message Type
	Description

	AddFlowRequest
	Sent by the BSDA to the BCMCS Controller to add one or more BCMCS Flows associated with one program.

	AddFlowResponse
	Sent by the BCMCS Controller to the BSDA with result of AddFlowRequest message.

	ModifyFlowRequest
	Sent by the BSDA to the BCMCS Controller to modify parameters of one or more provisioned BCMCS Flows.

	ModifyFlowResponse
	Sent by the BCMCS Controller to the BSDA with result of ModifyFlowRequest message.

	RemoveFlowRequest
	Sent by the BSDA to the BCMCS Controller to remove one or more BCMCS Flow(s).

	RemoveFlowResponse
	Sent by the BCMCS Controller to the BSDA with result of RemoveFlowRequest message.

	ResetRequest
	Sent by either BSDA or BCMCS Controller to synchronize the flow state.

	ResetResponse
	Sent by either BSDA or BCMCS Controller in response to the ResetRequest message.

	RefreshKeyRequest
	Sent by the BSDA to the BCMCS Controller to request the BAK related to one or more existing Flow Handles(s).

	RefreshKeyResponse
	Sent by the BCMCS Controller to the BSDA to provide the current and subsequent BAKs related to Flow Handle(s).

	BCASTTransmissionAreaRequest
	Sent by the BSDA to the BCMCS Controller to indicate the broadcast transmission area(s) related to one or more existing Flow Handles(s). 

	BCASTTransmissionAreaResponse
	Sent by the BCMCS Controller to the BSDA with result of BCASTTransmissionAreaRequest message.


10.3.1 BSDA-BCMCS Control Protocol Message Procedures
10.3.1.1 Add BCMCS Flow

The AddFlowRequest message is sent by the BSDA to the BCMCS Controller to request provisioning at the BCMCS Controller for one or more BCMCS Flows. 

The BCMCS Controller can accept or deny the request through the AddFlowResponse message.

10.3.1.1.1
BSDA Functional Requirements

The BSDA shall send an AddFlowRequest message to the BCMCS Controller to provision one or more BCMCS Flows associated with one program. The BSDA shall set StartTime greater than current time and EndTime later than StartTime.
The BSDA shall send an AddFlowRequest TRECV seconds
 in advance before the start of the flow(s).

The BSDA shall initiate sending content for a BCMCS Flow at the scheduled start time, if and only if the AddFlowRequest was successfully accepted by the BCMCS Controller.

10.3.1.1.2
BCMCS Controller Functional Requirements

If the AddFlowRequest is accepted, the BCMCS Controller shall allocate a BCMCSFlowHandle for each flow and send an AddFlowResponse message with the ReasonCode IE set to SUCCESS to the BSDA. 

If the AddFlowRequest is accepted but SDPParameters received in AddFlowRequest includes a multicast IP address/port that is already used by other BCMCS flow, the BCMCS Controller shall allocate a new multicast IP address/port associated with the flow and returns it in the MulticastFlowAddress_BCMCSFlowHandle IE to the BSDA with the ReasonCode IE set to SUCCESS. The BCMCS Controller is the central entity managing the multicast IP address/ports allocation to flows.
If the BCMCS Controller receives an AddFlowRequest with End Time earlier than Start Time for a particular flow, it shall reject that flow and shall set the ResultCode corresponding to that flow to INVALID_PARAMETER_VALUE and add the EndTime and StartTime IEIs (Information Element Identifiers, see Section 10.3.3.7), in the FailedParameter element for that flow.

If the BCMCS Controller receives an AddFlowRequest with parameters outside their defined range for a particular flow, it shall set the ResultCode corresponding to that flow to INVALID_PARAMETER_VALUE and add their IEIs in the FailedParameter element for that flow.

If the BCMCS Controller receives an AddFlowRequest with QoSParameter values for a particular flow that cannot be supported, it shall set the ResultCode corresponding to that flow to INVALID_PARAMETER_VALUE. The BCMCS Controller may include a supported QoSParameters for the corresponding flow and shall add the QoSParameter IEI (Information Element Identifier, see section 10.3.3.7) in the FailedParameter element for that flow in the AddFlowResponse message. 

If the BCMCS Controller receives an AddFlowRequest with End Time earlier than Start Time for a particular flow, it shall reject that flow and shall set the ResultCode corresponding to that flow to INVALID_PARAMETER_VALUE and add the EndTime and StartTime IEIs (Information Element Identifiers, see section 10.3.3.7 ) in the FailedParameter element for that flow.
10.3.1.2 Modify BCMCS Flow

The ModifyFlowRequest message is sent by the BSDA to the BCMCS Controller to modify start time, and/or end time of one or more BCMCS Flows provisioned through an AddFlowRequest message. Two types of modifications are allowed:

· Changing the start and/or end times. 
· Extending the end time of a BCMCS Flow(s) in progress.

10.3.1.2.1
BSDA Functional Requirements

The BSDA may send the ModifyFlowRequest message to the BCMCS Controller to change the start time, and/or end time of the flow(s) that have not started. 
The BSDA shall not send the ModifyFlowRequest message to change the start time of the flow(s) that have already started.
The BSDA may send the ModifyFlowRequest message to the BCMCS Controller to change the end time of the flow(s) that have started.

In a ModifyFlowRequest message, if both StartTime and EndTime parameters are included, the BSDA shall set the StartTime earlier than EndTime.

In a ModifyFlowRequest message, the BSDA shall include at least one of the StartTime or EndTime parameters. 

10.3.1.2.2
BCMCS Controller Functional Requirements

The BCMCS Controller shall send a ModifyFlowResponse message to a BSDA within Tresp milliseconds
 of receiving a ModifyFlowRequest message. The value of Tresp shall be set to TBD.

If the BCMCS Controller receives a ModifyFlowRequest message with one of the following condition:

· StartTime later than EndTime

· StartTime earlier than the current time and the StartTime is not equal to the original start time of the BCMCS Flow

The BCMCS Controller shall send the ModifyFlowResponse message with the ReasonCode IE set to INVALID_PARAMETER_VALUE and add the StartTime IE in the FailedParameter.

If the BCMCS Controller receives a ModifyFlowRequest message with a StartTime earlier than the current time and the Start Time is equal to the original start time of the BCMCS Flow, the BCMCS Controller shall regard the message to have a valid start time.

If the BCMCS Controller receives a ModifyFlowRequest message with an EndTime earlier than the current time, the CS shall send the ModifyFlowResponse message with the ReasonCode IE set to INVALID_PARAMETER_VALUE and add the EndTime IEI in the FailedParameter.

If the BCMCS Controller receives a ModifyFlowRequest message with a StartTime that cannot be supported due to resource limitations, the BCMCS Controller shall send the ModifyFlowResponse message with the ReasonCode IE set to RESOURCES_NOT_AVAILABLE and add the StartTime IEI in the FailedParameter.

If the BCMCS Controller receives a ModifyFlowRequest message with an EndTime that cannot be supported due to resource limitations the BCMCS Controller shall send the ModifyFlowResponse message with the ReasonCode IE set to RESOURCES_NOT_AVAILABLE and add the EndTime IEI in the FailedParameter.

If the BCMCS Controller indicates failure in the ModifyFlowResponse message then, the state and parameters associated with the BCMCSFlowHandle received in the ModifyFlowRequest shall remain the same as prior to the receipt of this message.

10.3.1.3 Remove BCMCS Flow

The RemoveFlowRequest message is sent by the BSDA to the BCMCS Controller to remove provisioned BCMCS Flow(s). The Active BCMCS Flows that are either Idle or Busy can be removed. The BCMCS Controller sends the RemoveFlowResponse message to the BSDA to indicate the result of the RemoveFlowRequest message.

10.3.1.3.1
BSDA Functional Requirements

The BSDA may send the RemoveFlowRequest message to the BCMCS Controller to remove one or more BCMCS flows.

10.3.1.3.2
BCMCS Controller Functional Requirements

The BCMCS Controller shall send a RemoveFlowResponse message to a BSDA within Tresp2 milliseconds of receiving a RemoveFlowRequest message.

If the BCMCS Controller accepts the RemoveFlowRequest message, the CS shall send the RemoveFlowResponse with the ReasonCode IE set to SUCCESS to the BCMCS Controller. The BCMCS Controller shall make the specified BCMCS Flow Handle inactive before sending the RemoveFlowResponse message. If the BCMCS Flow specified in the request is not in progress, then prior to sending the RemoveFlowResponse message, the BCMCS Controller shall release all state and resources associated with that flow.

If the BCMCS Controller receives a RemoveFlowRequest message including a BCMCS Flow Handle that is inactive, the BCMCS Controller shall return a RemoveFlowResponse message with the ResultCode set to INVALID_PARAMETER_VALUE for the corresponding BCMCS Flow Handle, and including the BCMCSFlowHandle IEI in the FailedParameter element.

10.3.1.4 State Synchronization

State Synchronization is achieved through the ResetRequest and ResetResponse messages.

The BSDA or BCMCS Controller may send a ResetRequest message to synchronize the state with its peer. The ResetRequest message shall contain zero or more BCMCS Flow Handles that indicate that the sender (X) has state information for zero or more BCMCS Flow reservations. Upon receipt of the ResetRequest message, the receiver (Y) shall compare the received list of flow handles with its own list and removes state for any flow handles that are not included within the received message.

Y shall acknowledge the receipt of the ResetRequest with the ResetResponse message including its own remaining list of active Flow Handles. Upon receipt of the ResetResponse, X shall compare the received list of flow handles with its own list and removes state for any flow handles that are not included within the received message. At the end of the transaction for the ResetRequest/ResetResponse, X and Y have state for the same BCMCS Flow Handles (which is the common subset of original BCMCS Flow Handles present in X and Y).

The events that trigger the re-synchronization process at both entities (BCMCS Controller, BSDA) are part of the local policy of BCMCS Controller and BSDA and not in the scope of the interface specification.

10.3.1.5 Refresh Keys

The RefreshKeyRequest message is sent by the BSDA to the BCMCS Controller to request the Broadcast Access Key(s) (BAK) for one or more provisioned BCMCS Flows before the expiration time of the BAK(s). 

The RefreshKeyResponse message is sent by the BCMCS Controller to the BSDA to provide the new BAK(s) for a provisioned BCMCS Flow(s). The BCMCS Controller sends the new BAK to be used for any given flow.
The BCMCS Controller can accept or deny the request through the RefreshKeyResponse message.
10.3.1.5.1
BSDA Functional Requirements

The BSDA shall send a RefreshKeyRequest message to the BCMCS Controller to request the new BAK for one or more provisioned BCMCS Flows, before the expiry time of the BAK is met.

10.3.1.5.2
BCMCS Controller Functional Requirements

If the BCMCS Controller receives a RefreshKeyRequest message including an {Active, Idle} or {Active, Busy} BCMCS Flow Handle, the BCMCS Controller shall return the RefreshKeyResponse message to provide the associated BAKs for requested Flow Handles, if the request is successful. The BCMCS Controller shall set the ResultCode corresponding to that Flow Handle to SUCCESS. 

If the BCMCS Controller receives a RefreshKeyRequest message with a BCMCSFlowHandle that is inactive, the BCMCS Controller shall return a RefreshKeyResponse message with the ResultCode corresponding to that flow set to INVALID_PARAMETER_VALUE, and including the BCMCSFlowHandle IEI in the FailedParameter element. 

The BCMCS Controller may send two BAKs – current BAK to be used and a subsequent BAK to be used after the current one expires, for any given flow.
If the BAKParameter IE is included in the RefreshKeyResponse, the BCMCS Controller should use TLS-PSK [see RFC 4279] as a secure channel between the BCMCS Controller and CS.
10.3.1.6 Broadcast Transmission Area 
The BCASTTransmissionAreaRequest message is sent by the BSDA to the BCMCS Controller to indicate the broadcast transmission areas associated with one or more Flow Handles .
The BCMCS Controller can accept or deny the request through the BCASTTransmissionAreaResponse message.

10.3.1.5.2
BSDA Functional Requirements

The BSDA shall send a BCASTTransmissionAreaRequest message to the BCMCS Controller to indicate the broadcast transmission areas associated with one or more Flow Handles, before the end time of the BCMCS flow.

10.3.1.5.3
BCMCS Controller Functional Requirements

The BCMCS Controller shall send a BCASTTransmissionAreaResponse message to the BSDA after receiving a BCASTTransmissionAreaRequest message. 

10.3.2 Message Format

A BSDA-BCMCS control message consists of two parts: a Header and a Body. The header has a fixed length and a common format across messages as shown in Table 10‑2.

Table 10‑2.  Common Header Format

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Protocol Version = 01H
	1

	Message Type = < 01H - 0AH >
	2

	(MSB)
	Message Length = < 0 - FF FFH >
	3

	
	(LSB)
	4

	(MSB)
	Transaction ID  = < 0 - FF FFH >
	5

	
	(LSB)
	6

	(MSB)
	Timestamp
	7

	
	…

	
	(LSB)
	14


Protocol Version: This parameter indicates the version of the BSDA-BCMCS Control Protocol the sender is using and it shall be set to 01H.

Message Type: The Message Type parameter identifies the type of message. The possible values for the Message Type parameter are listed in Table 10‑3. Values 0H, 0BH – FFH are reserved.

Table 10‑3. Message Type Values

	Value
	Message Name

	01H
	AddFlowRequest

	02H
	AddFlowResponse

	03H
	ModifyFlowRequest

	04H
	ModifyFlowResponse

	05H
	RemoveFlowRequest

	06H
	RemoveFlowResponse

	07H
	ResetRequest

	08H
	ResetResponse

	09H
	RefreshKeyRequest

	0AH
	RefreshKeyResponse

	80H
	BCASTTransmissionAreaRequest

	81H
	BCASTTransmissionAreaResponse

	Other Values
	Reserved


Message Length: 16-bit unsigned integer value that indicates the length of the message including the header fields and the body.

Transaction ID: 16-bit unsigned integer value that uniquely identifies a BSDA-BCMCS Controller protocol transaction. This parameter is used by the sender to match a request with the corresponding response from the receiver. The sender increments this parameter by 1 for every new transaction with the receiver and the parameter wraps around at 65535 (FFFFH). The receiver copies the Transaction ID from the request into the response message.

Timestamp: 64-bit unsigned integer value in NTP format (specified in RFC 1305), indicating the time the message was created. The parameter is used to protect against replay attacks in conjunction with the mandatory presence of the AuthenticationExtension information element, which provides message authentication and integrity protection.

The body is of variable length and has Information Elements specific to each message type. The Information Elements are in TLV (Type, Length, and Value) format and can be Mandatory, Conditional, or Optional, as described in Table 10‑4.

Table 10‑4.  Definition of Mandatory, Conditional, Optional

	Information Element
	Description

	Mandatory (M)
	The Information Element is required for the message.

	Conditional (C)
	The Information Element is required in situations where a condition is met (the condition is given in the Description in the message definition).

	Optional (O)
	The Information Element is provided at the discretion of the implementation.


10.3.2.1
AddFlowRequest

The message format of the AddFlowRequest is described in Table 10-5.
Table 10‑5.  AddFlowRequest

	Information Element
	Reference
	M/C/O

	One occurrence of the following element:

	ContentProviderID
	See 10.3.3.14
	M

	ProgramName
	See 10.3.3.17
	M

	StartTime
	See 10.3.3.12
	M

	EndTime
	See 10.3.3.6
	M

	ContentTunnelProtocolOption
	See 10.3.3.4
	M

	L3TunnelSourceAddress
	See 10.3.3.9
	Ca

	        SDPParameters
	           See 10.3.3.15
	             M

	N (N=number of flows being added)  occurrences of the following element:

	QoSParameters
	See 10.3.3.13
	O

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	a Included only if ‘ContentTunnelProtocolOption’ = 0H (L3 Tunneling).



The feasible QoSParameters values depend on the characteristics of the content and the Wireless service Provider’s network. The BSDA requests an operating point for these parameters and the BCMCS Controller accepts the parameters if it is feasible. 

10.3.2.2
AddFlowResponse

The message format of the AddFlowResponse is described in Table 10-6. 
Table 10‑6.  AddFlowResponse

	Information Element
	Reference
	M/C/O

	One occurrence of the following element:

	L3TunnelDestinationAddress
	See 10.3.3.8
	Cc

	        SDPParameters
	           See 10.3.3.15
	          O

	DelayOffset
	See 10.3.3.5
	O

	N occurrences of the following elements:

	ResultCode
	See 10.3.3.11
	M

	MulticastFlowAddress_BCMCSFlowHandle
	See 10.3.3.10
	Ca

	QoSParameters
	See 10.3.3.13
	O

	FailedParameter
	See 10.3.3.7
	Cd

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	a  Included only if ‘ResultCode’ = SUCCESS (0H).

c  Included if ‘ResultCode’ = SUCCESS (0H) and ‘ContentTunnelProtocolOption’ = 0H (L3 Tunnel).
d Included if ‘ResultCode’ is set to one of the following values: UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER, INVALID_PARAMETER_VALUE and MISSING_PARAMETER


10.3.2.3 ModifyFlowRequest

The message format of the ModifyFlowRequest is described in Table 10-7.
Table 10‑7.  ModifyFlowRequest

	Information Element
	Reference
	M/C/O

	One occurrence of the following element:

	StartTime
	See 10.3.3.12
	Oa

	EndTime
	See 10.3.3.6
	Oa

	N occurrences of the following elements:

	BCMCSFlowHandle

	See 10.3.3.3
	M

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M


a At least one of the StartTime or EndTime shall be included.
10.3.2.4
ModifyFlowResponse

The message format of the ModifyFlowResponse is described in Table 10-8. 
Table 10‑8.  ModifyFlowResponse

	Information Element
	Reference
	M/C/O

	N occurrences (N=number of flows modified) of the following elements occurrences of the following elements:

	ResultCode
	See 10.3.3.11
	M

	FailedParameter
	See 10.3.3.7
	Ca

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	a Included if ‘ResultCode’ is set to one of the following values: UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER, INVALID_PARAMETER_VALUE and MISSING_PARAMETER


10.3.2.5 
RemoveFlowRequest

The message format of the RemoveFlowRequest is described in Table 10-9.
Table 10‑9.  RemoveFlowRequest

	Information Element
	Reference
	M/C/O

	N occurrences (N=number of flows removed) of the following elements:

	BCMCSFlowHandle
	See 10.3.3.3
	M

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M


10.3.2.6
RemoveFlowResponse

The message format of the RemoveFlowResponse is described in Table 10-10.

Table 10‑10.  RemoveFlowResponse

	Information Element
	Reference
	M/C/O

	N occurrences of the following elements:

	ResultCode
	See 10.3.3.11
	M

	FailedParameter
	See 10.3.3.7
	Ca

	Num_Flows}

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	a
Included if ‘ResultCode’ is set to one of the following values: UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER, INVALID_PARAMETER_VALUE and MISSING_PARAMETER


10.3.2.7
RefreshKeyRequest

The message format of the RefreshKeyRequest is described in Table 10-11.

Table 10‑11.  RefreshKeyRequest

	Information Element
	Reference
	M/C/O

	N occurrences of the following elements:

	BCMCSFlowHandle
	See Section 10.3.3.3
	M

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M


10.3.2.8
RefreshKeyResponse

The message format of the RefreshKeyRequest is described in Table 10-12.
Note that the BCMCS Controller may choose to return both the current as well as the subsequent BAK for an associated flow.

Table 10‑12.  RefreshKeyResponse

	Information Element
	Reference
	M/C/O

	N occurrences of the following elements:

	ResultCode
	See 10.3.3.11
	M

	BAKParameter 
	See 10.3.3.2
	Ca

	FailedParameter
	See 10.3.3.7
	Cb

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	a
Included only if ‘ResultCode’ = SUCCESS (0H).

b
Included if ‘ResultCode’ is set to one of the following values: UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER, INVALID_PARAMETER_VALUE and MISSING_PARAMETER


10.3.2.9
BCASTTranmsissionAreaRequest

The message format of the BCASTTransmissionAreaRequest is described in Table 10-13.
Table 10‑13.  BCASTTransmissionAreaRequest

	Information Element
	Reference
	M/C/O

	Location Area
	See 10.3.3.16
	M

	N (N=number of flows being sent/stopped in the above specified Location Area) occurrences of the following elements:

	BCMCSFlowHandle
	See 10.3.3.3
	M

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	


10.3.2.10
BCASTTranmsissionAreaResponse

The message format of the BCASTTransmissionAreaResonse is described in Table 10-14.

Table 10‑14.  BCASTTransmissionAreaResponse

	Information Element
	Reference
	M/C/O

	ResultCode
	See 10.3.3.11
	Ca

	Location Area
	See 10.3.3.16
	O

	N (N=number of flows being sent/stopped in the above specified Location Area) occurrences of the following elements:

	BCMCSFlowHandle 
	See 10.3.3.3
	O

	

	One occurrence of the following element:

	AuthenticationExtension
	See 10.3.3.1
	M

	a   Included only if all request in Requests are successful and ‘ResultCode’ = SUCCESS (0H).




10.3.3 Information Elements

This section contains the coding and definition of the Information Elements (IEs) used in the messages defined in Section 10.3.2. 

The following table contains a list of all the information elements used on the BSDA-BCMCS control protocol. The table is sorted by the Information Element Identifier (IEI) coding which distinguishes one information element from another. The table also includes a reference to the section where the element coding can be found.

Table 10‑15.  Information Element Identifiers

	Element Name
	Identifier (IEI)
	Section Reference

	ResultCode
	01H
	10.3.3.11

	MulticastFlowAddress_ BCMCSFlowHandle
	02H
	10.3.3.10

	StartTime
	03H
	10.3.3.12

	EndTime
	04H
	10.3.3.6

	ContentProviderID
	05H
	10.3.3.14

	ContentTunnelProtocolOption
	06H
	10.3.3.4

	L3TunnelSourceAddress
	07H
	10.3.3.9

	BCMCSFlowHandle
	08H
	10.3.3.3

	L3TunnelDestinationAddress
	09H
	10.3.3.8

	DelayOffset
	0AH
	10.3.3.5

	FailedParameter
	0BH
	10.3.3.7

	AuthenticationExtension
	0CH
	10.3.3.1

	BAKParameters
	0DH
	10.3.3.2

	SDPParameters
	0EH
	10.3.3.15

	QoSParameters
	0FH
	10.3.3.13

	Location Area
	80H
	10.3.3.16

	ProgramName
	81H
	10.3.3.17

	All other values are reserved.


The rest of this section presents the definition of the BSDA-BCMCS Control Protocol information elements.

10.3.3.1 AuthenticationExtension

The Authentication Extension shall be included in all BSDA-BCMCS Control Protocol messages. This Authentication Extension information element marks the end of the authenticated data in the BSDA-BCMCS Control Protocol messages. The structure of the extension is as shown in Table 10‑16.

Table 10‑16.  AuthenticationExtension

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 0CH
	1

	Length = < 0 - FFH >
	2

	(MSB)
	SPI 
	3

	
	4

	
	5

	
	(LSB)
	6

	(MSB)
	Authentication Data
	7

	
	…

	
	(LSB)
	Variable


IEI: Information Element Identifier. It shall be set to 0CH.

Length: This field indicates the number of octets in this including IEI and Length fields. This field is set to 6 plus the number of bytes in the authenticator. 

SPI: This four octet field is set to the Security Parameter Index as specified in RFC3344.

Authentication Data: For message authentication, the Authenticator field is calculated over TCP payload data except for Authenticator field, as specified in section 3.5.1 of RFC 3344. 
10.3.3.2 BAKParamers
The BCMCS Controller sends the BAK, BAK_ID, and BAK_Expire field to the BSDA (in the given order)
Table 10‑17 BAKParameters

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 0DH
	1

	Length
	2

	(MSB)
	Identifier Type
	3

	Identifier
	N

	(MSB)
	Reserved
	BAK_ID
	N+1

	
	N+2

	BAK
	…

	
	N+17

	
	N+18

	BAK_Expire
	…

	
	N+21


IEI: Information Element Identifier. It shall be set to 0DH.

Length: This field indicates the number of octets in this element including IEI and Length fields.
Identifier Type: This field shall be set to 00H if the Identifier field contains the BCMCSFlowHandler value. This filed shall be set to 04H if the Identifier field contains IPv4 Multicast Address and Port number. This filed shall be set to 06H if the Identifier field contains IPv6 Multicast Address and Port number. Other values are reserved. The sender shall set this field to 00H if the BCMCSFlowHandler is available.

Identifier: This field shall be set to the BCMCSFlowHandler value (4 octets) if the Identifier type field is set to 00H. This filed shall be set to IPv4 Multicast Address and Port number as defined in figure x if the Identifier field is set to 04H. This filed shall be set to IPv6 Multicast Address and Port number as defined in Table 10-18 if the Identifier field is set to 04H.
Table 10‑18
Field format for Port number and IP address

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	(MSB)
	Port Number = < C0 00H - C0 07H>
	1

	
	(LSB)
	2

	(MSB)
	IP Address (IPv4 or IPv6)
	3

	
	…

	
	(LSB)
	6 or 18


BAK_ID: BAK identifier. A sequence number that identifies which value of BAK is currently valid for a particular BCMCS Multicast IP Flow; that is, the BAK is identified by the combination of a BCMCS_FLOW_ID and BAK_ID. For a particular BAK, the corresponding value of BAK_ID is the same for all users. 


BAK 128-bit Broadcast Access Key: Provides access to one or more multicast IP flows of a particular set of BCMCS programs for a certain amount of time (for example, one day, week or month). Each encrypted set of BCMCS programs have a different BAK value. 

BAK_Expiry: Indicates when the BAK will expire. This field shall be encoded using an unsigned integer and contain the number of seconds since January 1, 1970 00:00 UTC.
10.3.3.3
BCMCSFlowHandle

The BCMCS Flow Handle references a unique BCMCS Flow reservation.

Table 10‑19.  BCMCSFlowHandle

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 08H
	1

	Length = 06H
	2

	(MSB)
	Value = < 0 - FF FF FF FFH >
	3

	
	4

	
	5

	
	(LSB)
	6


IEI: Information Element Identifier. It shall be set to 08H.

Length: This field indicates the number of octets in this element including IEI and Length fields. This field shall be set to 6.

Value: 32-bit unsigned integer value indicating the BCMCS Flow Handle. 

10.3.3.4
ContentTunnelProtocolOption

The ContentTunnelProtocolOption indicates what bearer protocol is used between BSDA and BCMCS CS to transport content for the BCMCS Flow being added.

Table 10‑20.  ContentTunnelProtocolOption

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 06H
	1

	Length = 03H
	2

	Value = < 00H-FFH >
	3


IEI: Information Element Identifier. It shall be set to 06H.

Length: This field indicates the number of octets in this element including IEI and Length fields. This field shall be set to 3.
Value: This 8-bit enumerated value identifies the type of bearer transport protocol used between the BSDA and BCMCS Controller. The supported ‘ContentTunnelProtocolOption’ values are listed below:
Table 10‑18.  ContentTunnelProtocolOption Values

	Value
	Content Transport Protocol

	00H
	L3 Tunnel

	01H-FFH
	Reserved


10.3.3.5
DelayOffset

This information element indicates that the BSDA shall start transmission of content for the BCMCS Flow at (StartTime – DelayOffset). This is to compensate for processing and transmission delays on the BSDA-BCMCS CS link.

Table 10‑22.  DelayOffset

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 0AH
	1

	Length = 04H
	2

	(MSB)
	Value = < 0 - FF FFH >
	3

	
	(LSB)
	4


IEI: Information Element Identifier. It shall be set to 0AH.

Length: This field indicates the number of octets in this element including IEI and Length fields. This field shall be set to 4.

Value: 16-bit unsigned integer value indicating time in milliseconds.

10.3.3.6
EndTime

This parameter indicates the end time of a BCMCS Flow.

Table 10‑23.  EndTime

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 04H
	1

	Length = 0AH
	2

	(MSB)
	Value = < 0 - FF FF FF FF FF FF FF FFH >
	3

	
	…

	
	(LSB)
	10


IEI: Information Element Identifier. It shall be set to 04H.

Length: This field indicates the number of octets in this element including IEI and Length fields. This field shall be set to 0A.

Value: 64-bit unsigned integer value in NTP format, as specified in RFC 1305.

10.3.3.7
FailedParameter

This information element is included in response messages that have the ResultCode set to one of the following values: UNSUPPORTED_PARAMETER, POORLY_FORMED_PARAMETER, INVALID_PARAMETER_VALUE, and MISSING_PARAMETER.

Table 10‑24.  FailedParameter

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 0BH
	1

	Length = <variable>
	2

	Number of Failed IEIs
	3

	Number of Failed IEIs occurrences of the following field:

	Identifier Type
	4

	Identifier
	Variable N

	Failed Information Element Identifier
	N+1


IEI: Information Element Identifier. It shall be set to 0BH.

Length: This field shall be set the number of Failed Information Element Identifiers in this element plus 2.
Number of FaildIEIs: This field shall be set number of Faild IEIs in this IE
Identifier Type: This field shall be set to 00H if the Identifier field contains the BCMCSFlowHandler value. This filed shall be set to 04H if the Identifier field contains IPv4 Multicast Address and Port number. This filed shall be set to 06H if the Identifier field contains IPv6 Multicast Address and Port number. The sender shall set this field to 00H if the BCMCSFlowHandler is available.
Identifier: This field shall be set to the BCMCSFlowHandler value (4 octets) associated with the FaildParametrs if the Identifier Type field is set to 00H. This filed shall be set to IPv4 Multicast Address and Port number as defined in Table 10-18 if the Identifier field is set to 04H. This filed shall be set to IPv6 Multicast Address and Port number as defined in figure x if the Identifier field is set to 04H.

Failed Information Element Identifier: This field contains a Failed Information Element Identifier.

10.3.3.8
L3TunnelDestinationAddress

This information element specifies the IP address of the BCMCS CS entity that is the destination endpoint of the L3 tunnel for a BCMCS Flow.

Table 10‑25.  L3TunnelDestinationAddress

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 09H
	1

	Length = < 07H, 13H >
	2

	IPVersion = < 04H, 06H >
	3

	(MSB)
	IPAddress
	4

	
	…

	
	(LSB)
	7 or 19


IEI: Information Element Identifier. It shall be set to 09H.
Length: This field indicates the number of octets in this element including IEI and Length fields. It shall be set to 07H if the ‘IP Version’ field is set to 04H, or 13H if the ‘IP Version’ field is set to 06H.

IP Version: This parameter indicates the version of the IP protocol used as a Delivery Protocol for L3 Tunnelling. The supported ‘IP Version’ values are listed below:

Table 10‑26.  IP Version Values

	Value
	IP Version

	04H
	IPv4

	06H
	IPv6


IP Address: 32-bit IPv4, or 128-bit IPv6 address, depending on the value of the ‘IP Version’ field.

10.3.3.9
L3TunnelSourceAddress

This information element specifies the IP address of the BSDA entity that is the source endpoint of the L3 tunnel for a BCMCS Flow.

Table 10‑27.  L3TunnelSourceAddress

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 07H
	1

	Length = < 07H, 13H >
	2

	IP Version = < 04H, 06H >
	3

	(MSB)
	IP Address
	4

	
	…

	
	(LSB)
	7 or 19


IEI: Information Element Identifier. It shall be set to 07H.
Length: This field indicates the number of octets in this element including IEI and Length fields. It is set to 07H if the ‘IP Version’ field is set to 04H, or 13H if the ‘IP Version’ field is set to 06H.

IP Version: This parameter indicates the version of the IP protocol used as a Delivery Protocol for L3. The supported ‘IP Version’ values are listed as Table 10-26.
IP Address: 32-bit IPv4, or 128-bit IPv6 address, depending on the value of the ‘IP Version’ field.

10.3.3.10
MulticastFlowAddress_ BCMCSFlowHandle
This Information Element specifies the IP multicast address and port and BCMCS FLOW Handle on which the BCMCS Flow is sent.

Table10‑19.  MulticastFlowAddress

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 02H
	1

	Length = < 0DH, 19H >
	2

	(MSB)
	Port Number = < C0 00H - C0 07H>
	3

	
	(LSB)
	4

	IP Version = < 04H, 06H >
	5

	(MSB)
	IP Address
	6

	
	…

	
	(LSB)
	9 or 21

	(MSB)
	
	10 or 22

	BCMCSFlowHandle
	11 or 23

	
	12 or 24

	
	(LSB)
	13 or 25


IEI: Information Element Identifier. It shall be set to 02H.

Length: This field indicates the number of octets in this element including IEI and Length fields. It is set to 13H if the ‘IP Version’ field is set to 04H, or 25H if the ‘IP Version’ field is set to 06H.

Port Number: 32-bit port number. The range of permissible values is from 49152 (C000H) to 49159 (C007H). 

IP Version: This parameter indicates the version of the IP protocol used as a Delivery Protocol for L3 Tunneling. The supported ‘IP Version’ values are listed as Table 10-26.
IP Address: 32-bit IPv4, or 128-bit IPv6 address, depending on the value of the ‘IP Version’ field.

BCMCSFlowHandle: 32-bit unsigned integer value indicating the BCMCS Flow Handle.

10.3.3.11
ResultCode

This information element is used to indicate the reason for occurrence of a particular event.

Table 10‑29.  ResultCode

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 01H
	1

	Length 
	2

	Identifier Type
	3

	Identifier
	Variable N

	Value = < 0 - FFH >
	N+1


IEI: Information Element Identifier. It shall be set to 01H.

Length: This field indicates the number of octets in this element including IEI and Length fields.

Identifier Type: This field shall be set to 00H if the Identifier field contains the BCMCSFlowHandler value. This filed shall be set to 04H if the Identifier field contains IPv4 Multicast Address and Port number. This filed shall be set to 06H if the Identifier field contains IPv6 Multicast Address and Port number. The sender shall set this field to 00H if the BCMCSFlowHandler is available.
Identifier: This field shall be set to the BCMCSFlowHandler value (4 octets) associated with the ReasonCode if the Identifier type field is set to 00H. This filed shall be set to IPv4 Multicast Address and Port number as defined in Table 10-18 if the Identifier field is set to 04H. This filed shall be set to IPv6 Multicast Address and Port number as defined in figure x if the Identifier field is set to 04H.
Value: 8-bit unsigned integer value indicating the processing result of a message request. 

Table 10‑30.  ResultCode Values

	Value
	Mnemonic
	Description

	00H
	SUCCESS
	The Request was successfully completed

	01H
	RESOURCES_NOT_AVAILABLE
	Resources are not available at the time of the request.

	02H
	UNSUPPORTED_VERSION
	This error is returned when a request was received, whose version number is unsupported.

	03H
	UNSUPPORTED_REQUEST
	This error is returned when a request contained a Message Type that the receiver did not recognize or support.

	04H
	POORLY_FORMED_REQUEST
	This error is returned when the received message is poorly formed. The message length is not valid.

	05H
	TIMESTAMP_MISMATCH
	This error is sent when the received timestamp value is more than REPLAY_OFFSET seconds away from the receiver’s local time. In this scenario, the receiver copies only the low-order 32 bits of the timestamp into the response, and supplies the high-order 32 bits from its own time of day.

	06H
	AUTHENTICATION_FAILURE
	This error is sent when message authentication failed at the receiver.

	07H
	UNSUPPORTED_PARAMETER
	The peer received a message that contained a parameter that is not recognized or supported. A message with this error MUST contain a FailedParameter element containing the IEI(s) of the one or more IEIs that caused the failure.

	08H
	INVALID_PARAMETER_VALUE
	The request contained an IE with an invalid value in its data portion. A message indicating this error MUST include the offending IEs within a FailedParameter element.

	09H
	MISSING_PARAMETER
	The request did not contain a parameter that is required by the message definition. A FailedParameter should be included in the response containing the missing IEIs.

	0AH
	UNABLE_TO_COMPLY
	This error is returned when a request is rejected for unspecified reasons.

	0BH
	INVALID_MULTICAST_ADDR_VALUE
	The AddFlowRequest message contained a value of the multicast IP address that is already assigned to another flow by the BCMCS Controller

	0CH
	FAILURE_FOR_UNKNOWN_REASON
	The Request was failure due to unknown reason.

	All other values are reserved.


10.3.3.12
StartTime

This information element indicates the start time of a BCMCS Flow.

Table 10‑31.  StartTime

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 03H
	1

	Length = 0AH
	2

	(MSB)
	Value = < 0 - FF FF FF FF FF FF FF FFH >
	3

	
	…

	
	(LSB)
	10


IEI: Information Element Identifier. It shall be set to 03H.

Length: This field indicates the number of octets in this element including IEI and Length fields. It shall be set to 0AH.

Value: 64-bit unsigned integer value in NTP format, as specified in RFC 1305.

10.3.3.13
QoSParameters

This information parameter indicates the QoS of BCMCS Flows.

Table 10‑32.  QoSParameters

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 0FH
	1

	Length = <variable>
	2

	Identifier Type
	3

	Identifier
	Variable N

	Number of Flow Profile IDs
	N+1

	(MSB)
	Flow Profile ID
	N+2

	Flow Profile ID
	N+3


IEI: Information Element Identifier. It shall be set to 0FH.

Length: This field indicates the number of octets in this element including IEI and Length fields.

Identifier Type: This field shall be set to 00H if the Identifier field contains the BCMCSFlowHandler value. This filed shall be set to 04H if the Identifier field contains IPv4 Multicast Address and Port number. This filed shall be set to 06H if the Identifier field contains IPv6 Multicast Address and Port number. The sender shall set this field to 00H if the BCMCSFlowHandler is available.
Identifier: This field shall be set to the BCMCSFlowHandler value (4 octets) associated with the Flow Profile ID if the Identifier type field is set to 00H. This filed shall be set to IPv4 Multicast Address and Port number as defined in figure 8-5 if the Identifier field is set to 04H. This filed shall be set to IPv6 Multicast Address and Port number as defined in figure x if the Identifier field is set to 04H.

Number of Flow Profile IDs: This field indicates the number of Flow Profile IDs contained in this IE. This field shall be set to 1 for the CS-BCMCS Control Protocol revision 1.
Flow Profile ID:
One Flow Profile ID is 16 bits length. This field shall be set according to the QoS requirements for a flow. Flow Profile ID can be found in [C.R1001-E].

10.3.3.14
ContentProviderID

This information element indicates the content provider ID of BCMCS Flows.

Table 10‑33.  ContentProviderID

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 05H
	1

	Length 
	2

	Character Set = <00H-02H>
	3

	(MSB)
	ContentProviderID
	4

	
	…

	
	(LSB)
	N


IEI: Information Element Identifier. It shall be set to 05H.

Length: This field indicates the number of octets in this element including IEI and Length fields. . 

Character Set: This field indicates the character set encoding type used for the following Content Provider ID field.

Table 10‑34 CharacterSetValues
	Value
	Character Set

	00H
	ASCII-8

	01H
	UTF-8

	02H
	Unicode


ContentProviderID: Contains the identification (name) of the Content Provider that is the source of the content.

10.3.3.15
SDPParameters

This parameter indicates the SDP for one or more BCMCS Flows associated with one program.

Table 10‑35.  SDPParameters

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 0EH
	1

	Length = <variable>
	2

	(MSB)
	SDP
	3

	…
	..

	SDP
	(LSB)
	N


IEI: Information Element Identifier. It shall be set to 0EH.

Length: This field indicates the number of octets in this element ncluding IEI and Length fields.
SDP: This field shall contain the application information using the format specified in [RFC 2327].
10.3.3.16
Location Area

This information element indicates the location of BCMCS Flows.

Table 10‑36.  Location Area

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 80H
	1

	Length = <variable>
	2

	P
	C
	S
	N
	PZ
	SN
	CE
	Resd
	3

	(MSB)
	Country Code
	4

	Country Code
	5

	SID
	6

	SID
	7

	NID
	8

	NID
	9

	PZID
	10

	PZID
	11

	Subnet ID
	12

	Subnet ID
	13

	Cell ID
	14

	Cell ID
	(LSB)
	15


IEI: Information Element Identifier. It shall be set to 80H.

Length: This field indicates the number of octets in this element including IEI and Length fields.

P (polarity): Indication of whether the associated location area is intended for positive or negative transmission.

If Polarity = 1, this indicates the associated flow is intended for transmission within the corresponding location area.

If Polarity = 0, this indicates the associated flow is not intended for transmission within the corresponding location area.

C: Indicates whether Country Code is present or not. 

If C = 1, this indicates the Country Code is present.

If C = 0, this indicates the Country Code is not present.

S: Indicates whether SID is present or not. 

If S = 1, this indicates the SID is present.

If S=0, this indicates the SID is not present.

N: Indicates whether NID is present or not. 

If N = 1, this indicates the NID is present.

If N=0, this indicates the NID is not present.

PZ: Indicates whether PZID is present or not. 

If PZ = 1, this indicates the PZID is present.

If PZ=0, this indicates the PZID is not present.

SN: Indicates whether Subnet ID is present or not. 

If SN = 1, this indicates the Subnet ID is present.

If SN=0, this indicates the Subnet ID is not present.

CE: Indicates whether Cell ID is present or not. 

If CE = 1, this indicates the Cell ID is present.

If CE=0, this indicates the Cell ID is not present.
Country Code: If C bit is set to ‘1’, this field shall be set to the Country Code, binary coding for 1-3 digits, as specified in [OMA MLP].

SID:  If S bit is set to ‘1’, this field shall be set to the System ID as specified in C.S0005-D.
NID: If N bit is set to ‘1’, this field shall be set to the Network ID as specified in C.S0005-D.
PZID:  If PZ bot is set to ‘1’, this field shall be set to the Packet Zone ID as specified in C.S0005-D.
Subnet ID: If SN bit is set to ‘1’, this field shall be set to the Subnet ID as specified in C.S0024-A.
Cell ID: If CE bit is set to ‘1’, this field shall be set to the Sector ID as specified in C.S0024-A or BASE_ID as specified in C.S0005-D.
10.3.3.17
ProgramName

This information element indicates the Program Name of BCMCS Flows.

Table 10‑37.  ProgramName

	0
	1
	2
	3
	4
	5
	6
	7
	Octet

	Information Element Identifier (Type) = 81H
	1

	Length 
	2

	Character Set = <00H-02H>
	3

	(MSB)
	Program Name
	4

	
	…

	
	(LSB)
	N


IEI: Information Element Identifier. It shall be set to 81H.

Length: This field indicates the number of octets in this element including IEI and Length fields. . 

Character Set: This field indicates the character set encoding type used for the following Program Name field.

Table 10‑39 CharacterSetValues
	Value
	Character Set

	00H
	ASCII-8

	01H
	UTF-8

	02H
	Unicode


Program Name: Contains the name of the BCMCS program.

Annex A: Call Flows

Add New Flow(s)

The AddFlowRequest message is sent by the BSDA to the BCMCS Controller to request resource reservations at the BCMCS Controller for BCMCS Flow(s). The content is sent to the BCMCS CS using BSDA-BCMCS Bearer Protocol. A successful AddFlowRequest scenario is shown in figure below.
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Figure 1 Successful Add Flow Scenario

The BSDA is provisioned with a list of BCMCS Control Entities. When the BSDA needs to create new BCMCS Flow(s) it uses BSDA-BCMCS Control Protocol.

a) BSDA sends an AddFlowRequest message defining parameters of the BCMCS Flow(s), such as schedule, QoS parameters, etc.

b) BCMCS Controller sends an AddFlowResponse message accepting the BCMCS Flow reservation. The BCMCS Controller includes the BCMCS Flow Handle(s) that the BSDA can use to reference this BCMCS Flow reservation.

c) The BSDA starts sending the content for the BCMCS Flow(s) at the start time of the BCMCS Flow(s) to the MR (if the content tunnel protocol being used is IP multicast) or the BCMCS CS (if the content tunnel protocol being used is L3 Tunnelling).

Modify Existing Flow(s)

The ModifyFlowRequest message is sent by the BSDA to the BCMCS Controller to modify start and end times, source IP address parameters etc. of BCMCS Flow(s) that was initially created through an AddFlowRequest message. 

The use of the ModifyFlowRequest message to successfully extend the end time of a BCMCS Flow in progress is illustrated in figure below.
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Figure 2 Successful Modify Flow Scenario

a) There is an existing BCMCS Flow for which the BSDA is sending content IP datagrams to the CS.

b) The BSDA sends a ModifyFlowRequest message to the BCMCS Controller with the new end time for the BCMCS Flow Identified by BCMCS Flow Handle.

c) The BCMCS Controller sends a ModifyFlowResponse message to indicate that the ModifyFlowRequest was successful.

The BSDA may change parameters such as start time, end time and/or source IP address using the ModifyFlow message. However, certain changes in BCMCS Flow configuration can only be accomplished through removing a BCMCS Flow and adding a new BCMCS Flow with the new parameters.
Remove Existing Flow(s)

The RemoveFlowRequest message is sent by the BSDA to the BCMCS Controller to remove the reservation for an existing BCMCS Flow. The successful removal of a BCMCS Flow in progress is illustrated in the figure below.


[image: image7.emf]BCMCS 

Controller

BCAST Service 

Distribution/

Adaptation

time

RemoveFlowRequest (Flow Handle(s))

(a)

RemoveFlowResponse (SUCCESS, 

FlowHandle(s))

BCMCS 

CS

Content flow for FlowHandle(s)through CS-BCMCS Bearer-

Protocol

(b)

(c)

Signaling

CS stops processing 

content for BCMCS flow


Figure 3 Successful Remove Flow Scenario

a) The BSDA is sending content to the BCMCS CS on an existing BCMCS Flow Identified by a BCMCS Flow Handle.

b) The BSDA sends a RemoveFlowRequest message that specifies the BCMCS Flow Handle to the BCMCS Controller. There is internal messaging between the BCMCS Controller and BCMCS CS that is out of scope of this document. The BCMCS CS stops processing content for the BCMCS Flow identified in RemoveFlowRequest message.

c) The BCMCS Controller sends a RemoveFlowResponse message to the BSDA indicating successful removal of the BCMCS Flow.
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� The value of TRECV is an impletementation specific value or configurable by the operator


� The value of Tresp shall be set to implementation specific





� The BSDA chooses BCMCSFlowHandle(s) associated with one BCMCS program.
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