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1 Reason for Change

This revision intends to broaden the scope of potential devices used for Broadcast reception.

This CR proposes text  in service and content protection document to clarify which OMA BCAST service and content protection profile is mandatory for what kind of OMA BCAST compliant broadcast client. 
Key points:

· definition of a Broadcast terminal types
· Market studies point toward a type of terminals which have a main use of television/movie/picture watching. This type of terminals might have a return channel e.g. SMS or DATA. For purpose of a specific interaction e.g. Voting ( terminal type 1
· This change request caters for this type 1 of terminals and seek a less strict application of the smartcard profile. These type of devices might have a cellular radio interface and a (U)SIM/(R-)UIM but are mainly used for Media watching e.g. TV.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This CR is presented to BAC-BCAST and BAC-DLDRM for agreement.

6 Detailed Change Proposal

Types of terminals for broadcast:

Depending on the area of application several types of terminals can coexist. In the following the various types of BCAST terminals are described.

Terminal Type 1:

Terminal Type 1 is a portable digital TV-receiver. It has the functionality of a BCAST implementation for nomadic, automotive or mobile reception of IP Datacast services. Terminal type 1 may be optionally equipped with an embedded low functionality interactive channel and uses it - through a GPRS/UMTS modem òr a fixed or wireless IP connection - to support interactivity functions in relation with the main BCAST content being presented, such as ordering, voting or betting.

Terminal Type 2:

Terminal Type 2 is a battery powered mobile phone with a built in cellular radio receiver. It also has the capability to receive IP-Datacast services. Terminal type 2 uses the interactive channel for mobile, indoor or handheld reception of full suited 2G, 2.5G or 3G mobile services.

5.1 Service and Content Protection Functional Architecture
<text>

5.1.1 Functional Architecture Diagram

5.1.1.1 Overview of the solution

……

An OMA BCAST terminal MAY implement Service Protection and MAY implement Content Protection.

For BCAST Terminals type 1 or 2 with Service Protection:

At least one Profile SHALL be implemented. Both Profiles MAY be implemented.

· A BCAST type 2 terminal with a USIM/(R-)UIM SHALL implement the Smartcard profile. The DRM profile is OPTIONAL. Hence terminals MAY implement both profiles. 

· A BCAST type 2 terminal without a USIM/(R-)UIM SHALL implement the DRM profile (the Smartcard profile is not applicable). 

· A BCAST type 1 terminal that does have a cellular radio interface MAY implement the DRM profile, the smartcard profile or both.

· A BCAST type 1 terminal that does not have a cellular radio interface SHALL implement the DRM profile (the Smartcard profile is not applicable). 

For BCAST Terminals with Content Protection:

At least one Profile SHALL be implemented. Both Profiles MAY be implemented.

· A BCAST type 2 terminal with a USIM/(R-)UIM MAY implement the Smartcard profile or MAY implement the DRM profile. The Terminal SHALL implement at least one profile. Hence terminals MAY implement both profiles. 

· A BCAST type 2 terminal without a USIM/(R-)UIM SHALL implement the DRM profile (the Smartcard profile is not applicable). 

· A BCAST type 1 terminal that does have a cellular radio interface MAY implement the DRM profile, the smartcard profile or both.

· A BCAST type 1 terminal that does not have a cellular radio interface SHALL implement the DRM profile (the Smartcard profile is not applicable).
Note that terminals ‘with a USIM/(R-)UIM’ means it has implemented the required interfaces and protocols to communicate with USIM application(s) on a UICC. It does not mean it only has the physical capability (e.g. a slot) of carrying a UICC or (R-)UIM
Note that ‘Terminal Implementation’ of a content protection profile means is capable of it, but does not necessarily mandate its use.  Decision to use (or not to use) an implemented content protection profile is made at the time of service deployment.  

Table XX and XY summarise the possible scenarios:

	
	DRM Profile
	Smartcard Profile

	BCAST Type 2 terminal without  a USIM/(R-)UIM
	MANDATORY
	N/A

	BCAST Type 2 terminal with a USIM/(R-)UIM 
	OPTIONAL
	MANDATORY

	BCAST Type 1 terminal without a cellular radio interface
	MANDATORY
	N/A

	BCAST Type 1 terminal with a cellular radio interface
	 OPTIONAL*
	 OPTIONAL*



	
	* at least one profile SHALL be implemented for terminals that support BCAST service protection.


Table XX – OMA BCAST Terminal Profile Support for Service Protection
	
	DRM Profile
	Smartcard Profile

	BCAST Type 2 Terminal without a USIM/(R-)UIM
	MANDATORY
	N/A

	BCAST Type 2 Terminal with a USIM/(R-)UIM
	OPTIONAL*
	OPTIONAL*

	BCAST Type 1 terminal without a cellular radio interface
	MANDATORY
	N/A

	BCAST Type 1 terminal with a cellular radio interface
	 OPTIONAL*
	 OPTIONAL*



	
	* at least one profile SHALL be implemented for terminals that support BCAST content protection.


Table XY – OMA BCAST Terminal Profile Support for Content Protection
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