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Change Request

	Title:
	OMA-BCAST-2006-0951-CR_ServiceBaseCID_comment_SG099.doc
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	BAC-BCAST, BAC-DLDRM

	Doc to Change:
	Service Guide

	Submission Date:
	7 November 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	David Castleford, Orange, david.castleford@orange-ftgroup.com
Francesco Balestrieri, Nokia, Francesco.Balestrieri@nokia.com
Bosun Jung, Samsung, bosun7.jung@samsung.com

	Replaces:
	n/a


1 Reason for Change

This CR finally addresses comment SG099 on the ServiceBaseCID in the SG:
	SG099
	2006.05.07
	
	5.1.2.1
	Source: Samsung

From: OMA-BCAST-2006-0435R01

Comment:

ServiceBaseCID should be clarified.  Usage of ServiceBaseCID is specified, but the value is not specified in [BCAST10-SPCP]. The part of content identifier should be clarified.

Proposed Solution:

Need to check DLDRM Group.
	Status: OPEN

Action to Orange, Nokia and Samsung to clarify ServiceBaseCID.


Clarified use of ServiceBaseCID (now called BaseCID) for DRM Profile.
Added equivalent ProtectionKeyID for Smartcard Profile.
2 Impact on Backward Compatibility

n/a.
3 Impact on Other Specifications

None known.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed changes as part of consistency review resolution.
6 Detailed Change Proposal

5.1.2.1 Service

A service represents a bundle of content items, which forms a logical group to the end-user. An example would be a TV channel, composed of several TV shows. A Service fragment contains the metadata describing the Mobile Broadcast service. It is possible that the same metadata (i.e., attributes and elements) exist in the Content fragment(s) associated with that Service fragment. In that situation, for the following elements: ParentalRating, TargetUserProfile, Genre and BroadcastArea, 
the values defined in Content fragment take precedence over those in Service fragment.
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	Service fragment

Contains the following attributes:

id
version
validFrom
validTo

weight
serviceContentProtection
baseCID

Contains the following sub-elements:

ProtectionKeyID
ServiceType 
GlobalServiceID

Name

Description

ParentalRating

TargetUserProfile 
Genre

Extension

PreviewDataIDRef 
BroadcastArea
	

	id
	A
	NM/

TM
	1
	ID of the Service fragment, globally unique
	anyURI

	version
	A
	NM/

TM
	1
	Version of this fragment. The newer version overrides the older one starting from the time specified by the validFrom attribute, or as soon as it has been received if no validFrom attribute is given.
	unsignedInt 

	validFrom
	A
	NO/
TM
	0..1
	The first moment when this fragment is valid. If not given, the validity is assumed to have started at some time in the past
	unsignedInt

	validTo
	A
	NO/
TM
	0..1
	The last moment when this fragment is valid. If not given, the validity is assumed to end in undefined time in the future.
	unsignedInt

	weight
	A
	NO/

TM
	0..1
	Intended order of display of this service relative to other services as presented to the end user.  The order of display is by increasing weight value (i.e., service with lowest weight is displayed first).

User preference, if available, SHALL override the weight.
	unsignedInt



	serviceProtection
	A
	NO/
TO
	0..1
	Specifies if the service is encrypted (true) or not (false). This element will be used for presentation purpose to users.
	boolean

	baseCID
	A
	NO/
TO
	0..1
	For the DRM Profile, part of the Service or Program CID used to identify the corresponding asset within a OMA DRM 2.0 Rights Object. The Service or Program CID is obtained from the ServiceBaseCID as described in [BCAST10-ServContProt], section 5.5.3].
This element is only Mandatory to support for the network and terminal in case the DRM Profile is supported [BCAST10-ServContProt].
	string

	ProtectionKeyID
	E1
	NO/TO
	0..N
	List of key identifiers needed to access protected content. This information allows the terminal to determine whether or not it has the correct key material to access services within a PurchaseItem. How this is used is out of scope and is left to implementation.

This element is only Mandatory to support for the network and terminal in case the Smartcard Profile is supported [BCAST10-ServContProt].

ProtectionKeyID has attribute:

- type
	base64Binary

	type
	A
	NM/TM
	1
	Type of ProtectionKeyID:

0: ProtectionKeyID = SEK or PEK ID as used in the Smartcard Profile [BCAST10-ServContProt]

1-128 Reserved for future use

129-255 Reserved for proprietary use 
	unsignedByte 

	ServiceType 
	E1
	NO/

TM
	0..N
	Type of the service. It SHALL be processed by the terminal strictly for rendering to the user for example as a textual indicator, an icon, or graphic representation for the service. Allowed values are:

0 - unspecified
1 - Basic TV
2 - Basic Radio
4 - Cachecast

5 - File download services
6 - Software management services

7 – Notification

8 – Service Guide
9 - Terminal Provisioning services
10 - 127  reserved for future use

128 -255 reserved for proprietary use

Note: mixed service types SHALL be indicated by the presence of multiple instances of ServiceType (for example, for mixed Basic TV and Cachecast, two instances of ServiceType, with values 1 and 3 are present for this Service fragment.
	unsigned Byte 








































