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1. Review Comments

1.1 OMA-TS-BCAST_SvcCntProtection-Interim-Draft-20061218-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	SC-x1
	2007.01.xx
	T/E
	4.5.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

2nd paragraph uses “4-layer model key hierarchy”
Proposed Change:
Add “BCAST”, i.e. BCAST 4-layer model key hierarchy
OMA-BCAST-2007-0232-CR_Section_4.1_editorial
	Status: OPEN



	SC-x2
	2007.01.xx
	T/E
	4.1.
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: 
Text states “Service or Content Protection uses DCF as specified in this specification” 
It is unclear which specification is referenced here, clear reference to DRM DCF Spec or to adaptations of DCF made in BCAST SPCP spec?

Proposed Change:
Make a clearer reference accordingly
	Status: OPEN



	SC-x3
	2007.01.xx
	T/E
	4.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

“BCAST terminal” – terminal is a defined term
Proposed Change:
Capitalize “BCAST Terminal”
Part of CR OMA-BCAST-2007-0232-CR_Section_4.1_editorial.doc
	Status: OPEN



	SC-x4
	2007.01.xx
	T/E
	4.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

Table 1 states Optional
Proposed Change:
2 x “Optional” should be capitalized
Part of CR OMA-BCAST-2007-0232-CR_Section_4.1_editorial.doc

	Status: OPEN



	SC-x5
	2007.01.xx
	T/E
	4.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

“Profile” as standalone term is not defined

Proposed Change:
Change to “profile” 
Part of CR OMA-BCAST-2007-0232-CR_Section_4.1_editorial.doc
	Status: OPEN



	SC-x6
	2007.01.xx
	T/E
	4.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

Table 2 and table 3, first column summarizes the second and third bullet of the text explanation. IMO, not a clear statement if reader does only read the table (except for mathematicians :-) reading “OR”)
“Terminal without cellular radio interface or (U)SIM/(R-)UIM
Proposed Change:
“Terminal without cellular radio interface and/or without Smartcard”
Part of CR OMA-BCAST-2007-0232-CR_Section_4.1_editorial.doc
	Status: OPEN



	SC-x7
	2007.02.08
	T/E
	4.1 
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

Sentence above table 3: 
“Note that “Terminal Implementation” of a content protection profile means is capable of it, but does not necessarily mandate its use.” 

sth is missing! Text unclear
Proposed Change:
“Note that “Terminal Implementation” of a content protection profile means that the Terminal is capable of it, but does not necessarily mandate its use.”
Part of OMA-BCAST-2007-0232-CR_Section_4.1_editorial.doc
	Status: OPEN



	SC-x8
	2007.02.08
	T/E
	4.2
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: a
Bullet 8; rights object is a defined term
Proposed Change:
Capitalize “Rights Object”
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-

X9
	2007.02.08
	T/E
	4.2
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:
The reasoning for choosing particular technologies is not complete. Usage of TBK, DRMv2.0 and XBS are not explained. 

Proposed Change:
Tbd if needed, including 3 bullets before bullet GBA
	

	SC-x10
	2007.02.08
	T/E
	4.2
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:
Bullet to GBA –english: 
· GBA is a general architecture that allows to securely sharing a secret between a server and a client; it has already been used in 3GPP MBMS. Currently, 3GPP2 uses pre provisioning to establish shared secret between (R‑)UIM/CSIM and home network.
Proposed Change:
· GBA is a general architecture that allows to securely share a secret between a server and a client; it has already been used in 3GPP MBMS. Currently, 3GPP2 uses pre-provisioning to establish a shared secret between (R‑)UIM/CSIM and home network.
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	

	SC-x10
	2007.02.08
	T/E
	4.2
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

English “used in variety of existing applications”

Proposed Change:
“used in various existing applications”
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-x11
	2007.02.08
	T/E
	4.2
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: a

Keep order of explanation why technologies are used in the same order as the list of selected technologies
Proposed Change:
ISMACryp explanation text should go between SRTP and TEK explanation

Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-12
	2007.02.12
	T/E
	4.3
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: 

Figure does not reflect current structure/section anymore
Proposed Change:
Delete figure 2
Part of OMA-BCAST-2007-0240-CR_Move_Smartcard_detailes_from_overview_section_4_to_section_6_editorial.doc
	Status: OPEN



	SC-13
	2007.02.12
	T/E
	4.3.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: explain why the two types of key hierarchy handled by the STKM delivery message have been omitted
Proposed Change:
For the Smartcard Profile key management, the two types of key hierarchy handled by the STKM delivery message have been omitted in order to be conform to the 3GPP specification. For more details, please refer to Section ‎6.
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-14
	2007.02.12
	T/E
	4.3.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment:

Section should become 4.3

Proposed Change:
Change section numbering
	Status: OPEN



	SC-15
	2007.02.12
	T/E
	4.5
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: The 4-layer model described in the OMA BAC BCAST architecture document (AD) allows different key management systems to be used for layers 1 and 2.

( add reference
Proposed Change:
The 4-layer model described in the OMA BAC BCAST architecture document (AD) allows different key management systems to be used for layers 1 and 2 (see also overview section <<add reference to “The 4-Layer Model” section>>).

	Status: OPEN



	SC-16
	2007.02.12
	T/E
	4.5
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: change text order
Proposed Change:
Alternatively, a key management system based on asymmetric keys, i.e. a Public Key Infrastructure (PKI), MAY be used, e.g. the PKI model offered by OMA DRM v2.0 [DRMDRM-v2.0].  Other key management systems based on asymmetric keys (PKI) MAY be used instead.  This is referred as the “OMA DRM” key management. Other key management systems based on asymmetric keys (PKI) MAY be used instead.  Section ‎5 below provides a description of a key management system based on asymmetric keys, i.e. a PKI, based on OMA DRM v2.0.

Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-17
	2007.02.12
	T/E
	4.5.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: add BCAST 4-layer model
Proposed Change:
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-18
	2007.02.12
	T/E
	4.5.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: change “data is protected” to “data can be protected”
Proposed Change:
Layer 3 securely transports short term keys, i.e. the Traffic Encryption Keys (TEK), in the Short Term Key Message (STKM) that is broadcasted over the same network as the media streams. Furthermore, data is can be protected in case of streaming and file delivery respectively for both service and content protection. In case of the TEK is encrypted with a PEK, the STKM may also carry the SEK-encrypted PEK.

Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-19
	2007.02.12
	T/E
	4.5.1
	Source: Siemens
Form: OMA-BCAST-2007-0233
Comment: add “in detail”
Proposed Change:
The DRM Profile key management is described in detail in Section ‎5.

Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-20
	2007.02.12
	T/E
	4.5.2
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: The sentence “Access to the protected content (Layer 4) is supported irrespective of the type of encryption used (SRTP or ISMACryp or IPsec TBC
), as specified in Section ‎9.” is more or less repeated at the end of the section (second last sentence)
Proposed Change:
Delete the second appearance at the end of the section
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-21
	2007.02.12
	T/E
	4.5.2
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: USIM is used instead of (U)SIM
Proposed Change:
Change USIM to (U)SIM (several occurrences)
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-22
	2007.02.12
	T/E
	4.5.2+4.5.3
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: too detailed explanation about smartcard profile as overview
Proposed Change:
move text of 4.5.2 below table 4 and text of 4.5.3 completely to section 6, introduce a section 6.2
Part of OMA-BCAST-2007-0240-CR_Move_Smartcard_detailes_from_overview_section_4_to_section_6_editorial.doc
	Status: OPEN



	SC-23
	2007.02.12
	T/E
	general
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: decide whether to write Layer x or layer x to be consistent
Proposed Change:
Capitalize or non-capitalize all occurrence of “Layer”

	Status: OPEN



	SC-24
	2007.02.12
	T/E
	4.5.2
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: text corrections to
“Regarding a 3GPP based implementation, MBMS mechanisms introduced to guarantee the integrity of exchanges messages will be re used [3GPP TS 33.246].”
Proposed Change:
Regarding a 3GPP based implementation, MBMS mechanisms introduced to guarantee the integrity of exchanges messages exchanged will be re-used [3GPP TS 33.246].

Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-25
	2007.02.12
	T/E
	4.5.2
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: last sentence states “In the following, …” 
If proposal to move this part of the section to section 6 is agreed, a reference is needed
Proposed Change:
Start the last sentence with “In Section 6.2”

	Status: OPEN



	SC-26
	2007.02.12
	T/E
	4.5.2
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: better matching of text and table 
Proposed Change:
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-27
	2007.02.12
	T/E
	4.5.3
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: CSM ( CSIM
Proposed Change:
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN



	SC-28
	2007.02.12
	T/E
	generell
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: abbreviations are missing
Proposed Change:
add abbreviations for 

3GPP

3GPP2

BM_SC 

BDS-SD

DK

GRO

KV (only once in section 6.4)

ISMA
PPT

ROAP

XBS

TBK
UIM

URI


	Status: OPEN



	SC-29
	2007.02.12
	T/E
	4.5.3.1
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: text between bullets – text should be part of bullet 2? 
Proposed Change: clarification
	Status: OPEN



	SC-30
	2007.02.12
	T/E
	4.5.3.1
	Source: Siemens

Form: OMA-BCAST-2007-0233

Comment: add GBA to bullet 2
Proposed Change:
“Authentication and Registration: This corresponds to Layer 1 of the BCAST 4-layer model key hierarchy. The registration data issuing to the Smartcard or the terminal (depending on the key management implementation) takes place via the point-to-point bearer, after the corresponding GBA key derivation process is completed.”
Part of OMA-BCAST-2007-0242-CR_SPCP_Section_4.2_till_end_of_Section_editorial
	Status: OPEN




�This TBC is from CR BCAST-2006-0955R05
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