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	Source:
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1 Reason for Change

	SG-F-245
	2007.02.16
	T
	6.1.1
	Source: Ericsson

From: BCAST-2007-0252 
Comment: 
Currently, entry point to broadcast SG is defined using fixed IP multicast addresses and port. This is useful for broadcast-only systems, but not necessarily in interactive systems, where other entry point information could be signaled e.g. via DM. Specifically for MBMS, the entry point information shall be provisionable. Also, it must include TMGI. 
Proposed Change: 

Add statement that the listed values are default values that can be overridden using Termuinal provisioning (at least for MBMS). Add related parameters to BCAST MO (a separate related comment has been raised on TS Services).

CR will be provided
	Status: OPEN


	SE-F-117
	2007.02.16
	T
	Appendix F (BCAST MO)
	Source: Ericsson

Form: BCAST-2007-0252 

Comment: 

For MBMS, DM and the BCAST MO is used to provision SG bootstrap (entry point) information. The needed parameters are not yet included . Thus the MO needs to be extended to carry MBMS – related SG bootstrapping parameters (IP address, port, TMGI). Provisioned parameters would override the default parameters specified in TS SG 6.1.1. (a separate related comment has been raised on TS SG).

Proposed Change:

BCAST-2007-0258-CR_Services_MBMS_related_MO_parameter
	Status: OPEN
See related comments on MBMS adaptation



Also, this CR corrects some typos and editorial mistakes.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into the affected TS.
6 Detailed Change Proposal

Change 1:  Change in TS Service Guide (Section 6., numbering shown here is wrong)

7. Discovery of Service Guide

7.1 Service Guide Transmitted over Broadcast Channel

The service guide discovery mechanisms that are specified in this section relate to the discovery of a Service Guide that is distributed over Broadcast Channel (i.e. they do not relate to Service Guides that are not using the Broadcast Channel). In this case, the Terminal will need to know how to find and access the broadcast IP flows that carry the broadcast Service Guide.

7.1.1 Service Guide Discovery over BDS Specific Signalling
The entry point to a Service Guide on a Broadcast Channel SHALL be defined as an entry point to a FLUTE session carrying Service Guide Announcement Information and originating from Service Guide Generation Function and Service Guide Distribution Function (over interface SG-5) or directly from the underlying Broadcast Delivery System. The entry point to a Service Guide Announcement Channel MAY either be a FLUTE session only carrying SGDDs, or a FLUTE session carrying both SGDUs and SGDDs. 

The entry point information SHALL consist of:

· (OPTIONALLY) IP Source Address

· Destination Multicast IP Address. The defaults are 224.0.23.165 for IPv4 or FF0X:0:0:0:0:0:0:132 for IPv6. The terminal SHALL assume the default unless another IP Address is signalled.
· Destination Port. The default is port 4090. The terminal SHALL assume the default unless another port is signalled.
· The terminal SHALL assume that there is at most one FLUTE session per entry point. The value of the Transport Session Identifier to be used for this session is not specified here; any valid value MAY be used.
· The number of ALC/LCT channels in the FLUTE session for Service Guide announcement is fixed to 1. 

The above is the minimum set of information needed to initialise the reception of a FLUTE session carrying the Service Guide.
There MAY be multiple entry points corresponding to multiple Service Guides Announcement Channels on a single Broadcast Channel.

The existence of an entry point to Service Guide delivery over the Broadcast Channel MAY be signalled using signalling native to each Broadcast Distribution System. Thus, to discover the Service Guide on the Broadcast Channel the Terminal SHALL expect the BDS to convey the above information through BDS specific signalling. The detailed guidelines for such signalling in specific Broadcast Distribution Systems are given in the BDS Adaptation Specifications (See [BCAST10-DVBH-IPDC-Adaptation], [BCAST10-MBMS-Adaptation], [BCAST10-BCMCS-Adaptation]).

The terminal SHALL support the initial Service Guide discovery over Broadcast Channel.
7.1.2 Service Guide Discovery over Interaction Channel

The entry point to a Service Guide on an Interaction Channel SHALL be defined as the URL to a file containing SessionDescription or URL to a resource resolving to a SessionDescription which describes the file distribution session carrying Service Guide announcement information and possibly Service Guide. The entry point to a Service Guide on an Interaction Channel MAY be either fixed, or provisioned to the terminal (e.g. through BDS specific signalling, or BCAST Management Object), or provided out-of-band (e.g. through a public or private web site). The detailed guidelines for such signalling in specific Broadcast Distribution Systems are given in the BDS Adaptation Specifications (See [BCAST10-DVBH-IPDC-Adaptation], [BCAST10-MBMS-Adaptation], [BCAST10-BCMCS-Adaptation]).

Within a single BDS, there MAY be different Service Guide generated for different service coverage areas, requiring a different entry point for each particular service coverage area. It is not in scope of this specification to define how the device learns about the applicable URL.

The terminal with interaction channel SHALL support the initial Service Guide discovery over Interaction Channel.

6.2 Service Guide Transmitted over Interaction Channel
The service guide discovery mechanisms that are specified in this section relate to the discovery of a Service Guide that is to be distributed over Interaction Channel. The Terminal needs to get some discovery information, and sends the request to acquire Service Guide. 

The entry point to Service Guide acquisition over Interaction Channel SHALL be a URL which indicates the location of Service Guide. Example of such URL is (http://provider.com/serviceguide) .This is the address that the SG-C in the Terminal accesses in order to get Service Guide data over Interaction Channel as specified in section 5.4.3. There are several possible ways terminal can get the entry point information. The Terminal SHALL support the following two means: the entry point information is provided using the ‘AlternativeAccessURL’ element of SGDD; and; the entry point information is provisioned to the Terminal via Terminal Provisioning function. For the latter case the terminal SHALL support OMA BCAST Management Object parameter ‘/<X>/SGServerAddress/’as specified in [BCAST10-Services]. Further the entry point information MAY be fixed in the Terminal or provided out-of-band by the means not specified in this specification (such as WAP PUSH, SMS, MMS, Web page, user input, etc).

Change 2:  Change in TS Services (Appendix F, BCAST MO)
Appendix A. BCAST Management Object
E.1 OMA BCAST Device Management general  

BCAST MOs allow a device to present the configuration of the device in a standardized way, allowing a server to be able to bootstrap, retrieve and manage the configuration of a device (the parameters included in the MO). 

Note: Roaming to be considered.
E.2 OMA BCAST Management Object Tree
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E.3 BCAST MO parameters

This section provides a description of the elements of the BCAST MO. Unless otherwise stated, BCAST terminals SHALL support the nodes defined below.
1. <X>

This interior node acts as a placeholder for one or more accounts for a fixed node. The interior node is mandatory if the UE supports OMA BCAST. 

· Occurrence: ZeroOrMore

· Format: Node

· Access Types: Get

· Values: xx
2. <X>/BCASTRelease

This leaf node specifies the includes the BCAST release of the client. This leaf node is mandatory and for this release should have the value 1.0  

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: <1.0 for this release of BCAST>
3. <X>/BCASTClientID

This leaf node specifies the BCAST_Client_ID used by the Smartcard Profile as per [BCAST10-ServContProt].

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <BCASTClientID>
4. <X>/ProviderID

This leaf node specifies the Provider ID for the BCAST Service.  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Provider ID>
5. <X>/SGServerAddress

This interior node serves as a placeholder for the address of the BCAST Service Guide Server for the interactive mode.

· Occurrence: ZeroOrMore
· Format: Node

· Access Types: Get

· Values: n/a
6. <X>/SGServerAddress/Addr

This leaf node specifies the BCAST Service Guide server address for the interactive mode. 

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: Dependent upon AddrType.
7. <X>/SGServerAddress/AddrType

This leaf node specifies the type of address. 

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: “URI”, “IPv4” or “IPv6”.  If no value exists the default type MUST be “URI”.
8. <X>/SGServerAddress/Port
This leaf node specifies the port address 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: The port number MUST be a decimal number and must fit within the range of a 16 bit unsigned integer.
9. <X>/BDSEntryPoint
This intermediate node contains information about the service entry points in the different BDSs. Possible children: IPDC, MBMS 

· Occurrence: One

· Format: Node

· Access Type: Get
(It is RECOMMENDED to also include Add, Delete and Replace rights on the implementations, in order to support write access on the sub-nodes to provision the necessary sets of information).
10. <X>/BDSEntryPoint/<X>

This node acts as a placeholder for each set of BDS-specific information.

If more than one instance of this node are present, the terminal MAY use suitable means (like the reception quality or user selection) to choose the most appropriate one.
· Occurrence: ZeroOrMore

· Format: Node

· AccessType: Get  


11. <X>/BDSEntryPoint/<X>/IPDC

For a terminal using IPDC as the BDS, it is necessary to provision some information how to tune the device to the DVB-H broadcast network and to discover the IP flows in it. 

If this intermediate node is present, a terminal using the DVB-IPDC BDS SHOULD use this information to tune its receiver, to discover the IP flows which carry the service, and to resolve the actual Service Guide to use in a multi provider scenario. 

This node acts as a placeholder for all the BDS-specific information regarding IPDC over DVB-H. BCAST Terminals MAY support this node and its sub-nodes.
· Occurrence: ZeroOrOne 

· Format: Node

· AccessType: Get 


12. <X>/BDSEntryPoint/<X>/IPDC/Tuning

This optional node contains tuning parameters for the DVB-H receiver.

· Occurrence: ZeroOrOne

· Format: Node

· AccessType: Get  

13. <X>/BDSEntryPoint/<X>/IPDC/Tuning/Frequency

This leaf node carries the center frequency of the DVB-H channel to tune to.

· Occurrence: One

· Format: int

· AccessType: Get  

· Value: Frequency in kHz. This MUST be a decimal number and MUST fit within the range of a 32 bit unsigned integer.
14. <X>/BDSEntryPoint/<X>/IPDC/Tuning/UseLPChannel

DVB-H may use an optional hierarchical modulation mode in which case the receiver needs to make a selection between a “high priority” (HP) channel and a “low priority” (LP) channel. 

This optional leaf node provides the information which is needed to tune to a hierarchically modulated DVB-H channel.

· Occurrence: ZeroOrOne

· Format: boolean

· AccessType: Get

· Value: If present and true, the terminal SHALL use the LP channel in DVB-H hierarchical modulation. If not present or false, the terminal SHALL use the HP channel in DVB-H hierarchical modulation or assume that no hierarchical modulation is used.

15. <X>/BDSEntryPoint/<X>/IPDC/IPPlatformID

DVB uses the concept of IP platforms to disambiguate the IP address ranges of several sources of IP traffic sharing a DVB channel. For a DVB-H terminal, the IP platform ID is required as side information to discover the IP flows. 

According to [ETSI 102 470], section 4.2, an IP platform ID value is either registered with DVB in which case it is globally unique, or it is scoped to the network ID (see next section).

This leaf node provides this information.

· Occurrence: One

· Format: int

· AccessType: Get

· Value: The IP Platform ID. This node MUST contain a decimal number and MUST fit within the range of a 24 bit unsigned integer.

16. <X>/BDSEntryPoint/<X>/IPDC/DVBNetworkID

There are cases where the IP platform ID is not globally unique but scoped to a DVB network ID which is registered with DVB. 

This optional leaf node provides the network ID. It SHALL be present only if the IP platform ID is not globally unique according to [ETSI 102 470], section 4.2.

· Occurrence: ZeroOrOne

· Format: int

· AccessType: Get 

· Value: DVB network identifier in case IPPlatformID is not globally unique. This node MUST contain a decimal number and MUST fit within the range of a 16 bit unsigned integer.

17. <X>/BDSEntryPoint/<X>/IPDC/SGProviderID

In a DVB-IPDC deployment, multiple service providers can share a DVB-H channel. The Service Guide bootstrap session can therefore contain multiple Service Guides (one per service provider and IP platform). To select and receive a service guide via the DVB-IPDC BDS, the terminal needs to know the ID of the service guide provider to be used.”

This leaf node provides this information.
· Occurrence: One

· Format: int

· AccessType: Get

· Value: Service Guide Provider ID for SG bootstrapping. This node MUST contain a decimal number and MUST fit within the range of a 16 bit unsigned integer.
18. <X>/BDSEntryPoint/<X>/MBMS

 

This node acts as a placeholder for all the BDS-specific information regarding MBMS. BCAST Terminals MAY support this node and its sub-nodes.
· Occurrence: ZeroOrOne

· Format: Node

· AccessType: Get 
19. <X>/BDSEntryPoint/<X>/MBMS/SG
This optional node contains bootstrap parameters for SG reception over MBMS broadcast bearer or SG retrieval over MBMS unicast bearer.

· Occurrence: ZeroOrMore
· Format: Node

· AccessType: Get  

20. <X>/BDSEntryPoint/<X>/MBMS/SG/IPSourceAddress
This leaf node contains the IP Source Address for a broadcasted SG.

· Occurrence: One

· Format: chr
· AccessType: Get  
· Value: IP Source Address of SG delivery session
21. <X>/BDSEntryPoint/<X>/MBMS/SG/IPMulticastAddress
This leaf node contains the IP Multicast Address for a broadcasted SG.

· Occurrence: One

· Format: chr
· AccessType: Get  

· Value: IP Multicast Address of SG delivery session
22. <X>/BDSEntryPoint/<X>/MBMS/SG/Port
This leaf node contains the port number for a broadcasted SG.

· Occurrence: One

· Format: int

· AccessType: Get  

· Value: port number of SG delivery session
23. <X>/BDSEntryPoint/<X>/MBMS/SG/TMGI
This leaf node contains the TMGI for a broadcasted SG.

· Occurrence: One

· Format: int

· AccessType: Get  

· Value: Temporary Mobile Group Identity (TMGI) as defined in [3GPP TS 23.003]
24. <X>/BDSEntryPoint/<X>/MBMS/SG/URL
This leaf node contains the URL where an SDP describing the delivery session of a broadcasted  SG can be fetched
· Occurrence: One

· Format: chr
· AccessType: Get  

· Value: URL of  an SDP describing the delivery session of a broadcasted  SG
25. <X>/BDSEntryPoint/<X>/MBMS/APN
This leaf node contains APN information.

· Occurrence: One

· Format: chr
· AccessType: Get  

· Value: URI of a usable APN.
26. <X>/BSMFilterCode
This interior node is a placeholder for the the BSMFilterCode structure associated with the BSM..  

· Occurrence: ZeroOrMore

· Format: Node

· Access Types: Get

· Values: n/a
27. <X>/BSMFilterCode/Value
This leaf node specifies the value of BSMFilterCode associated with the BSM of the Home Broadcast Service Provider of the user..  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: BSMFilterCode associated with the BSM of the Home Broadcast Service Provider. This is value is used to in comparison against the BSMFilterCode values in BSMSelectors in the Service Guide Delivery Descriptor and PurchaseItem fragment to determine the roaming  related behaviour.
28. <X>/BSMFilterCode/Type
This leaf node specifies the type of BSMFilterCode associated with the BSM of the Home Broadcast Service Provider of the user..  

· Occurrence: ZeroOrOne

· Format: byte

· Access Types: Get

· Values: “1” (BSMFilterCode is Smart Card Code); “2” (BSMFilterCode is Non Smart Card Code)
29. <X>/BSMFilterCode/IsHomeBSM
This leaf node specifies the whether BSM that is associated with the BSMFilterCode is Home Broadcast Service Provider of the user.  

· Occurrence: ZeroOrOne

· Format: boolean

· Access Types: Get

· Values: 
“TRUE” (BSMFilterCode belongs to Home Broadcast Service Provider of the user); 


“FALSE” (BSMFilterCode does not belong to Home Broadcast Service Provider of the user)

30. <X>/BSMFilterCode/RoamingRule
This leaf node that contains the RoamingRule structures associated with BSMFilterCode. 

· Occurrence: ZeroOrMore

· Format: chr 

· Access Types: Get

· Values: 
The value is RoamingRule XML structure as defined in section 5.8.1.3. The XML structure is stored as an array of characters. This element enables the use of OMA DM as a method to manage and update roaming rules at the terminal. This leaf node SHALL apply for <X>/BSMFilterCode elements which have <X>/BSMFilterCode/IsHomeBSM set to “FALSE”.
31. <X>/Roaming
This interior node is a placeholder for the the Roaming structure.  

· Occurrence: ZeroOrMore

· Format: Node

· Access Types: Get

· Values: n/a.
32. <X>/Roaming/HomeRoamingRuleRequestAddress
This leaf node specifies the address of the Server that the terminal can use to send Roaming Requests related to BSMSelector in case no other contact points are signalled in the Service Guide Delivery Descriptors associated with BSMSelector, or, in case the <X>/ForceHomeRoamingRuleRequestAddress is set to “TRUE”.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: Address of the default server to send Roaming Request messages. Value as URL.
33. <X>/Roaming/ForceHomeRoamingRuleRequestAddress
This leaf node specifies whether Terminal SHALL override any other RoamingRuleRequestAddresses and always contact the address represented by <X>/HomeRoamingRuleRequestAddress for Roaming Requests. 

· Occurrence: ZeroOrOne

· Format: boolean

· Access Types: Get

· Values: “TRUE” – Terminal SHALL always use <X>/HomeRoamingRuleRequestAddress when sending RoamingRuleRequest message. “FALSE” – Terminal uses <X>/HomeRoamingRuleRequestAddress as the backup address in case BSMSelector in SGDD does provide any other addresses for RoamingRuleRequests. In the absence of this, default value “TRUE” is assumed.
34. <X>/Roaming/IgnoreUnIdentifiedBSM
This leaf node specifies whether Terminal SHALL ignore fragments that are not associated with BSMSelector(s). 

· Occurrence: ZeroOrOne

· Format: boolean

· Access Types: Get

· Values: “TRUE” – Terminal SHALL ignore fragments that are not associated with any BSMSelector.. “FALSE” – Terminal can interpret, handle, access and render agments that are not associated with any BSMSelector without any restrictions. In the absence of this, default value “TRUE” is assumed if the terminal has any nodes of type “<X>/ BSMFilterCode” present. Otherwise default value “FALSE” is assumed.
35. <X>/Ext

The Ext is an interior node for where the vendor specific information about BCAST MO is being placed (vendor meaning application vendor, device vendor, OS vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include a non-standard sub-tree.

· Occurrence: ZeroOrOne

· Format: Node
· Access Types: 
· Values: N/A












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 15)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 14 (of 14)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

_1223729900.vsd
<X> *


BCASTRelease


ProviderID ?


SGServerAddress ?


Addr


AddrType


Port ?


BDSEntryPoint


<X> *


IPDC ?


MBMS ?


Tuning ?


Frequency


UseLPChannel ?


IPPlatformID


DVBNetworkID ?


ESGProviderID


Ext ?


BCASTClientID ?



