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	Classification:
	 FORMCHECKBOX 
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	Source:
	David Castleford, Orange, david.castleford@orange-ftgroup.com
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1 Reason for Change

	SCP-0235
	2007.01.31
	T
	6.9
	Source: Orange

Form: OMA-BCAST-2007-0140

Comment:

In view of ongoing discussions on BCAST service provisioning messages and use of MBMS user service registration, the section will have to be corrected to consider the request of BCAST client ID at the BCAST service provisioning message level.

Note that it may still also apply when "registering" / "deregistering" to the BSM for LTKM updates (this should be discussed in the group).

Proposed Change: 

Depending on final outcome of Smartcard Profile provisioning messages, update the whole section to reflect signaling request / sending of BCAST Client ID at the correct message level.
	Status: OPEN


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree and incorporate the proposed changes to the SPCP spec.
6 Detailed Change Proposal

Change 1:  New section to SPCP chapter 11 (22R02 interim draft used below)
4.3 Sharing (P)DCF file delivery protection using TEK
Section 9.4 Editor please insert dynamic link (P)DCF encryption with TEK explains how (P)DCF files can be protected by individual TEKs during file delivery.

This section highlights how the OMABCASTKeyInfo box can be used to allow both DRM Profile and Smartcard Profile signaling to be provided, allowing both to operate in parallel. Indeed, the Key Info box allows multiple "KeyInfo" entries to be present.

4.3.1 Use of OMABCASTKeyInfo box

For the DRM Profile, the KeyIDType would indicate that information on KeyID corresponds to the DRM Profile.

For the Smartcard Profile, the KeyIDType would indicate information on KeyID corresponds to the Smartcard Profile. If multiple service providers are using the Smartcard Profile, multiple KeyInfo entries can be provided for multiple KeyIDs.

Note also that the use of the OMABCASTKeyInfo box allows OMA DRMv2 compatibility to be maintained, potentially allowing a (P)DCF to be provided that is compatible for OMA DRMv2, OMA BCAST DRM Profile and OMA BCAST Smartcard Profile.

Note also that 3GPP MBMS also uses the same approach, so that 3GPP MBMS signaling can also be provided in parallel. This allows interoperability across OMA DRM, OMA BCAST and 3GPP MBMS domains.

The OMABCASTKeyInfo box allows the STKM used to provide the TEK for decryption of DCF files to be stored and/or delivered within the DCF. Again, as this is contained within a single "KeyInfo" entry, STKMs for different key management systems can be provided in parallel.
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