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1 Reason for Change

BSP and BPR as a service provisioning functional component name are mixed to use in both AD and TS-Services. This proposes to use “BSP(Broadcast Service Provisioning)” in all specification. It contains correction of interface name in addition.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This is presented to OMA BCAST for agreement of revising the relevant specification as proposed.
6 Detailed Change Proposal

Change 1:  Correction in AD
5.3.6 Service Provisioning Function


The Service Provisioning Function is responsible for user subscription to a BCAST service and payment related functions 
The Service Provisioning Function is primarily applicable to systems and terminals with interaction network capabilities; key functionalities include: subscription (i.e., initiation, changes, and cancellation) of BCAST services, content bundle selection and impulse ordering of pay-per-view content.
The Service Provisioning Function may also provide the additional information about payment (such as, account status) information.
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Figure 13 - Service Provisioning Functional Architecture
5.3.6.1 Broadcast Service Provisioning Function Interfaces

The Broadcast Service Provisioning Functional architecture defines the following interfaces:
	Interface
	Reference Point
	Usage

	SPR-7
	BCAST-7
	Delivery of messages used for a subscription such as subscription request of user and response from BCAST Subscription Management.

Delivery of payment information 

	SPR-8
	Out of band
	The End User subscribes and purchases the services through the out-of-band interfaces. It’s out of scope of OMA BCAST.


5.3.6.2 Broadcast Service Provisioning Management Component
The Broadcast Service Provisioning Management Component (BSP-M) is responsible for providing the subscription and the additional purchase information of Broadcast Service.  Based on the End User’s subscription information, BSP-M provides charging information of the End Users to the entity taking responsibility for charging.  BSP-M also supports billing of mobile broadcast services.

BSP-M gets the subscription requests, reporting for charging and personalized requests from the End User (BSP-C) over the interaction channel through the SPR-7 or out-of-band through the SPR-8. 

BSP-M sends the confirmation of End user’s subscription and may send the additional provisioning information if an End User requests it.

5.3.6.3 Broadcast Service Provisioning Client Component

The Broadcast Service Provisioning Client Component (BSP-C) is responsible for the subscription of BCAST service and the reporting about the consumption of BCAST service. 

BSP-C abstracts provisioning information from Service Guide and may filter the received provisioning information for the End User if necessary.

BSP-C may send the End user request to get the additional information about provisioning.

BSP-C sends End User subscription request over the interaction channel and receives the confirmation about End User subscription. BSP-C may report the information used for charging to BSP-M.
Change 2:  Correction in TS-Services (Section 5, 5.1, 5.1.1.1, 5.1.1.2, 5.1.7)
5. Mobile Broadcast Services

Mobile Broadcast Services Architecture [BCAST10-Architecture] defines the Mobile Broadcast Services Enabler as a set of service-enabling functions. Within the overall architecture, each function has a set of interfaces, each of which forms the basis for interoperability. Although the architecture as such is not normatively specified, the interfaces provide a useful tool to map the various parts of BCAST specifications to the context of the overall architecture. The following table outlines how different parts of the BCAST Enabler are specified in the Technical Specifications.

	Function
	Interface
	Normative Specification

	Service Guide
	SG-1
	Out of scope of BCAST 1.0

	
	SG-2
	Out of scope of BCAST 1.0

	
	SG-4
	Refer to [BCAST10-SG], section 5.3 and 5.6

	
	SG-5
	Refer to [BCAST10-SG], sections 5.3, 5.4.2 and 6.1.1 

	
	SG-6
	Refer to [BCAST10-SG], sections 5.3, 5.4.3, 6.1.2 and 6.2

	
	SG-B1
	Refer to [BCAST10-SG], sections 5.3 and each BDS Adaptation Specification.

	File Distribution
	FD-1
	Refer to [BCAST10-Distribution], section 5.4.1

	
	FD-2
	Refer to [BCAST10-Distribution], section 5.4.1

	
	FD-5
	Refer to [BCAST10-Distribution], section 5.2

	
	FD-6
	Refer to [BCAST10-Distribution], section 5.3 and 5.5

	
	FD-B1
	Refer to [BCAST10-Distribution] section 5.4.2 and each BDS Adaptation Specification.

	Stream Distribution
	SD-1
	Refer to [BCAST10-Distribution], section 6.4.1

	
	SD-2
	Refer to [BCAST10-Distribution], section 6.4.1

	
	SD-5
	Refer to [BCAST10-Distribution], section 6.2

	
	SD-6
	Refer to [BCAST10-Distribution], section 6.3 and 6.5 

	
	SD-B1
	Refer to [BCAST10-Distribution] section 6.4.2 and each BDS Adaptation Specification.

	Service Protection
	SP-2
	Uses SD-2 and FD-2

	
	SP-4
	Refer to [BCAST10-ServContProt] section 13.1

	
	SP-5-1
	Refer to [BCAST10-ServContProt] section 5.6.1.1,  5.6.2.1, 6.8.1.1, and 6.8.2.1

	
	SP-5-2
	Refer to [BCAST10-ServContProt] section 5.3, 5.4, 5.5, 6.5, 6.6, and 6.7

	
	SP-7
	Refer to [BCAST10-ServContProt] section 5.3, 5.4, 6.5, and 6.6

	
	SP-9
	Out of scope (this is a terminal internal interface and is not standardized within OMA BCAST)

	Content Protection
	CP-2
	Uses SD-2 and FD-2

	
	CP-4
	Refer to [BCAST10-ServContProt] section 13.2

	
	CP-5-1
	Refer to [BCAST10-ServContProt] sections 5.6.1.2, 5.6.2.2, 6.8.1.2, and 6.8.2.2

	
	CP-5-2
	Refer to [BCAST10-ServContProt] sections 5.3, 5.4, 5.5, 6.5, 6.6, and 6.7

	
	CP-7
	Refer to [BCAST10-ServContProt] sections 5.3, 5.4, 6.5, and 6.6

	
	CP-9
	Out of scope of BCAST 1.0 (this is a terminal internal interface and is not standardized within OMA BCAST)

	Service Interaction
	SI-8
	Refer to this specification, section 5.3

	Service Provisioning
	SPR-7
	Refer to this specification, section 5.1

	
	SPR-8
	Out of scope (this interface is for out-of-band subscription)

	Notification
	NT-1
	Refer to this specification, section 5.14 

	
	NT-3
	Refer to this specification, section 5.14

	
	NT-4
	Refer to this specification, section 5.14

	
	NT-5
	Refer to this specification, section 5.14

	
	NT-6
	Refer to this specification, section 5.14

	Terminal Provisioning
	TP-4
	Refer to this specification, section 5.2

	
	TP-5
	Refer to this specification, section 5.2

	
	TP-7
	Refer to this specification, section 5.2


Table 1: BCAST functions, Interfaces and Specifications
In addition to specific functions, the BCAST Enabler defines such horizontal, or universal, features as support for Mobility, Roaming and Charging. These aspects are in the scope of this specification.

5.1 Service Provisioning

BCAST Terminal SHALL support Service Provisioning messages if it supports the interaction channel and if it supports service and/or content protection as defined in [BCAST10-ServContProt]. This section specifies the messages used in Service Provisioning function over interface SPR-7, between Broadcast Service Provisioning Client (BSP-C) in the Terminal and Broadcast Service Provisioning Management (BSP-M) in the BSM. The Service Provisioning function supports the following operations:
· Requesting pricing information related to PurchaseItem declared in Service Guide 


· Requesting / subscribing to service related to a PurchaseItem


· Renewing a subscription related to already requested PurchaseItem


· Requesting /subscribing to a service that was already purchased (e.g. via out of band means)


· Cancelling a subscription related to already requested PurchaseItem


· Requesting a token or LTKM


· Inquiring the status of an account


· Subscription and unsubscription to user-specific notifications


To archive the above operations, the Service Provisioning function works with Service Guide function, Service Protection function, and Content Protection function. The linkage to Service Guide is through the use of PurchaseItem fragment which provides the identifiers (PurchaseItemID) used in the messages of Service Provisioning function. The linkage to Service and Content Protection function is through service request and subscription management messages, which requires the functionality of Service Protection Function and Content Protection Function. 
This section has two sub-sections, one for BCAST general Service Provisioning message and one for Service Provisioning message based on   Smartcard profile. BCAST General Provisioning messages supports the various kinds of Service Protection Function and Content Protection Function with the sub-elements and  Smartcard service provisioning message are specified for Terminal supporting  Smartcard profile.

The following two tables specify under which conditions each message is mandatory or optional to support for the general Service Provisioning message and  Smartcard Service Provisioning message respectively.


	Message
	Section
	Broadcast Service Provisioning Client (BSP-C)
	Broadcast Service Provisioning Management(BSP-M)

	Pricing Information Request
	5.1.5.1.1
	OPTIONAL
	OPTIONAL

	Pricing Information Response
	‎5.1.5.1.2
	MANDATORY
	MANDATORY

	Service Request
	‎5.1.5.2.1
	MANDATORY
	MANDATORY

	Service Response
	‎5.1.5.2.2
	MANDATORY
	MANDATORY

	Service Completion
	5.1.5.2.3
	MANDATORY
	MANDATORY

	Subscription Long-Term Key Renewal Request
	5.1.5.3.1
	MANDATORY
	MANDATORY

	Subscription Long-Term Key Renewal Response
	5.1.5.3.2
	MANDATORY
	MANDATORY

	Subscription Long-Term Key Renewal Completion
	5.1.5.3.3
	MANDATORY
	MANDATORY

	Unsubscribe Request
	5.1.5.4.1
	MANDATORY
	MANDATORY

	Unsubscribe Response
	5.1.5.4.2
	MANDATORY
	MANDATORY

	Token Purchase Request
	5.1.5.5.1
	OPTIONAL
	OPTIONAL

	Token Purchase Response
	5.1.5.5.2
	OPTIONAL
	OPTIONAL

	Token Purchase Completion
	5.1.5.5.3
	OPTIONAL
	OPTIONAL

	Account Inquiry Request
	5.1.5.6.1
	MANDATORY
	MANDATORY

	Account Inquiry Response
	5.1.5.6.2
	MANDATORY
	MANDATORY


Table 2: Summary General Service Provisioning messages 

	Message
	Section
	Broadcast Service Provisioning Client (BSP-C)
	Broadcast Service Provisioning Management(BSP-M)

	Pricing Information Request
	5.1.6.1.1
	OPTIONAL
	OPTIONAL

	Pricing Information Response
	5.1.6.1.2
	MANDATORY
	MANDATORY

	Service Request
	5.1.6.2.1
	MANDATORY
	MANDATORY

	Service Response
	5.1.6.2.1
	MANDATORY
	MANDATORY

	Service Completion
	5.1.6.2.2
	MANDATORY
	MANDATORY

	Subscription Long-Term Key Renewal Request
	5.1.6.3
	MANDATORY
	MANDATORY

	Subscription Long-Term Key Renewal Response
	5.1.6.3
	MANDATORY
	MANDATORY

	Subscription Long-Term Key Renewal Completion
	5.1.6.3
	MANDATORY
	MANDATORY

	Unsubscribe Request
	5.1.6.4.1
	MANDATORY
	MANDATORY

	Unsubscribe Response
	5.1.6.4.1
	MANDATORY
	MANDATORY

	Token Request
	5.1.6.5.1
	MANDATORY 
	MANDATORY 

	Token Response
	5.1.6.5.1
	MANDATORY 
	MANDATORY

	Account Inquiry Request
	5.1.6.6.1
	MANDATORY
	MANDATORY

	Account Inquiry Response
	5.1.6.6.2
	MANDATORY
	MANDATORY


Table 3: Summary Smartcard Service Provisioning messages 

5.1.1.1 Transport Protocol for General Service Provisioning Messages

The BSP-M in the BSM SHALL support HTTP POST as a delivery method to exchange Service Provisioning messages over SPR-7.

The BSP-M in the BSM MAY support HTTPS POST as a delivery method to exchange Service Provisioning messages over SPR-7, where HTTPS SHALL be based on SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246].

The BSP-C in the Terminal SHALL support HTTP POST and MAY support HTTPS POST as a delivery method to exchange Service Provisioning messages over SPR-7, where HTTPS SHALL be based on .SSL 3.0 [SSL30] and TLS 1.0 [RFC 2246].
For proper operation of Service Provisioning function, the terminal needs to know the URL for HTTP or HTTPS sessions. This is supported by ‘purchaseURL’ element contained in the PurchaseChannel fragment of Service Guide.

5.1.1.2 Transport Protocol for Smartcard Service Provisioning Messages

Most of the messages used for the Smartcard Profile are specified in [3GPP TS 33.246]. The remaining Service Provisioning messages are specified in the tables in the following sections and are instantiated as XML documents.

For the Smartcard Profile using (U)SIM or (R-)UIM/CSIM, the BSP-M in the BSM SHALL support HTTP POST and SHALL support HTTP digest authentication as per [3GPP TS 33.246] or [3GPP2 X.S0022-A], respectively, as a delivery method to exchange Service Provisioning messages over SPR-7.

For the Smartcard Profile using (U)SIM or (R-)UIM/CSIM, the BRP-C in the Terminal SHALL support HTTP POST and SHALL support HTTP digest authentication as per [3GPP TS 33.246] or [3GPP2 X.S0022-A], respectively.

For proper operation of Service Provisioning function, the terminal needs to know the URL for HTTP sessions. This is enabled by the ‘PurchaseURL’ element contained in the PurchaseChannel fragment of the Service Guide.
.
5.1.7 Message Compression

The Service Provisioning messages MAY be compressed during the transport of the messages. In that case, the compression applies to entire Service Provisioning message which is the payload of HTTP message. If the compression is used, in the HTTP message delivering the Service Provisioning message the “Content-Encoding” attribute SHALL be present in the HTTP header and set to MIME value representing the compression scheme.

The BSP-M in the BSM SHALL support the GZIP algorithm for the delivery of Service Provisioning messages. The BSP-C in the Terminal SHALL support the GZIP algorithm for the delivery of Service Provisioning messages. In case GZIP compression is used for the delivery of Service Provisioning messages, the “Content-Encoding” attribute SHALL be set to “gzip”.
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