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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
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 3: Clerical

	Source:
	Anja Jerichow, Nokia Siemens Networks, Anja.Jerichow@nsn.com


	Replaces:
	n/a


1 Reason for Change

Due to the update of the specification some references in  Annex B1 and B2 were lost. This CR is adding them again according to the last version of the spec (OMA-TS-DRM_XBS-V1_0-20080424-D-cb.doc).

One editorial error in the SCR table for XBS Clients (Annex B1) was found and corrected: an “AND” was missing for item DRM-XBS-C-002.

2 Impact on Backward Compatibility

None. 

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is asked to agree the following change.

6 Detailed Change Proposal

Change 1:  See reason for change.
Appendix B. Static Conformance Requirements 
(Normative)

The notation used in this appendix is specified in [IOPPROC].

B.2 SCR for XBS Clients

Note: Section numbers in the Reference column include only those sub-sections that are not specifically referenced in other Items.

Note: BCAST adaptation specifications, in which it is specified how the BCAST 1.0 enabler is implemented over a specific BDS (Broadcast Distribution System), may overrule or adapt requirements from this SCR or provide additional requirements.

	Item
	Function
	Reference
	Status
	Requirement

	DRM-XBS-C-001
	XBS client
	1
	M
	DRM-XBS-C-002 OR 

DRM-XBS-C-003 OR

DRM-XBS-C-004

	DRM-XBS-C-002
	Interactive Device
	3.2 
(Note to Editor, pls cross link sections)
	O
	DRM-XBS-C-023 AND
DRM-XBS-C-044

	DRM-XBS-C-003
	Broadcast Device
	3.2 

(Note to Editor, pls cross link sections)
	O
	DRM-XBS-C-005 AND

DRM-XBS-C-006 AND

DRM-XBS-C-007 AND

DRM-XBS-C-008 AND

DRM-XBS-C-013 AND

DRM-XBS-C-018 AND

DRM-XBS-C-019 AND

DRM-XBS-C-022 AND

DRM-XBS-C-035 AND

DRM-XBS-C-036 AND

DRM-XBS-C-045 AND

DRM-XBS-C-046 AND

DRM-XBS-C-047 AND

DRM-XBS-C-048 AND

DRM-XBS-C-049 AND

DRM-XBS-C-050 AND

DRM-XBS-C-051 AND

DRM-XBS-C-052 AND

DRM-XBS-C-053 AND

DRM-XBS-C-054

	DRM-XBS-C-004
	Mixed-Mode Device
	3.2 

(Note to Editor, pls cross link sections)
	O
	DRM-XBS-C-002 AND

DRM-XBS-C-003

	DRM-XBS-C-005
	Authentication on traffic layer, key stream layer and rights management layer
	6
	O
	

	DRM-XBS-C-006
	Broadcast Device and Domain Management
	7
	O
	

	DRM-XBS-C-007
	Common fields for binary messages
	7.1.2
	O
	

	DRM-XBS-C-008
	Device Registration
	7.2
	O
	DRM-XBS-C-009 AND

DRM-XBS-C-010 AND

DRM-XBS-C-011

	DRM-XBS-C-009
	Offline notification of detailed device data
	7.2.1
	O
	

	DRM-XBS-C-010
	Offline notification of short device data
	7.4.1
	O
	

	DRM-XBS-C-011
	Broadcast registration
	7.2.2
	O
	

	DRM-XBS-C-012
	On-line Registration for broadcast devices
	7.3
	O
	

	DRM-XBS-C-013
	Inform Registered Device Protocol
	7.5
	O
	DRM-XBS-C-014 AND

DRM-XBS-C-015 AND

DRM-XBS-C-016 AND

DRM-XBS-C-017

	DRM-XBS-C-014
	Update RI certificate
	7.5.3
	O
	

	DRM-XBS-C-015
	Update DRM time
	7.5.4
	O
	

	DRM-XBS-C-016
	Update contact number
	7.5.5
	O
	

	DRM-XBS-C-017
	Force re-registration
	7.5.2
	O
	

	DRM-XBS-C-018


	Binary messages for token handling
	7.6.4
	O
	

	DRM-XBS-C-019
	Domain Management
	7.7
	O
	DRM-XBS-C-020 AND

DRM-XBS-C-021

	DRM-XBS-C-020
	Domain joining and leaving
	7.7.2
	O
	

	DRM-XBS-C-021
	Binary Domain messages
	7.7.4, 7.7.5, 7.7.6, 7.7.7
	O
	

	DRM-XBS-C-022
	Format of the Broadcast Rights Object
	8.2
	O
	

	DRM-XBS-C-023 
	Acquisition of Rights Objects over an Interaction Channel
	8.3
	O
	

	DRM-XBS-C-024 
	Save Permission
	8.4
	O
	

	DRM-XBS-C-025 
	Token Management
	9
	O
	

	DRM-XBS-C-029
	Subscriber Groups
	10
	O
	DRM-XBS-C-030 OR

DRM-XBS-C-031

	DRM-XBS-C-030
	Fixed Subscriber Groups
	10.3.3.1
	O
	DRM-XBS-C-032 AND

DRM-XBS-C-033

	DRM-XBS-C-031
	Flexible Subscriber Groups
	10.3.3.2
	O
	DRM-XBS-C-032

	DRM-XBS-C-032
	Key derivation for domains, unique devices and whole Subscriber Groups
	10.3.4.1, 10.3.4.2, 10.3.4.3
	O
	

	DRM-XBS-C-033
	Zero-Message Broadcast Encryption
	10.3.4.4
	O
	

	DRM-XBS-C-034
	Broadcast Support
	11
	M
	

	DRM-XBS-C-035
	RI Stream Packet Format
	12.5.2
	O
	

	DRM-XBS-C-036
	Rights Issuer services reception by Devices
	12.11
	O
	

	DRM-XBS-C-037
	PDCF Adapted File Format
	13
	O
	DRM-XBS-C-039 AND

DRM-XBS-C-040

	DRM-XBS-C-038
	Key Info Box
	13.3.1
	O
	

	DRM-XBS-C-039
	PDCF adaptation for key stream inclusion
	13.3.2
	O
	

	DRM-XBS-C-040
	AES counter encryption in byte mode and salt
	13.4
	O
	DRM-XBS-C-041 AND

DRM-XBS-C-042

	DRM-XBS-C-041
	AES_128_BYTE_CTR
	13.4.1.2
	O
	

	DRM-XBS-C-042
	OMADRMSalt Box
	13.4.3
	O
	

	DRM-XBS-C-043
	Security Considerations
	C.2
	M
	

	DRM-XBS-C-044
	XML schema
	C.4
	O
	

	DRM-XBS-C-045
	Checksum on ARC
	C.6.1
	O
	

	DRM-XBS-C-046
	Checksum on UDN
	C.6.2
	O
	

	DRM-XBS-C-047
	Status and Error Message Handling
	C.7
	O
	

	DRM-XBS-C-048
	Time and Date Conventions
	C.8
	O
	

	DRM-XBS-C-049
	RSA Signatures under PKCS#1
	C.9
	O
	

	DRM-XBS-C-050
	Tag Length Format for keyset_block
	C.11
	O
	

	DRM-XBS-C-051
	Message tags
	C.13
	O
	

	DRM-XBS-C-052
	Authentication
	C.14
	O
	

	DRM-XBS-C-053
	Authentication of the tokens_consumed field in the token consumption data
	C.15
	O
	

	DRM-XBS-C-054
	Token management by devices
	C.16.2
	O
	

	DRM-XBS-C-056
	One-Way Function Trees
	C.17.3
	O
	


B.3 SCR for XBS Servers

Note: Section numbers in the Reference column include only those sub-sections that are not specifically referenced in other Items.

Note: BCAST adaptation specifications, in which it is specified how the BCAST 1.0 enabler is implemented over a specific BDS (Broadcast Distribution System), may overrule or adapt requirements from this SCR or provide additional requirements.

	Item
	Function
	Reference
	Status
	Requirement

	DRM-XBS-S-001
	XBS Server
	1
	M
	DRM-XBS-S-002 OR 

DRM-XBS-S-003

	DRM-XBS-S-002
	XBS Server for Interactive device
	3.2 

(Note to Editor, pls cross link sections)
	O
	DRM-XBS-S-023 AND

DRM-XBS-S-027 AND

DRM-XBS-S-028 AND

DRM-XBS-S-044

	DRM-XBS-S-003
	XBS Server for Broadcast device
	3.2 

(Note to Editor, pls cross link sections)
	O
	DRM-XBS-S-005 AND

DRM-XBS-S-006 AND

DRM-XBS-S-008 AND

DRM-XBS-S-013 AND

DRM-XBS-S-018 AND

DRM-XBS-S-019 AND

DRM-XBS-S-022 AND

DRM-XBS-S-034 AND

DRM-XBS-S-036 AND

DRM-XBS-S-047 AND

DRM-XBS-S-050 AND

DRM-XBS-S-051 AND

DRM-XBS-S-053

	DRM-XBS-S-005
	Authentication on traffic layer, key stream layer and rights management layer
	6
	O
	

	DRM-XBS-S-006
	Broadcast Device and Domain Management
	7
	O
	

	DRM-XBS-S-007
	Common fields for binary messages
	7.1.2
	O
	

	DRM-XBS-S-008
	Device Registration
	7.2
	O
	DRM-XBS-S-009 AND

DRM-XBS-S-010 AND

DRM-XBS-S-011

	DRM-XBS-S-009
	Offline notification of detailed device data
	7.2.1
	O
	

	DRM-XBS-S-010
	Offline notification of short device data
	7.4.1
	O
	

	DRM-XBS-S-011
	Push Device Registration
	7.2.2
	O
	

	DRM-XBS-S-012
	On-line Registration for broadcast devices
	7.3
	O
	

	DRM-XBS-S-013
	Inform Registered Device Protocol
	7.5
	O
	DRM-XBS-S-014 AND

DRM-XBS-S-015 AND

DRM-XBS-S-016 AND

DRM-XBS-S-017

	DRM-XBS-S-014
	Update RI certificate
	7.5.3
	O
	

	DRM-XBS-S-015
	Update DRM time
	7.5.4
	O
	

	DRM-XBS-S-016
	Update contact number
	7.5.5
	O
	

	DRM-XBS-S-017
	Force re-registration
	7.5.2
	O
	

	DRM-XBS-S-018
	Binary messages for token handling
	7.6.4
	O
	

	DRM-XBS-S-019
	Domain Management
	7.7
	O
	DRM-XBS-S-020 AND

DRM-XBS-S-021

	DRM-XBS-S-020
	Domain joining and leaving
	7.7.2
	O
	

	DRM-XBS-S-021
	Binary Domain messages
	7.7.4, 7.7.5, 7.7.6, 7.7.7
	O
	

	DRM-XBS-S-022
	Format of the Broadcast Rights Object
	8.2
	O
	

	DRM-XBS-S-023
	Acquisition of Rights Objects over an Interaction Channel
	8.3
	O
	

	DRM-XBS-S-024
	Save Permission
	8.4
	M
	

	DRM-XBS-S-026
	Additions to the OMA DRM 2.0 REL for Token Management
	9.1
	M
	

	DRM-XBS-S-027
	Extensions to ROAP to Issue Tokens
	9.2
	O
	

	DRM-XBS-S-028
	Extensions for ROAP for Reporting
	9.3
	O
	

	DRM-XBS-S-029
	Subscriber Groups
	10
	O
	DRM-XBS-S-030 OR

DRM-XBS-S-031

	DRM-XBS-S-030
	Fixed Subscriber Groups
	10.3.3.1
	O
	

	DRM-XBS-S-031
	Flexible Subscriber Groups
	10.3.3.2
	O
	

	DRM-XBS-S-032
	Key derivation for domains, unique devices and whole subscriber groups
	10.3.4.1, 10.3.4.2, 10.3.4.3
	O
	

	DRM-XBS-S-033
	Zero-Message Broadcast Encryption
	10.3.4.4
	O
	

	DRM-XBS-S-034
	Broadcast Support
	11
	O
	

	DRM-XBS-S-036
	Rights Issuer Services
	12
	O
	

	DRM-XBS-S-043
	Security Considerations
	C.2
	M
	

	DRM-XBS-C-044
	XML schema
	C.4
	O
	

	DRM-XBS-S-047
	Status and Error Message Handling
	C.7
	O
	

	DRM-XBS-S-050
	Tag Length Format for keyset_block
	C.11
	O
	

	DRM-XBS-S-051
	Message tags
	C.13
	O
	

	DRM-XBS-S-053
	Authentication of the tokens_consumed field in the token consumption data
	C.15
	O
	

	DRM-XBS-S-055
	Token management by RIs
	C.16.1
	O
	

	DRM-XBS-S-056
	One-Way Function Trees
	C.17.3
	O
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