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1 Reason for Contribution

This contribution comes in complement to TBD OMA-BCAST-2008-0360.

2 Summary of Contribution

The technical issues found with the Broadcast Roaming and Notification functions are detailed below.

3 Detailed Proposal

Broadcast Roaming function

Analysis of the Broadcast Roaming function has shown a number of issues that are detailed below:

· While RoamingRule messages are defined between the terminal and the BSM, it is not specified how they are transported (protocol binding). Furthermore, the exchange flow is not specified clearly either (how many response message the terminal can get after a request message?). 

· Similarly, while BSM-BSM exchange of messages is mentioned to be done over HTTP/HTTPS, the binding is underspecified, which may lead to interoperability problems despite the fact that this interface is exposed.

· There is a problem with the semantic of the <GlobalPurchaseId> element in the RoamingService Response as it should represent the list of Purchase Item the terminal is authorized to request – right now it is a copy of the description of the RoamingService Request.

· There is no error management framework neither for Terminal-BSM communications nor BSM-BSM communications.

· The specification is right now missing the fact that the roaming rules are not only scoped by the Visited BSM, but also by the Home BSM – as roaming agreements depend on both the visited and home service provider. This introduces a number of scoping issues, in particular when the terminal requests roaming rules from the Visited BSM, which requires changes in both the RoamingRule Request and Response messages.

· Further scoping issues exist with the usage of the BSMSelectorId, for which worldwide uniqueness is far from being guaranteed let alone reverse lookup to identify the correct BSM the terminal is referring to.

· There are also scoping issues with fragment identifiers from the Service Guide data model for Service Provisioning requests: there is no guaranty the Home BSM will be able to identify the Visited BSM out of the GlobalPurchaseItemId / PurchaseData Id the terminal will mention in the requests. Those ids are supposed to be globally unique, but as for the BSMSelectorId the scope of uniqueness has never been defined, and it is very unlikely those ids will be coordinated worldwide. Similarly, the Visited BSM is given no tool to identify the Home BSM of the terminal in the context of Service Provisioning.

· Semantic of the <exclusive> attribute is not clear

· When the terminal is requested (via DM client) to issue Service Provisioning requests to the Home BSM, in the context of roaming it has no clue how to contact the Home BSM.

Notification function

Analysis of the Notification function has shown a number of issues that are detailed below:

· In the Service Guide Delivery Descriptor, the <NotificationReception> element mentions the following: 
“When the Notification Message resource pointed by this element provides Notification Messages carrying Service Guide update, those SHALL relate to the currently bootstrapped Service Guide.”.
However, it is not possible for the Network to identify the bootstrapped Service Guide. The signalling is so that the Network can scope Notification messages to the Service Guide Announcement Channel, but SG selection happens after that, via the <BSMSelectorId> instances provided in the SGDD. Hence, the Network will likely send some Notification messages related to a Service Guide that a terminal has not bootstrapped (very likely in case of broadcast delivery and but may also occur in case of delivery over the interaction channel).

· A similar problem exists when the Notification message carries an <SGDD> instance.

· The SGDD declares the general notification session. In turn, the Notification message can declare new SGDD (or signals update of existing SGDD), that can potentially declare new general notification session.

· In case this happens, should the terminal switch to the new session or keep listening to both?

· How many general notification sessions are expected to be declared in the SGDD announcement channel?

· How many general notification session is the terminal expected to manage after all (i.e. what is the depth of such recursive declaration)?
· The <FragmentReference> enables the Notification message to signal the Service Guide fragments that have been updated. There are several issues with this method:
· Firstly, this covers the case of fragment update. It could be deviated to signal new fragments, but the mechanism does not cover fragment deletion, which is as important for the terminal. 
· As the terminal filters the SG Announcement Channel using the <BSMSelectorId> instances in the SGDD to get a view of the Service Guide that corresponds to its affiliated Service Provider, it only gets a subset of all the fragments that distribution in the Service Guide Delivery Channel(s). This means that it is possible to use the same fragment id for different flavours of the same fragment (e.g. one flavour per Service Provider), or that there will be fragment ids the terminal will never be aware of because they do not related to its affiliated Service Provider.
This is where the limitation of the <FragmentReference> is the most problematic, as the Notification does not say for which <BSMSelectorId> value the update relates to and the network does not know which Service Guide the terminal has ultimately selected. For example, a fragment may be updated for one Service Provider but not for the other. Further, what happens in case the terminal listens to BSMSelector #1, but a fragment is there for BSMSelector #2 and is updated? Most likely the terminal will not find the fragment, resulting in an error situation.
· It is not clear whether the <IDRef> element is to be instantiated for service-specific Notifications only, or also for general Notifications. Besides, this element suffers the same scoping issues as described above for <FragmentReference>.

· Notification messages are primarily delivered using plain UDP over the broadcast channel. However this mechanism is unreliable, even when the messages are sent several times. To compensate for this, a FLUTE delivery mechanism is available, that enables a message carrousel. However, declaration of such delivery session is done with a Notification message sent via plain UDP, meaning that terminal can miss the declaration of such session. It would be way better to directly declare the FLUTE delivery session via the SGDD and the Access fragment, as is done for delivery via plain UDP.
· The SGDD provides a <RequestURL> element to enable subscription to Notification delivery over the interaction channel. However, the following points are unclear:

· Is the <RequestURL> to be used for Service Provisioning messages or for a different method of subscription? (In the latter, the method is not specified)

· In case Service Provisioning is used, it is actually mentioned in the Services TS that it is for service-specific notifications. Yet, the <RequestURL> is for subscription to general provisioning messages. Thus, what is the method for such subscription to be done?

· Regarding the polling mechanism for Notification messages over the interaction channel, there is this sentence in section 5.14.4.3 of Services TS: 
“Response to the HTTP Request SHALL be Notification Message encapsulated in HTTP message. Content-Type of the HTTP message SHALL be set to “application/vnd.oma.bcast.notification+xml"”
The question in this case relates to what happens when there is more than one Notification message to deliver to the terminal. There is no standardized container to deliver more than one message in a response, and in case the terminal is supposed to poll for messages as long as there are messages available, there is no signalling whatsoever that could support such behaviour.

· The Notification message structure mixes the transport and presentation layer. For example in case of <eventType> of value “5” (To announce service supplemental information that is a part of service experience (such as news, sports scores, promotional events etc.)). This is not so much of a problem as long a the Notification message is used for simple rendering, but it is when the objective is to use more complex rendering technologies, e.g. Rich Media.

· It is not clear at all how the terminal is supposed to bundle together the information provided by <Description> (E1) and <MediaInformation>.

· There are no rules for presentation of media information by the terminal defined. However, the <MediaInformation> element can declare multiple children respectively of type <Picture>, <Video>, and <Audio>. In case this happens, how is the terminal supposed to interpret multiple instances of the same type (e.g. two pictures or two videos). Is the terminal supposed to select one out of the many using the MIME Type? Clarifications are needed here. 

· Some <eventType> values are in contradiction with their purpose, e.g. values 2 and 6 which should not be labelled as user-oriented notifications.

· <eventType> value 6 (roaming support) is underspecified. It is unknown how such notification can be used in support for roaming.

· Since values of the <eventType> attribute are split between user-oriented and terminal-oriented Notifications, it is difficult to find the usage of the <notificationType> attribute. Furthermore, values of both attributes could contradict each other.

· The <AlternativeURI> provides a URL for the terminal to access objects that are also delivered with the delivery session announced by <SessionInformation>. However, in case there are several objects to deliver, it is not specified how the terminal requests those: is it with a request-URI part in HTTP? Are the objects bundled with a container (not specified)? It is not even mentioned what is the expected delivery protocol in this case. Furthermore, the semantic of the <AlternativeURI> contradicts the semantic of the <*URI> found under <MediaInformation>, as those are also supposed to be used for delivery of media files.

· The <DeliverySession> element provides a list of Transport Object IDs for the delivery session via the <TransportObjectID> element. It is not clear what these are used for. In case the delivery session is a FLUTE session, then the terminal needs the Content-Location of the objects (their URI), not their transport IDs. In case the delivery session is an ALC session, then it could be assumed that the <DeliverySession> instance acts as an emulation of the FLUTE FDT, but in that case the mapping between Content-Location and TOI is missing. Hence, file delivery of objects related to Notification messages needs fixing in the case of ALC and would not work in case of FLUTE for files that are not declared under the <MediaInformation> element.

· The <SessionInformation> element can signal the delivery of streams. However, on the broadcast channel, the <DeliverySession> element clearly signals either a FLUTE or an ALC session. How can stream be delivered in such case? 
For the interaction channel, it could be assumed that the terminal could negotiate one or more RTP sessions, but nothing is said about it (could be RTSP negotiation of 3GPP/3GPP2 streams, could be something else…).

· Section 5.14.3 of Services TS states that 
“While the generic fields can be used with all types of notifications, the notification content varies according to the notification type and event type. For example: emergency notification could contain generic fields + MediaInformation; SG download or update notification could contain SGDD, SGDDReference, or FragmentReference, etc.”
This is problematic, as it is not explained anywhere how the various elements and attributes of the Notification message, as well as the objects delivered in related distribution sessions, can be used to implement a given use case.
This situation is to be compared with the existence of section 5.8 of TS Service Guide “5.8 Associating accesses with services and content” as well as Appendix C of TS Service Guide “Service Guide Application Scenarios (Informative)” that properly guideline the usage of the highly flexible Service Guide data model to implement the BCAST 1.0 use cases, thus ensuring strong interoperability between implementations. Such framing is inexistent for the Notification function.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This input contribution is provided for information to the BCAST group.
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