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1 Reason for Change

The previously agreed CR OMA-BCAST-2008-0433R01-CR_gzip_vs_MD5 added a clarification regarding the combination of both content encoding and MD5 hash value calculation for files transmitted in a FLUTE session. It states that the MD5 checksum is calculated on the compressed file as transmitted from the server to the terminal. This CR further clarifies this statement since the current text could be interpreted in such way that a MD5 checksum is always provided if a file is content encoded.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed change for inclusion into BCAST 1.1.

6 Detailed Change Proposal

5.2.6.4 Signalling of Parameters with FDT Instances

The FLUTE FDT Instance schema defined in section 5.2.6.6 SHALL be used. In addition, the following applies to both the FDT-Instance level information and all files of a FLUTE session.

The inclusion of these FDT Instance data elements is mandatory according to the FLUTE specification:

· Content-Location (URI of a file);
· TOI (Transport Object Identifier of a file instance);
· Expires (expiry data for the FDT Instance).
The inclusion of the following FDT Instance data elements is optional and depends on the FEC Scheme:

· FEC-OTI-Maximum-Source-Block-Length;
· FEC-OTI-Encoding-Symbol-Length;
· FEC-OTI-Max-Number-of-Encoding-Symbols;
· FEC-OTI-Scheme-Specific-Info
These optional FDT Instance data elements MAY be included for FLUTE in BCAST:

· Complete (the signalling that an FDT Instance provides a complete, and subsequently unmodifiable, set of file parameters for a FLUTE session MAY be performed according to this method);
· Content-Length (source file length in bytes);
· Content-Type (content MIME type);

· FEC-OTI-FEC-Encoding-ID;  

· FEC-OTI-FEC-Instance-ID;

· Content_Encoding;
· Transfer_length;
· Content-MD5 (It is recommended to indicate the MD5 hash value whenever multiple versions of the file, i.e. distinct file objects identified by the same Content-Location, are anticipated for the download session(s). Note that in case a file object is content encoded using gzip and also has an associated MD5 hash value provided in Content-MD5, the MD5 hash value is calculated over the file as transported by FLUTE, i.e. after any gzip compression as indicated by Content-Encoding has been applied. For the terminal, this implies that the MD5 hash value under these circumstances is calculated before gzip decompression.)
These optional BCAST FDT Instance extension elements MAY be included for FLUTE in BCAST:

· Version-ID-Length;
· MBMS-Session-Identity;
· MBMS-Session-Identity-Expiry.
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