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1 Reason for Change

BCAST1.3 WID has been approved. This CR proposes to add the scope of BCAST1.3 in the SvcCntProtection document. This scope is proposed in the “version 1.3” section.
2 Impact on Backward Compatibility

Just editorial and no other change is proposed in this CR. No impact on backward compatibility.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

Change 1:  Scope of BCAST1.3 in Section 4
4.4 Version 1.3
BCAST 1.3 aims to

· Define the delivery of MPEG DASH-based contents in BCAST systems and the appropriate signalling for the use of BCAST service and content protection systems to protect these MPEG DASH-based contents.
· Allow the Common Encryption (CENC) defined by MPEG as possible encryption method to be used for BCAST
· Extend the use of MBMS BDS to the last releases of 3GPP MBMS specifications for the use of BCAST over e-MBMS for LTE networks.
Change 2:  Add the new Abbreviations introduced in the section 4.4 above
3.3
Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	ADF
	Application Dedicated File

	AES
	Advanced Encryption Standard

	AID
	Application Identifier

	AU
	Access Unit

	AVC
	Advanced Video Codec

	BCD
	Binary Coded Decimal

	BCI
	Binary Content ID

	BCMCS
	Broadcast and Multicast Services

	BCRO
	Broadcast Rights Object

	BDS
	BCAST Distribution System

	BDS-SD
	BDS Service Distribution

	BM-SC
	Broadcast-Multicast Service Centre

	BSDA
	BCAST Service Distribution and Adaptation

	BSF
	Bootstrapping Server Functionality

	bslbf
	Bit String, Left Bit First 

	BSM
	BCAST Subscription Management

	CENC
	Common ENCryption

	CSIM
	cdma2000 subscriber Identify Module

	DASH
	Dynamic Adaptive Streaming over HTTP

	DCF
	DRM Content Format

	DF
	Dedicated File

	DK
	Device Key

	DVB-H
	Digital Video Broadcasting – Handheld

	DVB-NGH
	Digital Video Broadcasting – Next Generation Handheld

	DVB-T2
	Digital Video Broadcast – Second Generation Terrestrial

	DVB-T2-Lite
	Digital Video Broadcast – Second Generation Terrestrial - Lite Profile

	DVB-SH
	Digital Video Broadcasting – Satellite to Handheld

	EF
	Elementary File

	eMBMS
	Evolved Multimedia Broadcast Multicast Service

	FCP
	File Control Parameters

	GBA
	Generic Bootstrapping Architecture

	GBA_ME
	ME-based GBA

	GBA_U
	GBA with UICC-based enhancements

	GMK
	Group Management Key

	GRO
	Generalized Rights Object

	H-AAA
	Home Authentication, Authorization and Accounting

	HMAC
	Hashed Message Authentication Code

	ICC
	Integrated Circuit(s) Card

	IIN
	Issuer Identifier Number

	IMPI
	IMS Private User Identity

	IMSI
	International Mobile Subscriber Identity

	IPsec
	IP Security

	ISIM
	IP Multimedia Services Identity Module

	ISMA
	Internet Streaming Media Alliance

	KV
	Key Validity

	LI
	Language Indication

	LSB
	Least Significant Bit

	LTE
	Long Term Evolution

	LTKM
	Long Term Key Message

	MAC
	Message Authentication Code

	MBMS
	Multimedia Broadcast Multicast Service

	ME
	Mobile Equipment

	MF
	Master File

	MII
	Major Industry Identifier

	MIKEY
	Multimedia Internet KEYing

	MJD
	Modified Julian Date

	mjdutc
	Modified Julian Date Coordinated Universal Time

	MK
	Master Key

	MKI
	Master Key Index

	MPEG
	Motion Pictures Expert Group

	MRK
	MBMS Request Key

	MS
	Master Salt

	MSK
	MBMS Service Key

	MTK
	MBMS Transport Key

	MTU
	Maximum Transmission Unit

	MUK
	MBMS User Key

	NAF
	Network Application Function

	NALu
	Network Abstraction Layer Unit

	OFDM
	Orthogonal Frequency Division Multiple Access

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	PAK
	Program Authentication Key 

	PAS
	Program Authentication Seed

	PDCF
	Packetized DCF

	PEAK
	Program Encryption / Authentication Key

	PEK
	Program Encryption Key

	PIX
	Proprietary application Identifier eXtension

	PKI
	Public Key Infrastructure

	PL
	Preferred Languages

	PPT
	Pay Per Time

	PPV
	Pay Per View

	PRF
	Pseudo Random Function

	REK
	Rights Encryption Key

	RFC
	Request For Comments

	RIAK
	Right Issuer Authentication Key

	RID
	Registered application provider IDentifier

	RK
	Registration Key

	RO
	Rights Object

	ROAP
	Rights Object Acquisition Protocol

	RTP
	Real-time Transport Protocol

	R-UIM
	Removable User Identity Module

	SA
	Security Association

	SAC
	Secure Authenticated Channel

	SAK
	Service Authentication Key 

	SAS
	Service Authentication Seed

	SCK
	SmartCard Key

	SDP
	Session Description Protocol

	SEAK
	Service Encryption / Authentication Key

	SEK
	Service Encryption Key

	SG
	Service Guide

	SHA-1
	Secure Hash Algorithm

	SIM
	Subscriber Identity Module

	SK
	Short-term Key (appears in 3GPP2 BCMCS specifications)

	SKI
	Symmetric Key Infrastructure

	SM
	Subscription Manager

	SMK
	Subscriber Management Key

	SPE
	Security Policy Extension

	SPI
	Security Parameters Index

	SRK
	Subscriber Request Key

	SRTP
	Secure Real-time Transport Protocol

	STKM
	Short Term Key Message

	TAK
	Traffic Authentication Key

	TAS
	Traffic Authentication Seed

	TBK
	Terminal Binding Key

	TDM
	Time-Division Multiplex

	TEK
	Traffic Encryption Key

	TK
	Temporary Key

	TKM
	Traffic Key Message

	TOI
	Transport Object Identifier

	TS
	TimeStamp

	UDN
	Unique Device Number

	UE
	User Equipment

	UICC
	Universal Integrated Circuit(s) Card

	UIM
	User Interface Module

	uimsbf
	Unsigned Integer Most Significant Bit First

	URI
	Uniform Resource Indicator

	USIM
	Universal Subscriber Identity Module 

	UTC
	Universal Time, Co-ordinated

	XBS
	Extensions for Broadcast Support
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