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1 Reason for Change
For the adaptation of OMA BCAST enabler to eMBMS (on eUTRAN or LTE), the 3GPP specifications from release 9 and higher are concerned on the underlying network. The 3GPP specifications shall then include the release 9 and higher for BCAST to be used also on eUTRAN or LTE.
2 Impact on Backward Compatibility
No backward compatibility issues.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

Change 1:  Change in section 2 References
2. References

1.1 Normative References
The version and release numbers specified for the 3GPP and 3GPP2 references in this section are the minimum version and release numbers that can be used. The references are not meant to be restricted to these versions and releases; subsequent versions and releases can also be used because they are required to be backward compatible.  For example, the minimum version of 3GPP TS 33.220 is the release 8 but the use of the release 9 is acceptable as well.

	[3GPP TS 22.022]
	“Personalisation of GSM Mobile Equipment (ME); Mobile functionality specification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 22.022 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 23.003]

	“Numbering, addressing and identification”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.003 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 23.032]
	“Universal Geographical Area Description (GAD)”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.032 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 23.038]
	“Technical Specification Group Core Network and Terminals; Alphabets and language-specific information (Release 8)”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.038, 
URL: http://www.3gpp.org/

	[3GPP TS 23.040]
	“Technical realization of the Short Message Service (SMS)”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.040 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 23.060]
	“General Packet Radio Service (GPRS); Service description; Stage 2”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 23.060,
URL: http://www.3gpp.org/

	[3GPP TS 24.008]
	“Mobile radio interface Layer 3 specification; Core network protocols; Stage 3”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 24.008 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 25.413]
	“UTRAN Iu interface Radio Access Network Application Part (RANAP) signaling”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 25.413 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 26.142]
	“Dynamic and Interactive Multimedia Scenes (DIMS)”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 26.142 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 26.245]
	“Transparent end-to-end Packet switched Streaming Service (PSS); Timed text format”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 26.245 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 26.246]

	“Transparent end-to-end Packet-switched Streaming Service (PSS); 3GPP SMIL language profile”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 26.246 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 26.346]
	“Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 26.346 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 31.102]
	“Characteristics of the Universal Subscriber Identity Module (USIM) application”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 31.102 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 31.111]
	“Universal Subscriber Identity Module (USIM) Application Toolkit (USAT) ”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 31.111 Release 8,                                                                   URL: http://www.3gpp.org/

	[3GPP TS 31.115]
	“Secured packet structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications

”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 31.115 Release 8, 
URL: http://www.3gpp.org/

	[3GPP TS 33.246]

	“3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)”, 3rd Generation Partnership Project, Technical Specification 3GPP TS 33.246 Release 8, 
URL: http://www.3gpp.org/

	[3GPP2 C.S0005-E]
	“Upper Layer (Layer 3) Signaling Standard for cdma2000 Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0005-E, Release E, Version 1.0, September 2009,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0035-A]
	“CDMA Card Application Toolkit (CCAT)”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0035-A, Release A, Version 2.0, August 2007,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0050-B]
	“3GPP2 File Formats for Multimedia Services”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0050, Release B, Version 1.0, May 2007,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0065- B]
	“cdma2000 Application on UICC for Spread Spectrum Systems”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0065- B, Release B, Version 1.0, January 2010,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0072-0]

	“Mobile Station Equipment Identifier (MEID) Support for cdma2000 Spread Spectrum Systems,”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0072-0, Release 0, Version 1.0, July 2005,
URL: http://www.3gpp2.org/

	[3GPP2 C.S0078-0]
	“Secured Packet Structure for CDMA Card Application Toolkit (CCAT) Applications”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 C.S0078-0, Release 0, Version 1.0, October 2006,
URL: http://www.3gpp2.org/

	[3GPP2 X.S0022-A]
	“Broadcast and Multicast Service in cdma2000 Wireless IP Network”, 3rd Generation Partnership Project 2, Technical Specification 3GPP2 X.S0022-A, Release A, Version 1.0, February 2007,
URL: http://www.3gpp2.org/

	[BCAST11-BCMCS-Adaptation]
	" BCAST Distribution System Adaptation – 3GPP2/BCMCS", Open Mobile Alliance™, OMA-TS-BCAST_BCMCS_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-DDF-BCAST-MO]
[BCAST12-DDF-BCAST-MO]
	"Mobile Broadcast Services – DDF of BCAST Management Object", Open Mobile Alliance™, OMA-SUP-MO_oma_bcast-V1_1,                                                                                                                         URL: http://www.openmobilealliance.org/
"Mobile Broadcast Services – DDF of BCAST Management Object", Open Mobile Alliance™, OMA-SUP-MO_oma_bcast-V1_2,                                                                                                                         URL: http://www.openmobilealliance.org/

	[BCAST13-Distribution]
	"File and Stream Distribution for Mobile Broadcast Services ", Open Mobile Alliance™, OMA-TS-BCAST_Distribution-V1_3, 
URL: http://www.openmobilealliance.org/

	[BCAST11-DVBH-IPDC-Adaptation]
	" BCAST Distribution System Adaptation – IPDC over DVB-H", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST12-DVBNGH-Adaptation]
	" BCAST Distribution System Adaptation – DVB-Next Generation Handheld (NGH)", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_2,                                                                        URL: http://www.openmobilealliance.org/

	[BCAST13-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services", Open Mobile Alliance™, OMA-ERELD-BCAST-V1_3, 
URL: http://www.openmobilealliance.org/

	[BCAST11-MBMS-Adaptation]
	" BCAST Distribution System Adaptation – 3GPP/MBMS", Open Mobile Alliance™, OMA-TS-BCAST_MBMS_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-Requirements]
	"Mobile Broadcast Services Requirements", Open Mobile Alliance™, OMA-RD-BCAST-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST13-ServContProt]
	"Service and Content Protection for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_SvcCntProtection-V1_3, 
URL: http://www.openmobilealliance.org/

	[BCAST11-XMLSchema-InteractivityMedia]
	"Mobile Broadcast Services – XML Schema for InteractivityMediaDocument", Open Mobile Alliance™, OMA-SUP-XSD_bcast_si_interactivitymedia-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-XMLSchema-orderqueries]
	"Mobile Broadcast Services – XML Schema for Service Provisioning Order Queries", Open Mobile Alliance™, OMA-SUP-XSD_bcast_pr_orderqueries-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-XMLSchema-Roaming-backend]
	"Mobile Broadcast Services – XML Schema for Roaming Messages – Backend ", Open Mobile Alliance™, OMA-SUP-XSD_bcast_roaming_backend-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST11-XMLSchema-Roaming-frontend]
	"Mobile Broadcast Services – XML Schema for Roaming Messages – Frontend", Open Mobile Alliance™, OMA-SUP-XSD_bcast_roaming_frontend-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST10-XMLSchema-Userpreference]
	"Mobile Broadcast Services – XML Schema for User Preferences ", Open Mobile Alliance™, OMA-SUP-XSD_bcast_pr_userpreference-V1_0, 
URL: http://www.openmobilealliance.org/

	[BCAST11-DVBSH-IPDC-Adaptation]
	"Broadcast Distribution System Adaptation – IPDC over DVB-SH", Open Mobile Alliance™, OMA-TS-BCAST_DVB_Adaptation-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST13-SG]
	"Service Guide for Mobile Broadcast Services", Open Mobile Alliance™, OMA-TS-BCAST_ServiceGuide-V1_3, 
URL: http://www.openmobilealliance.org/

	[CONNMO]
	Standardized Connectivity Management Objects, Version 1.0, Open Mobile Alliance™,
OMA-DDS-DM_ConnMO_V1_0-D,                                                                                                           URL: http://www.openmobilealliance.org/

	[OMA DM 1.3]
	“Enabler Release Definition for OMA Device Management v1.3”, OMA-ERELD-DM-V1_3_0, 
URL: http://www.openmobilealliance.org/

	[DMBOOT]
	“OMA Device Management Bootstrap, Version 1.2”. Open Mobile Alliance(, . 
OMA-TS-DM_Bootstrap-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMDDFDTD]
	“OMA DM Device Description Framework DTD, Version 1.2”. Open Mobile Alliance(, . 
OMA-SUP-dtd_dm_ddf-v1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMNOTI]
	“OMA Device Management Notification Initiated Session, Version 1.2”. Open Mobile Alliance(. OMA-DM_Notification-V1_2. .
URL: http://www.openmobilealliance.org/ 

	[DMPRO] 
	“OMA Device Management Protocol, Version 1.2”. Open Mobile Alliance(, . 
OMA-TS-DM_Protocol-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMREPU]
	“OMA Device Management Representation Protocol, Version 1.2”, . 
Open Mobile Alliance(. OMA-TS-DM_RepPro-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMSEC] 
	“OMA Device Management Security, Version 1.2”. Open Mobile Alliance(, . 
OMA-TS-DM_Security-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMSTDOBJ]
	“OMA Device Management Standardized Objects, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM_StdObj-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMTND]
	“OMA Device Management Tree and Description, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM_TND-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DMTNDS]
	“OMA Device Management Tree and Description Serialization, Version 1.2”. Open Mobile Alliance(. OMA-TS-DM_TNDS-V1_2. 
URL: http://www.openmobilealliance.org/ 

	[DRM20-Broadcast-Extensions]
	"OMA DRM v2.0 Extensions for Broadcast Support", Open Mobile Alliance™, OMA-TS-DRM-XBS-V1_0, 
URL: http://www.openmobilealliance.org/ 

	[DRMDRM-v2.0]
	“DRM Specification V2.0”, Open Mobile Alliance™, OMA-DRM-DRM-V2_0, 
URL: http://www.openmobilealliance.org/

	[ERELDSC]
	“Enabler Release Definition for SyncML Common Specifications, version 1.2”. Open Mobile Alliance(. OMA-ERELD-SyncML-Common-V1_2. 
URL: http://www.openmobilealliance.org/

	[ETSI EN 300 468]
	ETSI EN 300 468 v1.x.x, “Digital Video Broadcasting (DVB); Specification for Service Information (SI) in DVB systems”,
URL: http://portal.etsi.org/ 

	[ETSI EN 302 304]


	ETSI EN 302 304 v1.x.x, “Digital Video Broadcasting (DVB); Transmission System for Handheld Terminals (DVB-H)”, 
URL:http://portal.etsi.org/

	[ETSI EN 302 755]
	ETSI EN 302 755 v1.3.x, “Digital Video Broadcasting (DVB); Frame structure channel coding and modulation for a second generation digital terrestrial television broadcasting system (DVB-T2)” URL:http://portal.etsi.org/

	[ETSI EN 303 105]
	ETSI EN 303 105 v1.x.x, “Digital Video Broadcasting (DVB); Next Generation Broadcasting System to Handheld; Physical Layer Specification (DVB-NGH)”,

	[ETSI TS 102.223]
	“Smart Cards; Card Application Toolkit (CAT)”, 
URL: http://www.etsi.org/ Release 10 or later

	[ETSI TS 101.220]
	“Smart Cards; ETSI numbering system for telecommunication application providers”
URL: http://www.etsi.org/

	[ETSI TS 102.221]
	“Smart Cards; UICC-Terminal interface; Physical and Logical Characteristics”, 
URL: http://www.etsi.org/

	[ETSI TS 102.600]
	“Smart Cards; UICC-Terminal interface; Characteristics of the USB interface”, 
URL: http://www.etsi.org/

	[HTML4.01]
	“HTML 4.01 Specification”, W3C Recommendation 24 December 1999, 
URL: http://www.w3.org/TR/html401/

	[IEEE 802.16-2004]
	IEEE 802.16-2004 October 2004, Air Interface for Fixed and Mobile Broadband Wireless Access Systems – Amendment for Physical and Medium Access Control Layers for Combined Fixed and Mobile Operation in Licensed Bands, August 2004
URL: http://www.ieee.org

	[IEEE 802.16e-2005]
	IEEE 802.16-2005. Local and Metropolitan Area Networks – Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems, February 2006
URL: http://www.ieee.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, 
URL: http://www.openmobilealliance.org/

	[ISO-639-1]
	“Codes for the representation of names of languages”, 
URL: http://www.iso.org/iso/iso_catalogue/catalogue_tc/catalogue_detail.htm?csnumber=22109

	[ISO/IEC 14496-20]
	“Information technology — Coding of audio-visual objects — Part 20: Lightweight Application Scene Representation (LASeR) and Simple Aggregation Format (SAF)”, ISO/IEC 14496-20, Second edition 2008-12-01
URL: http://standards.iso.org/

	[ITU-MCC]
	“List of Mobile Country or Geographical Area Codes”, ITU-T Telecommunication Standardization Sector of ITU Complement To ITU-T Recommendation E.212 (05/2004),

URL:  http://www.itu.int/dms_pub/itu-t/opb/sp/T-SP-E.212A-2007-PDF-E.pdf
Note: This List will be updated regularly by numbered series of amendments published in ITU Operational Bulletin. For the latest version see:                                                                                            URL: http://www.itu.int/itu-t/bulletin/annex.html

	[MMSCONF]
	“MMS Conformance Document 1.3”, Open Mobile AllianceOpen Mobile Alliance™, . OMA-MMS-CONF-1_3.doc. 
URL: http://www.openmobilealliance.org/

	[MMSTEMP]
	“MMS Message Template Specification 1.3”, Open Mobile Alliance™, Open Mobile Alliance. OMA-MMS-TEMP-1_3.doc. 
URL: http://www.openmobilealliance.org/

	[MPEG-DASH]
	“Information technology — Dynamic adaptive streaming over HTTP (DASH) — Part 1: Media presentation description and segment formats”, ISO/IEC JTC 1/SC 29, ISO/IEC 23009-1:2012(E)
URL: http:// www.iso.org

	[OMA Charging AD] 
	“Charging Architecture”, Open Mobile Alliance™, OMA-AD-Charging-V1_1, 
URL: http://www.openmobilealliance.org/

	[OMA Charging DDS]    
	“Charging Data”, Open Mobile Alliance™, OMA-DDS-Charging_Data-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA DM 1.2]
	“Enabler Release Definition for OMA Device Management v1.2”, OMA-ERELD-DM-V1_2_0, 
URL: http://www.openmobilealliance.org/

	[OMA FUMO]
	"OMA Enabler Release Definition for Firmware Update Management Object v1.0", Open Mobile Alliance™, OMA-ERELD-FUMO-V1_0, 
URL: http://www.openmobilealliance.org/

	[OMA MLP]
	“Mobile Location Protocol”, Open Mobile AllianceOpen Mobile Alliance™TM, OMA-TS-MLP-V3_2 
URL: http://www.openmobilealliance.org/

	[OMA SCWS11]
	“Smartcard-Web-Server”, Open Mobile Alliance™, OMA-TS-Smartcard_Web_Server-V1_1;
 URL: http://www.openmobilealliance.org/

	[RFC 1951]
	“DEFLATE Compressed Data Format Specification version 1.3”, P. Deutsch, May 1996, 
URL:http://www.ietf.org/rfc/rfc1951.txt

	[RFC 1952]
	“ZIP file format specification version 4.3”, P. Deutsch, May 1996, 
URL:http://www.ietf.org/rfc/rfc1952.txt

	[RFC 2048]
	“Multipurpose Internet Mail Extensions (MIME) Part Four: Registration Procedures”, N. Freed, J. Klensin, J. Postel, November 1996, 
URL: http://www.ietf.org/rfc/rfc2048.txt

	[RFC 2104]
	“HMAC: Keyed-Hashing for Message Authentication”, H. Krawczyk, M. Bellare, R. Canetti, February 1997, 
URL: http://www.ietf.org/rfc/rfc2104.txt

	[RFC 2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC 2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, 
URL: http://www.ietf.org/rfc/rfc2234.txt

	[RFC 2246]
	“The TLS Protocol, Version 1.0”, T. Dierks, C.Allen, January 1999, 
URL: http://www.ietf.org/rfc/rfc2246.txt

	[RFC 2326]
	IETF RFC 2326, “Real Time Streaming Protocol (RTSP) “, 
URL : http://www.ietf.org/rfc/rfc2326.txt

	[RFC 2616]
	IETF RFC 2616, “Hypertext Transfer Protocol -- HTTP/1.1”, 
URL: http://www.ietf.org/rfc/rfc2616.txt

	[RFC 2822]
	RFC 2822, “Internet Message Format”, P. Resnick, Ed. April 2001, 
URL: http://www.ietf.org/rfc/rfc2822.txt.

	[RFC 2865]
	“Remote Authentication Dial In User Service (RADIUS)”, The Internet Engineering Task Force  RFC 2865, 
URL: http:// www.ietf.org/

	[RFC 3261]
	“SIP: Session Initiation Protocol”, Rosenberg, J. et al, June 2002, 
URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC 3830]
	“MIKEY: Multimedia Internet KEYing”, J. Arkko, E. Carrara, F. Lindholm, M. Naslund, K. Norrman,  August 2004, 
URL: http://www.ietf.org/rfc/rfc3830.txt

	[RFC 3966]
	“The tel URI for Telephone Numbers”, Schulzrinne, H., December 2004,
URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC3711]
	“The Secure Real-time Transport Protocol (SRTP)”, M. Baugher, D. McGrew, M. Naslund, E. Carrara, K. Norrman, March 2004, 
URL: http://www.ietf.org/rfc/rfc3711.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[RME]
	“Rich Media Environment Technical Specification, Version 1.0”. Open Mobile Alliance(, . 
OMA-TS-RME-V1_0-20081014-C 
URL: http://www.openmobilealliance.org/ 

	[OMA SCOMO]
	"OMA Enabler Release Definition for Software Component Management Object v1.0", Open Mobile Alliance™, OMA-ERELD-SCOMO-V1_0,
URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures,           URL: http://www.openmobilealliance.org/

	[SSL30]
	“SSL 3.0 Specification”, Netscape Communications, November 1996, 
URL: http://wp.netscape.com/eng/ssl3/draft302.txt

	[TIA-1099a]
	TIA-1099, Revision A, “Forward Link Only Air Interface Specification for Terrestrial Mobile Multimedia Multicast ”, April 2009.
URL: http://global.ihs.com

	[URI-Schemes]
	“URI Schemes for the Mobile Applications Environment”, Version 1.0, Open Mobile Alliance™, 
URL: http://www.openmobilealliance.org/

	[W3C SVG Tiny]
	“Scalable Vector Graphics (SVG) Tiny 1.2 Specification”, W3C Recommendation 22 December 2008
URL: http://www.w3.org/TR/SVGTiny12/

	[XHTMLMP11]
	"XHTML Mobile Profile 1.1", Open Mobile AllianceOpen Mobile Alliance™. OMA-WAP-XHTMLMP-V1_1. 
URL: http://www.openmobilealliance.org/ 

	[XML]
	Extensible Markup Language (XML) 1.1, W3C Recommendation 04 February 2004, edited in place 15 April 2004. 
URL: http://www.w3.org/TR/xml11

	[XMLSchema]
	XML Schema, 
URL: http://www.w3.org/XML/Schema


1.2 Informative References

	[BCAST11-Architecture]
	"Mobile Broadcast Services Architecture", Open Mobile Alliance™, OMA-AD- BCAST-V1_1, 
URL: http://www.openmobilealliance.org/

	[BCAST13-ERELD]
	"Enabler Release Definition for Mobile Broadcast Services”, Open Mobile Alliance™, OMA-ERELD- BCAST-V1_3, 
URL: http://www.openmobilealliance.org/

	[DMACMO]
	“White Paper on Provisioning Objects”. Open Mobile Alliance(. OMA-WP-AC_MO.
URL: http://www.openmobilealliance.org/ 

	[ETSI 102 470-1]
	ETSI TS 102 470-1 v1.x.x,), “Digital Video Broadcasting (DVB); IP Datacast: Program Specific Information (PSI)/Service Information (SI) ; Part1: IP Datacast over DVB-H”, 
URL: http://portal.etsi.org

	[ETSI 102 470-2]
	ETSI TS 102 470 v1.x.x, “Digital Video Broadcasting (DVB); IP Datacast: Program Specific Information (PSI)/Service Information (SI); IP Datacast over DVB-SH”, 
URL: http://portal.etsi.org

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7,                                                                                                                      URL: http://www.openmobilealliance.org/

	[RFC 2397]
	“The ‘data’ URL scheme”, L. Masinter, August 1998, 
URL: http://www.ietf.org/rfc/rfc2397.txt  

	[RFC 4281]
	“The Codecs Parameter for "Bucket" Media Types”, R. Gellens, D. Singer, P. Frojdh, November 2005, 
URL: http://www.ietf.org/rfc/rfc4281.txt  


Change 2:  Change in Abbreviations section 

3.3
Abbreviations
	3GPP
	3rd Generation Partnership Project

	ADF
	Application Dedicated File

	ADF_BSIM
	ADF for BCAST Subscriber Identity Module

	AMCI
	Audience Measurement Campaign Invitation

	AMCP
	Audience Measurement Campaign Participation

	AMRD
	Audience Measurement Report Delivery

	AMRR
	Audience Measurement Report Response

	AMRT
	Audience Measurement Report Trigger

	APDU
	Application Protocol Data Unit

	BASE_ID
	Base Station Identification

	BASE_LAT
	Base Station Latitude

	BASE_LONG
	Base Station Longitude

	BCAST
	Mobile Broadcast Services

	BCMCS
	Broadcast Multicast Service

	BDS
	BCAST Distribution System

	BIP
	Bearer Independent Protocol

	BSA
	BCAST Service Application

	BSD/A
	BCAST service distribution/adaptation

	BSDA
	BCAST Service Distribution and Adaptation

	BSID
	Base Station Identification

	BSM
	BCAST Subscription Management

	BSM
	BCAST Subscription Management

	BSP-C
	Broadcast service provisioning Client Function

	BSP-M
	Broadcast service provisioning Management Function

	CENC
	Common ENCryption

	CID
	Content ID

	CSIM
	Cdma2000 Subscriber Identity Module

	DASH
	Dynamic Adaptive Streaming over HTTP

	DCF
	DRM Content Format

	DF BCAST
	Dedicated File for BCAST

	DIMS
	Dynamic and Interactive Multimedia Scenes

	DRM
	Digital Rights Management

	DVB
	Digital Video Broadcast

	DVB-H
DVB-NGH
	Digital Video Broadcast – Handheld
Digital Video Broadcast – Next Generation Handheld

	DVB-SH
	Digital Video Broadcast – Satellite to Handheld

	DVB-T
	Digital Video Broadcast – Terrestrial

	DVB-T2
	Digital Video Broadcast – Secnd Generation Terrestrial

	EF
	Elementary File

	E-UTRAN
	Evolved- UMTS Terrestrial Radio Access Network

	eMBMS
	Evolved Multimedia Broadcast Multicast Service

	EN
	European Norm

	ESG
	Electronic Service Guide

	ETSI
	European Telecommunications Standards Institute

	FDT
	File Delivery Table

	FEC
	Forward Error Correction

	FLUTE
	File Delivery over Unidirectional Transport

	GAD
	Geographical Area Description

	GZIP
	GNU zip

	HSP
	High Speed Protocol

	HTTP
	Hyper Text Transfer Protocol

	HTTPS
	Secure Hyper Text Transfer Protocol

	IC
	Interaction Channel

	IMEI
	International Mobile Equipment Identity

	IMS
	IP Multimedia Subsystem

	INT 
	IP/MAC Notification Table

	IP 
	Internet Protocol

	IPDC
	IP DataCast

	IPsec
	IP security

	ISIM
	IP Multimedia Services Identity Module

	ISMACryp
	Internet Streaming Media Alliance (ISMA) Encryption and Authentication

	KMS
	Key Management System 

	LAC
	Location Area Code

	LASeR
	Lightweight Application Scene Representation

	LOI
	Local-Area OIS Infrastructure

	LTE
	Long Term Evolution

	LTKM
	Long-Term Key Message

	MBMS
	Multimedia Broadcast / Multicast Service

	MCC
	Mobile Country Code

	MEID
	Mobile Equipment Identifier

	MF
	Master File

	MIKEY
	Multimedia Internet KEYing

	MMS
	Multimedia Messaging System

	MNC
	Mobile Network Code

	MO
	Management Object

	MO-SMS
	Mobile Originated Short Message Service

	MT-SMS
	Mobile Terminated Short Message Service

	MPD
	Media Presentation Description

	MPE
	Multi-Protocol Encapsulation

	MPEG
	Motion Pictures Expert Group

	MTD
	Message Template Definition

	NID
	Network IDentification

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	OSF
	Open Security Framework

	PSI/SI
	Program Specific Information/Service Information

	RI
	Rights Issuer

	RME
	Rich Media Environment

	RMS
	Rich Media System

	RO
	Rights Object

	RTCP
	Real Time Control Protocol

	R-UIM
	Removable User Identity Module

	SCWS
	Smart Card Web Server

	SDP
	Session Description Protocol

	SG
	Service Guide

	SG-C
	Service Guide-Client

	SG-D
	Service Guide-Distribution

	SGDU
	Service Guide Delivery Unit

	SID
	System IDentification

	SIP
	Session Initiation Protocol

	SMIL
	Synchronized Media Integration  Language

	SMS
	Short Message Service

	SMS-PP
	Short Message Service Point to Point

	SRTP
	Secure Real-time Transport Protocol

	STKM
	Short Term Key Message

	TAC
	Tracking Area Code

	TAR
	Toolkit Application Reference

	TCP
	Transmission Control Protocol

	TP-C
	Terminal Provisioning Client Component

	TP-M
	Terminal Provisioning Management Component

	TR
	Technical Report

	TS
	Technical Specification

	UDP
	User Datagram Protocol

	UICC
	Universal Integrated Circuit Card

	USF
	Unique Smartcard Filter

	USIM
	Universal Subscriber Identity Module

	WAP
	Wireless Application Protocol

	WOI
	Wide-Area OIS Infrastructure

	XHTML
	Extensible Hypertext Markup Language

	XML
	Extensible Markup Language


Change 3:  Change in Appendix G to add the example of E-UTRAN version value

G.3.32 <X>/BDSEntryPoint/<X>/MBMS/<X>/SG/<X>/BCBearer/Version 
	Status
	Occurrence
	Format
	Min. Access Types
	

	Required
	ZeroOrOne
	chr
	Get
	


This leaf node describes the version of the MBMS bearer. Possible values SHALL be constructed as the values of <Version> sub-element of <BDSType> element in SG Access fragment, when <Type> of <BDSType> is set to "1 – 3GPP MBMS" (see [BCAST13-SG] section 5.1.2.4). Accordingly, examples of valid values are: “3GPP.R6.UTRAN”, “3GPP.R8.MBSFN‑IMB”, “3GPP.R9.E-UTRAN”. When this node is absent, the terminal SHALL assume "3GPP.R8.UTRAN" value for the MBMS bearer version of BCBearer node.
Change 4:  Change in Appendix G to add the example of E-UTRAN version value

G.3.42 <X>/BDSEntryPoint/<X>/MBMS/<X>/NotificationBCBearer/Version

	Status
	Occurrence
	Format
	Min. Access Types
	

	Required
	ZeroOrOne
	chr
	Get
	


This leaf node describes the version of the MBMS bearer used for the Notification Function. Possible values SHALL be constructed as the values of <Version> sub-element of <BDSType> element in SG Access fragment, when <Type> of <BDSType> is set to "1 – 3GPP MBMS" (see [BCAST13-SG] section 5.1.2.4). Accordingly, examples of valid values are: “3GPP.R6.UTRAN”, “3GPP.R8.MBSFN‑IMB”, “3GPP.R9.E-UTRAN”. When this node is absent, the terminal SHALL assume "3GPP.R8.UTRAN" value for the MBMS bearer version of NotificationBCBearer node.
Change 5:  Change in Section 5.20 to add the location DVB-NGH, DVB-T2 and E-UTRAN

5.20.2.3.3  CONFIGURATION message (BCAST AM-M to BCAST AM-C)

The CONFIGURATION message tag is 0x06. The TLV (Tag Length Value) format is used to carry configuration parameters to the BCAST AM-C.

	Description
	Value
	M/O
	Length
(in bytes)

	Reporting bearer Tag
	0xA1
	O
	1

	Length
	1
	O
	1

	Reporting bearer
	Binary
	O
	1

	BCAST AM-M address Tag
	0xA2
	O
	1

	Length 
	L1
	O
	A

	BCAST AM-M address
	URL
	O
	L1

	SMSC address Tag
	0xA3
	O
	1

	Length
	L2
	O
	B

	SMSC address
	Binary
	O
	L2

	TPDA address Tag
	0xA4
	O
	1

	Length
	L3
	O
	C

	TPDA address
	Binary
	O
	L3

	Reporting mode Tag
	0xA6
	O
	1

	Length
	1
	O
	1

	Reporting mode
	Binary
	O
	1

	Reporting frequency Tag
	0xA7
	O
	1

	Length
	1
	O
	1

	Reporting frequency
	Unsigned short 
	O
	1

	Reporting trigger Tag
	OxA8
	O
	1

	Length
	L5
	O
	D

	Reporting trigger
	Unsigned short
	O
	L5

	Location Type Tag
	0xA9
	O
	1

	Length
	1
	O
	1

	Location Type
	Binary
	O
	1

	AM Control Type for Clear to Air Tag
	0xAB
	O
	1

	Length
	1
	O
	1

	AM Control Type for Clear to Air
	Binary
	O
	1

	Additional metrics Tag
	0xAA
	O
	1

	Length
	4
	O
	1

	Additional metrics
	Binary
	O
	4


Table 75: CONFIGURATION message

Reporting bearer: bearer used for reporting messages (SMS or HTTP)
0x00 = Hyper Text Transfer Protocol (HTTP)

0x01 = Short Message Service Point to Point (SMS-PP)

BCAST AM-M address: BCAST AM-M URL coded in UTF-8. This address is used to send the REPORTING message over HTTP.

SMSC address: address of SMS centre. This is the TS‑Service Centre Address as defined in [3GPP TS 31.102]. Coded as defined for EFSMSP [3GPP TS 31.102] for TS-Service Centre Address

TPDA address: address of BCAST AM-M when using SMS bearer, This is the TP-Destination Address as defined in [3GPP TS 31.102]. Coded as defined for EFSMSP in [3GPP TS 31.102] for TP-Destination Address

Reporting mode: Mode of reporting: 

0x00 = Push (from BCAST AM-C to BCAST AM-M)

0x01 = Pull (Reporting triggered by BCAST AM-M)
Reporting frequency: period in hours between two data reporting in Push mode

Reporting trigger: data size which triggers an automatic reporting from BCAST AM-C 
Location Type: This field gives the type of location the BCAST AM_C should return in the report. This tag is present only if the location information is required by BCAST AM_M as indicated in additional metrics. If several location types are needed a list of location types is present in the location type TLV. The following values are defined:
0x00: Geographical location (as defined for GAD shapes in [3GPP TS 31.111])

0x01: 3GPP Location (as defined for Location Information in [3GPP TS 31.111])
0x02: 3GPP2 location (as defined for Location Information in [3GPP2 C.S0035-A])

0x03: DVB-H location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x04: DVB-SH location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x05: WiMAX location 

0x06: Forward Link Only location 
0x07: DVB-NGH location
0x08: DVB-T2 location 

0x09: 3GPP E-UTRAN Location 
0xFF to 0x0A: reserved for future use.
AM Control Type for Clear to Air: Indicates if the AM control for clear to air services is used using “AM Control for Clear to Air contents” event of the Event Signalling Mode of BCAST command as defined in [BCAST13-ServContProt]. 
· If set to 0 or the TLV is absent, indicates that the AM control signalled in the Event Signalling Mode of the BCAST command is not used. If the AM control is needed, it is done using the access criteria Audience_measurement_control descriptor in the STKM . 
· If set to 1 indicates that the AM control for Clear to air services signalled in the Event Signalling Mode of the BCAST command is used.
Additional metrics: this is a bit mask indicating the additional metrics required by the BCAST AM-M, in addition to zapping information. 
Bit 0: indicates the location_In information shall be provided (1) or not (0). Location_In is the Location where the user is when she starts watching a particular service.

Bit 1: indicates the location_Out information shall be provided (1) or not (0). Location_Out is the Location where the user is when she stops watching a particular service 
Bits 2 : Indicates that the consumption time provided by the Terminal in the Event Signalling Mode of the BCAST command SHALL be provided (1) or SHALL NOT (0)

Bit 3: Indicates that the Content ID provided by the Terminal in the Event Signalling Mode of the BCAST Command SHALL be provided (1) or SHALL NOT (0)

Bit 4 to 15 are reserved for future use. 
Bits 16 to 31 are reserved for proprietary extensions.
Change 6:  Change in Section 5.20 to add the location DVB-NGH, DVB-T2 and E-UTRAN

5.20.2.3.5.1  REPORTING message via SMS (BCAST AM-C to BCAST AM-M)

The REPORTING message tag is 0x08. The format of its payload is detailed in the table below.

	Description
	Value
	M/O
	Length
(in bytes)

	User ID Tag
	0x13
	M
	1

	Length
	L1
	M
	A

	User ID
	Binary
	M
	L1

	Reporting data Tag
	0xC0
	M
	1

	Length 
	3+L1+…+Ln
	M
	1

	Reporting mode
	Binary
	M
	1

	Report ID 
	Binary

Unsigned short 
	M
	2

	Zapping event [1]
	Zapping event record
	M
	L1

	….
	
	
	

	Zapping event [n]
	Zapping event record
	O
	Ln


Table 77: REPORTING message

User ID: same as Table 69: REGISTRATION_ RESPONSE message
Reporting mode: indicates the mode of the report:

0x00: Push (reporting triggered by BCAST AM-C when data size reaches the reporting trigger value),

0x01: pull (reporting triggered by BCAST AM-M request) 

0x02: cyclic (automatic periodic reporting)

Report ID: reporting identifier, this information is repeated in the REPORTING_RESPONSE message for BCAST AM-M acknowledgement

Zapping event: audience data representing a service consumption session, sent from BCAST AM-C to BCAST AM-M

The BCAST AM-C SHALL format Zapping event records as follows:

	Description
	Value
	M/O
	Length
(in bytes)

	Record Format 
	Binary
	M
	2

	Key Domain ID
	Binary


	O
	3

	Key group part
	Binary


	O
	2

	Time stamp
	Binary


	O
	1,2,3,4

	Duration
	Binary
	O
	1,2,3,4

	Additional_metrics TLV
	See values below
	O
	1

	               ”” 
	L1
	O
	1

	               ””
	Binary
	O
	L1


Table 78: Zapping event record format

Note 1: The first Zapping event of Audience data SHALL contain Key Domain ID, Key group part and Time stamp.

Note 2: A Zapping event MAY contain Key Domain ID, Key group part and Time stamp even if it is not the first event.

Record Format: detailed below in Table 78: Zapping event record format 
Key Domain ID:  key domain ID value retrieved from STKM message 

Key group part:  key group part value retrieved from STKM message

Time stamp: if it is the first Zapping event of the Audience data, this is the value of the Time stamp extracted from the STKM and coded on 4 bytes. Otherwise, it is the difference between the Time stamp of the current Zapping event and the Time stamp in the previous Zapping event. The format of the Time stamp is then defined in the Record Format (see Table 78: Zapping event record format)

Duration: equal to the last time stamp minus the first time stamp of a service consumption sequenceAdditional_metrics TLV: These TLVs allow the coding of additional metrics.  The MSB of the tag value signals if there is additional TLV after the current TLV. If the MSB is set to 1, this indicates that there is another TLV (another metric) after this current TLV. If the MSB is set to 0, this indicates that this is the last metric of this zapping event.

The list of tags for additional metrics defined for this version of the specification is given in the table below

	Tag name
	Value
	Description

	Location_In 
	0x01
	This TLV gives the Location where the user is when she starts watching a particular service

	Location_Out 
	0x02

	This TLV gives the Location where the user is when she  stops watching a particular service

	Consumption Time 
	0x03

	This TLV gives the Consumption Time provided by the Terminal, consumption time by a user of the content concerned by the zapping event..

	Service/Content ID 
	0x04

	This TLV gives the Identifier of the content concerned by the zapping event. This Identifier is provided by the Terminal 


Table 79: list of tags for additional metrics
	Description
	Value
	M/O
	Length
(in bytes)

	Location Tag 
	0x01 or 0x02
	M
	1

	Length
	L0
	M
	1

	Location_Type
	See below
	M
	1

	If (Location_type ==0x00) {
	
	
	

	    Length of GAD shape
	L1
	O
	1

	    GAD shape
	See below
	O
	L1

	    }
	
	
	

	If (Location_type ==0x01) {
	
	
	

	    3gpp_LAC
	Binary
	O
	2

	    3gpp_Cell ID
	Binary
	O
	2

	    }
	
	
	

	If (Location_type == 0x02) {
	
	
	

	    3gpp2_SID
	Binary
	O
	2

	    3gpp2_NID
	Binary
	O
	2

	    3gpp2_BASE_ID
	Binary
	O
	2

	    3gpp2_BASE_LAT
	Binary
	O
	3

	    3gpp2_BASE_LONG
	Binary
	O
	3

	    }
	
	
	

	If (Location_type == 0x03 or 0x04) {
	
	
	

	    dvb_Network_ID
	See below
	O
	2

	    dvb_Cell ID
	See below
	O
	2

	    number_of_dvb_subcell_ID
	Binary
	O
	1

	    for (j=0; j< number_of_dvb_subcell_ID; j++) {
	
	
	

	         dvb_Subcell_ID
	See below
	O
	1

	         }
	
	
	

	    }
	
	
	

	If (Location_type == 0x05) {
	
	
	

	    number_of_wimax_bsids
	Binary
	O
	2

	    for (j=0; j< number_of_wimax_bsids; j++) {
	
	
	

	         wimax_BSID
	See below
	O
	6

	         }
	
	
	

	    }
	
	
	

	If (Location_type == 0x06) {
	
	
	

	    flo_network_ID
	See below
	O
	2

	    flo_presence_flags
	See below
	O
	1

	    If (flo_presence_flags = 0xXXXXXXX1) {
	
	
	

	        flo_WOI_ID

        }
	See below
	O
	2

	    If (flo_presence_flags = 0xXXXXXX1X) {
	
	
	

	        flo_LOI_ID
	See below
	O
	2

	        }
	
	
	

	    }
	
	
	

	If (Location_type == 0x07 or 0x08) {
	
	
	

	    dvb_Network_ID
	See below
	O
	2

	    dvb_System_ID
	See below
	O
	2

	    dvb_Cell ID
	See below
	O
	2

	    number_of_dvb_subcell_ID
	Binary
	O
	1

	    for (j=0; j< number_of_dvb_subcell_ID; j++) {
	
	
	

	         dvb_Subcell_ID
	See below
	O
	1

	         }
	
	
	

	If (Location_type ==0x09) {
	
	
	

	    3gpp_MCC_MNC
	
	
	3

	    3gpp_TAC
	Binary
	O
	2

	    3gpp_e_Cell ID
	Binary
	O
	4

	   }
	
	
	

	
	
	
	


Table 80: Location TLV definition

Note: several Location tags MAY be present with a location_type different for each.
Location_Type: This field gives the type of location. The following values are defined:
0x00: Geographical location (as defined for GAD shapes in [3GPP TS 31.111])

0x01: 3GPP Location (as defined for Location Information in [3GPP TS 31.111])
0x02: 3GPP2 location (as defined for Location Information in [3GPP2 C.S0035-A])

0x03: DVB-H location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x04: DVB-SH location (as defined for Broadcast Network Information in [3GPP TS 102.223])

0x05: WiMAX location 

0x06: Forward Link Only location
0x07: DVB-NGH location

0x08: DVB-T2 location 

0x09: 3GPP E-UTRAN Location 
0xFF to 0x0A: reserved for future use.
Length of GAD shape: the length of the Universal Geographical Area Description (GAD) shape in Binary coding
GAD shape: Universal geographical area description shape. Shape data is encoded as described in [3GPP TS 23.032] with the first byte of the shape containing the shape type. The GAD shape is retrieved from the terminal using the ENVELOPE (Geographical Location Reporting) Command (as defined in[3GPP TS 31.111 v8].  This is the value of GAD shape when the user starts watching a particular service in the Location_In TLV and is the value of GAD shape when the user stops watching the current service in the Location_Out TLV.
3gpp_LAC: This is the value of LAC (Location Area Code) when the user starts watching a particular service in the Location_In TLV and is the value of LAC (Location Area Code) when the user stops watching the current service in the Location_Out TLV. LAC is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP TS 31.111] for 3GPP at the beginning of a service consumption sequence or at the end of a service consumption sequence.
3gpp_Cell ID: This is the identifier of the cell where the user is when she starts watching a particular service in the Location_In TLV and this is the identifier of the cell where the user is when she stops watching the current service in the Location_Out TLV. The cell identifier is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP TS 31.111] for 3GPP) at the beginning of a service consumption sequence or at the end of a service consumption sequence.
3gpp2_SID: 3GPP2 System Identification as defined in [3GPP2 C.S0005-E]. SID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP2 C.S0035-A] for 3GPP2)
3gpp2_NID: 3GPP2 Network Identification as defined in [3GPP2 C.S0005-E]. NID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in  [ETSI TS 102.223] and [3GPP2 C.S0035-A] for 3GPP2)
3gpp2_BASE_ID: 3GPP2 Base Station Identification of the current base station as defined in [3GPP2 C.S0005-E]. BASE_ID is retrieved from terminal using proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP2 C.S0035-A] for 3GPP2
3gpp2_BASE_LAT: 3GPP2 Base Station Latitude of the current base station as defined in [3GPP2 C.S0005-E]. BASE_LAT is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP2 C.S0035-A] for 3GPP2)
3gpp2_BASE_LONG: 3GPP2 Base Station Longitude of the current base station as defined in [3GPP2 C.S0005-E]. BASE_LONG is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in  [ETSI TS 102.223] and [3GPP2 C.S0035-A] for 3GPP2)
dvb_Network_ID: is defined in [ETSI EN 300 468] and is transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468]. The dvb_Network_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
dvb_Cell_ID: corresponds to cell_id defined in [ETSI EN 300 468] and is transmitted as "cell_id " in the Network Information Table (NIT) according to [ETSI EN 300 468]. The dvb_Cell_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
number_of_dvb_subcell_ID: specifies the number of dvb subcell_ID fields included in the following loop.
dvb_Subcell_ID: corresponds to cell_id_extension defined in [ETSI EN 300 468] and is transmitted as "cell_id_extension" in the Network Information Table (NIT) according to [ETSI EN 300 468]. The dvb_Subcell_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
dvb_System_ID: is defined in [ETSI EN 303 105] for DVB-NGH and in [ETSI EN 302 755] for DVB-T2 and is transmitted in the Network Information Table (NIT) according to [ETSI EN 300 468]. The dvb_System_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
number_of_wimax_bsids: specifies the number of WiMAX BSID fields included in the following loop.
wimax_BSID: WiMAX Base Station Identifier as specified in [IEEE 802.16-2004] and [IEEE 802.16e-2005]
flo_network_ID: Identifier of the particular network defining the WOI_ID and LOI_ID, according to [TIA-1099a], Section 1.11. The flo_network_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.

flo_presence_flags: - indicates whether the Infrastructure Identifiers are present in the forward link only cell identification structure.
Bit 0:  

If set to 1, Wide-Area Infrastructure Identifier is present in the forward link only cell identification structure.
If set to 0: Wide-Area Infrastructure Identifier is absent in the forward link only cell identification structure.
Bit 1:  

If set to 1, Local-Area Infrastructure Identifier is present in the forward link only cell identification structure.
If set to 0: Local-Area Infrastructure Identifier is absent in the forward link only cell identification structure.
Bit 2 to 7: reserved for future use
flo_WOI_ID: Wide-Area Infrastructure ID, transmitted in Wide-Area OIS Channel, according to [TIA-1099a], Section 1.11. The flo_WOI_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
flo_LOI_ID: Local-Area Infrastructure ID, transmitted in Wide-Area OIS Channel or RF Channel Description Message, according to [TIA-1099a], Section 1.11. The flo_LOI_ID is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION(Broadcast Network Information) (as defined in [ETSI TS 102.223]) at the beginning of a service consumption sequence in the Location_In TLV or at the end of a service consumption sequence in the Location_Out TLV.
3gpp_MCC_MNC: This is the value of MCC (Mobile Country Code) and MNC (Mobile Network Code) when the user starts watching a particular service in the Location_In TLV and is the value of MCC (Mobile Country Code) and MNC (Mobile Network Code) when the user stops watching the current service in the Location_Out TLV. MCC and MNC is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP TS 31.111] for 3GPP at the beginning of a service consumption sequence or at the end of a service consumption sequence.
3gpp_TAC: This is the value of TAC (Tracking Area Code) in case of E-UTRAN type of network, where the user is when she starts watching a particular service in the Location_In TLV and is the value of TAC (Tracking Area Code) when the user stops watching the current service in the Location_Out TLV. TAC is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP TS 31.111] for 3GPP at the beginning of a service consumption sequence or at the end of a service consumption sequence.
3gpp_e_Cell ID: This is the identifier of the cell, in case of E-UTRAN type of network, where the user is when she starts watching a particular service in the Location_In TLV and this is the identifier of the cell where the user is when she stops watching the current service in the Location_Out TLV. The cell identifier is retrieved from the terminal using the proactive command PROVIDE LOCAL INFORMATION (as defined in [ETSI TS 102.223] and [3GPP TS 31.111] for 3GPP) at the beginning of a service consumption sequence or at the end of a service consumption sequence.
	Description
	Value
	M/O
	Length
(in bytes)

	Consumption Time Tag 
	0x03
	M
	1

	Length
	4
	M
	1

	Consumption Time
	Binary
	M
	4


Table 81: Consumption Time TLV definition
Consumption Time: integer value of the accumulated service consumption time encoded on 4 bytes. Service/Content consumption time is calculated from the information sent in “Event Signalling Mode” command defined in [BCAST13-ServContProt]. Actual service consumption time is 2Consumption Time seconds. For reliability,time reference for this Consumption Time SHOULD NOT be a time that may be modified by the user.

	Description
	Value
	M/O
	Length
(in bytes)

	Service/Content IDTag 
	0x04
	M
	1

	Length
	L0
	M
	7

	Service/content ID
	String
	M
	L0


Table 82: Service/Content ID TLV definition
Service/Content ID: anyURI value (GlobalServiceID and GlobalContentID) retrieved from “Event Signalling Mode” command defined in [BCAST13-ServContProt]. This Identifier is retrieved by the Terminal in the Service Guide. 

In case of clear to air services and contents, this value is present and is coded as follows:

“GlobalServiceID”||”/”||”GlobalContentID”

For encrypted services, The GlobalServiceID is not necessary as the Key domain ID and Key group part are introduced in the Zapping event record as described in table78. The Service/content ID is then coded as follow

“/”||“GlobalContentID”
The Record Format field is encoded as follows:

	Record_Format field description
	Length (in bits)
	Type

	Record_Format() {
	16
	

	

key_domain_id_presence_flag
	1
	bslbf

	

key_group_part_index
	6
	uimsbf

	

ts_sign
	1
	bslbf

	

ts_format
	3
	uimsbf

	

duration_format
	3
	uimsbf

	       additional_metrics_presence_flag
	1
	bslbf

	

reserved_for_future_use
	1
	bslbf

	
}
	
	


Table 83: Zapping event Record Format encoding

key_domain_id_presence_flag - key_domain_id is present (1) or absent (0) in this Zapping event. When it is absent, the last key_domain_id present in the Audience data is used.

key_group_part_index – 0 indicates that the key_group_part is not present; any other value indicates the index of the first occurrence of key_group_part coded on 6 bits.

ts_sign – used when ts_format=1,2,3, or 4.0 indicates that Time stamp   is greater than or equal to zero, 1 indicates that Time stamp is strictly lower than 0.

ts_format – coding of Time stamp in absolute or relative value: the value 0 indicates that Time stamp is not present;  values 1, 2, 3 and 4 indicate the number of bytes used to code the Time stamp relative value; 8 indicates that the absolute  Time stamp value is present.

duration_format – 0 indicates that Duration is not present, 1, 2, 3 and 4 indicate the number of bytes used to code the Duration.  

additional_metrics_presence_flag –This bit indicates whether additional metrics are present in the zapping event record. 0: there no additional metrics; 1:  Additional metrics are appended in the zapping event record in the form of TLV.
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