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1 Reason for Change
.This CR proposes to add some test requirements for the DASH-Based files support, which is the main adding feature of BCAST1.3, in the BCAST1.3 ETR.
2 Impact on Backward Compatibility
No backward compatibility issues.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the change proposed in this contribution.

6 Detailed Change Proposal

Change 1:  Change in section 3.3 Abbreviations 
3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project 

	3GPP2
	3rd Generation Partnership Project 2

	AACv2
	Advanced Audio Coding version 2

	AMR-WB
	Adaptive Multi Rate - Wide Band

	BCMCS
	Broadcast/Multicast Services

	BCRO
	Broadcast Rights Object

	BDS
	Broadcast Distribution System

	BSA
	BCAST Service Application

	BSD/A
	BCAST Service Distribution and Adaptation

	BSM 
	BCAST Subscription Management 

	CENC
	Common ENCryption

	CODEC
	Compressor/Decompressor

	DASH
	Dynamic Adaptive Streaming over HTTP

	DRM
	Digital Rights Management

	DVB-H
	Digital Video Broadcasting – Handhelds

	eMBMS
	Evolved MBMS

	ESG
	Electronic Service Guide

	ETR
	Enabler Test Requirement

	E-UTRAN
	Evolved - UMTS Terrestrial Radio Access Network

	FDT
	File Description Table

	FEC
	Forward Error Correction

	FLUTE
	File Delivery over Unidirectional Transport

	GBA-U
	Generic Bootstrapping Architecture with UICC based enhancements

	GIF
	Graphics Interchange Format

	GZIP
	GNU ZIP

	HTML
	Hyper Text Mark-up Language

	HTTP
	Hyper Text Transfer Protocol

	IP
	Internet Protocol

	IPDC
	IP Data Cast

	IPSec
	IP Security

	ISMACryp
	ISMA Encryption and Authentication specification

	JPEG
	Joint Photographic Experts Group

	LTKM
	Long Term Key Message

	MBMS
	Multimedia Broadcast/Multicast Service

	MKI
	Master Key Index

	MO
	Management Object

	MPD
	Media Presentation Description

	OMA
	Open Mobile Alliance

	PNG
	Portable Network Graphics

	RK
	Registration Key

	RO
	Rights Object

	ROAP
	Rights Object Acquisition Protocol

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	R-UIM
	Removable User Identity Module

	SDP
	Session Description Protocol

	SEA
	Segment Encryption and Authentication

	SG
	Service Guide

	SGDD
	Service Guide Delivery Descriptor

	SGDU
	Service Guide Delivery Unit

	SI
	Service Interaction

	SIM
	Subscriber Identity Module

	SMS
	Short Message Service

	SPCP
	Service Protection Content Protection

	SRTP
	Secure Real-time Transport Protocol

	STKM
	Short Term Key Message

	UDP
	User Datagram Protocol

	URI
	Universal Resource Identified

	USIM
	Universal Subscriber Identity Module

	UTRAN
	UMTS Terrestrial Radio Access Network

	XBS
	Broadcast Extensions

	XML
	Extensible Markup Language


Change 2:  Change in section 4 Introduction

4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler Mobile Broadcast Services 1.3 (BCAST 1.3), documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-BCAST_Services-V1_3 [BCAST13-Services]: Main specification for Mobile Broadcast Services (BCAST). Serves as an umbrella document for all the Mobile Broadcast Services function-level specifications and links the specifications with Mobile Broadcast Services Architecture [BCAST AD]. Further, the document specifies the following functions: Service Provisioning, Terminal Provisioning, Service Interaction, Mobility, Roaming, Notification, Charging, Smartcard Broadcast Provisioning, Audience Measurement and Dynamic Adaptive Streaming Services..

· OMA-TS-BCAST_ServiceGuide-V1_3 [BCAST13–SG]: Specification for Service Guide for Mobile Broadcast Services. Service Guide is functionality that allows providers to describe and announce the availability of Mobile Broadcast Services and consequently allows users to discover and access those. 

· OMA-TS-BCAST-Distribution-V1_3 [BCAST13–Distribution]: Specification for access independent delivery of files and real-time streams. 

· OMA-TS-BCAST_SvcCntProtection-V1_3 [BCAST13–ServContProt]: Specification for Service and Content Protection of Mobile Broadcast Services. The document specifies two profiles for Service Protection: DRM 2.0 based(DRM Profile); and 3GPP-(U)SIM / 3GPP2-(R-)UIM/CSIM–based(Smartcard Profile).

· OMA-TS-DRM-XBS-V1_1 [DRM20-Broadcast-Extensions]: Specification for DRM 2.0 extensions for DRM 2.0-based Service and Content Protection.

· OMA-TS-BCAST_MBMS_Adaptation-V1_3 [BCAST13–MBMS Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over 3GPP/MBMS bearer or 3GPP/eMBMS bearer (MBMS over E-UTRAN radio access network).

· OMA-TS-BCAST_BCMCS_Adpatation-V1_1 [BCAST11–BCMCS Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over 3GPP2/BCMCS bearer.

· OMA-TS-BCAST_DVB_Adaptation-V1_1 [BCAST11–DVB-H-IPDC–Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – IPDC over DVB-H bearer.

· OMA-TS-BCAST_FLO_Adaptation-V1_1 [BCAST11-FLO-Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over Forward Link Only bearer.

· OMA-TS-BCAST_WiMAX_Adaptation-V1_1 [BCAST11-WiMAX_Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over Wimax bearer.

· OMA-TS-BCAST_DVBSH_Adaptation-V1_1 [BCAST11–DVB-SH-IPDC-Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – IPDC over DVB-SH bearer.
· OMA-TS-BCAST_DVB_NGH_Adaptation-V1_2 [BCAST12–DVB-NGH- Adaptation]: Specification on delivering interoperable Mobile Broadcast Services – as enabled by OMA Mobile Broadcast Service Enabler – over DVB NGH bearer.

Generally, the testing activity should aim at validating the normal working behaviour of the terminal/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for BCAST 1.3.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within BCAST 1.3 Enabler.
Change 3:  Change in section 5.1  Enabler Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler BCAST 1.3.

In this section, it should be defined what specific functionalities of BCAST 1.3 shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table. Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,
The following are the Feature Keys of BCAST 1.3 that should be tested. 
	Feature Key
	Description

	AMS
	Audience Measurement – Smartcard-Centric solution

	AMT
	Audience Measurement – Terminal -centric

	CODEC
	Multimedia CODEC

	DAS
	Dynamic Adaptive Streaming 

	FD
	File Distribution

	FP
	Flow Provisioning

	MR
	Mobility and Roaming

	NT
	Notification

	RM
	Rich Media

	SCBP
	Smartcard Broadcast Provisioning

	SCPD
	Service and Content Protection - DRM Profile

	SCPS
	Service and Content Protection - Smartcard Profile

	SD
	Stream Distribution

	SG
	Service Guide

	SI
	Service Interaction 

	SPR
	Service Provisioning

	TP
	Terminal Provisioning


Change 4:  Change in section 5.1.1 Introduction

5.1.1 Main Specifications

5.1.1.1    Mandatory Test Requirements

5.1.1.1.1  Mandatory terminal test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-001
	File distribution over Broadcast Channel
	Required to test whether file distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for FLUTE, support for FEC and support for related SDP descriptions.

	
	FD-002
	File distribution over Interaction Channel
	Required to test whether file distribution method using HTTP is supported for mandatory parts over Interaction Channel.

	
	SCPD-001
	Layer 1: Registration
	Interactive Device: Required to test that the terminal can execute the ROAP Registration over the interactive channel.

Broadcast Device: Required to test that the terminal can execute the Broadcast Device Registration (i.e. terminal supports messages from sections 7.2, 7.4 and 7.5 of [DRM20-Broadcast-Extensions]).

	
	SCPD-002
	Layer 2: Basic LTKM procedures and processing 
	Interactive Device: Required to test whether terminal supports requesting and processing the LTKM (in form of an RO) to retrieve the Service Key over the interactive channel. 

Broadcast Device: Required to test whether terminal supports processing the LTKM (in form of a BCRO) to retrieve the Service Key over the broadcast channel.

	
	SCPD-003
	Layer 3: Basic STKM procedures and processing
	Required to test that the terminal can receive and process STKM over the broadcast channel (mandatory STKM fields).  

	
	SCPD-004
	Layer 4: SRTP
	Required to test that the terminal can process SRTP content delivery over the broadcast channel.

	
	SCPD-005
	Support for Service and Content Protection signaling in SDP for the DRM Profile.
	Required to test whether the terminal supports signaling of Service and Content Protection in SDP for the DRM Profile.

	
	SCPD-006
	Support for SDP signaling of SRTP.
	Required to test whether the terminal supports signaling of SRTP streams in SDP.

	
	SCPS-001
	Layer 1: Subscriber Key request
	Required to test that a U (SIM) can execute GBA-U bootstrapping. For R-UIM, derivation of "Auth-Key", derived from the RK should be tested. 

	
	SCPS-002
	Layer 2: Basic LTKM procedures and processing
	Required to test whether the SIM/terminal can execute MBMS user registration/deregistration and LTKM deliveries (mandatory LTKM fields) over the interactive channel.

	
	SCPS-003
	Layer 3: Basic STKM procedures and processing
	Required to test that the terminal can receive and process STKM over the broadcast channel (mandatory STKM fields).  

	
	SCPS-004
	Layer 4: SRTP
	Required to test that the terminal can process SRTP content delivery over the broadcast channel.

	
	SCPS-005
	Support for Service and Content Protection signaling in SDP for the Smartcard Profile.
	Required to test whether the terminal supports signaling of Service and Content Protection in SDP for the Smartcard Profile.

	
	SCPS-006
	Support for SDP signaling of SRTP.
	Required to test whether the terminal supports signaling of SRTP streams in SDP.

	
	SD-001
	Stream distribution over Broadcast Channel
	Required to test whether stream distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for RTP, support for RTP payload formats and support for buffer control.  

	
	SD-002
	Stream distribution over Interaction Channel
	Required to test whether stream distribution method is supported for mandatory parts over Interaction Channel.

	
	SG-001
	Service Guide fragment processing support. 
	Required to test whether Service Guide fragments are properly processed and correctly interpreted for the mandatory elements and attributes.

	
	SG-002
	Service Guide fragment encapsulation
	Required to test whether encapsulation of Service Guide fragments is supported. That is whether the terminal can properly decapsulate Service Guide fragments from Service Guide Delivery Units.

	
	SG-003
	Service Guide Delivery Descriptor processing support.
	Required to test whether Service Guide Delivery Descriptor is properly processed and correctly interpreted for the mandatory elements and attributes.

	
	SG-004
	Grouping of Service Guide
	Required to test whether Service Guide Delivery Descriptor –based grouping is supported for groupings based on “TimeGroupingCriteria”, “GenreGroupingCriteria”, “BSMSelector” , “ServiceCriteria” and “TerminalCapabilityCriteria”..

	
	SG-005
	Delivery over Broadcast Channel
	Required to test whether Service Guide delivery over Broadcast Channel using FLUTE for the delivery of SGDDs and for the delivery of SGDUs is supported.

	
	SG-006
	Service Guide updates over Broadcast Channel
	Required to test whether Service Guide updates are properly supported over Broadcast Channel.

	
	SG-007
	Delivery over Interaction Channel
	Required to test whether Service Guide delivery over Interaction Channel is supported.

	
	SG-008
	Service Guide updates over Interaction Channel
	Required to test whether Service Guide updates are properly supported over Interaction Channel.

	
	SG-009
	Associating accesses with services and content 
	Required to test whether the accesses are associated properly with services and content.

	
	SG-010
	Service Guide discovery over Broadcast Channel
	Required to test whether mandatory Service Guide discovery methods are supported and terminal is able to find Service Guide entry point using those methods over Broadcast Channel.

	
	SG-011
	Service Guide discovery over Interaction Channel
	Required to test whether mandatory Service Guide discovery methods are supported and terminal is able to find Service Guide entry point using those methods over Interaction Channel.

	
	SG-012
	Multi-language support
	Required to test whether methods of providing multi-language support are supported.

	
	SI-001
	Support for Interactivity Media Document
	Required to test whether Interactivity Media Document is properly processed and correctly interpreted for the mandatory elements and attributes.

	
	SI-002
	Content types and URIs  supported
	Required to test whether the following content types and URIs are supported within the Service Interaction: SMS template, Phone number, HTML, SMS-URI, Tel-URI, JPEG, GIF and PNG.

	
	SPR-001
	Service Provisioning messages for DRM Profile
	Required to test whether the Service Provisioning messages for DRM Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	SPR-002
	Web-based Service Provisioning
	Required to test that terminal is able to support the web-based Service Provisioning methods.

	
	SPR-003
	Service Provisioning messages for Smartcard Profile
	Required to test whether the Service Provisioning messages for Smartcard Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	TP-001
	Declaration of Terminal Provisioning in Service Guide
	Required to test whether the terminal supports declaration of Terminal Provisioning in the Service Guide both, as a service and as an access to a service.

	
	DAS-001
	Support of DASH-based services
	Required to test that the terminal supports DASH-Based Services delivery. This includes testing that the terminal supports the declaration in the Service Guide, access to the service and is able to render the service.

	
	DAS-002
	Support of encrypted DASH-based services using CENC and Smartcard Profile
	Required to test that the terminal supports the signalling in MPD of Encrypted DASH-Based Services using CENC and based on Smartcard Profile and that the terminal is able to decrypt the files. This includes testing that the terminal supports the declaration in the Service Guide, access to the service and to the traffic keys messages, provides the traffic key messages to the Smartcard and is able to render the service.

	Error Flow
	
	
	


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

.1.1.1.1 Mandatory BSD/A test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	FD-003
	File distribution over Broadcast Channel
	Required to test whether file distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for FLUTE, support for FEC and support for related SDP descriptions.

	
	FD-004
	File distribution over Interaction Channel
	Required to test whether file distribution method using HTTP is supported for mandatory parts over Interaction Channel.

	
	SD-003
	Stream distribution over Broadcast Channel
	Required to test whether stream distribution method for the mandatory parts is supported over Broadcast Channel, including the following aspects: support for RTP, support for RTP payload formats and support for buffer control.  

	
	SG-013
	Generation of Service Guide fragment. 
	Required to test whether Service Guide fragments are properly generated for the mandatory elements and attributes.

	
	SG-014
	Service Guide fragment encapsulation
	Required to test whether Service Guide Delivery Unit is encapsulated properly for delivery of Service Guide fragments.

	
	SG-015
	Service Guide Delivery Descriptor processing
	Required to test whether Service Guide Delivery Descriptor is properly processed and correctly delivered for the mandatory elements and attributes.

	
	SG-016
	Grouping of Service Guide
	Required to test whether Service Guide Delivery Descriptor –based grouping is supported for groupings based on “TimeGroupingCriteria”, “GenreGroupingCriteria”, “BSMSelector” and “ServiceCriteria”.

	
	SG-017
	Delivery over Broadcast Channel
	Required to test whether Service Guide delivery over Broadcast Channel using FLUTE for the delivery of SGDDs and for the delivery of SGDUs is supported.

	
	SG-018
	Service Guide updates over Broadcast Channel
	Required to test whether Service Guide updates are properly used over Broadcast Channel to manage the Service Guide fragments.

	
	SG-019
	Delivery over Interaction Channel
	Required to test whether Service Guide delivery over Interaction Channel is supported.

	
	SG-020
	Service Guide updates over Interaction Channel
	Required to test whether Service Guide updates are properly used over Interaction Channel to manage the Service Guide fragments.

	
	SG-021
	Associating accesses with services and content 
	Required to test whether the accesses are associated properly with services and content.

	
	SG-022
	Service Guide discovery over Broadcast Channel
	Required to test whether BSD/A provides Service Guide Entry point using mandatory Service Guide discovery methods over Broadcast Channel.

	
	SG-023
	Service Guide discovery over Interaction Channel
	Required to test whether BSD/A provides Service Guide Entry point using mandatory Service Guide discovery methods over Interaction Channel.

	Error Flow
	
	
	


Table 2: Applicability Table for Enabler Specific Mandatory Test Requirements

.1.1.1.2 Mandatory BSM test requirement

[Note] In case either DRM profile or Smartcard profile are implemented, the relevant SCPD or SCPS features are MANDATORY to be tested.
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SCPD-007
	Layer 1: Registration
	Required to test that a BSM serving terminal can execute ROAP registration process over interactive channel for an Interactive Device, or Broadcast Device Registration process for a Broadcast Device. 

	
	SCPD-008
	Layer 2: Basic LTKM provisioning 
	Required to test whether the BSM can provision valid LTKMs (mandatory LTKM fields) upon successful service purchase, over the interactive channel for a registered Interactive Device (LTKM in form of an RO), or over the broadcast channel for a registered Broadcast Device (LTKM in form of an BCRO).

	
	SCPD-009
	Layer 3: Basic STKM provisioning. 
	Required to test whether the BSDA can deliver valid STKMs (mandatory fields) over the broadcast channel. 

	
	SCPD-010
	Layer 4: SRTP 
	Required to test whether the BSDA can deliver a correct SRTP stream over the broadcast channel.

	
	SCPD-011
	Support for Service and Content Protection signaling in SDP for the DRM Profile. 
	Required to test whether the server correctly signals Service and Content Protection in SDP for the DRM Profile.

	
	SCPD-012
	Support for SDP signaling of SRTP.
	Required to test whether the server correctly signals SRTP streams in SDP.

	
	SCPS-007
	Layer 1: Subscriber Key provisioning 
	Required to test that a BSM serving U(SIM)s can execute GBA-U bootstrapping. For a BSM serving R-UIM, no specific testing of this later may be required as keys are pre-provisioned.  

	
	SCPS-008
	Layer 2: Basic LTKM provisioning. 
	Required to test whether the BSM can execute MBMS user registration/deregistration and deliver valid LTKMs (mandatory LTKM fields) over the interactive channel.

	
	SCPS-009
	Layer 3: Basic STKM provisioning. 
	Required to test whether the BSDA can deliver valid STKMs (mandatory fields) over the broadcast channel. 

	
	SCPS-010
	Layer 4: SRTP 
	Required to test whether the BSDA can deliver a correct SRTP stream over the broadcast channel.

	
	SCPS-011
	Support for Service and Content Protection signaling in SDP for the Smartcard Profile.
	Required to test whether the server correctly signals Service and Content Protection in SDP for the Smartcard Profile.

	
	SCPS-012
	Support for SDP signaling of SRTP.
	Required to test whether the server correctly signals SRTP streams in SDP.

	
	SPR-004
	Service Provisioning messages for DRM Profile
	Required to test whether the Service Provisioning messages for DRM Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	SPR-005
	Service Provisioning messages for Smartcard Profile
	Required to test whether the Service Provisioning messages for Smartcard Profile are supported. This includes testing the following aspects of the Service Provisioning messages: HTTP as transport protocol, HTTP binding, message authentication, global status codes and message compression.

	
	SPR-006
	Web-based Service Provisioning
	Required to test that BSD/A provide the entry point of Web-shop based on the web-based Service Provisioning methods.

	Error Flow
	
	
	


Table 3: Applicability Table for Enabler Specific Mandatory Test Requirements

.1.1.1.3 Mandatory BSA test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SI-003
	Generation for Interactivity Media Document
	Required to test whether Interactivity Media Document is properly generated with support of the following content types and URIs; SMS template, Phone number, HTML, SMS-URI, Tel-URI, JPEG, GIF, and PNG.

	Error Flow
	
	
	


Table 4: Applicability Table for Enabler Specific Mandatory Test Requirements

.1.1.2 Optional Test Requirements

.1.1.2.1 Optional terminal test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	AMS-001
	Delivery messages for Smartcard-Centric Audience Measurement
	Required to test whether the terminal is able to forward Smartcard Centric Audience measurement messages from server to Smartcard and from Smartcard to server

	
	AMT-001
	Support for Audience Measurement Campaign Invitation message
	Required to test whether the AMCI message is correctly received, interpreted and processed.

	
	AMT-002
	Support for ServerAddressURL authentication
	Required to test whether the ServerAddressURL authentication is correctly processed.

	
	AMT-003
	Support for Terminal-centric AM Opt-in
	Required to test whether the Opt-in is correctly managed.

	
	AMT-004
	Support for Audience Measurement Campaign Participation Request message
	Required to test whether the AMCP Request message is correctly generated.

	
	AMT-005
	Support for Audience Measurement Campaign Participation Response message
	Required to test whether the AMCP Response message is correctly received, interpreted and processed.

	
	AMT-006
	Processing of Audience Measurement Configuration Data
	Required to test whether the Audience Measurement configuration data is correctly received and processed.

	
	AMT-007
	Support for Audience Measurement results reporting
	Required to test whether the 

- Audience Measurement  Report Delivery (AMRD) message is correctly formulated and delivered to AM-M, 

- Audience Measurement Report Response is correctly received and interpreted, 

-  Audience Measurement reporting is correctly activated based on the configuration data or the Audience Measurement Report Trigger.  

- Required to verify that all the Audience Measurement events are correctly recorded in the Audience Measurement report.

	
	AMT-008
	Support  for signalling of Audience Measurement function in SG
	Required to test whether the AM function signalling in SG is correctly processed.

	
	FD-005
	File distribution over Interaction Channel
	Required to test whether file distribution method using FLUTE is supported over Interaction Channel.

	
	FD-032
	Support File Distribution over Hybrid Broadcast/Interaction Channel
	Required to test whether the terminal is able to receive transport objects, delivered in a hybrid file download service, partly over broadcast channel and partly over interaction channel.

	
	MR-001
	Support for Service Guide signalling to mitigate mobility effects
	Required to test whether the terminal is able to use the signalling provided by Service Guide to mitigate the effects of mobility, including failure to access selected Access.

	
	MR-002
	Find the roaming service area
	Required to test whether the terminal correctly interprets the availability of roaming information from the BSM code in Service Guide Delivery Descriptor.

	
	MR-003
	Support for roaming request
	Required to test whether the terminal is able to correctly execute the message exchange that is required to complete roaming request/response to BSM.

	
	NT-001
	Support for Notification Message
	Required to test whether the Notification Message is properly processed and interpreted for Mandatory  elements and attributes

	
	NT-002
	Minimal support for Notification Message
	Required to test whether the terminal supports the minimum definition of Notification Message as specified for emergency notifications.

	
	NT-003
	Discovery of entry point through Service Guide Delivery Description or Access fragments
	Required to test whether the entry point for generic or service-specific notification messages - as signalled through SGDD and Access fragments - is supported. 

	
	NT-004
	Support for receiving Notification Message over Broadcast Channel
	Required to test whether the Notification Message reception over Broadcast Channel is supported

	
	RM-001
	Support for a Rich Media Solution in the context of “Service Guide Presentation” usage scenario
	Required to test whether the terminal supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Service Guide presentation”

	
	RM-002
	Support for a Rich Media Solution in the context of “Streaming” usage scenario
	Required to test whether the terminal supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Streaming”

	
	RM-003
	Support for a Rich Media Solution in the context of “File Delivery” usage scenario
	Required to test whether the terminal supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “File Delivery”

	
	RM-004
	Support for a Rich Media Solution in the context of “Notification” usage scenario
	Required to test whether the terminal supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Notification”

	
	RM-005
	Support for a Rich Media Solution in the context of “IMD Interactivity” usage scenario
	Required to test whether the terminal supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “IMD Interactivity”

	
	RM-006
	Support for a Rich Media Solution in the context of “Preview Data” usage scenario
	Required to test whether the terminal supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Preview Data”

	
	SCBP-001
	Support for Smartcard Broadcast Provisioning 
	Required to test whether data targeting the Smartcard is correctly transmitted to the Smartcard supporting the Smartcard broadcast provisioning and after filtering signalled in the service guide and using the technology indicated in the service guide.

	
	SCPD-023
	Support for LTKM Deletion for DRM Profile
	Required to test whether the terminal is able to correctly delete LTKMs when requested by the BSM.

	
	SCPD-024
	SRM extensions for BCAST: Support for GRO management
	Required to test whether the terminal correctly supports management of GROs using SRM including GRO move to and from SRM.

	
	SCPD-025
	SRM extensions for BCAST: Support for Token management
	Required to test whether the terminal correctly supports management of tokens using SRM including token move to and from SRM, local token consumption and token upgrade protocols.

	
	SCPD-026
	SRM extensions for BCAST: Support for BCAST service consumption
	Required to test whether the terminal correctly supports management of LTKMs (ROs) including service consumption requiring presence of SRM.

	
	SD-034
	Support for Advisable Time Ranges for Access Switch
	Required to test whether the terminal correctly interprets the signalled advisable time ranges and uses the information to determine when to perform an access switch.

	
	SD-035
	Support of Parental Control of Unicast Services
	Required to test whether the Parental Control of Unicast Service messages are properly generated, processed, and interpreted.

	
	SG-040
	Support RMS template retrieval signalling in SGDD
	Required to test whether the terminal is able correctly retrieve RMS Templates for the Service Guide.

	
	SG-041
	Support Service Guide discovery using DNS
	Required to test whether the terminal is able to use the DNS SRV mechanism to retrieve and derive Service Guide entry point information.

	
	SG-042
	Support for hybrid mode in SGDD
	Required to test whether different SG entry points for hybrid SG delivery, as signalled in SGDD, are supported. 

	
	SPR-009
	Support for Related Contents Inquiry
	Required to test whether the terminal is able to correctly execute the RelatedContentRequest/Response message exchange with BSM and to acquire required Service Guide fragments over Interaction Channel from BSD/A.

	
	SPR-010
	Support of generic solution for Parental Control for Service Ordering
	Required to test whether the terminal supports input of PINCODE, generation of messages, and processing of response for generic solution for Parental Control of Service Ordering.

	
	SPR-012
	Support of Smartcard Profile Extension for Parental Control for Service Ordering
	Required to test whether the terminal is able to interpret the challenge element in the Service Response/Token Purchase Response, forward the challenge to the Smartcard for a parental control by the Smartcard, process the response and generate messages for Smartcard Profile extension for Parental Control of Service Ordering.

	
	SPR-013
	Support of Pause & Resume of Subscription Period messages
	Required to test whether the terminal correctly supports Pause & Resume of Subscription Period transactions.

	
	SPR-014
	Support of User Defined Bundle related provisioning messages
	Required to test whether the terminal correctly supports User Defined Bundle transactions.

	
	TP-011
	Support of Broadcast Terminal Provisioning signalling
	Required to test whether the terminal is able correctly retrieve Broadcast Terminal Provisioning commands.

	
	DAS-003
	Support of Segment Encryption and Authentication
	Required to test whether the Terminal supports the signalling of encryption of DASH-based files using the SEA and based on Smartcard Profile and that the terminal is able to decrypt the files. This includes testing that the terminal supports the declaration in the Service Guide, access to the service and to the traffic keys messages, provides the traffic key messages to the Smartcard and is able to render the service.. 

	Error Flow
	
	
	


Table 5: Applicability Table for Enabler Specific Optional Test Requirements

.1.1.2.2 Optional BSD/A test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-006
	File distribution over Interaction Channel
	Required to test whether file distribution method using FLUTE is supported over Interaction Channel.

	
	FD-007
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-008
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	FD-035
	Support File Distribution over Hybrid Broadcast/Interaction Channel
	Required to test whether the server is able to deliver the same transport objects over both Interaction Channel and Broadcast Channel while keeping the FDT Instances and the transport objects synchronized.

	
	NT-005
	Support for Notification Message delivery over Broadcast Channel
	Required to test whether the Notification Message delivery over Broadcast Channel is supported

	
	NT-008
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-009
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	
	RM-007
	Support for a Rich Media Solution in the context of “Service Guide Presentation” usage scenario
	Required to test whether the BSD/A supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Service Guide presentation”

	
	RM-008
	Support for a Rich Media Solution in the context of “Streaming” usage scenario
	Required to test whether the BSD/A supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Streaming”

	
	RM-009
	Support for a Rich Media Solution in the context of “File Delivery” usage scenario
	Required to test whether the BSD/A supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “File Delivery”

	
	RM-010
	Support for a Rich Media Solution in the context of “Notification” usage scenario
	Required to test whether the BSD/A supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Notification”

	
	RM-011
	Support for a Rich Media Solution in the context of “IMD Interactivity” usage scenario
	Required to test whether the BSD/A supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “IMD Interactivity”

	
	RM-012
	Support for a Rich Media Solution in the context of “Preview Data” usage scenario
	Required to test whether the BSD/A supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Preview Data”

	
	SCBP-002
	Support of Smartcard Broadcast Provisioning signalling
	Required to test whether the server supports declaration of Smartcard Broadcast Provisioning in the Service Guide.

	
	SCPD-013
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-014
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPS-013
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-014
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	SD-004
	Stream distribution over Interaction Channel
	Required to test whether stream distribution method is supported for mandatory parts over Interaction Channel.

	
	SD-005
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-006
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SD-045
	Support for Advisable Time Ranges for Access Switch
	Required to test whether advisable time ranges for access switch messages are properly generated and delivered.

	
	SD-046
	Support of Parental Control of Unicast Services
	Required to test whether Parental Control of Unicast Service messages are properly generated and delivered.

	
	SG-024
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-025
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	
	SG-043
	Grouping of Service Guide
	Required to test whether Service Guide Delivery Descriptor–based grouping is supported for groupings based on “TerminalCapabilityCriteria”.

	
	SG-044
	Support RMS template signalling in SGDD
	Required to test whether the server supports declaration of RMS Template in the SGDD.

	
	SG-045
	Declaration of different entry points in SGDD
	Required to test whether the server supports declaration of SG entry points for hybrid SG delivery 

	
	SG-056
	Support Service Guide discovery using DNS
	Required to test whether the server supports delivery of Service Guide entry point information using the DNS SRV mechanism.

	
	TP-002
	Declaration of Terminal Provisioning in Service Guide
	Required to test whether the server supports declaration of Terminal Provisioning in the Service Guide both, as a service and as an access to a service.

	
	TP-012
	Support of Broadcast Terminal Provisioning signalling
	Required to test whether the server supports declaration of Broadcast Terminal Provisioning in the Service Guide.

	
	DAS-004
	Support of DASH-based Services delivery
	Required to test whether the server supports declaration of DASH-Based services and associated MPD  in the Service Guide 

	
	DAS-005
	Support of Encrypted DASH content using CENC and Smartcard Profile
	Required to test that the BSD/A server supports the CENC encryption of DASH-based files. This includes the signalling of such encryption in the MPD, in the ISOBMFF file (Segments and Initialisation Segments) and in STKM, and the transmission from the BSM of pssh data through SP4 interface.

	
	DAS-006
	Support of Encrypted DASH content using SEA and Smartcard Profile
	Required to test that the BSD/A server supports the SEA encryption and authentication of DASH-based Segments. This includes the signalling of such encryption in the MPD, and in STKM.

	Error Flow
	
	
	


Table 6: Applicability Table for Enabler Specific Optional Test Requirements

.1.1.2.3 Optional BSM test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	AMS-002
	Processing of Registration for Smartcard-centric Audience Measurement 
	Required to test whether the Smartcard-centric Audience Measurement Registration message is correctly received, processed and interpreted by BSM and that the Smartcard-centric Audience Measurement Registration Response message is correctly sent to the client.

	
	AMS-003
	Delivery of OPT_IN message for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement OPT_IN message is correctly generated.

	
	AMS-004
	Processing of Opt-in for Smartcard-centric Audience Measurement using the Opt-in trigger
	Required to test whether the Smartcard-centric Audience Measurement OPT_IN_INVITATION_TRIGGER message is correctly generated and the OPT_IN_STATE_NOTIFICATION correctly received and interpreted

	
	AMS-005
	Processing of Configuration for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement Configuration message is correctly generated.

	
	AMS-006
	Processing of Activation for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement Activation message is correctly generated.

	
	AMS-007
	Delivery of Reporting trigger for Smartcard-centric Audience Measurement (pull mode)
	Required to test whether the Smartcard-centric Audience Measurement REPORTING_REQUEST message is correctly generated.

	
	AMS-008
	Processing of Reporting for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement Reporting message is correctly received and interpreted and the acknowledgement correctly generated

	
	AMT-009
	Support for Audience Measurement Campaign Invitation message
	Required to test whether the AMCI message is correctly formatted and delivered.

	
	AMT-010
	Support for Audience Measurement Campaign Participation Request message
	Required to test whether the AMCP Request message is correctly received and processed.

	
	AMT-011
	Support for Audience Measurement Campaign Participation Response message
	Required to test whether the AMCP Response message is correctly formatted and delivered.

	
	AMT-012
	Processing of Audience Measurement Configuration Data
	Required to test whether the Audience Measurement configuration data is correctly formatted and delivered. 

	
	AMT-013
	Support for Audience Measurement results reporting
	Required to test whether the 

- Audience Measurement Report Delivery (AMRD) message is correctly received and processed. 

- Audience Measurement Report Response is correctly formatted and delivered. 

-  Audience Measurement ad hoc reporting trigger is correctly formatted and delivered.  

	
	AMT-014
	Support  for signalling of Audience Measurement function in SG
	Required to test whether the AM function signalling in SG is correctly provided to AM-C.

	
	FD-009
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-010
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	MR-004
	Support for roaming request and response
	Required to test that the BSM is able to correctly execute the message exchange that is required to complete roaming request / response.

	
	MR-005
	Processing Roaming Message between BSMs
	Required to test whether Roaming Messages for Smartcard Profile are properly generated, processed and correctly interpreted between different BSMs

	
	MR-006
	Delivery of Roaming Message between BSMs
	Required to test whether Roaming Messages for Smartcard Profile are correctly requested, responded, and delivered between different BSMs

	
	NT-006
	Generation of Notification Message
	Required to test whether Notification messages are properly generated for the mandatory elements and attributes.

	
	NT-007
	Generation of Emergency Notification Message
	Required to test whether Notification Messages specified for emergency notification is properly generated.

	
	NT-010
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-011
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	
	RM-013
	Support for a Rich Media Solution in the context of “Service Guide Presentation” usage scenario
	Required to test whether the BSM supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Service Guide presentation”

	
	RM-014
	Support for a Rich Media Solution in the context of “Streaming” usage scenario
	Required to test whether the BSM supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Streaming”

	
	RM-015
	Support for a Rich Media Solution in the context of “File Delivery” usage scenario
	Required to test whether the BSM supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “File Delivery”

	
	RM-016
	Support for a Rich Media Solution in the context of “Notification” usage scenario
	Required to test whether the BSM supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Notification”

	
	RM-017
	Support for a Rich Media Solution in the context of “IMD Interactivity” usage scenario
	Required to test whether the BSM supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “IMD Interactivity”

	
	RM-018
	Support for a Rich Media Solution in the context of “Preview Data” usage scenario
	Required to test whether the BSM supports a Rich Media Solution (W3C SVG, 3GPP DIMS, OMA RME, MPEG LASeR, other RMS) in the context of the Rich Media Solution usage scenario “Preview Data”

	
	SCPD-015
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-016
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPD-028
	Support for LTKM Deletion for DRM Profile
	Required to test whether the BSM is able to correctly request deletion of LTKMs and process deletion reports sent by the terminal.

	
	SCPS-015
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-016
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	SD-007
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-008
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SD-047
	Support of Parental Control of Unicast Services
	Required to test whether the BSM is able to enforce Parental Control of unencrypted Unicast Services.

	
	SG-026
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-027
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	
	SPR-011
	Support for Related Contents Request messages
	Required to test that the BSM is able to correctly execute the RelatedContentsRequest/Response message exchanges with Terminal.

	
	SPR-015
	Support of generic solution for Parental Control for Service Ordering
	Required to test whether the BSM is able to process and generate service provisioning messages to enforce Parental Control for Service Ordering using the generic solution.

	
	SPR-016
	Support of Smartcard Profile Extension for Parental Control for Service Ordering
	Required to test whether the BSM is able to process and generate service provisioning messages to enforce Parental Control for Service Ordering using the Smartcard Profile Extension solution.

	
	SPR-017
	Support of Pause & Resume of Subscription Period messages
	Required to test whether the server correctly supports Pause & Resume of Subscription Period transactions.

	
	SPR-018
	Support of User Defined Bundle related provisioning messages
	Required to test whether the server correctly supports User Defined Bundle transactions.

	
	TP-013
	Support of Broadcast Terminal Provisioning signalling
	Required to test whether the server supports Broadcast Terminal Provisioning.

	
	DAS-007
	Support of Encrypted DASH content using CENC and Smartcard Profile
	Required to test that the BSM server supports the CENC encryption of DASH-based files. This includes the signalling of such encryption in the MPD, in the ISOBMFF file (Segments and Initialisation Segments) and in STKM, and the delivery of parameters to BSD/A through SP4 interface.

	
	DAS-008
	Support of Encrypted DASH content using SEA and Smartcard Profile
	Required to test that the BSM server supports the SEA encryption of DASH-based files. This includes the signalling of such encryption in the MPD and in STKM.

	Error Flow
	
	
	


Table 7: Applicability Table for Enabler Specific Optional Test Requirements

.1.1.2.4 Optional BSA test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FD-011
	Processing File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	FD-012
	Delivery of File Delivery Backend Message
	Required to test whether File Delivery Backend Messages are correctly requested, responded, and delivered.

	
	NT-012
	Processing Notification Backend Message
	Required to test whether Notification Backend Messages are properly generated, processed and correctly interpreted

	
	NT-013
	Delivery of Notification Backend Message
	Required to test whether Notification Backend Messages are correctly requested, responded, and delivered.

	
	SCPD-017
	Processing SPCP Backend Message for DRM Profile 
	Required to test whether SPCP Backend Messages for DRM Profile are properly generated, processed and correctly interpreted

	
	SCPD-018
	Delivery of SPCP Backend Message for DRM Profile
	Required to test whether SPCP Backend Messages for DRM Profile are correctly requested, responded, and delivered.

	
	SCPS-017
	Processing SPCP Backend Message for Smartcard Profile 
	Required to test whether SPCP Backend Messages for Smartcard Profile are properly generated, processed and correctly interpreted

	
	SCPS-018
	Delivery of SPCP Backend Message for Smartcard Profile
	Required to test whether SPCP Backend Messages for Smartcard Profile are correctly requested, responded, and delivered.

	
	SD-009
	Processing Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are properly generated, processed and correctly interpreted

	
	SD-010
	Delivery of Stream Delivery Backend Message
	Required to test whether Stream Delivery Backend Messages are correctly requested, responded, and delivered.

	
	SG-028
	Processing Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are properly generated, processed and correctly interpreted

	
	SG-029
	Delivery of Service Guide Backend Message
	Required to test whether Service Guide Backend Messages are correctly requested, responded, and delivered.

	Error Flow
	
	
	


Table 8: Applicability Table for Enabler Specific Optional Test Requirements

5.1.1.2.5 Optional Smartcard test requirement

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	AMS-009
	Processing of Registration for Smartcard-centric Audience Measurement 
	Required to test whether the Smartcard-centric Audience Measurement Registration message is correctly generated by Smartcard and that the Smartcard-centric Audience Measurement Registration Response message is received and processed by the Smartcard.

	
	AMS-010
	Processing of OPT_IN message for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement OPT_IN message is correctly received, processed and interpreted.

	
	AMS-011
	Processing of Opt-in for Smartcard-centric Audience Measurement using the Opt-in trigger
	Required to test whether the Smartcard-centric Audience Measurement OPT_IN_INVITATION_TRIGGER message is correctly received, processed and interpreted by the Smartcard and that the OPT_IN_STATE_NOTIFICATION is correctly generated.

	
	AMS-012
	Processing of Configuration for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement Configuration message is correctly received, interpreted and processed.

	
	AMS-013
	Processing of Activation for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement Activation message is correctly received, interpreted and processed.

	
	AMS-014
	Processing of Reporting trigger for Smartcard-centric Audience Measurement (pull mode)
	Required to test whether the Smartcard-centric Audience Measurement REPORTING_REQUEST message is correctly received, interpreted and processed.

	
	AMS-015
	Processing of Reporting for Smartcard-centric Audience Measurement
	Required to test whether the Smartcard-centric Audience Measurement Reporting message is correctly generated and the acknowledgement correctly received, interpreted and processed

	
	SCBP-003
	Support of Smartcard Broadcast Provisioning signalling
	Required to test whether the Smartcard Broadcast provisioning support signalling is correctly implemented in the Smartcard

	
	SCBP-004
	Support of Smartcard Broadcast Provisioning data reception
	Required to test whether the Smartcard correctly received data provided through the broadcast channel 

	
	SPR-019
	Support of Smartcard Profile Extension for Parental Control for Service Ordering 
	Required to test whether the Smartcard is able to enforce Parental Control for Service Ordering using the Smartcard Profile Extension solution.

	Error Flow
	
	
	


Table 9: Applicability Table for Enabler Specific Optional Test Requirements
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