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1 Reason for Change

This revision contribution change description about OMA PSA framework enabler API for cloud requirement according to BOD Cloud Task Force discussion.
2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

This contribution identifies some situations where OMA enablers will be operated.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that BOD Cloud agree with the CR.
6 Detailed Change Proposal

Change 1:  Add this material to section 4 
4.x PaaS overview 

Platform as a Service (PaaS) is the delivery of a computing platform and solution stack as a service. PaaS offerings facilitate deployment of applications without the cost and complexity of buying and managing the underlying hardware and software and provisioning hosting capabilities, providing all of the facilities required to support the complete life cycle of building and delivering applications and services entirely available from the network.
PaaS offerings also include facilities for application design, application development, testing, deployment and hosting as well as application services such as team collaboration, service integration and marshalling, database integration, security, scalability, storage, persistence, state management, application versioning, application instrumentation and developer community facilitation.
For example, Google App Engine is Platform as a Service which is a platform for developing and hosting web applications in Google-managed data centers. App Engine APIs allow storing and retrieving data from a BigTable non-relational database; making HTTP requests; sending e-mail; manipulating images; and caching. The Windows Azure Platform is a Microsoft cloud platform offering, allowing customers to deploy applications and/or data into the cloud, whilst the underlying platform is the concern of the provider. The Windows Azure Platform provides an API built on REST, HTTP and XML that allows a developer to interact with the services provided by Windows Azure. Force.com is a cloud computing platform as a service system from Salesforce, that developers use to build multi tenant applications hosted on their servers as a service. AMAZON also provide PaaS like S3 (Simple Storage Service), SimpleDB, SQS(Simple Queue Service) and property APIs. 
PaaS model provides:

Add-on development facilities, allow customization of SaaS applications
generalized development environment

cloud security and on-demand scalability
Open Platform, any programming language, any database, any operating system, any server,
ease the creation of mobile user interfaces
Multi-tenant architecture
create compositions of multiple services



4.y OSE & PSA framework overview 

OMA Service Environment (OSE) is a flexible and extensible architecture that offers support to a diverse group of application developers and Service Providers. OSE is common architectural which across the whole of OMA, for how OMA Enablers are specified and how they interact with one another whilst ensuring architecture integrity, scalability and interoperability, all of which strive to reduce Architecture silo design and hence reduce integration and deployment complexities. The PSA framework enabler is dependent on OSE, Parlay in OSE and 3GPP Open Service Access specifications. PSA Framework can gather and provide mechanisms (i.e. Policy enforcement, evaluation, management; Accounting; Event management; Identity management) to facilitate the access from 3rd parties to Parlay/ParlayX resources and other OMA enablers’ API resources.

PSA framework APIs include: 
Framework Access Session API

· Trust and Security Management Interface

Framework-to-Application API

· Service Discovery Interface

· Service Agreement Management Interface

· Integrity Management Interface

· Event Notification Interface

Framework-to-Service API

· Service Registration Interface

· Service Instance Lifecycle Manager Interface

· Service Discovery Interface

· Integrity Management Interface

· Event Notification Interface

Framework‑to‑Enterprise Operator API

· Event Notification Interface

· Service Subscription Interface
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Change 3:  Add this material to section 7 

7.1 OMA Network APIs

7.1.x PSA framework APIs cloud related requirements
PSA framework is essential to the success of the OMA service environment, in Cloud Computing environment it need to support: 
1) offer a single logical point of contact for all SaaS applications accessing the service capability features in the service environment in Cloud Computing, and 

2) be able to hide to the SaaS Applications the topology of the underlying network enabler deployed on Cloud Computing platform.

PSA framework APIs need to support HTTP and HTTPS based communications protocols and expose their interfaces as REST and/or SOAP.
PSA framework APIs need to support cloud computing mechanism.

PSA framework APIs need to support cloud identification and cloud DNS routing.
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