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1 Reason for Change

Section  6.4.1, 6.4.2, 6.4.3  analyse the new threats and security problems while OMA enablers deliver to cloud environment.  This contribution concludes them briefly in new section 6.4.4.
2 Impact on Backward Compatibility

This CR has no impact on the compatibility with previous versions of the document.
3 Impact on Other Specifications

This contribution suggests additions to existing OMA enabler specifications in order to support Cloud computing deployments.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the change proposal in section 6 below be incorporated into the white paper.
6 Detailed Change Proposal

6.4.4 Conclusion 
 Cloud Computing affects the dependencies that most OMA Enablers  have on various other systems. These include Identity and Access Management (IAM) systems, security token services, Public Key Infrastructure (PKI) systems, and other enablers tiers (such as XDM). We should focus on 
1. Review the confidence relationship between those components or entities in ARC.  
2. Cloud-based IAM, such as IAM support  Federation. 
3. Extending  interface in OMA SEC to meet  the requirement of cloud environment. 
4. Ensuring handling sensitive information ,securing message-level communication . 
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