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Reason for Change
This contribution gives one recommendation to OMA Board, i.e. API Enhancement.
Impact on Backward Compatibility
No impact
Impact on Other Specifications
No other specifications are affected.
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
We recommend that changes be accepted and incorporated into the white paper.
Detailed Change Proposal
Add to Chapter 8 Recommendations to OMA Board and 8.1 Enhancements to OMA APIs
[bookmark: _Toc311148522]8. Recommendations to OMA BOD
In White Paper Version 1.0, there are recommendations to accelerate the Cloud Computing activities inside OMA in order to better address the potential opportunities based also on the detailed analysis of existing efforts in other SDOs, namely:
· The development and support of Cloud Computing related O&M functionality with OMA enablers
· To extend the OMA Mobile Commerce and Charging area
· To evaluate the need of developing new activities/work item to enable the “Virtualized Experience” in Cloud Computing
· This has resulted in a new work item WID 220 “Unified Virtual Experience”
· To extend the OMA Security area in terms of multi-tenancy security, IAM (Identity and Access Management), identity federation and SSO in Cloud
· Evaluate and extend OMA SEC_CF1.1 (Application Layer Security Common functions) and Autho4API1.0 (Authorization Framework for Network APIs) to meet the requirements of cloud Computing
This White Paper v2.0 gives the recommendations from market perspective, especially developer community and ecosystem’s need as follows.
8.1 Enhancements to OMA APIs
The enhancements to OMA APIs include the extended support of access to network capabilities and the new support of access to service level APIs. New work items are generally needed to address those new APIs unless it is explicitly noted that OMA has covered a particular area at large but further enhancements may be needed to cover the gaps.
8.1.1 Extended Support of Access to Network Capabilities
The extended support of access to network capabilities includes:
· QoS-Aware Application Support to enable the applications and/or users to identify the network condition and handle traffic in an optimized way, for example:
· The ability for application to request QoS-enhanced bearers
· The ability for application to uniquely specify which bearer that traffic flow needs to be directed
· The ability to handle the admission control failures
· The ability to handle the mid-session failures / inability to sustain QoS
· Network Discovery and Selection for Data Offload to enable application and network operator to discover and select the most appropriate network based on network conditions and operator’s policies, terminal status and location, and user preferences, for example:
· Standard set of APIs for multi-RAN and WiFi network discovery and location awareness
· Standard set of APIs for network selection based on network conditions and operator’s policies, location, user preferred list, and application type
· Dual network connectivity to allow specific applications (e.g. voice) to remain on cellular network while others are offloaded to non-cellular network
· API and mechanism to detect Redirection and Captive Portals
It is noted that OMA OpenCMAPI has covered some of the above aspects of network discovery and selection. Thus further gap analysis of use cases and enhancement should be done in their SWG.
· Enhanced Device Management and APIs with the use of device and application information and monitoring to enable features such as:
· Centralized deployment and software distribution mechanism through the control of access to the public markets
· GPS-based tracking
· Asset management
· Parental control
· Ability to drive a VPN from a specific application rather than from OS
· E.g similar to what Android does, while it is not supported in iOS
· Anti-virus scan APIs
· Consistent and Transparent Authentication, which is agnostics of network and application, for network and application authentication with existing mobile subscriber credentials, for example:
· Standard set of APIs which leverage existing mobile subscriber credentials (e.g. contained with UICC, either IMSI, NAI, etc.) for WiFi authentication
· Standard set of APIs which leverage existing mobile subscriber credentials for application authentication
· EAP-SIM and EAP-AKA authentication support
· Standardized IPSec and TLS API
8.1.2 New Support of New APIs for Service Capabilities
The support of new APIs for service level capabilities and APIs includes not only current service capabilities developed in OMA but also the service capabilities in market, for example:
· Advertising (there is an ongoing work in OMA)
· Mobile Coupons
· Speech Recognition / Speech-To-Text in cloud
· Personal Cloud
·  / Storage-as-a-Service
· Social Networking (there is an ongoing work in OMA)
· User Content Management
· Mapping and Navigation
· Calendar
· VoD
· 
· ……
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