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1 Reason for Contribution

This contribution provides technical materials for the development of the WI-0054 on “SIP Based Push” Requirement Document.

2 Summary of Contribution

At February 18 REQ conference call, the REQ group agreed with the Nokia proposal of the "way moving forward with SIP PUSH".  The agreement as follow:

1. The BAC-PUSH has the primary roll of developing the RD, and REQ has secondary roll as reviewer.

2. Approved the initial outline of the RD from LA meeting. ref: "OMA-PUSH-2004-0001R01-SIP_Push_Reqs_Work_Kickoff "

3. Thinh Nguyenphu of Nokia as the editor of the RD.

This contribution describes the SIP PUSH use case for device management and proposes an initial set of requirements for SIP PUSH.  For ease of editing and tracking, the contribution is in format of the RD.

3 Detailed Proposal
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4 Intellectual Property Rights

None

5 Recommendation

It is recommended that the working group adopts the use case A and B, and requirements for SIP Based Push.
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1. Scope
(Informative)


This document defines the use-cases and requirements for SIP based Push as a transport bearer for WAP PUSH.  The document will maintain the compatibility with the existing WAP Push architecture; push message definitions and service specifications.


2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



		[OMA DM]

		OMA Device Management Specification™ version 1.1.2



		[PUSHARCH]

		WAP Forum™, Push Architectural Overview http://www1.wapforum.org/tech/terms.asp?doc=WAP-250-PushArchOverview-20010703-a.pdf



		

		





		

		





2.2 Informative References


		

		



		

		<< Add/Remove reference rows as needed! >>





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Term 1

		Definition



		Term 2

		Definition



		

		





3.3 Abbreviations


		OMA

		Open Mobile Alliance



		ASP

		Application Service Provider



		IMS

		IP Multimedia Subsystem



		IP

		Internet Protocol



		NAI

		Network Access Identifier (in the form username@realm)



		PoC

		Push to Talk Over Cellular



		SIP

		Session Initiated Protocol





4. Introduction
(Informative)


The Session Initiation Protocol (SIP) is an application level protocol for establishing multimedia sessions between two or more participants. The applicability of the protocol extends well beyond multimedia sessions and call control, and several extensions for specific usages have been developed. 


The SIP Push mechanism utilizes already existing SIP extensions, namely SIP for Instant Messaging or the SIP events framework. The SIP Push mechanism provides the support for the following areas:


· Server initiated asynchronous push to an endpoint.


· Application addressing and capability negotiation.


· Exchanging push control information between the client and the server.


· Authentication and authorization.


· Access independent rendezvous and discovery.


The main use cases are:


· Ability to receive MMS notifications, delivery reports and read reports when using a number of different accesses, or when roaming between different access networks, e.g., GPRS and WLAN.


· Ability to have a single addressing scheme that is independent of any network access characteristics, i.e., a single SIP URI.


· Ability to advertise acceptance of certain push messages and route push messages from a single SIP address to a number of different locations, e.g., when roaming in a different network, using a different access technology, etc.


5. Use Cases
(Informative)


This section identifies the use-cases for the SIP based push mechanism. These use-cases are organized such that each enabler that is envisioned as using SIP push is represented as a separate entity. This means that use-cases are drawn from each existing enabler that uses OMA push, as well as from future needs for SIP push.


5.1 Use Case, P2P, MMS


		

		Affected Areas



		

		Device

		Connectivity

		Enabling Services

		Applications

		Content



		Tickmarks (X)

		

		

		X

		X

		



		Additional Keywords

		

		

		

		

		





Table 1: Affected Areas for <Title>


5.1.1  ASK  \* MERGEFORMAT Short Description


<< In one or two sentences, describe the interaction that occurs in this use case.  Try not to regurgitate the basic course of events.  The short description may provide context that other sections do not contain (mandatory).  DELETE THIS COMMENT >>


Information and Entertainment (I&E) Example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered. >

Third Party Service Providers (TPSP) example: This use case describes the content distribution process between content providers and service providers. >


5.1.2 Actors


<< A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as End User (private/corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).  DELETE THIS COMMENT >>


5.1.2.1 Actor Specific Issues


<< A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory).  DELETE THIS COMMENT >>


5.1.2.2 Actor Specific Benefits


<< A list of specific benefits for each actor in the defined use-case.  Shall be used in the valuation of the defined use-case (mandatory).  DELETE THIS COMMENT >>


5.1.3 Pre-conditions


<< Pre-conditions are things that must be in place before the interaction can occur.  They are part of the contract between this use case and the outside world (mandatory).  DELETE THIS COMMENT >>


5.1.4 Post-conditions


<< Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).  DELETE THIS COMMENT >>


5.1.5 Normal Flow


<< This is the meat of the use case.  Describe the steps that each actor and the system go through to accomplish the goal of the use case.  The normal flow represents the ‘simple, correct path’ through the use case.  It is the most common path taken. For example, think of a use case that applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).


The basic format here is a numbered list of steps that describe the actions of the actors and the system behaviour.  If it helps, a UML diagram might be added. (mandatory).


DELETE THIS COMMENT >>


5.1.6 Alternative Flow


<< Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional).  DELETE THIS COMMENT >>


5.1.7 Operational and Quality of Experience Requirements


<< Operational and Quality of Expererience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].


Examples for such requirements are 


'The customer contact is always with a sales person' 


'The system shall allow for at least 1,000 concurrent transactions' 


'The order confirmation shall be sent not later than 1 hour after purchase' 


'If 5 items are purchased, there is a special discount on the sixth'


'The user shall have full control over his personal data' 


'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'


DELETE THIS COMMENT >>


5.2 Use Case A, P2P, New Service Device Management Provisioning
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Table 2: Affected Areas for <Title>


5.2.1  ASK  \* MERGEFORMAT Short Description


A user orders a new service from a service provider.  The method of ordering the service could be using a browser to request the service to be activated, traditional phone call to the customer service desk, or at a retail store. Let’s assume the user is ordering an online game service via her existing subscription service provider.  The ordering method is using the browser to request the service to be activated.


5.2.2 Actors


· Kristi owns a multimedia terminal device, which it is capable for online game service.


· Cellular service provider provides cellular access, Internet connection, IMS services, and hosting online game.


5.2.2.1 Actor Specific Issues


· Kristi prefers automated, quickly and easily configuration for her online game service.


· Kristi wants to play game with her friends.


· Service provider wants proper configuration based on company game policy.


· Service provider wants to provide ease of use experience to the user.


· Kristi and service provider want to have a mutual authentication.


5.2.2.2 Actor Specific Benefits


· Kristi’s has seamless user service provisioning.


· Service provider has a lower total cost ownership (TCO), centralize policy and configuration, and simpler deployment.


5.2.3 Pre-conditions


· Kristi’s terminal has successfully associated, authenticated, and IP connectivity to the network. 


· Kristi terminal must support TCP/IP and IMS SIP.


· Kristi is registered to the IMS network. The IMS registration establishes a trusted relationship between the terminal and the Device Management System.


· The Device Management System knows the address of the terminal.


5.2.4 Post-conditions


· The required service settings are configured and available to the application in the terminal.

· After successfully configured, Kristi accesses her online game.

5.2.5 Normal Flow


1. The user orders online game service from service provider by using the browser to request the service to be activated.


2. The service provider accepts the service request from the user.  The online game management system of the service provider uses Device Management System to configure the service.


3. Using SIP PUSH, the Device Management System sends an initial device management bootstrap message (OMA Client Provisioning message). Terminal handles the Device Management bootstrap message.  The device initial setting configured to use the device management server.


4. The Device Management system makes service configuration. To start the configuration session the Device Management System sends Device Management session initiation message using SIP PUSH. Terminal responses and the Device Management configuration will continue in normal [OMA DM] standard way.


5. After Device Management session is done, the user uses the new configuration setting to play online game.


5.2.6 Alternative Flow


5.2.7 Operational and Quality of Experience Requirements


5.3 Use Case A <Service Category>, Continuous Device Management Notification Support
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Table 3: Affected Areas for <Title>


5.3.1  ASK  \* MERGEFORMAT Short Description


After the service configuration is installed successfully, the Device Management System may manage settings using OMA Device Management. The Device Management session startup notification message can be sent using SIP PUSH.


5.3.2 Actors


· Kristi would like to be notified when her online game service configuration has changed.  Her terminal is configured for continuous device management.


· Service provider Device Management System provides a notification capability to the subscribed user.


5.3.2.1 Actor Specific Issues


· When online game service configuration changed in the network, Kristi wants to have a capability to receive the notification before accepting the changes.


· Service provider wants user terminal up to date configuration.


5.3.2.2 Actor Specific Benefits


· Kristi’s has the latest supporting service configuration.


· Service provider has a lower total cost ownership (TCO), centralize policy and configuration, and simpler deployment.


5.3.3 Pre-conditions


· Kristi’s terminal has successfully registered to the IMS service, and device management system.


5.3.4 Post-conditions


· The updated service configurations are configured and available to the application in the terminal.

5.3.5 Normal Flow


1. The service provider made changes to the user online game service.  The online game service server places a device management change order to the Device Management System for specific user.


2. Using SIP PUSH message, the Device Management System sends the notification to the user.  The notification contains information for terminal to start device management session with the Device Management server.


3. The user receives a service notification from the network.  The user has the option either accepting or rejecting the service configuration change.


4. The user accepts the changes.  The new service configuration is managed in terminal.


5. After Device Management session is done, the user uses the updated configuration setting to play online game.


5.3.6 Alternative Flow


5.3.7 Operational and Quality of Experience Requirements


5.4 Open Issues


6. Requirements
(Normative)


6.1 High-Level Functional Requirements


		<Ref: Use Case Title> 

		



		REQ1

		The user must be identifiable to the network using some identifier other than MSISDN or IMSI. The addressing model shall include address of the device (e.g. IP address) and application level addressing (i.e. user agents).  The addressing model shall be compatible with IETF specification when applicable.



		REQ2

		It shall be possible for the user identities in the REQ1 to be use for the notification system.  This minimizes the required parameters that need to be done by the user.



		REQ3

		It shall be possible for the user identities in the REQ1 to be use by the configuration server.



		REQ4

		The configuration data should have a standard part that can be used across different vendors’ devices.



		REQ5

		The configuration data must be extensible to allow for vendor and/or equipment specific configuration data.



		REQ6

		SIP PUSH must support OMA Device Managment Notification Message or capability.



		REQ7

		The delivery of the notification may support classes of priority and service delivery.



		REQ8

		The transport protocol shall be based on Internet Protocol (IP) as a bearer for all communication.  Since it cannot be assumed that cellular identities can be used for configuration purposes, also it cannot be assumed that the cellular access related bearers (WAP, SMS) are available.



		REQ9

		The application protocol (i.e. SIP PUSH) shall be based on SIP.





Table 4: High-Level Functional Requirements


6.1.1 Security


There may be different levels of authentication with different identities. For example, WLAN authentication may use a username/password that is different that the username/password used for authentication to the configuration server.


		<Ref: Use Case Title, HLFR>

		



		REQ10

		The network must provide mutual authentication mechanisms.



		REQ11

		The communication between the terminal and the network must be protected using encryption and/or integrity protection.





Table 5: High-Level Functional Requirements – Security Items


6.1.2 Charging


<< This clause identifies the high level charging needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Ref: Use Case Title, HLFR>

		





Table 6: High-Level Functional Requirements – Charging Items


6.1.3 Administration and Configuration


<< This clause identifies the high level administration and configuration needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Ref: Use Case Title,  HLFR>

		





Table 7: High-Level Functional Requirements – Administration and Configuration Items


6.1.4 Usability


<< This clause identifies the usability needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Ref: Use Case Title, HLFR>

		





Table 8: High-Level Functional Requirements – Usability Items


6.1.5 Interoperability


<< This clause identifies the high level interoperability needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Ref: Use Case Title, HLFR>

		





Table 9: High-Level Functional Requirements – Interoperability Items


6.1.6 Privacy


<< This clause identifies the high level privacy needs to support the use cases identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Ref: Use Case Title, HLFR>

		





Table 10: High-Level Functional Requirements – Privacy Items


6.2 Overall System Requirements


		<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>

		





Table 11: High-Level Functional Requirements – Security Items


<text>


6.3 System Elements


<< This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have sub-subsection(s) covering the requirements on interfaces.  DELETE THIS COMMENT >>


		System Element <letter>:

		<System Element Description>

		<Ref: HLFR, HLFR_sec, -_char, _-adm, etc.>





Table 12: System Elements


6.3.1 System Element A


<This section contains numbered high level requirements on System Element A.  DELETE THIS COMMENT >>


		<Nr.>

		





Table 13: Requirements for System Element <A>


6.3.1.1 Interfaces to System Element X


<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.  DELETE THIS COMMENT >>


6.3.1.2 Interfaces to System Element Y


<etc>


6.3.2 Network interfaces


<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		<Nr.>

		<Ref: SE (letter)>

		





Table 14: Requirements for Network Interfaces


Appendix A. Change History
(Informative)


<< The following is a model of a revision table.  DELETE THIS COMMENT >>


A.1 Approved Version History


		Reference

		Date

		Description
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		OMA-xxyyz-V1_0-20021001-A

		01 Oct 2002

		Initial document to address the basic starting point


   Ref TP Doc# OMA-TP-2002-1234-xxyyzForApproval



		OMA-xxyyz-V1_1-20030405-A

		05 Apr 2003

		description of changed


   Ref TP Doc# OMA-TP-2003-0321-xxyyzV1_1forApproval





A.2 Draft/Candidate Version <current version> History


<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>
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		Draft Version


OMA-RD_SIP_Push-V1_0

		25 Jan 2004

		1, 5

		Added initial baseline structure and introductory text



		

		

		

		



		Draft Version


OMA-RD_SIP_Push-V1_1

		April 26 2004

		

		Added sections: 1, 3.3, 5.2, 5.3, and 6.1.



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		





Appendix B. <Additional Information>


If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.


Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.


DELETE THIS COMMENT


B.1 App Headers
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