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1 Reason for Contribution

Clarify protocols issues for session management

2 Summary of Contribution

This proposal show the high level usage of a session, this will be followed up by a more detail proposal of of using SIP as session protocol for DCD in a another contribution.

The proposal shows how the session can be used to set up an general awareness, create a trust relationship, create a mutual understanding on each others capabilities and how to exchange media

3 Detailed Proposal

1. Flow for session setup

Client

· Discover a DCD server

· Establish connectivity by sending REGISTER to the DCD Server (if more then one DCD serves provider is needed then a registration is needed for each one, note this may be removed in the IMS model)

· Send information to enable the  Authentication and authorization 

· Indicate the DCD release version

· Indicate the supported methods; 

· Indicate if  anonymity is requested

· Indicate the maximum length for the session

· Indicating the wanted  refresher periodicity for the session

Server  

· Agree with client on security model

· Authorize the user and client

· Indicate the DCD server release version

· Agree on the supported methods; 

· Agree on if  anonymity is requested

· Agree on the maximum length for the session

· Agree on the wanted  refresher periodicity for the session

· Establish secure connection

· Saves the session parameters and registers the client as present

Client 

· Send all future session traffic over established secure connection (Proof of authorization)

· Establish a session context by sending an INVITE to the DCD server and use SDP parameters to describe its capability:

· Supported media

· Port numbers to be used per media

· Attribute per media

· Network and type of client

Server

· Check and store client capability and return information on how the client will receive the media

· Include an unique administrative broadcast address in the SDP body

· Include the encryption keys for the administrative broadcast  in the SDP body

· Include an unique generic media transport broadcast address in the SDP body

· Include the encryption keys for the media transport broadcast  in the SDP body

The server can initiate any number of new sessions to ensure the delivery success of a specific media push, ex. New encryption key may be required for a closed multicast delivery or to ensure that ports are not occupied and available over firewalls

Client

· Accept session parameters

· If changes occur send UPDATE session to the DCD server with the new parameters

Server 

· When for media pull request or initiate push media request (how do we associate with session?)

· If changes occur send UPDATE session to the DCD client with the new parameters

2. For subscription information/update over DCD-3

The idea is to support for the client to inform the DCD server that the user has requested a new channel. The subscription itself may have been done by other means but the user needs to update the DCD server so it can add it to the list of content that can be pushed to the client and make it available for personalization. 
2.1 Alt 1

Client

· Uses the established secure connection

· Sends a SUBSCRIBE message to DCD server for subscribed channels

Server

· Returns a notification with a XML document describing all subscribed channels

· On update of channel information send a new notify

Client

· If the user has new channels to add to the DCD server it send a request to be invited to the new channel

Server

· Sends an invitation request of the new channel

2.2  Alt 2

Client 

· On any new subscription XCAP is used to update the DCD XDMS with  channels in formation

XCAP server

· Verify the Channel availability and update document

Server 

· Use subscribe to get the users wanted channel and changes

· Update user profile on changes
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5 Recommendation
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