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1 Reason for Change

SA4 asked for some clarifications in their LS “OMA-CD-2009-0035-ILS_from_3GPP_SA4_on_Syndicated_Feed_Reception”, which pointed to some deficiencies in the current DCD Semantics TS. This CR proposes to correct them as bugs in the spec.
R01 includes changes suggest on the CD Plenary Sept 30 call.

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The updates should be discussed and the agreed changes incorporated into a revision of the DCD Semantics TS:
In “7.1.3.1.2 Client Activation request by a DCD Server”

· SA4 asked to “add the DCD server address (and other information such as proxy data+ data connection details) to the RequestForClientActivation in the case where the DCD client is not configured to that DCD server and wherein the request For client Activation is provided by a web server (external discovery)”.
· This request does address the missing use case in which the DCD Client is not pre-configured. In order to support this use case (especially when the the DCD MO is not supported by the device or the serving Operator), it should be addressed as a bugfix.

6 Detailed Change Proposal
Change 1:  Update 6.1.1
Client Activation
6.1.1 Client Activation
Upon the first DCD-Enabled Client Application to register with a particular DCD Server, a DCD Client SHALL activate the service with the DCD Server as defined by the applicable DCD-3 connection profile. If there is no DCD-3 connection profile in the Application Profile, the DCD Client SHALL activate the service with a default DCD-3 connection profile, which is set originally in the device or provisioned by the DM (e.g. OMA DM). In order to activate the service, the DCD Client SHALL send ClientActivationRequest message with Device-ID and Version, as described in Section 7.1.3.1.1. Note: the presence of a default DCD-3 connection profile in non-volatile memory ensures the ability to re-activate DCD service upon master reset/clear of the device.

If the DCD Server does not require authentication and no errors occurred, the DCD Client receives a ClientActivationResponse indicating successful activation.

If the DCD Server requires authentication, the DCD Client SHALL proceed with the applicable authentication process. If the DCD Client is successfully authenticated by the DCD Server and no errors occurred, the DCD Client receives a subsequent ClientActivationResponse indicating successful activation.

If the DCD Server responded with an ErrorNotification message with error-code “authentication error”, the DCD Client SHALL NOT automatically resend the ClientActivationRequest message.

If the DCD Server responded with an indication of a temporary failure condition showing that DCD Server is unavailable, the DCD Client SHALL re-attempt to activate the service at a later time.

If Client Activation fails because the uplink is unavailable, the DCD Client SHALL inform the DCD Enabled Client Application using the ErrorNotification message.

When the pull DCD-3 interface is unavailable because the uplink is unavailable, the DCD Client SHOULD continue to support the DCD-3 interface via Push or broadcast bearers, if available and feasible.

When the DCD-1interface is unavailable because the uplink is unavailable, the DCD Client SHOULD continue to support reception of content via the DCD-2 interfacefor subscribed channels, if feasible

In the event of successful activation, the ClientActivationResponse message contains Session-ID parameter issued by the DCD Server. The DCD Client SHALL include this Session-ID parameter in all messages sent to the DCD Server during the lifetime of the session.

If it receives a RequestForClientActivation message from the DCD Server, the DCD Client SHALL initiate service activation with a ClientActivationRequest message, as described in Section 7.1.3.1.2. If the RequestForClientActivation contains a dcd-3-connection-profile with a new dcd-server-address, i.e. not present in the DCD Client’s existing connection profiles, the DCD Client SHALL initiate service activation with the DCD Server only if the DCD Server is trusted. Note that how trust is determined is an implementation issue, e.g. DCD Clients may inherently trust the DCD Server due to trust placed in the DCD-2 interface bearer (e.g. OMA Push, which is a secured service enabler in typical deployments), may use a whitelist of trusted DCD Server domains, or may require user confirmation for the new activation.
If the Session-TTL attribute is non-zero, upon expiration of the session, the DCD Client SHALL send a new ClientActivationRequest as soon as possible.
The DCD Client MAY deactivate the DCD service at any time. To deactivate the service, the DCD Client SHALL send a ClientDeactivationRequest to the DCD Server, as described in Section 7.1.3.2. The DCD Client SHALL re-attempt to deactivate the service at the later time if deactivation request was unsuccessful.

If it receives a ClientDeactivationNotification message from the DCD Server, the DCD Client SHALL NOT attempt to reactivate the service with that DCD Server until it receives a RequestForClientActivation message from the DCD Server.

Upon deactivation of the DCD Service triggered by deregistration of the last DCD Enabled Client Application, the DCD Client SHOULD remove any remaining registration information for registered DCD Enabled Client Applications.

If the DCD Client receives a ConnectionProfileUpdate message including a modified DCD-3 connection profile from the DCD Server, the DCD Client:

· SHALL send the ConnectionProfileConfirmation to the DCD Server 
· and, as soon as possible, e.g. upon completion of any pending content delivery, SHOULD 

· send a ClientDeactivationRequest message to deactivate the session with the current DCD Server. if there was a change in the DCD-3 server address 
· send a ClientActivationRequest message according to the DCD-3 connection profile to re-establish a new session
The DCD Client SHOULD support the storing or backup of subscription information and information about registered applications on removable devices (e.g. using smart cards, (U)SIM, removable disks) to allow portability of service between devices with compatible DCD Client versions of the same vendor.

When the DCD Client has detected that a change of subscriber has occurred for a device with previously activated DCD Service, the DCD Client SHOULD prevent access to DCD Content and Channel Metadata related to the previous subscriber.
The DCD Client SHOULD support subscriber selected privacy options for access to the DCD Content.

Change 2:  Update 7.1.3.1.2 Client Activation request by a DCD Server
7.1.3.1.2 Client Activation request by a DCD Server
The DCD Server may request Client Activation upon commencement of a DCD service or following the event of deactivation of the DCD Client by the DCD Server. In the latter case, in order to renew the DCD service the DCD Server SHALL issue activation request to the DCD Client (i.e. the activation request of the DCD Client follows the request for Client Activation from the DCD Server).
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Figure 22: Client Activation by request from the DCD Server
7.1.3.1.2.1 Message and Information Elements

	Message
	Implementation
	Direction

	RequestForClientActivation
	Optional
	Client ( Server

	ClientActivationRequest (see 7.1.3.1.1)
	Mandatory
	Client ( Server

	ClientActivationResponse (see 7.1.3.1.1)
	Mandatory
	Client ( Server


Table 16 Message directions for Client Activation by request from the DCD Server

	Information Element
	Req
	Type
	Description

	dcd-3-connection-profile-name
	Optional
	String
	Name of a locally configured DCD-3 connection profile.  If not present, the message applies to the default dcd-3-connection-profile 

	dcd-3-connection-profile
	Optional
	Structure
	Specific DCD-3 connection profile to use.


Table 17 Information elements in RequestForClientActivation message

The messages ClientActivationRequest and ClientActivationResponse are as described in Section 7.1.3.1.1 and represent authenticated or non-authenticated client activation process.
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