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1. Scope

This specification continues the work of defining a ‘push’ service to deliver content to a mobile device utilising the OMA architecture. This architecture specification defines the specific elements involved in delivery of the push service using SIP. In the definition of the entire push solution defined by the OMA this architecture specification co-exists and references from the work of the WAP forum as an affiliate organization to OMA and the WAP 2.0 Conformance Release [WAP2]. 

In order to facilitate integration into a variety of OMA enabler releases this specification deals with those elements of the general push architecture that are significantly affected by the introduction of a SIP based push mechanism.

2. References

2.1 Normative References

None

2.2 Informative References

	[3GPP]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228 V6.5.0, Release 6, Mar. 2004

	[3GPP2]
	"All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2", X.S0013-002-A Revision A, Version 2.0, 3GPP2, 2004

	[IMSArch]
	"Utilization of IMS capabilities Architecture", OMA-AD-IMS-V1_0-20050204-C URL:http://www.openmobilealliance.org/

	[OMNA]
	"OMA Naming Authority". Open Mobile Alliance(.
http://www.openmobilealliance.org/tech/omna

	[PushArch]
	"WAP-250-PushArch", Open Mobile Alliance(. http://www.openmobilealliance.org/tech/affiliates/wap/

	[PushOTA]

	"Push OTA Protocol", WAP Forum™, WAP-235-PushOTA,  URL:http//www.openmobilealliance.org/

	[RFC3261]
	"SIP: Session Initiation Protocol". J. Rosenberg et al. June 2002. URL:http://www.ietf.org/rfc/rfc3621.txt

	[PushSIP]
	"OMA-SIP-Push-V0_1-20050701-D", Open Mobile Alliance(. URL:http://www.openmobilealliance.org/

	[WAP2]
	"WAP 2 Conformance Release", Open Mobile Alliance(. http://www.openmobilealliance.org/tech/affiliates/wap/


3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions


	User - a user is a person who interacts with a user agent to view, hear, or otherwise use a rendered content. Also referred to as end-user.

User agent - a user agent (or content interpreter) is any software or device that interprets resources.  This may include textual browsers, voice browsers, search engines, etc.

3.3 Abbreviations


CPI

Capability and Preference Information

HTTP

Hypertext Transfer Protocol

IANA

Internet Assigned Numbers Authority

IP

Internet Protocol

MIME

Multipurpose Internet Mail Extensions

MMD

Multi-Media Domain

MMS

Multimedia Messaging Service

MSISDN

Mobile Station International Subscriber Directory Number

OMA

Open Mobile Alliance

OMNA

OMA Naming Authority

OTA

Over The Air 
PAP

Push Access Protocol

PI

Push Initiator

PPG

Push Proxy Gateway

QoS

Quality of Service

RFC

Request For Comments

SI

Service Indication

SIP

Session Initiation Protocol

SIR

Session Initiation Request

SL

Service Loading

TCP

Transmission Control Protocol

URI

Uniform Resource Identifier

URL

Uniform Resource Locator

WAP

Wireless Application Protocol

XML

Extensible Mark-up Language


	


4. Introduction

In the "normal" client/server model, a client requests a service or information from a server, which then responds in transmitting information to the client. This is known as “pull” technology: the client “pulls” information from the server. Browsing the World Wide Web is a typical example of pull technology, where a user enters a URL (the request) that is sent to a server, and the server answers by sending a Web page (the response) to the user.

In contrast to this, there is also “push” technology, which is also based on the client/server model, but where there is no explicit request from the client before the server transmits its content. The push framework [PushArch] introduces a means to transmit information to a device without an explicit user request. In the push over SIP framework the user may explicitly authorise a ‘push’ service.

This architecture introduces the concept of Push Sender agent and Receiver agent, as part of OTA-SIP protocol.  Push Sender agent and Receiver agent are functional elements that are capable of the service defined for Push using SIP [PushSIP]. In illustration: 
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Figure 1:  OTA-SIP Protocol

OTA-SIP protocol provides a subset of the service provided by a push proxy gateway [PushArch]. A push proxy gateway provides the push service [PushArch], interfaces with a push initiator and a push over SIP service. In illustration:
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Figure 2:  Overall Push Framework

Note: The protocol between agent and application in the client and server is out of scope of OTA-SIP Push.

5. OTA-SIP Features and Functionality

SIP Push utilises SIP [RFC3261] for over-the-air communication between the OTA-SIP Sender and Receiver agents and is hence primarily to be used in conjunction with a SIP/IP Core Network, such as IMS [IMSArch].

Push content is delivered using a SIP request, which means that that the Push Sender agent acts as a SIP user agent client and the client (i.e. the mobile device) as a SIP user agent server. In the SIP Push definition [SIPPush] the collective name of the interface will be OTA-SIP.

OTA-SIP is not a vertically integrated push service.  OTA-SIP is rather a component that can be used with other OMA enabler to build a complete SIP push application.

The OTA-SIP supports the following areas:

· Push Sender agent initiated push to the Push Receiver agent.

· Push Sender agent request delivery reports from Push Receiver agent.

· Push Sender and Push Receiver agents are capable to support large content delivery (e.g. greater than 1300 bytes)

· The Push Receiver agent can make itself available for push from Sender agent

· Application addressing scheme independent of network technology, i.e., standard SIP URI.

· Exchanging push control information between the push server agent and the push client.

· Authentication and authorization.
· Access independent and discovery.
· Client capability negotiation for push service
· Mapping of OTA-SIP delivery status (e.g SIP response code) to application level status information for communication to the initiator of the push, via the Push Sender agent.

6. OTA-SIP Architecture Overview

OTA-SIP leverages the SIP/IP Core network [IMSArch] by transferring the push content from the push sender agent to the push receiver agent using Session Initiation Protocol (SIP) messages.  OTA-SIP is an alternative Push OTA [PushOTA] binding, using SIP as the underlying transport mechanism. Support for OTA-SIP is dependent on the availability of SIP/IP Core network capabilities in the both the network and the push client.

The OTA-SIP Push Sender and Receiver agent are the elements, which interacts with the IMS Core [IMSArch] to fulfil the Push over SIP service utilising 3GPP IMS and 3GPP2 MMD networks. The Push Sender and Receiver agent (which act as the push service enabler) references a number of interfaces defined in [IMSArch]. It is anticipated that OTA-SIP Push Sender and Receiver agent can be use with SIP capable applications to send push content to the push client. In the case where OTA-SIP utilizes with [WAP2], the Push Proxy Gateway (PPG) uses OTA Push Sender agent when delivering push over SIP.  A Push Client uses OTA-SIP Receiver agent when receiving push over SIP.
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Figure 3: OTA-SIP Architecture Overview Push agent in IMS Context

6.1 SIP/Core network

The SIP/IP Core is a network of servers, such as proxies and/or registrars that perform a variety of services in support of OTA-SIP, such as routing, authentication, compression, etc. The specific features offered by different types of SIP/IP Core Networks will depend on the particulars of those networks.

In the context of an IMS Architecture [IMSArch] (3GPP IMS and 3GPP2 MMD networks), support for Push Over-The-Air using SIP (OTA-SIP), as defined in [PushSIP] is mandated on IMS devices as Push client.  It is considered that this mechanism will be the primary mechanism for Push Over-The-Air. 

Future releases may fully specify how OTA-SIP [PushSIP] utilises additional types of SIP/IP Core Networks.

The OTA-SIP Push Sender  [SIPPush] when interfacing with the SIP/IP Core can make use of the following interfaces:

1. ISC interface: The ISC interface defines between the Push Sender agent and the SIP/IP Core Network. The ISC interface provides the Push Sender agent with SIP/SDP call control, SIP event related subscription and notification, SIP messaging, etc. 

2. Rf interface: The Rf interface is defined between the Push Sender agent and the Charging Data Function of the offline charging system. It allows the Push Sender agent to report events that lead to the creation of Charging Data Records in the CDF.

3. Ro interface: The Ro interface is defined between the Push Sender agent and the Online Charging System and allows the Push Sender agent to request credit before providing a Push service.

4. Sh interface: The Sh interface defines between the Push Sender agent and HSS in the SIP/IP Core Network. The Sh interface provides the Push Sender agent with read and writes operations of user data related to SIP/IP Core Network. It also provides with functionality for subscription and notification of changes in the user data related to SIP/IP Core Network.

5. Dh interface: The Dh interface defines between the Push Sender agent and the Service Locator Function (SLF) in SIP/IP Core Network. The Dh interface is quite similar to the Sh interface and uses by the Push Sender agent to get the address of the HSS that handles a particular user in those networks where there are several HSS.

The OTA-SIP Push Receiver agent  [SIPPush] when interfacing with the SIP/IP Core will make use of the following interfaces:

1. Gm interface: The Gm interface is defined between the client and the SIP/IP Core network. The Gm interface provides SIP/SDP call control, and SIP event related subscription and notification, etc.

The interfaces referred here are referenced in the [IMSArch], and defined in the associated references [3GPP] and [3GPP2].

6.2 Push Sender Agent

Push Sender agent is a logical entity that creates a push request, and then uses the OTA-SIP procedure to send push content.

When OTA-SIP is realized using IMS or MMD, the Push Sender agent will utilize the capabilities of IMS as specified in [3GPP] and [3GPP2], respectively. In such cases the IMS network performs the following additional functions in support of OTA-SIP:

· Routes the SIP signalling between the Push agent and the clients

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the Push agent and the clients

· Maintains the registration state
· Provides charging information
6.3 OTA-SIP Push Receiver Agent

Push Receiver agent is a logical entity that receives push content and generates a response to the Push Sender agent request.

When OTA-SIP is realized using IMS or MMD, the Push Receiver agent will utilize the capabilities of IMS as specified in [3GPP] and [3GPP2], respectively. 
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