[image: image1.jpg]"sOMaQa

Open Mobile Alliance



 Doc# OMA-MWG-2004-0024-necessity to include use cases
Submitted to OMA-MWG
Submission Date: 28 Feb. 2004
Doc# OMA-MWG-2004- 0024-necessity to include use cases
Submitted to OMA-MWG
Submission Date: 28 Feb. 2004

Input Contribution

	Title:
	Necessity to include use cases in the messaging interworking RD 
	 FORMCHECKBOX 
  Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-MWG

	Source:
	Youngae Kim, LGE, +82-2-850-3632, younge@lge.com 

Jean-Francois Labal, LGE, +33 (0)1 48 17 71 51, jflabal@lge.com

	Attachments:
	n/a
	 FORMCHECKBOX 
  Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	n/a


1 Reason for Contribution

We submitted and presented the following use cases in the last L.A. meeting. This analysis is prepared to give further information on the interworking between MMS and Web/WAP hoping that MWG can identify the importance and necessities of including this work in MWG’s work scope so that it can be dealt with more productively through the participation from many members of MWG. At the same time, we hope the inclusion of the following use cases in the messaging interworking RD.

-Use Case of MMS and PC browser [OMA-MWG-2004-0004R01]

-Use Case of MMS and phone browser [OMA-MWG-2004-0005R02] 

2 Summary of Contribution

In this analysis we showed the result of our investigation upon the current status for the use cases and the technical challenges that most service providers are facing as they realize the use cases. Basic 3GPP requirements to support the use cases are noted. We enumerated important technical issues that need to be addressed in the future regarding the interworking between MMS and WAP/Web issue. Those are how to identify UE capability, how to transform MMs applicable in any kinds of browser, and how to support secure mechanisms. Lastly, we show a few benefits we can expect from the use cases.  

3 Detailed Proposal

1. References

[1]
3GPP TS 22.140 v5.4.0, Multimedia Messaging Service (MMS); Stage 1
[2]
3GPP TS 23.140, Multimedia Messaging Service (MMS); Stage 2

[3]
OMA-MWG-2004-0005R02-Use-Case-MMS-and-phone-browser
[4]
OMA-MWG-2004-0004R01-Use-Case-MMS-and-PC-browser 
[5]
3GPP TS 24.008 v5.9.0, Core network protocols; Stage 3
Unless otherwise stated, the latest issue of each of the above documents shall be the one used.

2. Abbreviations

IMEI

International Mobile station Equipment Identity

MM

Multimedia Message

TS

Technical Specification

UA

User Agent

UE

User Equipment

3. Introduction
In the meeting in L.A. some delegates claimed that their implementation has already supported the interworking as defined in [3] and [4]. But, according to offline discussion with some experts (of interoperability of the messaging solutions on the network side) the interworking hasn’t fully supported yet. They have several important technical issues that have to be solved. In this paper we want to highlight the following below. 

· Basic requirements from 3GPP

· These requirements stress the necessity to ensure that the interworking problems pointed out by [3] and [4] are fixed
· The interworking issues and benefits from use cases described in [3] and [4]

4. Current 3GPP Specification
4.1 High level requirements

According to [1],

The MMS shall be a universal messaging access. The user shall be able to experience consistent access to the MMS regardless of the access point. For example the user should be capable of accessing her MMs through the Internet from a PC.

· The use case addressing the access to the MMS from a PC is therefore part of the 3GPP requirements for MMS.

The MMS shall be able to support the capability for the terminal and network to take account of the capability of the user's terminal (e.g. deliver a MM / notification in a manner compatible with the terminals capability).

· The 3GPP requires mechanisms to allow notifications upon MM reception whatever the capability of the terminal (e.g. support or not of MMS) is.

4.2 Architectural implementations

According to [2],

· The interface between the MMS Relay/Sever and the E-Mail server is not standardized and is let to the operator choice (e.g. the interface can be based on SMTP or PO3 protocols)

· The issue related to the use case of MMS and PC browser seems to be limited to the notification mechanism.
5. Interworking issues
Some carriers have technical issues on interworking between an MMS system and a non MMS system. The main problems are how to identify UE capability, how to transform MMs applicable in any kinds of browser, how to support secure mechanisms, etc. Therefore, we want to standardize required interfaces and solve interworking issues. Where, some interface(s) may be in scope of 3GPP(2). If necessary, we have to urge 3GPP(2) to standardize some interfaces that belong to their scope, such as the interface between MMS Center and HLR.
5.1 UE identification
If a user who previously registered in the MMS database exchanges his terminal for a non MMS capable one, serous problems will occur: the UE will either receive no MM or will receive unreadable SMS instead.

The solution which is expected to overcome this problem consists with the MMS Center in checking the IMEI to get information of the terminal capability i.e. to know whether the terminal is MMS capable or not.

However, no use of the IMEI is done currently because:

· Of the required strong coupling between the MMS Center and the HLR (where the IMEI is stored)

· No interface between the HLR and the MMS Center is defined in the standard so far
· The network may always initiate the identification request procedure in order to update the database. Should the interface between the MMS Center databases and the VLR/HLR be standardized?
· May the MMS Center be informed of the MMS support capability through the UA Prof?

· In order to get the IMEI, the network (i.e. SGSN for the PS domain or the VLR/MSC for CS domain) the must initiate the “identification procedure” [5]

· This procedure requires the establishment of a NAS connection

· This procedure is optional on the network side e.g. when the UE send a MMS, there is no requirement in the standard for the network to request for the IMEI and as a result the terminal characteristics associated to the user may not be updated in the database
5.2 MM transformation
So far, the transformation of MM is done only for specific browser i.e. phone browser or PC browser. The MMS Center shall be able to support any kind of browser.

5.3 Security 
We need to consider “security mechanism” in accessing and forwarding MM. According to [1], a user shall be able to use and access MM in a secure manner. It shall be possible for the contents of MM to be viewed only be the intended recipient(s). 

Suppose that someone enters an arbitrary url. But the url may direct to the MM that a sender sends to a receiver. Without any security mechanism, the url is vulnerable to others. We showed url with access code in [3], as one of secure access methods. Network operators may support other security mechanisms.

6. Benefits
MWG is currently about to define interfaces with E-mail system, SMS system, IM system, etc. We want to suggest an interface with web server. We can support some benefits from the interface with web server. 

First, we can reduce the number of systems passing by between end-to-end terminals. For example, we consider a number of E-mail users, such as yahoo(www.yahoo.com) E-mail users. A receiver wants to see MMs that a sender sent to the receiver’s yahoo E-mail address. The receiver connects to the yahoo web site, moves to yahoo E-mail page and then checks his E-mail. Where, if we only define an interface with E-mail system, E-mail system must intervene between MMS system and web server. If we have an interface with web server, we can connect directly between them without intermediate E-mail systems. Thus it results in decreases of system load and end- to-end transportation time. 

Second, we can think of several benefits from the viewpoint of sender, receiver, and network provider. A user with an MMS capable handset can send MMs without knowing if recipients have an MMS capable terminal. The recipients don’t need to concern whether their terminal is MMS capable or not. Because they can view the MM in various methods, like connecting to the url with a PC specified in [4] or with a browser capable terminal specified in [3], checking E-mail, etc. MMS network provider has a significant increase in the number of MM sent, therefore a great increase in revenues. 
7. Conclusion 
We have found it will be valuable for MWG to start investigating on the interworking between MMS and WAP/Web in order to resolve the technical issues and improve the functionality of the interworking utilizing the collaboration of members of MWG. 

4 Intellectual Property Rights Considerations

Unknown.
5 Recommendation

For discussion. 
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