[image: image1.jpg]ST

ASSOCIATION




Liaison Statement

	Liaison Statement Title:
	GSMA RCS Liaison to OMA
Request for API Specification Plan


	Source Meeting Information

	Meeting Number
	Meeting Date
	Meeting Location

	RCS SVD Group
	July 07th, 2010
	F2F Meeting

	RCS Management Group
	July 15th, 2010
	Conference Call


	Document Details

	Document Number:
	Creation Date:
	Document Author:

	RCSMG51_004
	15/7/2010
	Aude Pichelin


	Originating GSMA Source:
	Sent To:
	Copied To:

	Mark Hogan
	OMA COM & OMA ARC
	RCS Plenary


	Action Required by Recipient: (Please Tick a box under desired action)

	None – For Info Only
	None – Reply to Earlier LS
	Info/Clarification Required

	
	
	X

	Decision Required
	Approval Required
	Deadline for Response

	
	
	Sept. 1, 2010


GSMA RCS would like to thank OMA for the quick responses (OMA-LS_869-OMA_ARC_to_GSMA_RCS_on_API-20100611-A & OMA-LS_870-OMA_COM_WG_to_GSMA_RCS_on_APIs-20100614-A ). We understand your response as very positive but also understand that resources from OMA are limited, and we would therefore want to further clarify our objectives, minimize and prioritize the scope in order to reach our goal of a publication as part of a new release of the RCS specification by the end of 2010. 

Objective

GSMA RCS’s main objective is to bring a suite of services (using enablers from OMA and other SDOs), to market. The introduction of APIs to bring RCS to the market has been identified in RCS as a key priority.
Context and definitions

GSMA RCS has divided the APIs into three categories based on the target application developers, business model and location of the APIs. This definition is not 100% stringent but has been very instrumental for our discussions. 

The three categories are:

- Device APIs

- B2B/Whole sale APIs

- UNI/Long Tail APIs

The first category (Device APIs) is an API residing in a device meant for an application executing in that very same device. The two latter categories access the service through an interface within the network and where the service could be executing in many different locations including the end-user devices.

The intention with the UNI/Long Tail API  is to put the threshold at the lowest possible level for “anyone” or any application developer to develop a service/application that embeds one or several RCS enablers. The provocative analogy used has been “any pimpled 16 year old that can develop Facebook applications should also be able to embed RCS enablers into this application”.

Priorities

Given the objectives to create stability and touch as few parts of the eco system at this point, RCS would like OMA to look at the APIs with the following priority

1. first priority: UNI/Long Tail APIs

2. second priority: B2B/Whole sale APIs 

3. third priority: Device APIs

Throughout the rest of this document the focus will be on the first priority APIs namely UNI/Long Tail APIs. When it comes to the second priority we believe that these APIs are more in line with the approach taken by the industry traditionally and that the gap analysis done by OMA is mostly applicable to this category. The B2B APIs will be considered a future work item for GSMA RCS and we would be happy to supply detailed requirements for this at a later stage.
Requirements on UNI/Long Tail API’s

On the very highest level there are a few fundamental requirements in order for us to meet our objectives. Please see the attached presentation. 

· The APIs shall be http REST based 
· The APIs shall mimic the RCS client/user behavior, not the underlying enabler/protocol and shall be on the highest possible abstraction level without options and flexibility normally not exposed to an user
· The APIs aim at allowing implementation of thin clients (i.e. web based clients). As a result the concept of an User Agent seems quite in line with this objective and should be used, i.e. the application and API usage of RCS shall mimic the RCS functionality exposed through the “native” RCS UNI
· The services or applications implemented using these APIs shall perform operations on behalf of a RCS user

· The functionalities exposed through the RCS API shall mimic the functionalities available via  the RCS UNI but RCS Service Providers shall be able to choose wheter to provide the full API functionalities or a subset of them
· When possible, the context, session and state information handling shall be performed within the server component exposing the RCS APIs rather than within the client aplication or service accessing the APIs
· The  third party application and the end-users shall be authenticated and resources of the RCS  enablers shall be authorized with respect to the privacy and operator policies. The security framework shall thereby address those following requirements:
· Application shall be authenticated by the RCS services under the control of the SP

· The user shall be authenticated by his RCS service provider.

· Application access to the RCS methods must be authorized by the RCS user and comply with operator policies 

· User must not have to reveal his or her credentials to the application 

· A token indicating the user authority delegation must be passed to the application 

· The authority delegation must be defined for a specific scope (limiting accessible data)

· The user must be able to revoke authority delegation at any time
· For the authentication aspect of the security framework, the OpenID and SAML technologies shall be considered in a non exclusive approach. A selection of one of the mentioned technologies might be done later on within RCS and will be communicated to OMA.
· For the auhtorization aspect of the security framework, oAuth and Liberty ID-WSF technologies shall be considered in a non exclusive approach. A selection of one of the mentioned technologies might be done later on within RCS and will be communicated to OMA.
· The API shall only be able to access data available to the user account that has been used for the authentication

For detailed functional call requirements for RCS APIs please see Annex 

GSMA RCS request to OMA

GSMA RCS asks whether OMA would be willing:
1. to create the functional APIs according to the requirements for the UNI/Long Tail APIs (i.e. priority #1 APIs) outlined in this document?
· Deliverables, among other deliverables of OMA, should consist of Interface Specifications, API functional definition, API development Guide
2. to define the security framework to support
· the authentication requirements on the basis of both OpenID and SAML

· the authorization requirements on the basis of both oAuth and Liberty ID-WSF
For these items separately, would it be possible to create such specifications by the end of 2010 so that they can be used for RCS R4 specifications, which are planned to be released in December 2010? If not, is there anything that could make this possible?
Note that RCS Project is planning to share more detailed requirements towards OMA after the next RCS Plenary in Shenzen (Sept. 07th – 09th).
Dates of Future RCS Plenary Meetings

Sept. 07-09, China
Annex
Presence, Detailed Functionality 

· Publish Presence

· Set tagline

· Set presence image

· Set link

· Set location (textual/geographic)

· Activate hyper-availability

· De-activate hyper-availability

· Set service capabilities

· Subscriptions

· Invite a contact to share presence

· Cancel invitation

· Receive presence sharing invitation notification

· Accept presence sharing invitation (full SPI/basic SPI only)

· Block presence sharing invitation

· Ignore presence sharing invitation

· Revoke presence sharing relation


· Receive Notification of Presence changes

· Service Capabilities

· Request for service capabilities (“who can I invite”)

· TBD::others
· Subscribe to watcher info & RLS lists

· Management of contact lists

· Presence Rules Management

Chat, Detailed Functionality 

· 1-1 Chat: 

· Session handling

· Start chat (including subject header)

· End chat

· Cancel chat invitation

· Accept chat invitation

· Decline chat invitation

· Extend 1-1 chat to group chat

· Media handling 

· Send message

· Send isComposing

· Receive message

· Receive isComposing

· Group chat (ad-hoc group)

· Session handling 

· Start chat (including subject header)

· End chat

· Cancel chat invitation

· Add participant

· Leave chat

· Re-join chat

· Get participant info

· Accept chat invitation

· Decline chat invitation


· Media handling

· Send message

· Send isComposing

· Receive message

· Receive isComposing

File-Transfer, Detailed Functionality

· Session handling 

· Initiate File Transfer

· Cancel File Transfer request 

· Receive File Transfer request

· Accept incoming File Transfer request

· Decline incoming File Transfer request

· Cancel ongoing File Transfer

· File Transfer Ended (TBD)

· Media handling

· Send File

· Receive File

Call, Detailed Functionality 

· Session handling 

· Initiate Call

· Cancel call

· Receive call

· Call Alerting

· Call Decline

· Call Answer

· End call


· Media handling

· Send audio

· Receive audio

· Send DTMF

Video/Image Share (GSMA IR.74/IR.79), Detailed Functionality 

· VS/IS Capability Query

· Initiate query

· Receive Query

· Query Response


· VS/IS Session handling

· Initiate sharing (video or image share)

· Receive sharing invitation

· Cancel sharing invitation

· Sharing answer

· Sharing decline

· End sharing

· Cancel sharing


· Media handling 

· Send image/video

· Receive image/video

Video Share phase 2(GSMA IR.84), Detailed Functionality 

· Session handling

· Initiate video stream sharing

· Cancel sharing invitation

· Receive sharing invitation

· Sharing answer

· Sharing decline

· End sharing

· Cancel sharing


· Media handling 

· Send video

· Receive video

· Upload Video to server


· Initiate NW sourced video stream
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