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1 Reason for Contribution

This contribution brings responses and clarifications to doc # ‘OMA-MWG-CAB-2008-0082-INP_Overlap_New_Protocol_Issues’. 
2 Summary of Contribution

We believe doc# ‘OMA-MWG-CAB-2008-0082-INP_Overlap_New_Protocol_Issues’ to be very misleading and contains inaccurate information about our proposal in documents ‘OMA-MWG-CAB-2008-0057-INP_CAB_Architecture_Thoughts‘ and ‘OMA-MWG-CAB-2008-0061R01-CR_CAB_Architecture_Proposal’. 
We anticipate that this document will be used in the background while reading ‘OMA-MWG-CAB-2008-0082-INP_Overlap_New_Protocol_Issues’.
Please note that our response is in black text and original content in doc#82 is in red italic.

3 Detailed Proposal

1) Overlapping client & server protocol with XDM enabler:  

INP#57 and CR#61R01 propose a new CAB client and server protocol (CAB-01) to replace the existing OMA XDM Client function and protocol (e.g. XMD-1, XMD-3, XDM-5), as defined in OMA XDM Enabler.  To achieve this, the CR#61R01 suggests the XDM Client reside in the network, and there will be a new protocol between the UE and XDM Client in the network, with at least the following supporting functions over the air:
Firstly, we would like to mention that the term “protocol” being used here is misleading and the term “interface” is more appropriate. Our proposal is to use HTTP protocol, but only define new payload to carry the requests from the device to the network.
The proposed interface is NOT meant to overlap with XDM enabler in any manner as indicated by the doc# 0082. In fact, the purpose of the new interface is to address CAB requirements in an efficient way that can be easily implementable with all types and category of devices. Further, calling it as an “Overlapping protocol” is very misleading to the group/audience. 

Further we would like to emphasize that the goal of the new interface is not to “replace the existing OMA XDM Client function and protocol (e.g. XMD-1, XMD-3, XDM-5), as defined in OMA XDM Enabler”. We have made it very clear that our proposal is also based on XDM enabler but utilizing a model where XDM Client is situated in the network as opposed to being on the UE.  And this usage model of XDM i.e. having an XDMC on the network is supported by XDM enabler. The main concern we have with XDMC on the UE is that it is not optimal and does not cover all the CAB requirements, but instead we need a CAB-defined interface to handle the UE requests related to CAB.
a) authorization, 

XDM authorization is defined in way that it can be used by both the models i.e. XDMC on the UE or in the network. Clearly this is not a differentiator of any proposal.

b) service related data document management operation, 
Here, we assume you are referring to user such as authorization rules.  Essentially, this means that it is yet another form of data that needs to be updated across multiple devices. Similar to our approach for using DS for all data synchronization aspects, our proposal is to re-use OMA DS for this functionality.
c) subscription, and notification, 

The subscription and notification model in XDM relies on SIP/IP core. This is a constraint that we believe can be better solved with our proposal. It very clear from the market reality that SIP-based protocols are not ubiquitous in use and creating a dependency on SIP in CAB is not a very good proposition. Essentially, what this means is that every device that wants to be compliant to CAB Enabler SHALL support SIP. This is a very strong architecture requirement in CAB.

In fact what we would like to see is for CAB to define an interface based on a generic and ubiquitous protocol such as HTTP which will allow most of the devices both that are already in the market and those coming in the future can support without any stringent requirements. If not, we are really limiting the penetration rate of CAB into devices of various categories.

d) search, and query.

The above list of functions is already well defined in the OMA XDM Enabler.  Thus, the CR#61R01 is creating an overlapping feature and protocol against the XDM enabler.
Please understand that CAB has many requirements that are not solved by XDM. Therefore, it is imperative to define new interface between the CAB Client and CAB Server. We cannot simply avoid this.

Search and query mechanisms in XDM are directly taken from W3C Query initiative. It would not be a significant effort in CAB to do the same i.e. reference the XQuery specification for direct access from CAB Client. 

However, we have to also understand that search and query mechanisms in CAB requirements also require that a user can search in external databases provided by the operators. This is not currently supported in XDM.

In addition, direct XQuery searches from the client is requires that the client is intelligent and powerful to create the XQuery URIs as opposed to performing simple keyword searches. 
The proposal also claims that it solves all these problems. However, without any detail it is simply not possible to compare and justify such statements. It is also proposed that the new protocol solution would be based on HTPP. Considering the fact that XCAP, which is the basis of XDM, is also based on HTTP, it is difficult to understand how different the new solution would be.

We would like to state that we are actively working on our proposal to provide more details on the new CAB interface. This will be presented to the group fairly soon.
Additional supporting functions that is typically common for multiple Enablers, such as:

a. Registration

Registration needs to be defined in CAB regardless of the technology choice. We don’t believe this is of any issue.
b. Authentication

Authentication is a critical component of the CAB Architecture. In our proposal we intend to use existing HTTP authentication mechanisms used by other enablers such as OMA DS and OMA XDM for e.g. HTTPS, HTTP DIGEST mechanisms. Note that XDM Enabler has not created this from the ground-up but in fact re-used it from other activity which is our goal as well.
c. Routing 

Routing from XDM will be used “as is” from the XDM Enabler for accessing XDM content. We don’t believe it is required to define any specific routing mechanism for the proposed interface.
need to be addressed as well in the definition of a new UNI protocol. The XDM Enabler reuses existing specifications that provide this functionality. Based on the proposal in INP57 and INP61, these functions need to be resolved and specified for the new protocol.
Please see above for our comments and responses for each individual functions.

According to the CAB WID (OMA-WID_0155-CAB-V1_0-20071009-A.doc), it is clearly stated that the intent of this work is to either reuse or reference existing relevant standards and specifications.  
We do understand the WID description to re-use or reference existing standards and specifications. However, the decision on how to re-use is very much subjected to requirements that are enabler-specific. Clearly, we have requirements that cannot be accomplished by simply re-using OMA DS and OMA XDM. In such cases CAB has the mandate to define specifications that are considered appropriate for CAB requirements. In addition, as indicated earlier, we do intend to re-use both XDM and DS enablers as appropriate.
This proposal creates a duplicate XDM protocol over the air. If CAB AHG wishes to enhance or create a new overlapping protocol, then CAB AHG must consult the  PAG WG, and the CAB WID should be updated and re-approve by TP.
Note that our proposal has made the best effort to re-use both the XDM and DS enablers. The main difference between the proposals is to whether to use XDMC on the UE or the network and in our view XDMC located in the network is the right approach, for the above mentioned reasons.
This model of having XDM on the client will definitely increase the memory footprint on the user device. This is based on the assumption that DS client and CAB client are already present on the device and can address all the CAB requirements which is common in both the proposals.
Clearly, we have explained with our responses – that our intent is not to create a “duplicate” XDM protocol over the air but in fact define a more efficient interface with lower barrier for adoption of CAB functionality in the devices. Based on this, it does not appear very reasonable to consult PAG WG nor updated the WID for re-approval by TP.
2) Delay & time to market issue: 

Prior to adopt the new protocol development work, one must understand the impact to the CAB enabler schedule.  Currently, the WISPR shows the February 22, 2009 as the Consistency Review Start.  Based on historical information, such as XCAP protocol or XDM enabler developments, it would take at least additional 12 to 18 months to have a stable client & server protocol to support authentication, document management operation, subscription, notification, search functionalities, co-existence.

Current WISPR shows:

Architecture Doc Review Start

2008-10-27

Detailed Specification Development Start
2008-10-27

Consistency Review Start


2009-02-22

Enabler Package Approved as Candidate
2009-05-31

Based on the available market information, the deployment of Network Address Book (NAB) has already started, and significant deployment would follow in the near future. With such additional delay, we would simply invite lot of IOP problems. Moreover, the market may not tolerate delays which could diminish the importance of this enabler.
The time to market is not just driven by the time to specify, but in fact the implementation requirements for the enabler. You can build a CAB specification quickly by simply integrating multiple enablers but we need to be very careful with this approach not to make the end result undesirable for implementers. For example, there are several enablers in OMA that have not been adopted in the industry and this underscores the importance of the developing an enabler that works and is implementable. 

We would welcome any information in the market that implements a NAB solution based on XDM on the UE. We do not believe these claims are true and accurate.
On the schedule, we do not anticipate it to take 12 to 18 months as our goal is not re-invent the entire XDM functionality. We are only concerned about the CAB-specific interface here but still using all the XDM functionality on the network side.
3) Vertical (silo) approach

XDM is an established horizontal enabler, already used by PoC, SIMPLE IM, and SIMPLE Presence. CPM is also planning to use XDM Client. Vendors and operators would also like to reuse XDM Client for other enablers.  For all these services, a terminal will host an XDM Client no matter what. By having this new way of using XDM, as proposed by INP#57 and CR#61R01, we essentially adopt a vertical (silo) approach for CAB. This adds unnecessary complexity to the terminal architecture, as it now has to support both horizontal and vertical approaches. 

We strongly disagree with statements above. First of all, we are making a very BIG assumption that XDM Client will be readily available in the UE for supporting the enablers listed above. This is not true, and in fact we have not identified any dependency on any of these enablers in CAB in order to have XDMC on the UE.
The CAB Enabler architecture based on a new UNI protocol will need to provide solutions for functions that are already common to most of the Enablers such as authentication, registration and routing. Being tailored for CAB and CAB’s new UNI protocol, the vertical CAB solution has no reusability and future benefit for new Enablers.

This goes against on-going OMA efforts to produce and identify horizontal enablers that allow common functionality to be further reused rather than re-worked in a silo approach for each new work item. 

The definition of a new interface between the CAB client and server is not a “silo” approach. Other enablers can still use CAB functionality both at the client and the network if we expose the right interfaces towards them.
4) Overloading interface

The proposal to create a new protocol solution for disparate functions (see the list under bullet 1) likely implies the new solution would need two or more protocols because  a single protocol would be overly complex and non maintainable.  
This is not a true statement. In fact we believe our solution will be much simpler compared the other solution where multiple protocols would be required for e.g. SIP and XMDC on the UE does not make things simpler for CAB, XCAP to synchronize, etc.
Your statement that we need to split a protocol into multiple protocols for efficiency is not clear. We would appreciate your clarification on this statement.

5) Incomplete solution

In CAB, we have many requirements that involve asynchronous notifications being conveyed to terminals.  Even with the definition of the new protocol solution, the proposal is still incomplete, as it lacks a push mechanism to carry such notifications to terminals. 

Asynchronous notifications have been one of the major issues in the mobile environment today leading to OTA issues and congestions. Our proposal is to be very conscious about these requirements for notifications. We need to be very careful on which notifications need to be delivered to the user/device and which ones can be done in a “soft” manner i.e. by simply displaying the update in the user’s address book. You can find some information on this subject from document ‘OMA-MWG-CAB-2008-0011R01-INP_Contact_Status’ submitted by T-mobile and AT&T.
In addition, our proposal is not exclude push mechanisms altogether but evaluate different solutions such as OMA DS notification framework which is designed to work agnostic to the underlying bearers such as WAP PUSH, SMS, etc. 
6) Convergence of different types of user terminals

Within the Converged Address Book scope and WID, the need to address various terminals and be independent of the access technology was clearly stated. 

The UNI protocols of choice in CAB must be able to cover mobile and fixed terminals alike, without any dependence or limitation on the access technology. 

While XDM fulfils this requirement, having new protocols defined would have to ensure that convergence is ensured and potentially require defining different protocols for fixed and mobile access.

XDM imposes a ‘barrier to entry’ by requiring a SIP REGISTRAR in the network to handle registrations/routing, it also requires SIP in the handset. And this is very limiting for convergence. Our proposal which is based on HTTP is more ubiquitous and widely understood and implemented in the industry which is more a compelling reason to pursue, for achieving convergence.
7)  Other  Issues

It is claimed in the INP#57 that XDM has various issues (UE complexity, OTA traffic with XML raw data, memory consumption).   We note that none of these problems/issues have been substantiated nor brought up to the XDM owning group (PAG); we believe it is wiser to address these problems in the expert owning group PAG than to create a new alternative and optimizations for XDM within CAB.

It was claimed during the Chicago meeting, that XDM is not successfully deployed and tested.  However, XDM implementations have been successfully tested many times in OMA test fests without reports of such issues, and XDM clients have been successfully deployed in the market on mobile devices.

The new protocol proposed solution creates additional complications to the CAB server; such as mapping between the XDM protocol/format and the protocol/format of the new proposed protocol solution. 

Moreover, we need an additional hop between XDMS and terminal, which can be easily avoided by using XDM in the conventional way.
We have clearly outlined some of the limitations of using XDMC on the UE in this document. And we do not have substantive information based on our sources to believe that XDMC on the UE is mature in the market. Note that XDMC on the UE may be more appropriate for other enablers who attend the test fest but we are really looking if it makes sense to mandate XDMC on the UE and we are not in favour of this approach for the reasons mentioned above.
In fact talking about maturity, DS enabler is much more mature, and widely implemented, deployed in the market. To this end, we need to make the most effective use of this enabler as opposed to trying to solve DS functionality with other solutions.
Here is some excerpt data taken from the OMA World December 2007 presentation by our former OMA Chairman. Mr. Jari Alvinen (Nokia).

The survey included:
9/9 leading handset manufacturers = 1 billion handsets shipped 

20/30 leading operators = 870 million subscribers 

DS was shown as having handset penetration of something like 

85% in 2006, and 

95% in 2007, and 

and operator deployment of 

90% in 2006, and 

100% in 2007.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend the group to use this document as reference while reading doc# OMA-MWG-CAB-2008-0082-INP_Overlap_New_Protocol_Issues”, for accurate understanding of our proposal.









NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20080101-I]

