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1. Scope
(Informative)

This document describes the architecture designed to fulfil all the requirements outlined in the Converged Address Book Requirements document [CAB-RD]. The description of the architecture comprises the definition of functional components and the interfaces/reference points used or exposed by these functional components.
2. References

2.1 Normative References

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[CAB-RD]
	“Converged Address Book Requirements”, Open Mobile Alliance™, OMA-RD-CAB-V1_0,
URL:http://www.openmobilealliance.org/ 

	[OMA DS]
	“Data Synchronization”, Version 1.2, Open Mobile Alliance™,
OMA-ERELD-DS-V1_2, URL:http://www.openmobilealliance.org/

	[OMA XDM]
	"XML Document Management", Version 2.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V2_0, URL:http://www.openmobilealliance.org/

	
	

	
	


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<The Architecture Document is assumed to contain normative material and is expected to use the previous two paragraphs, if not (is it really an AD?), replace it with the following paragraph.  DELETE THIS COMMENT >>

This is an informative document, which is not intended to provide testable requirements to implementations.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly
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	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3 Abbreviations

<< Add abbreviations as needed to the following table.    No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction
(Informative)

4.1 CAB Feature Overview

The Converged Address Book (CAB) Enabler aims to provide the following features that will allow the CAB User to manage his/her contact information with a network-based address book system.

1) Management of Converged Address Book – The CAB enabler provides the ability to store and manage (e.g. add, delete, modify) the CAB User’s Converged Address Book in a network-based repository.  The address book information stored in the network is kept up-to-date on all CAB User’s devices.

2) Management of Personal Contact Card – The CAB Enabler allows a CAB User to publish and manage (e.g. add/delete/modify) his/her own contact information in terms of the Personal Contact Card (PCC), which is stored in a network-based repository. The published contact information can be made available to other users through the Contact Views with necessary authorization rules established by the CAB User. The PCC information stored in the network is kept up-to-date on all CAB User’s devices.

3) Contact Subscription – This feature allows a CAB User to subscribe to other CAB User’s contact information i.e. request to receive automatic updates of another CAB Users available Personal Contact Card information. The information from Contact Subscription may be processed further to combine with the information that the CAB User customizes about the associated contacts.

4)  Notifications and Status Information – The CAB Enabler allows the CAB User (for e.g. User A) to receive notifications in the following cases:

a. Incoming authorization request from other CAB Users for Contact Subscription (if User A does not already establish an authorization rule).

b. When Published Contact Card to which CAB User is subscribed to changes 

c. When another CAB User adds the CAB User (User A) to his address book

d. Delivery of Contact Status information (e.g. CAB or legacy contact, contact subscription status, corresponding CAB service provider, source of contact data for legacy contacts)

5) Sharing Contact Information – This functionality of the CAB Enabler allows the CAB User to share his/her contact information (i.e. either the PCC or Address Book data) with other users via a messaging scheme. The recipients of this information can be both CAB and non-CAB users. 

6) Searching Contact Information – The CAB Enabler provides a mechanism to search for Contact information. It allows the CAB Users to search for the contact information from within the host CAB system, remote CAB system and/or external database(s) made available by the service provider such as Yellow pages. The contact information made available for search operation is subject to CAB user’s authorization rules and service provider’s policy. 

7) Exposure of CAB Information to External Enablers - The CAB Enabler exposes CAB information related to CAB User’s contacts to other Enablers or network entities (e.g. Messaging Enabler, CPM Enabler, Search engines or other Web services) subject to user authorization and/or service provider policies.

8) Interaction with Legacy Address Book Systems/ABs – The CAB Enabler allows interaction with legacy systems i.e. both native address book on the device and legacy network-based address book system(s). This allows the CAB User to import data to the Converged Address Book.
4.2 Version 1.0
CAB Enabler version 1.0 provides all the features described in section 4.1
4.3 Security Considerations

<<Describe possible security considerations that may arise due to the architecture proposed. Particularly please consider the following issues:

Does the AD introduce any functionality that may require a review by the Security Group?

Does the AD define or make use of any security features? (e.g. Authentication, Encryption, etc). If so please list potential security threats that lead to the introduction of these security features.  Please reference the relevant security sections

Is any security functionality needed by the enabler and considered outside the scope of the AD? If this is the case please state in this section. 

DELETE THIS COMMENT >>

5. Architectural Model
CAB Enabler re-uses functions or technologies specified by other OMA Enablers and in non-OMA specifications /documents. The proposed logical functions are based on the requirements in [CAB-RD].

The CAB Enabler has the following logical functions:

1. Converged Address Book manager

· stores the Converged Address Book 

· synchronizes with CAB User’s terminals the Converged Address Book data resulting from one or more actions performed on the Converged Address Book data, by the CAB User on terminals. 

· Allows management (e.g. add/delete/update) of the Converged Address Book 

This functionality is based on [OMA DS]. 

2. Personal Contact Card manager

· Stores and provides management operations (add/update/delete/create) on the Personal Contact Card

· Provides up-to-date Personal Contact Card data stored in the network

· Receives search requests for Personal Contact Card data and returns the data that the requestor is authorized to receive

All Personal Contact Card manager functions are fulfilled by the Personal Contact Card XDMS, based on the [OMA XDM].

3. Contact Share function

· Sends the CAB User’s Personal Contact Card (completely or partially) and contact information from the CAB User’s Converged Address Book to other users, on behalf of the CAB User. 

Editor’s Note: Messaging Enablers and CAB internal mechanisms are to be considered in the further AD work. 

4. Contact Subscription function 

· Performs Contact Subscriptions on behalf of a CAB User, to the contacts selected by the CAB User

· Aggregates updates received from Contact Subscriptions, resolves any data personalization needed as well as user preferences then stores resulting data into the CAB User’s Converged Address Book

· Receives Contact Subscriptions requests and applies authorization rules 

5. Notifier function

· performs the notifications of updates of CAB related information (Published Contact Card, CAB status updates for contacts, etc)
6. Interworking function

· Provides interworking capabilities between CAB and non-CAB systems for importing contact/s information in different Legacy Formats. 

· The interworking framework allows data exchange with non-CAB based address book services.

· Provides format adaptation between CAB common format and Legacy Formats  

7. CAB User Preferences

· Stores and provides management operations (add/update/delete) for the CAB User’s preferences.

8. CAB User Authorization rules function

· - provides management functions (e.g. create/update/delete/get) of the CAB User’s authorization rules.

Editor’s Note: this section is informative until reflected in the AD diagram.
5.1 Dependencies

The CAB Enabler depends on technologies provided by external OMA Enablers, including the following:

1. OMA XDM [OMA XDM] that provides the support for the functions of the CAB XDMSs  

2. OMA DS [OMA DS]. .
5.2 Architectural Diagram

<< This section contains the architectural diagram for the enabler. . The examples in figures 1 and 2, along with the legend, describe the drawing conventions to be followed. In some cases (an example figure is not shown here) the resulting architecture diagram may contain combinations of interfaces and reference points.

DELETE THIS COMMENT >>
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Figure 1: Example of the Architectural Diagram using interfaces
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Figure 2: Example of the Architectural Diagram usingreference points

5.3 Functional Components and Interfaces/reference points definition

5.3.1 CAB Client

The CAB Client provides the following functions:

· Perform mutual authentication, allow management (e.g. add, delete, modify) and synchronization of the Converged Address Book with the network repository. This functionality is based on [OMA DS] with the support of OMA DS Client.

5.3.2 CAB Server

The CAB Server is a network entity.  It supports the following functions:

· Perform mutual authentication and synchronize the Converged Address Book with CAB Client(s).  CAB Server uses the functionality exposed by OMA DS enabler [OMA DS].
5.3.3 Personal Contact Card XDMS

The Personal Contact Card XDMS is a server entity that supports the following functions:

· Stores and provides management operations (e.g. add, update, delete, create) for Personal Contact Card XML documents
· Provides up-to-date Personal Contact Card information to the requestors authorized to receive it. 
· Receives search requests for Personal Contact Card data, and returns the data that the requestor is authorized to receive.
5.3.4 CAB-x: Search Proxy – Personal Contact Card XDMS
CAB-x reference point supports the communications between Search Proxy and Personal Contact Card XDMS. The protocol for the CAB-x reference point is Limited XQuery over HTTP [OMA XDM]. This reference point supports the following function:
· Searching data from Personal Contact Card XML documents stored in Personal Contact Card XDMS.
Editor’s Note: This reference point is pending on the ARC working group’s guidelines about XDM Enabler reuse. 
5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.
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