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1. Scope

The Converged Address Book XDMS specific data formats and Application Usage(s) are described in this specification.
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[OMA-SCR]
	“SCR Rules and Procedures”, Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0, URL: http://www.openmobilealliance.org/

	[OMA XDM Core]
	“XML Document Management Specification”, Version 2.1, Open Mobile Alliance™,
OMA-TS-XDM_Core-V2_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[RFC3261]
	IETF RFC 3261 “Session Initial Protocol”, J. Rosenberg et al, June 2002, 
URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3859]
	IETF RFC 3859 “Common Profile for Presence”, J. Peterson, August 2004, 
URL: http://www.ietf.org/rfc/rfc3859.txt

	[RFC3860]
	IETF RFC 3860 “Common Profile for Instant Messaging”, J. Peterson, August 2004, 
URL: http://www.ietf.org/rfc/rfc3860.txt

	[RFC3966]
	IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004, 
URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC5322]
	IETF  RFC 5322 “Internet Message Format”, P. Resnick, Ed., October 2008

URL: http://www.ietf.org/rfc/rfc5322.txt

	[RFC3986]
	IETF RFC 3986 “Uniform Resource Identifier (URI): Generic Syntax”, T. Berners-Lee, January 2005, 
URL: http://tools.ietf.org/html/rfc3986

	[ISO 3166-1]
	ISO 3166-1: Codes for the Representation of Names of Countries and their Subdivisions – Part 1: Country Codes, 2006,                                                                                                                                                   URL: http://www.iso.ch/iso/en/CatalogueDetailPage.CatalogueDetail?CSNUMBER=39719

	[ITU-E.164]
	ITU-T Recommendation E.164, February 2005
URL: https://www.comnap.aq/interoperability/ITU-T-REC-E.164-2005-02_e.pdf

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/


2.2 Informative References

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	Application Usage
	See [OMA XDM Core]

	
	


Editor’s note: Reference [OMA XDM Core] should be added when XDM 2.1 Release Package includes XDM 2.1 AD, and TS documents.

3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the specification.   It should describe at a high level the main changes made to the specification compared to the previous version.  The description should be brief, target length should be one paragraph.
DELETE THIS COMMENT

5. CAB XDM Application Usages

5.1  Address Book

5.1.1 AB Application Usage

5.1.1.1 Structure
The Address Book SHALL conform to the structure described in this sub-clause. The schema definition is provided in sub-clause 5.1.1.3 “XML Schema”.
The <address-book> element:

1) MAY contain one or more <contact> elements, each element indicating a Contact Entry.

Each <contact> element:

Editor’s note: 
The complete list of attributes is FFS.

a) MAY contain a <contact-status> element, which :

· SHALL contain a <contact-type> element indicating whether the contact is a CAB or non-CAB user;

· SHALL contain a <contact-subscription-status> element, indicating the outgoing subscription status for this contact;

· SHALL contain a <contact-source> element, indicating the latest source from which the contact data was obtained or updated (e.g. facebook, CAB). 
Editor’s note: 
The “corresponding CAB provider“ information as required in CAB-HLF-016 needs to be included into one of above elements, or a new one. This is FFS.
5.1.1.2 Application Unique ID
The AUID SHALL be “org.openmobilealliance.cab-address-book”. 

5.1.1.3 XML Schema
Note: Contact Status in AB schema needs to be resolved.

5.1.1.4 Default Namespace
The AB document default element namespace is "urn:oma:xml:cab:address-book".
5.1.1.5 MIME Type
The MIME type for the Address Book document SHALL be “application/vnd.oma.cab-address-book+xml”.
5.1.1.6 Validation Constraints
5.1.1.7 Data Semantics
The <contact-type> element SHALL indicate whether the contact is a CAB user or a non-CAB User. The possible values are:

· “false”
indicates that the contact is a non-CAB User.
· “true”
indicates that the contact is a CAB User.
The default value is “false”.

The <contact-subscription status> element SHALL indicate the current subscription state of the CAB User to the contact’s PCC i.e. outgoing subscription.  The element is of type String and possible values are aligned with [RFC3265] sub-clause 3.2.2, with the addition of the default value “  “ (empty string):

·      “active”
value indicates that the subscription has been accepted and has been authorized by the contact;
· “pending” 
value indicates that the subscription has been received, but that the information in contact’s PCC Access Permissions is insufficient to accept or deny the subscription at this time.

· “terminated” value indicates that the subscription is not active.

· “ ”  

empty string value indicates that a subscription was not setup (e.g. the CAB User did not subscribe to the contact’s PCC updates, the contact is a non-CAB User, or other unknown reasons )

The default value is “ ” (empty string).

The <contact-source> element SHALL indicate the source from which the contact data was obtained or updated (e.g. facebook, CAB) and it is of type String.

· The default value is “ “ (empty string) which indicates that the source of the contact and/or updates to the contact information is from within the CAB system (e.g. without using an external source such as external directories, or import from non-CAB systems). 
Any other String value would represent the external source from which the contact was obtained and/or updated.

5.1.1.8 Naming conventions
There SHALL be only one AB document per XUI. The name of the AB document SHALL be “address-book.xml”.
5.1.1.9 Global Documents
5.1.1.10 Resource interdependencies
5.1.1.11 Access Permissions

5.1.1.12 Search Capabilities
The AB Application Usage SHALL support search requests    on the AB documents and the following rules apply in addition to the procedures defined in [OMA XDM Core]:

1. support a collection “org.openmobilealliance.cab-address-book/users/[XUI]/AB”  where [XUI] represents the XUI of a CAB User and AB represents the Address Book document name, subject to Access Permissions as specified in subclause 5.1.1.11 “Access Permissions”.

Editor’s note: 
The search collection parameter for all users is FFS.

2. The basic XQuery expression [OMA XDM Core] supported by the AB XDMS for this Application Usage SHALL be as follows:

xquery version "1.0";

declare default element namespace "urn:oma:xml:cab:-address-book";

Editor’s Note:
The exact expression is based on the AB document schema and is FFS. 
All Search Requests that do not comply with the basic XQuery expression as defined in this chapter SHALL be responded with an HTTP “409 Conflict” error response as defined by [OMA XDM Core].
5.1.1.13 History

The AB Application Usage SHALL support History Function on the AB documents. AB History document is described in the [OMA_XDM_Core] "XML Document Management Specification". 
5.2 PCC
5.2.1 PCC Application Usage

5.2.1.1 Structure
Editor’s Note:
The text and structure above is FFS following the e-vote. 
Editor’s Note:
The ‘xml:lang’ attribute needs to be added at each parent element level in pcc with the processing rules. 
a) MAY include one or more <address> elements containing a physical address.  This element MAY contain a ‘pref ‘, ‘addr-type’ and ‘xml:lang’ attribute.  Each <address> element MAY:
Editor’s Note:
the use of a <free-text> within the <address> structure is FFS. 
1) a <addr-location> element, indicating the location information related to this address. For structure of <addr-location> element, see structure of the <location> element;
2) a <country> element, corresponding to the country in which this address is located;

3) a <region> element, corresponding to the region (e.g., state, province…) in which the address is located. The <region> element MAY have a’ region-type’ attribute. The element contain the following elements:
a) an  <sub-region > element.
4) a <locality> element, which represents the locality in which this address is located (e.g. city, town…).  The <locality> element MAY have a ‘loc-type’ attribute that indicates the type of the locality (e.g. town, suburb).  The element MAY contain the following elements: 
a) a  <sub-locality> element with a ‘subloc-type’ attribute.
5) a <street> element, which represents street name and additional detailed information.  The <street> element MAY contain the following elements:
a) a <str-name> element, indicating the street name 
b) a <str-number> element, indicating the street number
6) a <postal-code> element, which represents the code for postal delivery (e.g., ZIP code) for this address. The <postal-code> element MAY contain:
a) a  <postal-code-main> element.
b) a <sub-postal-code> element
7) a <postal-delivery-point> element, which represents delivery point information for this address (e.g., PO Box).  The <postal-delivery-point-name> element contains the following:
a) one or more <postal-delivery-name> elements
8) a <post-office> element, which represents delivery point information for this address (e.g., the name of the post office).  The <post-office> element contains the following
a) a sequence of <postal-code-name> elements
9) any other elements from any other namespaces for the purpose of extensibility.

10) One or more <extended-address> element, which represents additional addressing information. It MAY contain the following:  
a) A <premises> element , which has an attribute "premises-type" and indicates the subdivision of the locality in which this address is located (e.g. apartment number, floor, neighbourhood, …). The <premises> element contains the following elements:

a.  a <premises-name> element, 
b. a <premises-number> element,
c. <sub-premises> element.  The <sub-premises> element MAY have a ‘sub-premises-type’ attribute and it contains if needed a sequence of <sub-premises-name> and <sub-premises-number> elements.
Editor’s Note:
(not to be incorporated in the TS): the <address> and <location> elements are at same level bullets. 
b) a <location> element ,which MAY include:
1) a <location-label> element, describing the location information using free text.
2) a <latitude> element, indicating the latitude; This element contains 
i. <degrees-measure> element
ii. <minutes-measure> element
iii. <seconds-measure> element 
iv. <lat-sign> element
3) a <longitude> element, indicating the longitude. The element contains
i. <degrees-measure> element
ii. <minutes-measure> element
iii. <seconds-measure> element 
iv. <long-sign> element
4) an <altitude> element, indicating the altitude of the location
5) a <time-zone> element contains the time zone information associated with the location. This element MAY have the following child elements:
i. a <tz-label> element that contains the description of the time zone
ii. a <utc-offset> element representing the time offset from UTC
iii. a <tz-url> element pointing to the location where the detailed time zone information is stored 
Editor’s Note:
the structure under which the elements below will be placed is FFS (CR106 vs CR109). 
c) MAY include one <birth> element that contains the following elements :

1) One or more  <birth-date> elements, containing the user’s birthday. Each element MAY contain a ‘cal-type’ attribute that indicates the calendar type applied to each <birth-date> element instance (e.g. lunar calendar). 

2) a <birth-place> element, containing the user’s birthplace.
d) MAY include one or more <anniversary> elements, containing the important days related to the user, such as marriage, etc. Each element MAY contain a ‘cal-type’ attribute that indicates the calendar type applied to each <anniversary> element instance (e.g. lunar calendar). Each <anniversary> element MAY contain:

1) A <anniversary-date> element that indicates the date of a given anniversary.

2) A <anniversary-label> element, indicating the anniversary name.

e) MAY include one <gender> element, containing the genderof the user.

f) MAY include a <lang> element, which contains:
1)  one or more <language> child elements, indicating the language the user prefers. The <language> element MAY include “pref” attribute.

g) MAY include a <media-list> element.  The <media-list> element  MAYcontain one or more of the following:

1) a <media> element, indicates the media contained in the element and SHALL have a  ‘media-content’ attribute and MAY have a ‘media-type’ attribute. The <media> element MAY include 

a) a <media-label> child element containing a description of the media element.

h) MAY include a <categories> element, containing:
1)  one or more <category> elements indicating the category information. 
i) MAY include a <note> element, containing the additional information. .
j) MAY include a <web resources> element that includes:

1) one or more <url> elements, containing the uniform resource locator associated to the user, and MAY include “pref” attributes.  Each <url> MAY contain:

a) <url-label element, containing the name assigned to the uniform resource locator associated to the user.

k) MAY include a <keys> element that includes:

1) one or more <key> elements, each containing a public key or authentication certificate.. Each <key> element  MAY include a “key-type” attribute.

l) MAY include a <aliases> element, which includes:

1) one or more <service-alias> elements., Each element MAY contain:

a) a <alias-label> element indicating a description of the alias,

b) a <alias > element, indicating the alias identifier string used for a service,

c) a <alias-url> element, indicating the URL pointing to the service resource.

Editor’s Note:
The applicability of ‘pref’ to <aliases> is FFS.
m) MAY include an <expertise> element containing a listing of the areas of expertise, which include :

1) one or more <qualifications> elements.,. It MAY have a ‘q-level’ attribute that ranks the multiple <qualifications> elements.

n) MAY include a <hobbies> element containing a listing of the  hobbies, which include:

1) One or  more <hobby> elements. It MAY have a ‘h-level’ attribute.

o) MAY include an <interests> element, containing the current interests which MAY include:

1) One or more <interest> elements and MAY have a ‘i-level attribute.

p) MAY include a <career-history> element, containing the educational background information. The element SHALL include :

1) One or more <school> elements, with a ‘display-order’ attribute.

2) One or more <workplace> elements, with a ‘display-order’ attribute.
q) MAY include one <public-note> element, containing the free-style information related to the user..

Editor’s Note:
the distinction between <note> and <public-note> is FFS.
c) MAY include a  <comm-addr> element containing communication addresses. 

The  <comm-addr> element SHALL include the following child elements:

1)  zero or more <addr-uri> elements, each containing one URI associated with a communication means of the CAB User. indicated by the child element. Each <addr-uri> element MAY have a ‘pref’ attribute and MAY have a ‘addr-uri-type’ attribute.

a. MAY have a <comm-label> child element that provides descriptive information of the communication address URI.

2) zero or more <tel> elements, each indicating one telephone number associated with the CAB User. Each <tel> element MAY have a ‘pref’ attribute and MAY have a ‘tel-type’ attribute. The <tel> element:

a. SHALL contain a <tel-nb> element,

b. MAY contain an <extension> child element that represents a PBX extension.  
c. MAY have a <comm-label> child element that provides descriptive information of the communication address.

The <tel-nb> element MAY be contain either of the following structures:

d. <tel-str> element, containing the telephone number in String format,

e. <tel-uri> element containing a tel URI formated telephone number,

f. A <E.164> element containing the decomposed structure: 

i. MAY contain a <cc> element, indicating the country code, 
ii. MAY contain a <ndc>, indicating the national destination code or area code,
iii. SHALL contain a <sn>, indicating the subscriber number,
5.2.1.2 Application Unique ID
The AUID SHALL be “org.openmobilealliance.cab-pcc”. 

5.2.1.3 XML Schema
5.2.1.4 Default Namespace
The PCC document default element namespace is "urn:oma:xml:cab:pcc".
5.2.1.5 MIME Type
The MIME type for the PCC document SHALL be “application/vnd.oma.cab-pcc+xml”.
5.2.1.6 Validation Constraints
5.2.1.7 Data Semantics
The ‘addr-type’ SHALL be one of the following enumerations: ‘home’, ‘work’, ‘business’, ‘travel’ and ‘other’.

The <country> element SHALL be used to indicate the country using a two-letter “Alpha-2” format, as specified in [ISO3166-1], The type of the <country> element is “String”.

The type of the <location-label> and <tz-label> elements is “String”;

The <degrees-measure>, <seconds-measure> and <minutes-measure> are of type integers;
The <lat-sign> and <long-sign> are of type String and values are restricted as follows:

i. <lat-sign> SHALL take one of the following enumerations: “N”, “S”.

ii. <long-sign> SHALL take one of the following enumerations: “W”, “E”.

iii. <alt-sign> SHALL take one of the following enumerations: “+” indicating above sea level and “-“ indicating under sea level.
Editor’s Note:
representation of the sign elements need to be correlated with LOC representation. Fix the case of “0”. 
The <altitude> is of type Number and is specified in meters.

The type of the <utc-offset> element is “String”;

The type of the <tz-url>  element is String, its value is a single URL;

The <region> element is of type String. 

The "region-type", which can take the  values:  "city", "state", "territory", or "province"

The <sub-region> element is of type String. 

The <locality> element is of type String. 

The attribute "loc-type" SHALL be one of the following ennumeration:  “District”, "Municipality", "PostTown", "Place", "Suburb", "Town", “City”, "Area", or "Zone";
The <sub-locality> element is of type String. 

The ‘subloc-type’ attribute which can take the values of : “District”, "Municipality", "Suburb", "Town", “City” or "Village";
The  <str-name> element is of type String.

The <str-number> element is of type String.

The <postal-code-main> element is of type String.
The <sub-postal-code> element is of type String
The <postal-delivery-name> element is of type String.

The <premises-name> , <premises-number>,  <sub-premises-number> and <sub-premises-name> elements are of type String. 

The  "premises-name-type",  SHALL take one of the following enumerations:  ”building”, “floor”, “apartment-complex”, “farm” and “other”.

The attribute "sub-premises-type" SHALL be  one of the following enumerations:  "Room", "Suite", "Apartment", “Appartment-building”, "Shop", "Office", "Unit" and “other”;
a) The <birth-date> element value type is  dateTime.

b) The <birth-place> element value type is “String”.
c) The <anniversary-date> element value type is dateTime. The <anniversary-label> element value type is “String”.

d) The ‘cal-type’ attribute can take one possible value from the following enumerations: lunar calendar. If not present, the attribute is assumed a default value of solar calendar.
e) The <gender> element value type is “integer”.
1) “0” is “not known”.

2) “1” is “male”

3) “2” is “female”.

4) “9” is “not applicable”

f) The <language> element value type is “String”.
g) The ’media-content’ attribute SHALL be one of the following enumerations: video, photo, sound, logo.

h) The <media> element values are of type “anyURI” or “base64Binary”.  

i) The ‘media-type’ attribute is of type String and SHALL follow the types  specified in [RFC4288], respectfully.

j) The <role> element value type is “String”.
k) The <category> element value type is “String”.
l) The <note> element value type is “String”.

m) The <url> element value type is “anyURI”.  The <url-label element value type is “String”.
n) The <key> element value types are “base64Binary” or “anyURI”.
Editor’s Note:
The possible ‘key-type’ attribute values are FFS. 
o) The <alias-label > element value type is “String”.
p) The <alias-url> element value type is “anyURI”.

q) The <alias> element value is String.

r) The < qualification> element value is “String”.
s) The ‘q-level’ attribute ranks the <qualification> multiple occurrences and SHALL be one of the following enumerations: beginner, average, expert.
t) The <hobby> element value is “String”. The default value of ‘h-level’ value ranks the <hobby> multiple occurrences and SHALL be one of the following enumerations: high, medium, low.
u) The <interests> element value is “String”. The default value of ‘i-level’ value ranks the <interest> multiple occurrences and SHALL be one of the following enumerations: high, medium, low.
v) The <school> element value is “String”. The ‘display-order’ attribute value is type integer and MUST be unique can take values from 1 to 100, with 1 being of the highest order.
w) The <workplace> element value type is “String”.

x) The  <public-note> element value type is “String”.
y) The ''type'' attribute is used to classify a characteristic of the associated element, and SHALL include one of the following enumerations: "work" and "home". The "work" and "home" values can be used whenever the KIND element is absent or it value is "individual". The "work" value implies that the element is related to an individual’s work place. The "home" value implies that the property is related to an individual’s personal life.
Editor’s Note:
The uniqueness of the ‘pref’ is FFS. If not unique, the default value is 50. If ‘pref’ is not unique value, the ability to map to vcard 2.1 is FFS. 
z) The <addr-uri> element is of type "anyURI". The syntax of the URI is based on a defining standard, as follows:  
1) sip URI as defined in [RFC3261];

2) im URI as defined in [RFC3860];
3) pres URI as defined in [RFC3859];
4) email address as defined in [RFC5322]

5) HTTP URI as defined in [RFC2616].

Editor’s Note:
The HTTP URI as part of <addr-uri> versus service alias is FFS. 
aa) The <tel-str> element is of type String.

ab) The <tel-uri> is of type anyURI and SHALL be defined as specified in [RFC3966];
ac) The <E.164> element is a telephone number in the format defined in [ITU-E.164] .The sub-elements <cc>, <ndc> and <sn> contain a numeric string and SHALL be of type String.

ad) The <extension> element is of type “String”;

ae) The <comm.-label> element is of type “String”.
af) The ‘addr-uri-type’ attribute is of type String and SHALL include one or more of the following enumerated values, separated by a comma: "Work", "Home", “fax”, “Mobile”, “fixed”, “email”, “pager”, “SIP URI”, “IM”, “pres URI”, “video” and “other”.
ag) The ‘tel-type’ attribute is of type String and SHALL include one or more of the following enumerated values, separated by a comma: "Work", "Home", “fax”, “Mobile”, “fixed”, “email”, “pager”, “video” and “other”.
ah) The ‘pref’ attribute is assigned by the CAB User and it is used to indicate that the corresponding element associated with this attribute is preferred.  Its value MUST be an integer between 1 and 100 and quantifies the ranking of elements with multiple occurrences, based on the order of preference.  Different occurrences of the same element MUST NOT have the same ‘pref’ attribute value.  Lower values correspond to a higher level of preference, 1 being most preferred. 
5.2.1.8 Naming conventions
There SHALL be only one PCC document per XUI. The name of the PCC document SHALL be “PCC.xml”.
5.2.1.9 Global Documents
5.2.1.10 Resource interdependencies
5.2.1.11 Access Permissions
5.2.1.12 Search Capabilities
The PCC Application Usage SHALL support search requests on the PCC documents and the following rules apply in addition to the procedures defined in [OMA XDM Core]:

1. support a collection “org.openmobilealliance.cab-pcc/users/”, subject to Access Permissions as specified in subclause 5.2.1.11 “Access Permissions”.

2. The basic XQuery expression [OMA XDM Core] supported by the PCC XDMS for this Application Usage SHALL be as follows:

xquery version "1.0";

declare default element namespace "urn:oma:xml:cab:pcc";

Editor’s Note:
The exact expression is based on the PCC document schema and is FFS. 
All Search Requests that do not comply with the basic XQuery expression as defined in this chapter SHALL be responded with an HTTP “409 Conflict” error response as defined by [OMA XDM Core].
5.2.1.13 History

The PCC Application Usage SHALL support a PCC History Function on the PCC documents. PCC History Information document is described in the [OMA_XDM_Core] "XML Document Management Specification". 
Editor’s Note:
the use of PCC history information in CAB is FFS.. 
5.3 CAB User Preferences
5.3.1 CAB User Preference Application Usage

5.3.1.1 Structure
The CAB user preference document SHALL conform to the structure described in this subclause. The schema definition is provided in subclause 5.3.1.3 “XML Schema”.

The <cab--upp-set > element: 

a) MAY include one or more <profile> elements which contain the details of each CAB User Preference profile available to the user. The <profile> element
1. SHALL include an “id” attribute that uniquely identifies the CAB user preference profile.
2. MAY include any other attributes or elements from any other namespaces for the purpose of extensibility;

3. MAY include a <auto-synchronize-ab> element indicating whether the AB is synchronized automatically or manually;

4. MAY include a <send-notification---contact-added> element indicating whether to send a notification to a new contact  when the CAB User adds the new contact in his AB;
5. MAY include a <receive-notification-when-contact-added> element indicating whether to notify the CAB User when another CAB User adds the CAB User in his AB;
6. MAY include a <notify-when-contact-becomes-cab-user> element indicating whether to notify the CAB User when a contact in AB, who was a non-CAB user, becomes a CAB User;
Editor’s Note: It is FFS whether the sender (the new CAB User) should be allowed to set a preference to notify the recipient, about the sender becoming a CAB user. (ref. f HLF-013). Example is the new CAB User setting to not be discovered.
7. MAY include a <notify-when-receive-contact-subscription> element indicating whether to notify the CAB User for incoming Contact Subscription request;
Editor’s Note: The meaning of this preference in the case when previously established subscriptions to document changes is used, is FFS. 
8. MAY include a <notify-on-contact-subscription-update> element indicating whether to notify the CAB User when information resulting from Contact Subscription is received;
9. MAY include a < update-ab > element indicating whether the AB is updated automatically when information resulting from different CAB events that cause AB update (e.g. Contact Subscription,) is received;
i. <contact-subscription-update> sub-element indicating whether the AB is updated automatically when information resulting from Contact Subscription is received;
Editor’s Note: the further definition of sub-elements to detail each CAB events (e.g. Contact Share, interworking with non-CAB systems) is FFS.
Editor’s Note: customization preferences for CAB events (e.g. Contact Subscriptions updates, Contact Share, interworking with non-CAB systems) are FFS.
10. MAY include a <enable-ab-record element indicating whether to store the information about the document management operations [OMA XDM Core] performed on the CAB User’s AB XML document.
Editor’s note: The list of operations is FFS.

Editor’s note: 
Support for multiple devices is FFS.

5.3.1.2 Application Unique ID
The AUID SHALL be “org.openmobilealliance.cab-user-prefs”. 

5.3.1.3 XML Schema
5.3.1.4 Default Namespace
The default element namespace used in the User Preference Application document is "urn:oma:xml:cab:user-prefs".
5.3.1.5 MIME Type
The MIME type for the User Preference document SHALL be “application/vnd.oma.cab-user-prefs+xml
5.3.1.6 Validation Constraints
5.3.1.7 Data Semantics
The value of the “uri” attribute in the <cab-user-preferences> element SHALL represent the identity of the CAB User.

Editor’s note: 
Use of “uri” attribute is FFS.

The <auto-synchronize-ab> element SHALL indicate whether the AB is synchronized automatically or manually.  (See CAB-HLF-005 in [CAB RD]).  The possible values are:

“false”
indicates that the AB is synchronized manually.
“true”
indicates that the AB is synchronized automatically.
The default value is “false”.

The <send-notification-contact-added> element SHALL indicate whether to send a notification to a new contact when the CAB User adds the new contact in his AB.  (See CAB-HLF-012 in [CAB RD]).  The possible values are:

“false”
indicates that the notification is not sent to the new contact.
“true”
indicates that the notification is sent to the new contact.
The default value is “false”.

The <receive-notification-when-contact-added> element SHALL indicate whether to notify the CAB User when another CAB User adds the CAB User in his AB.  (See CAB-HLF-012 in [CAB RD]).  The possible values are:

“false”
indicates that the CAB User is not notified.
“true”
indicates that the CAB User is notified.
The default value is “false”.

The <notify-when-contact-becomes-cab-user> element SHALL indicate whether to notify the CAB User when a contact in AB, who was a non-CAB user, becomes a CAB User.  (See CAB-HLF-013 in [CAB RD]).  The possible values are:
“false”
indicates that the CAB User is not notified.
“true”
indicates that the CAB User is notified.
The default value is “false”.
The <notify-when-receive-contact-subscription> element SHALL indicate whether to notify the CAB User for incoming Contact Subscription request. (See CAB-SUBS-003 in [CAB RD]).  The possible values are:
“false”
indicates that the CAB User is not notified.
“true”
indicates that the CAB User is notified.
The default value is “false”.

The <notify-on-contact-subscription-update> element SHALL indicate whether to notify the CAB User when information resulting from Contact Subscription is received. (See CAB-SUBS-005 in [CAB RD]).  The possible values are:
“false”
indicates that the CAB User is not notified.
“true”
indicates that the CAB User is notified.
The default value is “false”.

The <update-ab > element SHALL indicate whether the AB is updated automatically when information resulting from different CAB events that cause AB update (e.g. Contact Subscription,) is received.  It has a <contact-subscription-update> sub-element.

The <contact-subscription-update> sub-element of the <update-ab> element SHALL indicate whether the AB is updated automatically when information resulting from Contact Subscription is received. (See CAB-SUBS-003 in [CAB RD]).  The possible values are:
“false”
indicates that the AB is not updated automatically..
“true”
indicates that the AB is updated automatically to incorporate the received Contact Subscription updates.
The default value is “false”.

Editor’s note: 
Support for multiple devices is FFS.

5.3.1.8 Naming conventions
There SHALL be only one CAB User Preference document per XUI. The name of the CAB User Preference document SHALL be “CAB-UP.xml”.
5.3.1.9 Global Documents
5.3.1.10 Resource interdependencies
5.3.1.11 Access Permissions
5.3.1.12 Search Capabilities
5.3.2 CAB Feature Handler Application Usage

This section defines the Application Usage for storing data for CAB User’s feature requests and their response status for the following CAB service features:

· Contact Share

· Scheduled interaction with Non-CAB address book system(s)

5.3.2.1 Structure
The CAB Feature Handler document SHALL conform to the structure of the “feature handler” document described in this subclause. The schema definition is provided in section 5.3.2.3

The <feature-handler> element:

a) MAY include one or more <cab-feature> elements indicating an instance of a CAB feature request

Each <cab-feature> element:

a) SHALL include either a <contact-share> or <import-non-cab> element indicating the type of CAB feature request.

b) SHALL include a <response> element indicating a CAB feature response indicating the status of corresponding CAB feature request type i.e. <contact-share> or <import-non-cab>

Each <contact-share> element indicating a Contact Share request:

a) SHALL contain one or more <recipient-URI> elements indicating the User(s) to which the contact data is to be shared with.

b) SHALL contain a <data> element containing the data or reference to data to be shared

c) SHALL include a “id” attribute representing a unique ID within the document assigned to each request.

Editor’s Note: The Contact Share request parameters need to be aligned with XDM Forward request parameters. E.g. <note>, <expiration-time>, <filter> at the <PCC>/<AB> level, <display-name>.

Each <data> element:

a) SHALL contain <PCC> and/or <AB> elements

Each <PCC> element:

a) SHALL contain a “contact-view” attribute indicating the Contact View of the CAB User’s PCC or fields within a PCC to be shared

Each <AB> element

a) SHALL contain one or more <contact-entry> elements or fields within a contact entry, indicating the contact entry within the CAB User’s address book to be shared.

Each <contact-entry> element:

a) SHALL contain a “contact-entry-reference” attribute indicating the reference to the contact within the CAB User’s AB XDMS.

Each <import-non-cab> element contains import data for scheduled Non-CAB address book requests:

a) SHALL contain a “non-CAB-source” element indicating the source (e.g. domain name) of the non-CAB address book system to import the address book data from

b) SHALL contain an encrypted “credentials” element indicating the credentials necessary to authorize access to the non-CAB address book system

Each <credentials> element:

a. SHALL contain a <username> element containing the user name that is used to access the non-CAB address book system

b. SHALL contain a <password> element containing the password that is used to access the non-CAB address book system

The security procedures defined in sub clause 5.1.1 Authentication [OMA XDM Core] SHALL be supported to ensure secure transfer of <username> and <password> elements over XDM interfaces.

c) SHALL contain a “scheduled-interval” element indicating the interval between the successive accesses to the non-CAB address book system.

d) SHALL include an “id” attribute representing a unique ID within the document assigned to each request.

Each <response> element:

a) SHALL contain a <code> indicating a response status code

b) MAY contain a <phrase> indicating a phrase associated with the response

5.3.2.2 Application Unique ID
The AUID SHALL be “org.openmobilealliance.cab-feature-handler”. 

5.3.2.3 XML Schema
5.3.2.4 Default Namespace
The default element namespace used in the Feature Handler Application document is "urn:oma:xml:cab:feature-handler".
5.3.2.5 MIME Type
The MIME type for the Feature Handler document SHALL be “application/vnd.oma.cab-feature-handler+xml
5.3.2.6 Validation Constraints
The Feature Handler document SHALL conform to the XML Schema described in sub clause 5.3.2.3 “XML Schema”,
The <feature-handler> element represents the root node of the Feature Handler App Usage. A ‘Feature Handler’ document stored in the Users Tree SHALL contain no more than one <feature-handler> element. 

If the document proposed by the XDMC includes multiple <feature-handler> elements, then an HTTP “409 Conflict” response including the XCAP error element <constraint-failure> SHALL be returned. If included, the “phrase” attribute SHOULD be set to “No more than one feature-handler element allowed”.
Each <feature-handler> element MAY contain one or more <cab-feature> elements.

Each <cab-feature> element SHALL contain only one of the either a <contact-share> element or a <import-non-cab> element indicating the feature request type.

The <contact-share> element SHALL contain at least one <recipient-URI> element and a <data> element.

The <data> element SHALL contain at least one <PCC> or <AB> element and MAY contain both <PCC> and <AB> elements.

Each <import-non-cab> element SHALL contain only one of each <non-CAB-source>, <credentials> and <scheduled-interval> elements. And each <credentials> element SHAL contain only one of each <username> and <password> elements.

5.3.2.7 Data Semantics
The <feature-handler> element contains a list of one of more <cab-feature> elements in sequence, each representing an instance of a CAB feature request. 

The <contact-share> element SHALL indicate that the feature request type is Contact Share.  

The <recipient-URI> indicates the URI of the User to which the Contact Share request is targeted. The value SHALL be a valid URI format to support underlying messaging schemes. Example values are SIP URI, TEL URI, and Email address.

The <note> element contains free text data to be shared in the Contact Share request. The value SHALL be of type String.

The <data> element indicates the data (i.e. PCC and/or AB data) to be shared in the Contact Share request. The <data> element SHALL contain the reference to the data stored in Users Tree of either AB and/or PCC XDMS.

The <PCC> element indicates that the CAB User’s Contact View(s) of his/her own PCC data is being shared with the recipient(s). The ‘contact-view” attribute SHALL indicate valid Contact View(s) of the User’s PCC that is being shared. The value of “contact-view” attribute SHALL be of type String.

Editor’s Note: the structure and semantics of the ‘contact-view’ attribute shall be updated to allow multiple views. 

The <AB> element indicates that the CAB User’s AB data is being shared with the recipients. The <AB> element SHALL include one or more <contact-entry> elements indicating the contact entries from the CAB User’s AB to be shared.

Each <contact-entry> SHALL include a “contact-entry-reference” attribute that indicates a reference to contact entry within the CAB User’s address book. The attribute value SHALL be a valid XCAP URI identifying a contact entry reference in the AB.

Editor’s Note: the uniqueness of the XCAP URI is to be verified.
The <import-non-cab> element SHALL indicate that the feature request type is Scheduled Interaction with a non-CAB address book system.

The <non-CAB-source> element indicates the source name (e.g. domain name/address) of the non-CAB address book system. The value SHALL be of type String.

The <credentials> element indicates the credentials necessary to authorize access to the non-CAB address book system, and contains the following elements

· <username> element containing the username identifying the user of the non-CAB address book system. The value SHALL be of type String.
· <password> element containing the password that is used for authentication purposes. The value SHALL be of type String.

The <scheduled-interval> element indicates the interval between successive accesses to the non-CAB address book system. The value SHALL be of type Integer, and represents the time in number of hours between each interval. The default value is ‘0’ and SHALL indicate that the request is a one-time non-CAB data import request.
The <response> element SHALL indicate the status of the corresponding CAB feature request. 

The <code> element SHALL indicate the response status code. The value is of type String and SHALL contain one of the following values:

· ‘Success’ indicating that the CAB feature request has been successfully processed by the CAB Server.

· ‘Pending’ indicating that the CAB feature request is in progress by the CAB Server

· ‘Failure’ indicating that the CAB feature request could not be processed by the CAB Server

The <phrase> element indicates a phrase associated with the response. The value SHALL be of type String.

The ‘id’ attribute under each of the <contact-share> and <import-non-cab> elements, represents a unique ID within this Application Usage that is assigned to each of the request(s). The value SHALL be of type String and assigned by the XDMS at the time of the request.

5.3.2.8 Naming conventions
There SHALL be only one CAB Feature Handler document per XUI. The name of the CAB Feature Handler document SHALL be “feature-handler.xml”.
5.3.2.9 Global Documents
5.3.2.10 Resource interdependencies
5.3.2.11 Access Permissions
5.3.2.12 Search Capabilities
The Feature Handler Application Usage SHALL support search requests on the Feature Handler documents and the following rules apply in addition to the procedures defined in [OMA XDM Core]:

3. support a collection “org.openmobilealliance.cab-feature-handler/users/[XUI]”, subject to Access Permissions as specified in subclause 5.3.2.11 “Access Permissions”.

4. The basic XQuery expression [OMA XDM Core] supported for this Application Usage SHALL be as follows:

xquery version "1.0";

declare default element namespace "urn:oma:xml:cab:feature-handler";

Editor’s Note:
The exact expression is based on the Feature Handler document schema and is FFS. 
All Search Requests that do not comply with the basic XQuery expression as defined in this chapter SHALL be responded with an HTTP “409 Conflict” error response as defined by [OMA XDM Core].
5.4 Auxiliary CAB Application Usages

5.4.1 CAB User List Application Usage
The CAB User List Application Usage stores the list of CAB Users and associated information for resolving HLF-013 requirement [OMA-CAB-RD]. The list of CAB Users information SHALL be managed by the Trusted XDMC (i.e. the CAB Server) and SHALL NOT be accessible to the CAB Client. This list represents all the CAB Users in the home domain (i.e. the domain hosting this Application Usage), and this information SHALL be available for exchange with the cross-domain entities (e.g. by setting appropriate Access Permissions) such as the CAB Server of the remote domain, subject to service provider’s policies.

Editor’s Note: The storage of the CAB User List Application Usage in List XDMS is FFS.

5.4.1.1 Structure
The CAB User List document SHALL conform to the structure of the “CAB User List” document described in this sub-clause. The schema definition is provided in sub-clause 5.4.1.3

The <cab-users-list> element:

a) MAY include one or more <user-identifier> elements, each indicating an instance of a CAB User identifier.

Each <user-identifier> element

a) SHALL include an <uri> element representing a XUI of the CAB User.

b) MAY include a <first-name> element indicating the first name of the CAB User.

c) MAY include a <last-name> element indicating the last name of the CAB User.

d) MAY include a <display-name> element indicating the display name of the CAB User

Editor’s Note: Further communication information for matching purposes and identity information needs to be added in the structure.

5.4.1.2 Application Unique ID
The AUID SHALL be “org.openmobilealliance.cab-user-list”. 

5.4.1.3 XML Schema
5.4.1.4 Default Namespace
The CAB USER LIST document default element namespace is "urn:oma:xml:cab:user-list".
5.4.1.5 MIME Type
The MIME type for the CAB USER LIST document SHALL be “application/vnd.oma.cab-user-list+xml”.
5.4.1.6 Validation Constraints
5.4.1.7 Data Semantics
The <cab-users-list> element contains a list of one of more <user-identifier> elements in sequence, each representing an instance of CAB User identification information.

The <uri> element contains the CAB User’s XUI. The value SHALL be a valid URI representing either a TEL URI or a SIP URI. 

The <first-name> element contains the first name of the CAB User which is extracted from the CAB USER LIST information. The value SHALL be of type String.

The <last-name> element contains the last name of the CAB User which is extracted from the CAB USER LIST information. The value SHALL be of type String.

The <display-name> element contains the display name of the CAB User which is extracted from the CAB USER LIST information. The value SHALL be of type String.

Editor’s Note: The elements <first-name> , <last-name> , <display-name> shall be aligned and referenced directly with the CAB USER LIST semantics.

5.4.1.8 Naming conventions
5.4.1.9 Global Documents
5.4.1.10 Resource interdependencies
5.4.1.11 Access Permissions
5.4.1.12 Search Capabilities
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5.2.1.8

5.3.1.4

5.3.1.5

5.3.1.8
5.3.2.1

5.3.2.4

5.3.2.6 5.3.2.7
	Incorporated the following CRs: 

OMA-MWG-CAB-2009-0368R01-CR_Contact_Share_Request_details;
OMA-MWG-CAB-2009-0369-CR_Import_Non_CAB_Request_details;

OMA-MWG-CAB-2009-0381R01-CR_MIME_type_for_AB_and_PCC;

OMA-MWG-CAB-2009-0382R01-CR_Default_Namespace_of_UPP;
CR_MIME_type_for_AB_and_PCC;

OMA-MWG-CAB-2009-0384R01-CR_Naming_Conversations_for_AB_PCC_and_UPP

	
	11 Jan 2010
	5.3.2.1

5.3.2.7

5.3.2.8

5.3.2.12
	Incorporated the following CRs: 

OMA-MWG-CAB-2009-0389R01-CR_AI_068_Naming_Conventions_for_Feature_Handler_App_Usage;

	
	18 Jan 2010
	5.4
	Incorporated the following CRs: 

OMA-MWG-CAB-2009-0391R01-CR_AI_069_HLF_013_data_storage

	
	10 Feb 2010
	5.3.1.1

5.3.2.1

5.3.2.7


	Incorporated the following CRs: 

OMA-MWG-CAB-2010-0002R01-CR_adding_details_on_CAB_UP;

OMA-MWG-CAB-2010-0030R01-CR_Semantics_of_id_element_in_Feature_handler_App_Usage;
OMA-MWG-CAB-2010-0031R01-CR_Semantics_of_response_element_in_Feature_handler_App_Usage

	
	2 March 2010
	2.1

5.2.1.1

5.2.1.7
	Incorporated the following CRs: 

OMA-MWG-CAB-2010-0087R03-CR_PCC_data_communication_address;

OMA-MWG-CAB-2010-0066R02-CR_PCC_Structure_Semantics


	
	4 March 2010
	2.1

5.1.1.1

5.1.1.7

5.2.1.1

5.2.1.7

5.2.1.13
	Incorporated the following CRs: 

OMA-MWG-CAB-2010-0071R01_CR_PCC_XDMS_addition;
OMA-MWG-CAB-2010-0072R01_CR_AB_structure;
OMA-MWG-CAB-2010-0090R01-CR_PCC_data_address-xAL-types;


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The SCR’s defined in the following tables include SCR for:

· AB Application Usage

· PCC Application Usage

· CAB User Preference Application Usage

B.1 AB Application Usages for XDMS
	Item
	Function
	Reference
	Requirement

	CAB_AB-XOP-S-001-M
	Support AB document structure 
	5.1.1.1
	

	CAB_AB-XOP-S-002-M
	Support Application Unique ID of AB document
	5.1.1.2
	

	CAB_AB-XOP-S-003-M
	Support XML schema of AB document
	5.1.1.3
	

	CAB_AB-XOP-S-004-M
	Support MIME type of AB document 
	5.1.1.5
	

	CAB_AB-XOP-S-005-M
	Support validation constraints of AB document
	5.1.1.6
	

	CAB_AB-XOP-S-006-M
	Support data semantics of AB document
	5.1.1.7
	

	CAB_AB-XOP-S-007-M
	Support naming conventions for AB document
	5.1.1.8
	

	CAB_AB-XOP-S-008-M
	Support access permissions of AB document
	5.1.1.11
	

	CAB_AB-XOP-S-009-M
	Support default name space of AB document
	5.1.1.4
	

	CAB_AB-SRC-S-001-M
	Support search capabilities
	5.1.1.12
	

	CAB_AB-HIS-S-001-M
	Support History
	5.1.1.13
	


Note: The column of requirements will be updated during the TS phase.

Note: The SCR ids could be changed to make the consistency with ETR.
B.2 AB Application Usages for XDMC
	Item
	Function
	Reference
	Requirement

	CAB_AB-XOP-C-001-TBD
	Support AB document structure
	5.1.1.1
	

	CAB_AB-XOP-C-002-TBD
	Support Application Unique ID of AB document
	5.1.1.2
	

	CAB_AB-XOP-C-003-TBD
	Support XML schema of AB document
	5.1.1.3
	

	CAB_AB-XOP-C-004-TBD
	Support MIME type of AB document
	5.1.1.5
	

	CAB_AB-XOP-C-005-TBD
	Support validation constraints of AB document
	5.1.1.6
	

	CAB_AB-XOP-006-TBD
	Support data semantics of AB document
	5.1.1.7
	

	CAB_AB-ERR-C-001-TBD
	XDMC handling of HTTP “409 Conflict” response from the XDMS 
	Error! Reference source not found.
	

	CAB_AB-XOP-C-007-TBD
	Support naming conventions for AB document
	5.1.1.8
	

	CAB_AB-XOP-C-008-TBD
	Support access permissions of AB document
	5.1.1.11
	

	CAB_AB-XOP-C-009-TBD
	Support default name spage of AB document
	5.1.1.4
	

	CAB_AB-SRC-C-001-TBD
	Support search capabilities
	5.1.1.12
	

	CAB_AB-HIS-C-001-TBD
	Support History
	5.1.1.13
	


Note: The column of requirements will be updated during the TS phase.

Note: The SCR ids could be changed to make the consistency with ETR.
B.3 PCC Application Usages for XDMS
	Item
	Function
	Reference
	Requirement

	CAB_PCC-XOP-S-001-M
	Support PCC document structure 
	5.2.1.1
	

	CAB_PCC-XOP-S-002-M
	Support Application Unique ID of PCC document
	5.2.1.2
	

	CAB_PCC-XOP-S-003-M
	Support XML schema of PCC document
	5.2.1.3
	

	CAB_PCC-XOP-S-004-M
	Support MIME type of PCC document 
	5.2.1.5
	

	CAB_PCC-XOP-S-005-M
	Support validation constraints of PCC document
	5.2.1.6
	

	CAB_PCC-XOP-S-006-M
	Support data semantics of PCC document
	5.2.1.7
	

	CAB_PCC-XOP-S-007-M
	Support naming conventions for PCC document
	5.2.1.8
	

	CAB_PCC-XOP-S-008-M
	Support access permissions of PCC document
	5.2.1.11
	

	CAB_PCC-XOP-S-009-M
	Support default name space of PCC document
	5.2.1.4
	

	CAB_PCC-SRC-S-001-M
	Support search capabilities
	5.2.1.12
	


Note: The column of requirements will be updated during the TS phase.

Note: The SCR ids could be changed to make the consistency with ETR.

B.4 PCC Application Usages for XDMC
	Item
	Function
	Reference
	Requirement

	CAB_PCC-XOP-C-001-TBD
	Support PCC document structure
	5.2.1.1
	

	CAB_PCC-XOP-C-002-TBD
	Support Application Unique ID of PCC document
	5.2.1.2
	

	CAB_PCC-XOP-C-003-TBD
	Support XML schema of PCC document
	5.2.1.3
	

	CAB_PCC-XOP-C-004-TBD
	Support MIME type of PCC document
	5.2.1.5
	

	CAB_PCC-XOP-C-005-TBD
	Support validation constraints of PCC document
	5.2.1.6
	

	CAB_PCC-XOP-C-006-TBD
	Support data semantics of PCC document
	5.2.1.7
	

	CAB_PCC-ERR-C-001-TBD
	XDMC handling of HTTP “409 Conflict” response from the XDMS 
	Error! Reference source not found.
	

	CAB_PCC-XOP-C-007-TBD
	Support naming conventions for PCC document
	5.2.1.8
	

	CAB_PCC-XOP-C-008-TBD
	Support access permissions of PCC document
	5.2.1.11
	

	CAB_PCC-XOP-C-009-TBD
	Support default name space of PCC document
	5.2.1.11
	

	CAB_PCC-SRC-C-001-TBD
	Support search capabilities
	5.2.1.12
	


Note: The column of requirements will be updated during the TS phase.

Note: The SCR ids could be changed to make the consistency with ETR.
B.5 CAB User Preference Application Usages for XDMS
	Item
	Function
	Reference
	Requirement

	CAB_UP-XOP-S-001-M
	Support CAB User Preference document structure 
	5.3.1.1
	

	CAB_UP-XOP-S-002-M
	Support Application Unique ID of CAB User Preference document
	5.3.1.2
	

	CAB_UP-XOP-S-003-M
	Support XML schema of CAB User Preference document
	5.3.1.3
	

	CAB_UP-XOP-S-004-M
	Support MIME type of CAB User Preference document 
	5.3.1.5
	

	CAB_UP-XOP-S-005-M
	Support validation constraints of CAB User Preference document
	5.3.1.6
	

	CAB_UP-XOP-S-006-M
	Support data semantics of CAB User Preference document
	5.3.1.7
	

	CAB_UP-XOP-S-007-M
	Support naming conventions for CAB User Preference document
	5.3.1.8
	

	CAB_UP-XOP-S-008-M
	Support access permissions of CAB User Preference document
	5.3.1.11
	

	CAB_UP-XOP-S-009-M
	Support default name space of CAB User Preference document
	5.3.1.4
	

	CAB_UP-SRC-S-001-M
	Support search capabilities
	5.3.1.12
	


Note: The column of requirements will be updated during the TS phase.

Note: The SCR ids could be changed to make the consistency with ETR.

B.6 CAB User Preference Application Usages for XDMC
	Item
	Function
	Reference
	Requirement

	CAB_UP-XOP-C-001-TBD
	Support CAB User Preference document structure
	5.3.1.1
	

	CAB_UP-XOP-C-002-TBD
	Support Application Unique ID of CAB User Preference document
	5.3.1.2
	

	CAB_UP-XOP-C-003-TBD
	Support XML schema of CAB User Preference document
	5.3.1.3
	

	CAB_UP-XOP-C-004-TBD
	Support MIME type of CAB User Preference  document
	5.3.1.5
	

	CAB_UP-XOP-C-005-TBD
	Support validation constraints of CAB User Preference  document
	5.3.1.6
	

	CAB_UP-XOP-C-006-TBD
	Support data semantics of CAB User Preference  document
	5.3.1.7
	

	CAB_UP-ERR-C-001-TBD
	XDMC handling of HTTP “409 Conflict” response from the XDMS 
	Error! Reference source not found.
	

	CAB_UP-XOP-C-007-TBD
	Support naming conventions for CAB User Preference document
	5.3.1.8
	

	CAB_UP-XOP-C-008-TBD
	Support access permissions of CAB User Preference document
	5.3.1.11
	

	CAB_UP-XOP-C-009-TBD
	Support default name space of CAB User Preference  document
	5.3.1.11
	

	CAB_UP-SRC-C-001-TBD
	Support search capabilities
	5.3.1.12
	


Note: The column of requirements will be updated during the TS phase.

Note: The SCR ids could be changed to make the consistency with ETR.
B.7 CAB Feature Handler Application Usage for XDMS
	Item
	Function
	Reference
	Requirement

	CAB_FH-XOP-S-001-M
	Support CAB Feature Handler document structure 
	5.3.2.1
	

	CAB_FH-XOP-S-002-M
	Support Application Unique ID of CAB Feature Handler document
	5.3.2.2
	

	CAB_FH-XOP-S-003-M
	Support XML schema of CAB Feature Handler document
	5.3.2.3
	

	CAB_FH-XOP-S-004-M
	Support Default Namespace for CAB Feature Handler document
	5.3.2.4
	

	CAB_FH-XOP-S-005-M
	Support MIME type of CAB Feature Handler document 
	5.3.2.5
	

	CAB_FH-XOP-S-006-M
	Support validation constraints of CAB Feature Handler document
	5.3.2.6
	

	CAB_FH-XOP-S-007-M
	Support data semantics of CAB Feature Handler document
	5.3.2.7
	

	CAB_FH-XOP-S-008-M
	Support naming conventions for Feature Handler document
	5.3.2.8
	

	CAB_FH-XOP-S-009-M
	Support access permissions of CAB Feature Handler document
	5.3.2.11
	

	CAB_FH-XOP-S-010-M
	Support search capabilities for Feature Handler document
	5.3.2.12
	


B.8 CAB Feature Handler Application Usage for XDMC
	Item
	Function
	Reference
	Requirement

	CAB_FH-XOP-C-001-TBD
	Support CAB Feature Handler document structure 
	5.3.2.1
	

	CAB_FH-XOP-C-002-TBD
	Support Application Unique ID of CAB Feature Handler document
	5.3.2.2
	

	CAB_FH-XOP-C-003-TBD
	Support XML schema of CAB Feature Handler document
	5.3.2.3
	

	CAB_FH-XOP-C-004-TBD
	Support Default Namespace for CAB Feature Handler document
	5.3.2.4
	

	CAB_FH-XOP-C-005-TBD
	Support MIME type of CAB Feature Handler document 
	5.3.2.5
	

	CAB_FH-XOP-C-006-TBD
	Support validation constraints of CAB Feature Handler document
	5.3.2.6
	

	CAB_FH-XOP-C-007-TBD
	Support data semantics of CAB Feature Handler document
	5.3.2.7
	

	CAB_FH-XOP-C-008-TBD
	Support naming conventions for Feature Handler document
	5.3.2.8
	

	CAB_FH-XOP-C-009-TBD
	Support access permissions of CAB Feature Handler document
	5.3.2.11
	

	CAB_FH-XOP-C-010-TBD
	Support search capabilities for Feature Handler document
	5.3.2.12
	


Appendix C. Flows 
(Informative)
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