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1 Reason for Contribution

The cosignatory contribution made by Comverse, LGE, LogicaCMG and NEC proposes a logical architecture for CPM. We think it is a good base. Based on this proposed figure and descriptions in R02, we give some comments from our experience and hope these comments can be considered.
2 Summary of Contribution

The proposed modification is as following:

1: Remove CM-7 interface and add CM-1’ interface.
2: Move the personal storage management function from CPM Data components to CPM Capability Center description 

3: Add “3rd Application Interfaces support” and “Control plane or Media plane” clarification in CPM Capability Center description.

4: Add clarification on “Interworking Function” description.
5: Add “Charging” into “supporting enablers” in the figure.
3 Detailed Proposal
3.1 Abbreviations


	CPM
	Converged IP Messaging

	IWF
	Interworking Function

	OMA
	Open Mobile Alliance

	
	

	
	

	


5.2 Architectural Diagram

Figure 1 describes the functional entities and interfaces of the CPM Enabler. The functional entities and interfaces in the CPM Enabler Architecture are described in depth in section 5.3.

The CPM enabler consists of the following CPM logical elements: 

· CPM Capability Center

· Message & Media Storage Server
· CPM XDMS

· Interworking Function (IWF)
· CPM client

· Local UE CPM storage 

The CPM components might communicate with supporting enablers (e.g. Presence, XDM, DM, CBCS).  The IWF provides the communication with external non-CPM messaging services.  The interface between the IWF and non-CPM messaging services is out-of-scope for CPM specifications and should be a protocol defined by the non-CPM messaging service.
The interfaces between the CPM components on the UE are implementation specific and are out-of-scope for this specification; they appear only for coverage of the requirements.
The following figure shows high-level CPM architecture identifying those components and the related interfaces between them.
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Figure 1 High-level CPM Architecture

5.3 Functional Components and Interfaces
5.3.1 CPM Functional Components
Editor’s Note: The given description is a partial list of functionalities that should be expanded as part of the further refinement stages.

· CPM Capability Center – Collection of functions and components for session and media handling for communication initiation and execution in order to fulfil the following functionalities:

· Basic messaging functionality – submission of messages, delivery of messages to one or more recipients, delivery of notification, support for immediate delivery of message, support for deferred delivery, support for forward/reply without download, support of third-party application messaging, 

· Support for conversations [note: a “conversation” in this context includes a group or chat-room] – ability to identify messages that are part of an ongoing conversation, support for identification of all ongoing conversation, support for completion of the conversation, support for recording and persistent storage of conversation-based messages, support for conversations between two or more participants, ability to control participation in the conversation, ability to control types of media allowed during on-going conversation

· Tracking of conversation participants – support for invitations to conversation, tracking of responses to conversation, tracking multiple active conversations, controlling media that is associated with a conversation, support for user requests to obtain information concerning active conversations and the list of participants, support for anonymous participation in conversation, handover of participant between multiple terminals.

· Media support – support for both discrete and continuous media, support for (near) real-time media, ability to invoke content adaptation, support for persistent storage of media from a message, ability to retrieve media that was stored, ability to manage the media store (organization, deletion, expiration), 

· Multi-device support – ability to define multiple devices for a single identity, ability to synchronize different terminals (using different filtering rules) with network storage and ongoing conversations, ability to define different media capabilities for different devices, support for handover of conversations between devices.
· Storage management functionality - ability to manage the personal storage (organization of messages into folders, message deletion, transfer of messages between folders), synchronization of network storage with terminal storage, searching and filtering of messages according to meta-data, storage of conversation histories, notification of changes to the message store,
· 3rd Application Interfaces support – support the exchange of any message between the VASPs and the CPM client 

· These Functions and components belong to the Control plane or Media plane in CPM Capability Canter. Control plane provides the session and other generic signal control in CPM service, Media plane provides the media transmission control and other generic media control in CPM service.
· CPM Data Management components:

· Message & Media Storage Server – (physical) Network Storage for messages and media

· support for personal area for persistent storage of messages,

· CPM-based XDM documents (CPM XDMS) - for CPM-specific data (e.g. user preferences)

· User identity and preferences – support for user identification information, support for user authentication information, support for multiple pseudonyms for a single user, support for user provisioning of user preferences, support for user preferences for identification of terminals that accept different media types, support for user presence information and affect on messaging, support for user preferences for filtering of synchronization with different devices, support for preferences for multi-device messaging (e.g. redirection of different media to different devices)
· Network address book – support for synchronization with multi-device address books, support of recipient address resolution, support for merged information with other address information in XDM documents. 
· Interworking Function (IWF) – that supports the ability of CPM to interwork with non-CPM messaging services.  
· Interworking Function may re-use currently defined Gateway AS 
· CPM Client – that allows the end-user to interact with CPM Capability Center and support for local UE CPM storage.

· Local UE CPM storage – client-side message and media storage:

· synchronization of network storage with terminal storage, searching and filtering of messages according to meta-data, storage of conversation histories

5.3.2 External Components
· SIP/IP Core – part of the network infrastructure that supports service registration, authentication, charging, etc.

· Third-party Applications – CPM-enabled applications utilizing CPM service capabilities to create new services.

· Supporting enablers – There is general agreement that there is a need for support from the following enablers – Presence, XDM, DM, STI, CBCS; additional content enablers may also be needed. These supporting enablers encapsulate both network side and UE side elements.  The exact nature of the interface on the UE side is implementation specific and not addressed by the relevant OMA specifications.
· Non-CPM Messaging Services – Existing Messaging Services (non-CPM) in the network infrastructure providing messaging services to non-CPM users.
· Remote CPM Environment – remote CPM-enabled network, considered as a copy of the proposed CPM system  hosted by a remote network, Both – local and remote – CPM networks communicate via the NNI interfaces.
5.3.3 Interfaces between CPM Components
5.3.4 The following table gives the description of the interfaces between the CPM components as shown in Figure 1:
	CPM Interfaces
	Usage
	Comments

	CM-1
	CPM Client to/from CPM Capability Center
	Collection of protocols for Session Layer control and Management
See Note 2.

	CM-1’
	CPM Client to/from CPM Capability Center
	Collection of protocols for Media Layer control and management

Note: the protocols don’t go through SIP/IP Core

	CM-2
	CPM Capability Center to/from CPM XDMS
	Protocol for accessing the CPM XDMS server
See Note 2.

	CM-3
	CPM Capability Center to/from Interworking Function
	Collection of protocols for Session and Media Layer control and Management towards the IWF for interworking with non-CPM messaging services
See Note 1.
See Note 2.

	CM-4
	CPM Capability Center to/from Remote CPM Environment
	Collection of protocols for Session and Media Layer control and Management for interworking with a CPM service in a remote network.
See Note 1.
See Note 2.

	CM-5 
	CPM Capability Center to Message & Media Storage Server
	Collection of protocols for Data (Media and Messages) storage and management
See Note 2.

	CM-6
	CPM Capability Center to/from Third Party Applications
	Collection of protocols for Session and Media Layer control, Data (Media and Messages) storage and Management
See Note 2.

	
	
	


	Note 1: It is for FFS, if CM-3 and CM-4 are the same or different.
Note 2: It should be noted that all of these interfaces may interact with the SIP/IP Core, for low-level control and routing purposes.  This is for FFS. As example only CM-1 is shown as passing through the SIP/IP Core.


Table 1: Interfaces between CPM components
5.3.5 Interfaces between CPM components and external components

The following table gives the description of the interfaces between the CPM components and external components as shown in Figure 1:
	CPM Interfaces
	Usage
	Comments

	SE-1
	CPM Client to/from external supporting enablers
	Collection of protocols for Session, Media and Data Management towards supporting enablers (e.g. DM, Shared XDMS, Presence, CBCS, STI). This interface is internal to the UE.
See Note 1.

	SE-2
	CPM Capability Center to/from external supporting enablers
	Collection of protocols for Session and Media Layer control and Management towards supporting enablers (e.g. Shared XDMS, Presence, CBCS, STI)
See Note 1.

	SE-3


	CPM XDMS to/from external supporting enablers
	Collection of protocols for Data management towards supporting enablers (e.g. Shared XDMS, Presence enabler)
See Note 1.

	SE-4


	Interworking Function to/from external supporting enablers
	Collection of protocols for Session and Media Layer control and Management towards supporting enablers (e.g. Shared XDMS, Presence, CBCS, STI)
See Note 1.

	NCMS-i
	IWF to/from non-CPM Messaging Services
	Collection of protocols for Session and Media Layer control and Management towards the IWF for interworking with non-CPM messaging services
See Note 1.

	Note1 : The definition of the SE-n and NCMS-i interfaces is out of scope of the CPM specifications.


Table 2: Interfaces between CPM components and external components
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review this proposal; agree to the high-level architecture, component and interface description as initial start for the CPM architecture.  The final architecture within the AD should give more detail on the components of the high-level architecture presented here, including determination of the different protocols for the interfaces.r
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