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1. Scope
(Informative)

<< This clause defines the boundaries of the requirements described in this requirements specification.  DELETE THIS COMMENT >>

<< This clause acts as a reminder to contributors of the RD:

This RD should have between 5 and 10 use cases.

When submitting use cases for consideration, contributors should include proposed requirements.

Inclusion of use cases that cover existing requirements should be avoided.

Requirements may be submitted without a use case.

For more detailed information on creating this RD, authors are asked to review the Requirements Best Practices document.  This is available on the website in the Requirements WG area.

DELETE THIS COMMENT>>

This document defines the requirements for the Network-based Address Book (NAB) enabler.

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.6, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/

	
	


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	
	

	[OMA XDM]
	"XML Document Management", Version 1.0, Open Mobile Alliance™, 
OMA-XDM-V1_0, URL: http://www.openmobilealliance.org

	[OMA Presence]
	"Presence SIMPLE", Version 2.0, Open Mobile Alliance™,
OMA-Presence_SIMPLE-V2_0, URL: http://www.openmobilealliance.org


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Network Address Book
	A database of entries called "contacts" commonly available to any registered device. Each contact entry consists of a set of static and/or dynamic information (e.g. name, address, presence status, display name). Entries in the database support various addresses from different addressing schemes.

	Communication preference
	Aggregation by the CPM Enabler of the Preferred Communication Modes of the NAB User's devices


3.3
Abbreviations

	OMA
	Open Mobile Alliance

	NAB
	Network Address Book

	
	


4. Introduction
(Informative)

<< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification.  The inclusion of any pictures to back up text should be kept simple, showing various actors involved.

DELETE THIS COMMENT >>

<text>


[image: image2]
Figure 1: Example Figure

5. Use Cases
(Informative)

5.1 Network Address Book
5.1.1 Short description

The user can have multiple devices and needs to have a single and converged Address Book across all his devices. This use case describes how converged messaging can ensure a consistent user experience by providing synchronisation of all the information of the Address Book on all the user's devices.

5.1.2 Actors

Alice: a user that uses the converged messaging service, who has several devices.

Bob: a user that uses the converged messaging service, who has several devices.

5.1.2.1 Actor Specific Issues

Alice has three devices: a mobile, a PDA, and a PC. She is on her PC and she wants to reorganize her Address Book (change display names, organise the contacts into groups…). 

Bob has two devices: a mobile and a PC. He is first connected on his mobile device, then he is connected also on his PC and wants his friends to know what Service Capabilities are available to contact him at any time based on what is supported by his device(s) and his own preferences

5.1.2.2 Actor Specific Benefits

Alice can organize her Address Book on one device, and all the modifications are automatically made available on the other devices. She can access the same information from a new device, or even from a web page in a cyber cafe.

Alice is aware of the Service Capabilities supported by her contacts and their Communication Preference to initiate appropriate communications with them.

Bob is able to suggest to others how they should contact him in different situations.

5.1.3 Pre-conditions

Alice, Bob are both provisioned to use the converged messaging service.

Alice and Bob's devices are registered with the CPM System.

5.1.4 Post-conditions

Alice is able to update her Address Book on one device and the modification is automatically reflected in the address book on the other devices.

5.1.5 Normal flow

1. Alice is working on her PC. She wants to reorganize her Address Book. 

2. She selects the contact named "Bob" and requests to change the display name to "Bobby" instead. 

3. Once Alice has validated the modification on her PC, the modification is automatically reflected on Alice's other devices.

4. Alice decides to subscribe to Bob’s presence information from her PC. The subscription status for Bob is automatically reflected on her PDA and her mobile.

5. Once the subscription is accepted by Bob, Alice is notified of Bob’s presence information on all of her devices. 

6. Alice has a group named "friends" in her Address Book. Alice has three contacts in this group: Claire, David and Eric.

7. Alice requests to add Bob to this group. Bob then appears as "Bobby" under the group named "Friends" in the Address Book.

8.  Once Alice has validated the modification on her PC, the modification is automatically reflected on Alice's other devices.

9. Alice wants to initiate a conversation with her group "Friends". She can see the Service Capabilities of each member of the group and their Preferred Communication Mode. Claire, David, Eric and Bob are available on their mobile phone. Claire, David and Eric's mobile phones support multimedia messaging. However, they have indicated they are only available for text messaging as their Communication Preference. Bob's mobile phone supports only text messaging. He did not set any Communication Preference.
10. So she selects the group name "Friends" on her Address Book and starts a text conversation.

11. At this time of the conversation, Bob is only available on his mobile.  Bob then connects also to his PC later on.

12. Alice sees in her Address Book that the information about her friend "Bobby" has been updated. Bob appears available with capability to receive streamed videos. This information is also automatically updated on Alice's other devices' Address Books.

13. Alice then decides to share a streamed video with Bob by selecting "Bobby" in her Address Book under "Friends" group while continuing her conversation with the group.

5.1.6 Alternative flow

1. Alice purchases a new mobile device which is added to her CPM Service subscription.
2. Alice’s new device is able to synchronize with Alice’s Address Book data stored on the network.
3. Alice’s environment is restored on the new device: static contact information, group definitions, Communication Preferences, presence subscriptions, etc are recovered on the new device.
5.1.7 Operational and Quality of Experience Requirements

A user shall be able to know the service capability supported by his contacts in his Address Book.

A user shall be able to add/delete/modify contacts in the Address Book of one of his devices and the modification is made available on all the other devices.
5.2 <Use Case Title>

<< The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols.  It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.
DELETE THIS COMMENT >>
5.2.1  ASK  \* MERGEFORMAT Short Description

<< In one or two sentences, describe the interaction that occurs in this use case.  Try not to regurgitate the basic course of events.  The short description may provide context that other sections do not contain.
(mandatory)

DELETE THIS COMMENT >>

5.2.2 Actors

<< A list of involved actors and a description of their specific role in this use case.  Actors are people, organisations or applications that interact during the course of events in the use case.  It might be useful to have a list of standard actors for mobile services such as End User (private/corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements.
(mandatory)

DELETE THIS COMMENT >>

5.2.2.1 Actor Specific Issues

<< A list of specific issues for each actor in the defined use-case.  Listed issues shall highlight the important issues seen by each actor in the interaction with the enabler.
(mandatory)

DELETE THIS COMMENT >>

5.2.2.2 Actor Specific Benefits

<< A list of specific benefits for each actor in the defined use-case.  Shall be used in the valuation of the defined use-case.
(mandatory)

DELETE THIS COMMENT >>

5.2.3 Pre-conditions

<< Pre-conditions are steps that must be in place before the normal or alternative flow of the use case can occur.  They are part of the contract between this use case and the outside world.
(mandatory)

DELETE THIS COMMENT >>

5.2.4 Post-conditions

<< Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case.
(mandatory)

DELETE THIS COMMENT >>

5.2.5 Normal Flow

<< This is the meat of the use case.  Describe the steps that each actor and the system go through to accomplish the goal of the use case.  The normal flow represents the ‘simple, correct path’ through the use case.  It is the most common path taken. For example, think of a use case that applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps that describe the actions of the actors and the system behaviour.  If it helps, a UML diagram might be added.
(mandatory)

DELETE THIS COMMENT >>

5.2.6 Alternative Flow

<< Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows unless it leads to specific requirements for the overall system.
(optional)

DELETE THIS COMMENT >>

5.2.7 Operational and Quality of Experience Requirements

<< Operational and Quality of Experience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

'The customer contact is always with a sales person' 

'The system shall allow for at least 1,000 concurrent transactions' 

'The order confirmation shall be sent not later than 1 hour after purchase' 

'If 5 items are purchased, there is a special discount on the sixth'

'The user shall have full control over his personal data' 

'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'

DELETE THIS COMMENT >>

5.3 <Use Case Title>

<< For the second and subsequent Use Cases, the template for section 5.1 should be followed.  DELETE THIS COMMENT >>

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

(Note: In this version we preserved the number for easier tracking with the CPM RD OMA-RD-CPM-V1_0-20070709-D. We advise to renumber)

	NAB-HLF-000
	The Network Address Book SHALL provide a network based address book for the NAB User.
	NAB V1.0

	NAB-HLF-001
	The Network Address Book SHALL provide the NAB User with all available information which may enable him to invoke any kind of Conversation.
	NAB V1.0

	NAB-HLF-002
	The Network Address Book SHALL be able to provide the NAB User with the Service Capabilities information associated to each of his contacts (e.g. based on the contact's available devices and their connectivity). This information MAY be viewed on subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation) and SHALL be made available to all the NAB User's devices' Address Books.
	NAB V1.0

	NAB-HLF-003
	The Network Address Book SHALL be able to provide the NAB User with the Communication Preference associated to each of his contact based on the contact's preferences. This information MAY be viewed on subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation) and SHALL be made available to all the NAB User's devices' Address Books.
	NAB V1.0

	NAB-HLF-004a
	The Network Address Book SHALL allow the NAB User to add/change/delete contacts information in his Address Book e.g. display name, picture.
	NAB V1.0

	NAB-HLF-004b
	The Network Address Book SHALL allow the NAB User to share his own personal contact information (either completely or partially) with other authorized users.
	NAB V1.0

	NAB-HLF-004c
	The Network Address Book SHALL allow the NAB User to set up individual authorisation rules for sharing his own personal contact information on a per-user or a per group basis.
	NAB V1.0

	NAB-HLF-004d
	The CPM enabler SHALL allow the NAB User to request to be notified whenever a contact changes his own personal contact information.
	NAB V1.0

	NAB-HLF-005
	The Network Address Book SHALL be able to synchronize all Address Books (e.g. addition, deletion, modification of contacts or groups of contacts, Address Book structure, presence subscriptions, Communication Preference, Service Capabilities) into all user’s devices, irrespective of on which device the NAB User used to make the changes, according to the user’s preferences and/or service provider's policy.
	NAB V1.0

	NAB-HLF-007
	All the user's devices SHALL have a consistent and common view of group memberships and Network Address Book structure.
	NAB V1.0

	NAB-HLF-010
	The NABEnabler  SHALL provide at least one Address Book per NAB User.
	NAB V1.0

	NAB-HLF-011
	The NAB Enabler MAY support one address book per user’s address of the NAB User.
	NAB V1.0


Table 1: High-Level Functional  Network Address Book Requirements
6.1.1 Presence
(NB: numbering with respect to OMA-RD-CPM-V1_0-20070709-D)
	Label
	Description
	Enabler Release

	
NAB-PRS-001
	If presence information is available, the NAB Enabler SHALL be able to use that information to enhance theNAB user experience.
	NAB V1.0

	
NAB-PRS-002
	The NAB User MAY disseminate his/her different values of presence attributes to different group of users or single user in his/her contact lists.
	NAB V1.0


Table 2: Functional Requirements – Presence 
6.1.2 Security

<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

Please refer to the Requirements Best Practises Document for an overview of OMA-SEC interests in this area.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Security Items

6.1.2.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authentication Items
6.1.2.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Authorization Items

6.1.2.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Data Integrity Items

6.1.2.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. Please refer to the Requirements Best Practises Document for more complete instructions on how to use these model requirements. 

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Confidentiality Items

6.1.3 Charging

<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Charging Items

6.1.4 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Administration and Configuration Items

6.1.5 Usability

<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Usability Items

6.1.6 Interoperability

<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Interoperability Items

6.1.7 Privacy

<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.
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	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 13: High-Level System Requirements

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	OMA-xxyyz-V1_0-20021001-A
	01 Oct 2002
	Initial document to address the basic starting point

   Ref TP Doc# OMA-TP-2002-1234-xxyyzForApproval

	OMA-xxyyz-V1_1-20030405-A
	05 Apr 2003
	description of changed

   Ref TP Doc# OMA-TP-2003-0321-xxyyzV1_1forApproval


A.2 Draft/Candidate Version <current version> History

<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>
	Document Identifier
	Date
	Sections
	Description

	
	
	
	

	
	
	
	


Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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B.1 App Headers

<More text>

B.1.1 More Headers

<More text>

B.1.1.1 Even More Headers

<More text>
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