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1 Reason for Change

In the accompanied powerpoint presentation discussed in the Montreal Interim meeting, two issues have been identified in the existing CPM logical architecture which hinder architectural reuse.

· Tight-coupling between Third-Party Application and CPM Conversation Server is harmful to architectural reuse

· Third-Party Application specific capabilities need to be isolated from those of the CPM Conversation Server

To remedy the issues, it was proposed to add a logical component, namely VAS Gateway, in the logical architecture.  The VAS Gateway isolates the functionalities exposed to the Third-Party Application in the CPM Conversation Server and effectively creates a loose-coupling.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The MWG-CPM group is recommended to review the proposed changes and to approve them.
6 Detailed Change Proposal

· Content Transcoding: STI Enabler based on [OMA-STI-AD].
Editor’s Note: The enabler dependency list is not yet exhaustive and needs to be updated, when completing the AD phase.

5.2 Architectural Diagram

5.2.1 Architecture Model Interactions
Figure 1 gives a high level representation of the CPM architecture model, depicting the CPM enabler components and their interactions with external entities.  
The CPM enabler consists of the following CPM components: 

· CPM Conversation Server.
· Message & Media Storage.
· Converged Address Book.
· CPM User Preferences.
· Interworking Function(s) (IWF).
· CPM Client.
Note 1: The SIP/IP Core is shown as an external entity between CPM Client and CPM Conversation Server, between Interworking Function(s) and the CPM Conversation Server, and between the CPM Conversation Server and the Remote CPM Environment. The SIP/IP Core will also be involved in communication between other entities but is not shown in here to not overload Figure 1.

Note 2: The final SIP/IP Core presentation in Figure 1 will be adopted from the option occurring in conjunction with [OMA-CPM-2007-009-SIP_IP_Core_in_AD_diagram].
The CPM components interact and communicate both directly and indirectly with supporting enablers (e.g., Presence, XDM, DM, and CBCS) as shown in Figure 1 to provide a CPM service.

Editor’s Note: need to modify Figure 1 to use the same color scheme as Figure 2 and apply AD BCP rules.

[image: image1]
Figure 1: CPM Architecture Model

Editor’s Note: It is FFS whether the SIP/IP needs to be shown in Figure 1. 
CPM Client: Allows the end user to initiate and access a CPM service by interacting with other CPM components such as the CPM Conversation Server or the Media and Message Storage. 
CPM Conversation Server: acts as the main logic and control unit of the CPM enabler. The CPM Conversation Server uses the services both from other CPM components and external entities for the realisation of a CPM service.  
Media and Message Storage: Is the Network Storage for messages and media which includes both management and storage functionalities. It can be accessed both directly and indirectly by other CPM components such as CPM Client and CPM Conversation Server.  
Converged Address Book: Provides the central unit for user address book handling which includes synchronization of address books in the case of multiple device ownership and interacts with other components to consolidate all information relating to user address.
CPM User Preference: provides functions such as storing, modifying and retrieving of user preferences relating to the CPM services. It can be accessed by other CPM components such as CPM Client and CPM Conversation Server.
Interworking Function: provides the communication with external non-CPM services
Third Party Applications: Applications using CPM to deliver value added services.
VAS Gateway: exposes required CPM capability and interacts with Third-Party Application to delivery value added services. 
Supporting Enablers: Other Enablers being used to support CPM. Examples are XDM, STI, CBCS, Presence, and DM.
Editor’s Note: The examples listed as Supporting Enablers are to be verified 
Non-CPM Services: Other services CPM connects to via the Interworking Function. Examples of these Non-CPM Services are SMS, MMS, IMPS, and Internet email.

Editor’s Note: The examples listed as Non-CPM services has to be verified         
5.2.2 Detailed Logical Architectural Diagram

IMPORTANT NOTE: This detailed architecture diagram is work in progress. The detailed architecture needs to be further evolved to a more detailed architectural view while developing the AD. For each of the identified components and reference points it is FFS what its exact functions and its relation to the supporting enablers will be.
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Figure 2: Detailed View of CPM Architecture
5.3 Functional Components and Interfaces

<< This section describes all of the architecture’s functional components and interfaces. Each of the components should be described in a separate subsection and MUST contain at least the following information:

· Name

· Description

· Responsibility (e.g. what does the component do/perform)

Each component SHOULD have at least one interface that can be used by some other functional component, enabler, application, etc.

All of the interfaces should be described in this section.  The interfaces MUST be described in a language-independent way.

Each interface description MUST include at least the following information:

· Name

· Description

· Entities in this enabler that will use the interface 

Interface naming convention: The name of an interface consists of a minimal number of characters (e.g. no longer than the WID's registered name), followed by a dash, followed by a running number (starting at “1” and counting upwards in steps of 1 for each new interface).  Each work group decides about the character(s) for their interfaces as long as there is no duplication with already existing names (work groups can consult ARC to confirm).  Interface names should be chosen in an intuitive way to allow easy recognition of the interface.  Some examples are:

     B-1
B stands for “Browsing”

     POC-5
POC stands for “Push to Talk over Cellular”

     MMS-7
MMS stands for “Multimedia Messaging”

DELETE THIS COMMENT >>

5.3.1 CPM Functional Entities
5.3.1.1 CPM Client at UE

The CPM Client resides on a UE. It is used to access CPM network entities and includes both core functionality, and service logic related functionality. The other entities of the UE in the CPM architecture supplement the CPM Client functionality; see descriptions of such entities from 5.3.2 External Entities.

The CPM Client involves in the following high level functions: 

· SIP/IP Core related communication

· Media Plane communication

· Client side CPM service logic Execution

· UE internal communication with the Supporting Enablers clients.

The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.
The CPM Client SHALL be able to perform the following client side CPM service logic related functions:

· Generating and receiving CPM Messages within and outside CPM Sessions

· Sending CPM Message to a single user or many users

· Requesting, generating and receiving delivery and/or read reports

· Attaching Media Objects or providing links to Media Objects

· Activating/de-activating storing of CPM Messages during a CPM Session.
· Perform CPM Session handling  related functions 
· CPM Session initiation, joining and termination

· CPM Session parameter negotiation

· Dynamically adding/modifying/removing media during a CPM Session
· Perform CPM Group Session related functions within the limits of group policy

· Using pre-defined group definition to initiate a CPM Group Session

· Receiving invitations to CPM Group Sessions

· Initiating ad-hoc type of CPM Group Sessions

· Requesting Participant and CPM Group Session state information, and notifications of changes of the Participant and state information

Editor’s note: Requesting Participant’s information is related to logging information in one of the requirements in the CPM RD. It is for FFS whether this is a  general feature or  part of Group communication

· Modifying own SIP session parameters and terminating own participation

· Modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

Editor’s note: Sending a private message(s)  to one or more Participants in a group communication is for FFS

· Activating/de-activating storing of CPM Sessions

· Providing user privacy through use of anonymous address support for Participants to hide their identity in a group session 

· Be able to hide from the user the selection of the underlying functions required for conveying messages and communication. 

The CPM Client MAY be able to perform the following client side CPM service logic related functions:

· Multidevice usage

· Activating splitting and merging and transferring CPM sessions between UEs
Editor’s note: Functionalities in network side required for handling the CPM Sessions in multidevice case are FFS.
· Providing view of stored CPM Threads 
The CPM Client is responsible for the following UE internal communication related functions:

· Communicating with Presence Watcher, XDM Client  and CAB Client

· Communicating with Device Management Client for getting CPM service provisioning and other UE configuration information

Editor’s note: list to be completed with development of architecture.

The CPM Client is responsible for the following Media Plane communication related functions:

· Establishing and maintaining Media Plane connections

· Generating and receiving Media Plane requests and responses

· Media Plane floor control requests when applicable 
5.3.1.2 CPM Conversation Server
The CPM Conversation Control Server performs the core CPM Server functionality for all communications and the enforcement of user preferences and service provider’s policies during service invocation and execution.

It provides functionalities for session and media control and message handling in the home network and between CPM networks. 
The CPM Conversation Server performs:
· Role establishment as:
· Controlling Function role in CPM Conversations in the hosting network
· Participating Function role (per home network user)

· CPM Conversation History Function 

· CPM Deferred Messaging Function
· Policy Enforcement according to the service capabilities/user preferences/group policies/service provider’s policies.
· If the subscription to a CPM-based service is managed by the CPM service provider, the CPM conversation server supports validation of this service subscription.
· CPM Conversation control via its roles as Participating Function and Controlling Function:
· Multiple CPM Session Handling per CPM Client in simultaneous CPM Conversations via its roles as Participating Function
· Multiple device support utilized in the Participating Function:
· CPM Session/message duplication.
· Selective Session, Message and Media delivery per device.
· Session transfer between devices.
The CPM Conversation Server interworks with other CPM enabler components for:

· Deferred Message Delivery via CPM Deferred Messaging Function.
· Storage of CPM Conversations and associated Media with Media and Message Storage via CPM Conversation History Function.
· Interworking with non-CPM Messaging Services via the Interworking Function (IWF).
· Interworking with content adaptation enablers and providing of content adaptation notifications via Participating Function (optional).
Editor’s Note: The detailed assignment of mandatory and optional features is FFS. This section shall be revised after completion of the RD.
The CPM Conversation Server comprises user specific functions and a common controlling function.

The following are the user specific functions:

· CPM Participating Function.
· CPM Conversation History Function.
· CPM Deferred Messaging Function. 
The common controlling function is:

· CPM Controlling Function.
The user specific functionalities are provided for the user related to originating requests and to terminating requests. The user specific functionalities are typically configured and provisioned for the user at the home network.

When providing common controlling functionalities, the CPM Conversation Server terminates the incoming requests, and is typically able to distribute requests to multiple recipients and handle group communication.

The common controlling functionalities are provided for any authorized user in a CPM group communication. Additionally, the CPM Conversation Server handles the negotiation of capability support for communications involving different CPM networks, especially hosting of group communications and interacting with local interworking functions.

5.3.1.2.1 CPM Participating Function

The CPM Participating Function is a user-specific function performed in the user’s home network.
The CPM Conversation Server performing the Participating Function SHALL:

· For CPM Session Handling:
· Manages CPM Session initiation, modification and termination for originating and terminating users.
· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the represented CPM Client.
· Apply service provider policies and user preferences for CPM Sessions (e.g. access control, media restrictions, availability status, etc).
· Provide support for Online and Offline Charging functions.
· Provide Media handling including SDP negotiations (e.g., Support Media control protocol negotiation).
Editor’s Note: Need to further expand on the above bullet.

· Support multiple SIP sessions handling (i.e., the same user may be involved in many SIP sessions simultaneously, for example for Continuous Media exchange within a single CPM Conversation).

· Support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.
· For CPM Message Handling:
· Apply service provider policies and user preferences for incoming CPM Messages (e.g. access control, availability status, etc);
· Provide sending and receiving of CPM Messages for originating and terminating users.
· Provide support for delivery reports and read reports.
· Involve the CPM Deferred Messaging Function for storage and delivery of deferred messages when the recipient is offline, based on either CPM Client’s request or pre-defined setting.
· For CPM user’s service preferences:
· Use CPM user preferences and service provider policies in order to apply them to originating and terminating CPM Session requests and CPM Messages.
· Provides Multi-device handling according to user preference settings:
· Support delivery of CPM Session initiation and modification requests to more than one device for a CPM user.
· Support delivery of  CPM Messages to more than one device for a CPM user.
· Support notification of a deferred CPM Message to more than one device.
· Support for dynamic CPM Session modification in the context of multiple devices for a CPM user.
· Support for dynamic CPM Session continuity between different multiple devices for a CPM user.

· Support same CPM Session for multiple registered devices.
[Editor’s note: wait for RD resolution on MLD-005a, MLD-008]
· Provide support for interaction with Interworking Functions.
· For storage of CPM Conversations:
· Involves the CPM Conversation History Function for the storing of CPM Conversations to the Message and Media Storage based on either CPM Client’s request or pre-defined setting.
The CPM Conversation Server performing the Participating Function MAY:
· Support capabilities for lawful interception
· Acts as Presence Source and Presence Watcher.
Editor’s note: to be clarified if this is needed: “Acts as Presence Source and Presence Watcher”.
The capabilities of the CPM Participating Function are based on existing enablers and their further evolution to meet CPM requirements when necessary. 
Editor’s Note: It is for FFS how to reuse existing IM and PoC functionalities. 
5.3.1.2.2 CPM Controlling Function

The CPM Controlling Function is a session-specific function. The function is either performed in the initiating user’s home network or the remote network. 

The CPM Conversation Server performing the Controlling Function SHALL:
· For policy and preferences handling:

· Give precedence to service provider policies over user preferences, when applicable.
· For Message Distribution Handling (e.g., sending a message to a group):
· Provide support for Online and Offline Charging functions.
· Support privacy and anonymity based on service provider’s policies.
· Handle CPM Pre-defined Groups as well as CPM Ad-hoc Groups.
· For Session Handling:
· Provide SIP session parameter negotiation and maintenance of SIP session.
· Provide centralized CPM Session handling.

· Provides SIP Session handling, such as SIP Session origination, release, etc.
· Provide the centralized media distribution.
· Support media control handling and media control negotiation on a per media basis (floor control) for selected media.
· Support for distinct media usage based on service provider preferences/policies and conference initiator preferences (e.g. an IM conference/session only allows the use of MSRP media).
Editor’s note: need to synchronize bullet point wording above with changes done in section 5.3.1.1.1 by CR 2007-054R02
· Provide policy enforcement for participation in CPM Group Sessions.
· Provide support for Online and Offline Charging functions.
· Act as conference focus (e.g. SIP based conference framework).
· Support privacy and anonymity based on service provider’s policies and user preferences.
· Support CPM Pre-defined Groups and CPM Ad-hoc Groups.
· Maintain group communication state.
· Distribute incoming requests to group communication participants.
· Enforce group policy when initiating and during group communication.
· Respond to group communication control requests from participants.
· Provide group session participant and state information to participants on a subscription basis.
· Provide negotiation of a pseudonym unique to a CPM Group Session for a CPM User based on CPM Group rules and the service provider's policy (e.g. rejecting or revising the user proposed pseudonyms which contain sensitive words).
· Provide “hidden mode” capability in a CPM Group Session based on service provider’s policy.
Editor’s note: the details on the usage of Pseudonyms must be reviewed after completion of the RD phase.
The specific controlling functionality for CPM will be based on existing enablers. 
Editor’s Note: It is for FFS how to reuse of existing IM and PoC functionalities.
5.3.1.2.3 CPM Conversation History Function

The handling of storage of CPM conversations is initiated by the CPM Participating Function in order to record a CPM Conversation in persistent storage on behalf of a CPM user.
The CPM Conversation History Function SHALL:
· Store CPM Messages and Media.
· Store CPM Sessions as CPM Session Histories
· Store CPM Conversations as CPM Threads
· Provide metadata associated with items to be stored to the Message and Media Storage.
· Handle permissions for invoking the CPM Conversation History Function which will be based on service provider policy.

The capabilities of the CPM Conversation History Function are based on the IM Conversation History Function.
Editor’s Note: It is for FFS how to reuse of existing IM and PoC functionalities.
5.3.1.2.4 CPM Deferred Messaging Function

The CPM Deferred Messaging Function is always associated with the recipient’s CPM Conversation Server. 

The CPM Deferred Messaging Function SHALL:
· Provide temporary storage for messages and associated meta-data when recipient is not available.
· Provide support for message delivery when recipient becomes available:
· Both push and pull models are supported; the pull model provides notifications to the user about  deferred messages when the user becomes available.
The capabilities of the CPM Deferred Messaging Function are based on the IM Deferred Messaging Function.
Editor’s Note: It is for FFS how to reuse of existing IM and PoC functionalities.
5.3.1.3 CPM IWF

The CPM IWF provides inter-working capabilities between CPM Services and Non-CPM Communication Services.
The CPM IWF contains the following functions:
· Adaptation of  CPM Messages to Non-CPM Messages and vice versa 

· Adaptation of  CPM Session Invitations  to Non-CPM Session Invitations or Non-CPM invitation messages and vice versa 

· Mapping of delivery notifications and read reports between CPM and Non-CPM Communication Services

· Mapping of CPM Session Management requests/responses to Non-CPM Session requests/responses and vice versa (e.g.: ending session, updating session etc.)

· Notifying the CPM Conversation Server of the response to the forwards of CPM Message and CPM Session Invitations to the Non-CPM Communication Services and vice versa.

Editor’s Note: It is FFS to determine where the decision, based on service provider’s policy and user preferences, to which Non-CPM Communication Service (SMS, MMS, etc.) a CPM Session/Message should be targeted.

Editor’s note: Need further analysis about keeping states of ongoing CPM Sessions until completion.
The CPM IWF supports the following:

· For handling messages:

· The IWF SHALL support forwarding a CPM Message from the CPM Conversation Server to a Non-CPM Communication Service as a Non-CPM Message specific for that Non-CPM Communication Service. 

· The IWF SHALL support receiving a Non-CPM Message from the Non-CPM Communication Service and forwarding it as a CPM Message to the CPM Conversation Server. 

· For handling session invitations:
· The IWF SHALL support forwarding a CPM Session Invitation from the CPM Conversation Server to a Non-CPM Communication Service as a Non-CPM session invitation or a Non-CPM invitation message specific for that Non-CPM Communication Service.
· The IWF SHALL support forwarding the response (e.g. accept, deny, timeout) to a Non-CPM session invitation or a Non-CPM invitation message from a Non-CPM Communication Service to the CPM Conversation Server.
· The IWF SHALL support forwarding a Non-CPM session invitation from the Non-CPM Communication Service to the CPM Conversation Server as a CPM Session Invitation. 

· The IWF SHALL support forwarding the response (e.g. accept, deny, timeout) to a CPM Session Invitation from the CPM Conversation Server to a Non-CPM Communication Service as the response to a Non-CPM session invitation.

· For handling delivery notification and read reports:
· The IWF SHALL support forwarding delivery notifications and read reports from the CPM Conversation Server to a Non-CPM Communication Service.

Editor’s Note: forwarding delivery notifications and read reports to Non-CPM Communication Service depends on the Non-CPM Communication Service ability to support this functionality
· The IWF SHALL support forwarding delivery notifications and read reports from a Non-CPM Communication Service to the CPM Conversation Server.

5.3.1.4 Message and Media Storage entity

The following resources, via the Message and Media Storage entity, can be accessed individually for fulfillment of specific resource management actions:

· folders

· Media (including Media that are part of a CPM Message)

· CPM Messages (including Messages that are part of a CPM Session History)

· CPM Session Histories

· CPM Threads

The Message and Media Storage entity provides the following high level functionalities:

· storage of the communication;

· storage of Media that Principals upload to it;

· synchronization of stored resources with the CPM Client’s local storage of Messages and Media;

· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;

· management (e.g. copy, delete, …) of stored resources and access to those resources;

· search  stored resources;

· enforcement of quota and notification of overflows.

The stored resources can be subject to access control lists of Principals that can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;

· blacklists: a list of Principals that are denied access to the resource;

and associate the lists of Principals with all or a subset of the following privileges:

· copy;

· move between folders;

· rename;

· read / access;

· write / modify;

· delete.

Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message and Media Storage entity interworks with other CPM enabler components such as:

· the CPM Conversation Server entity:

· with the Participating Function for the composition of CPM Messages without requiring download of selected stored resources to the CPM Client;

· with the Conversation History Function for

· storage of CPM Messages, CPM Sessions, CPM Conversations and Media that are being exchanged within a CPM Conversation;

· retrieval of the Conversation History associated to a CPM Conversation in case of device switch during an ongoing CPM Conversation;

· for notifications handling (quota overflows, …);

Editor’s Note: The Message and Media Storage entity may interwork with a “Notification Function” in order to handle notification of overflows 

· the CPM Client entity for

· Synchronization (e.g. periodically and/or partially) with the local storage on the user’s device(s)

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media or a set of those from the CPM device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media (or a preview of a Media) or a set of those to the CPM device’s local storage

· Management of stored resources folders (e.g. copy, move between folders, rename, read / access, write / modify, delete),

· Listing stored CPM Messages, CPM Threads, and/or Media residing in the Message and Media storage, with or without filtering criteria

5.3.2 External Entities
The CPM enabler interacts with several OMA and non-OMA entities.

The following subsections describe the external OMA Enabler entities with which the CPM Enabler interacts directly in the fulfillment of core CPM requirements.

5.3.2.1 Supporting Enablers clients: XDM Client

The XDM Client is an entity that manages XML documents stored at the XDM Servers (XDMS) in the network. 

XML document management include create, modify, retrieve and delete operations. The management operations are realized with XCAP and conveyed via Aggregation Proxy to the corresponding XDMS.

XDM Client is also able to subscribe to notifications of changes made to XML documents. Also, the XDM Client is able to perform searches to XML formatted data based on some criteria. XDM related entities and functions are described in [OMA-XDM-AD].

The XDM Client provides XDM operations for:

· User preferences 
· access policy stored at Shared Policy XDMS

· user lists stored at Shared List XDMS

· group definition stored at Shared Group XDMS

· resource lists stored at Resource List Server XDMS.
· presence authorization rules stored at Presence XDMS
5.3.2.2 Supporting Enablers clients: Presence Watcher and Presence Source

The Presence Source is an entity that provides Presence information about a Presentity to a Presence Server. The functionality of Presence Source is described in [OMA-PRS-AD].

The Presence Watcher is an entity that requests Presence information and notifications of changes of Presence information about a Presentity from a Presence Server. The functionality of Presence Watcher is described in [OMA-PRS-AD].
5.3.2.3 Supporting Enablers clients: Device Management Client (DMC)

The Device Management Client is an entity that takes care of UE configurations for CPM Service. The functionality of DMC is described in [OMA-DM-AD].
5.3.2.4 Presence Enabler 

The CPM Enabler makes use of the variety of services provided by the Presence Enabler that are specified in [OMA-PRS-AD]. 
Editor’s Note: It is FFS which features of the Presence Enabler the CPM Enabler will use.
5.3.2.5 XML Document Management Enabler 

The CPM Enabler interacts with the XDM Enabler that manages XML Documents [OMA-XDM-AD].
Editor’s Note: It is FFS which features of the XDM Enabler the CPM Enabler will use.

5.3.2.6 Device Management Enabler

5.3.2.7 Charging Enabler

5.3.2.8 Content Adaptation Enabler
5.3.2.9 Third Party Applications

The following 2 entities interact with the CPM Enabler:

· CPM enabled Third-party Server Application: interacts with the VAS Gateway in order to provide CPM functionalities and related information to/from the CPM Enabler from/to the Third Party application server.
· CPM enabled Third-party Client Application (in user equipment): interacts with the CPM Client in order to enable CPM functionalities for 3rd party applications to the end user.
The interfaces to the Third Party Server Applications are defined in section 5.3.3.6.

The entities themselves are out of scope for standardization.

5.3.3 Reference Points between CPM Entities

NOTE: The following descriptions are given for CPM-1 to CPM-6 and IP-1. The interfaces labeled as “external”, “Media Control” and “Data” are for more detailed study.

Each of the interfaces described below expects the following functionalities of the SIP/IP core:
· Provides address resolution services.
· Provides charging information.
· Provides SIP compression.
· Performs authentication and authorization of the CPM user at the CPM Client based on the CPM user’s service profile.
· Provides CPM client registration.

5.3.3.1 CPM-1:  CPM client – SIP/IP core
The CPM-1 reference point supports the communication between the CPM client and the SIP/IP core. The protocol for the CPM-1 reference point is SIP.
· Supported functionality CPM Session signalling:
· CPM Message exchanges: 
· CPM Group Session related signalling for

· Subscription and notification of Participant and CPM Group Session state information

· CPM Group Session control requests (e.g., adding participants) 

· Subscription and notification of  changes in XML documents.

5.3.3.2 CPM-2:  SIP/IP Core – CPM Conversation Server 
The CPM-2 reference point supports the communication between the CPM Conversation Server and the SIP/IP core. The protocol for the CPM-2 reference point is SIP.
· Supported functionality:
· CPM Session signalling:
· Between the CPM Client and the CPM Conversation Server.
· Between the Interworking Function and the CPM Conversation Server.
· Between the VAS Gateway acting as a Participant on behalf of Third-party Application, New Services and the CPM Conversation Server.
· Between the CPM Conversation Server and the Remote CPM Environment via IP-1.
· (discrete) Message exchanges:
· Between CPM client and the CPM Conversation Server.
· Between IWF and the CPM Conversation Server.
· Between a VAS Gateway acting as a Participant and the CPM Conversation Server.
· Between the CPM Conversation Server and remote CPM Conversation Server.
· Supported functionality to/from Supporting Enablers:
· Presence-related Functions:

· Publication of Presence information from the CPM Conversation Server to the Presence Server.
· Subscription to Presence information by the CPM Conversation Server to the Presence Server.
· Notification of Presence information by the Presence Server to the CPM Conversation Server.
· XDM related functions

· Subscription to the modification of XML documents stored in the XDMSs.
· Notification of modifications made to XDM documents stored in the XDMSs.
5.3.3.3 CPM-3: SIP/IP core – Converged Address Book

The CPM-3 reference point supports the communication between the Converged Address Book and the SIP/IP core. The protocol for the CPM-3 reference point is SIP.
The supported functionality is FFS:

5.3.3.4 CPM-4: SIP/IP core – CPM User Preferences

The CPM-4 reference point supports the communication between the CPM User Preferences and the SIP/IP core. The protocol for the CPM-4 reference point is SIP.
The supported functionality:

· Subscription and notification of changes in XML documents.

5.3.3.5 CPM-5: SIP/IP core – IWF
The CPM-5 reference point supports the communication between the Interworking Function and the SIP/IP core. The protocol for the CPM-5 reference point is SIP.
· Supported functionality:
· CPM Session signalling:
· Between the IWF and the CPM Conversation Server.
· (discrete) Message exchanges:
· Between IWF and the CPM Conversation Server.
5.3.3.6 CPM-6: VAS Gateway - SIP/IP core
The CPM-6 reference point supports the communication between a VAS Gateway acting as a Participant and the SIP/IP core. The protocol for the CPM-6 reference point is SIP.
· Supported functionality:
· CPM Session signalling:
· Between the VAS Gateway and the CPM Conversation Server.
· (discrete) Message exchanges:
· Between VAS Gateway and the CPM Conversation Server.
· CPM service capabilities:
· Indication of CPM service capabilities from the CPM Conversation Server.
· Relaying of CPM Service Settings from the Third-party Applications to the CPM Conversation Server.

5.3.3.7 CPM-7: CPM Conversation Server – CPM Client

The CPM-7 reference point supports User Plane communication between the CPM Conversation Server and the CPM Client. 
In an optional configuration, a remote CPM Client from a different domain may communicate with the CPM Conversation Server over this reference point, e.g. to allow direct Media flow between the CPM Client and a CPM Conversation Server performing the CPM Controlling Function, depending on operator policy and user preferences. This may happen, for example, when a CPM Client initiates communication using a pre-defined group managed in another network, with floor control centralized in one CPM Controlling Function, and when the CPM Participating Function in the CPM Client’s domain does not insert itself in the User Plane communication.  

The protocol MSRP [MSRP] is supported for the CPM-7 reference point for session based messaging. MSRP is used for the transfer of Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages, 
Editor’s Note: It is for FFS how to reuse existing IM and PoC functionalities.  The IM-7 reference point as defined in [OMA SIMPLE IM AD] closely resembles the functionality expected here.
· Supported functionality:
· CPM Message transfer within an MSRP session 
· between the CPM Conversation Server and the CPM Client;

· CPM Deferred Delivery Message transfer within an MSRP session set up for delivery of stored deferred messages 
· between the CPM Conversation Server and the CPM Client;

· CPM Conversation History transfer within an MSRP session set up for delivery of stored conversation history
· between the CPM Conversation Server and the CPM Client.

Editor’s Note: It is expected that continuous Media will be transported over this reference point via RTP. This needs to be added via another contribution.
5.3.3.8 CPM-8: CPM Conversation Server – Interworking Function

The CPM-8 reference point supports the communication between the CPM Conversation Server and the Interworking Function. The protocol MSRP is supported for the CPM-8 reference point [MSRP]. MSRP is used for the transfer Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages
· Supported functionality:
· CPM Message transfer within an MSRP session 
· between the CPM Conversation Server and the Interworking Function. 
5.3.3.9 CPM-9: CPM Conversation Server – Remote CPM Conversation Server

The CPM-9 reference point supports the communication between the CPM Conversation Server and the Remote CPM Conversation Server across different domains. 

The protocol MSRP [MSRP] is supported for the CPM-9 reference point for session based messaging. MSRP is used for the transfer Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages.

Editor’s Note: It is for FFS how to reuse existing IM and PoC functionalities.  The IM-8 reference point as defined in [OMA SIMPLE IM AD] closely resembles the functionality expected here.
· Supported functionality:
· CPM Message transfer within an MSRP session 
· between the CPM Conversation Server and the Remote CPM Conversation Server;

Editor’s Note: It is expected that continuous Media will be transported over this reference point via RTP. This needs to be added via another contribution.
5.3.3.10 CPM-10: CPM Client – CPM Client

The CPM-10 reference point supports a direct peer-to-peer connection for User Plane communication between two CPM Clients either in the same domain or in different domains. This reference point to enable the “direct Peer-to-Peer link” solution is optional and is permitted based on service provider policy and user preferences checked during the signalling phase of session setup.
The protocol MSRP [MSRP] is supported for the CPM-10 reference point for session based messaging. MSRP is used for the transfer Large Message Mode CPM Messages, as well as for the exchange of CPM Messages, both small and large, within a CPM Session. It is not used for Pager Mode CPM Messages, 
Editor’s Note: It is for FFS how to reuse existing IM and PoC functionalities.  The IM-9 reference point as defined in [OMA SIMPLE IM AD] closely resembles the functionality expected here.
· Supported functionality:
· CPM Message transfer within an MSRP session 
· between the two CPM Clients;

Editor’s Note: It is expected that continuous Media could be transported over this reference point via RTP. This needs to be added via another contribution.
5.3.3.11 IP-1:  communication between the SIP/IP Cores
The IP-1 reference point supports the communication between the SIP/IP cores between different networks. The protocol for the IP-1 reference point is SIP.
· Supported functionality:
· CPM Session signalling:
· forwarding of the SIP session signalling between SIP/IP Cores:
· Between CPM Conversation Servers (originating and remote CPM environment).
· Between originating CPM Conversation Server and remote CPM environment’s IWF.
· (discrete) Message exchanges:
· forwarding of SIP messaging between SIP/IP Cores:
· Between CPM Conversation Servers (originating and remote CPM environment).
· Between originating CPM Conversation Server and remote CPM environment’s IWF.
5.4 Flows
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