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1 Reason for Change

During the Beijing meeting an initial change request on the notifications architecture was agreed upon. At the same time an action was given to Acision to come up with a change request finishing the description of the notification architecture.
This change request proposes the missing text for the descriptions of the notification entity and the interface towards it.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA MWG-CPM is recommended to agree with the proposed changes.
6 Detailed Change Proposal

Change 1:  Add Reference to Push Enabler.

2.1 Normative References

	[3GPP TS23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, TS23.228, v6.16.0, March 2007,
URL:http://www.3gpp.org/

	[3GPP TS33.203]
	“3G security; Access security for IP-based services”, TS33.203, v6.11.0, October 2007, URL:http://www.3gpp.org/

	[3GPP2 S.R0086-0]
	“IMS Security Framework”, S.R0086-0, v1.0, February 2004, URL:http://www.3gpp2.org/

	[3GPP2 X.S0013-002]
	“All-IP Core Network Multimedia Domain - IP Multimedia Subsystem (IMS) - Stage-2”, X.S0013-002-A, v1.0, November 2005,
URL:http://www.3gpp2.org/

	[OMA-CAB-AD]
	“Converged Address Book Architecture”, Open Mobile Alliance™, OMA-AD-CAB-V1_0,
URL:http://www.openmobilealliance.org/

	[OMA-CBCS-AD]
	“Categorization Based Content Screening Framework Architecture”, Open Mobile Alliance™, OMA-AD-CBCS-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CHRG-AD]
	“Charging Architecture”, Open Mobile Alliance™, OMA-AD-Charging-V1_0,
URL:http://www.openmobilealliance.org/

	[OMA-CPM-RD]
	“Converged IP Messaging Requirements”, Open Mobile Alliance™, OMA-RD-CPM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CPM-SD]
	“Converged IP Messaging System Description”, Open Mobile Alliance™, OMA-TS-CPM_System_Description-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-CSCSF-AD]
	“Client Side Content Screening Framework Architecture”, Open Mobile Alliance™,
OMA-AD-Client_Side_CS_FW-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-DM-PRO]
	“Device Management Protocol”, Open Mobile Alliance™, OMA-TS-DM_Protocol-V1_2,
URL:http://www.openmobilealliance.org/

	[OMA-DPE-RD]
	“Device Profile Requirements”, Open Mobile Alliance™, OMA-RD-DPE-V1_0,
URL:http://www.openmobilealliance.org/

	[OMA-OWSER]
	“OMA Web Services”, Open Mobile Alliance™, OMA-ERELD-OWSER-V1_1, URL:http://www.openmobilealliance.org/

	[OMA-PRS-AD]
	“Presence SIMPLE Architecture”, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V2_0,
URL:http://www.openmobilealliance.org/

	[OMA-PRS-RD]
	“Presence SIMPLE Requirements”, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-PUSH-AD]
	“Push Architecture”, Open Mobile Alliance™, OMA-AD-Push-V2_2, URL:http://www.openmobilealliance.org/

	[OMA-STI-AD]
	“Standard Transcoding Interface Architecture”, Open Mobile Alliance™, OMA-AD-STI-V1_0,
URL:http://www.openmobilealliance.org/

	[OMA-UAPROF]
	“User Agent Profile”, Open Mobile Alliance™, OMA-TS-UAProf-V2_0,
URL:http://www.openmobilealliance.org/

	[OMA-XDM-AD]
	“XML Document Management Architecture”, Open Mobile Alliance™, OMA-AD-XDM-V2_0,
URL:http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002,
URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, C. Jennings et al, November 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3428]
	“Session Initiation Protocol (SIP) Extension for Instant Messaging”, B. Campbell et al, December 2002, URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3550]
	“RTP: A Transport Protocol for Real-Time Applications”, H. Schulzrinne, July 2003, URL:http://www.ietf.org/rfc/rfc3550.txt

	[RFC4566]
	“SDP: Session Description Protocol”, M. Handley et al, July 2006, URL:http://www.ietf.org/rfc/rfc4566.txt

	[RFC4975]
	“The Message Session Relay Protocol”, B. Campbell et al, September 2007, 
URL:http://www.ietf.org/rfc/rfc4975.txt


Change 2:  Add Push Enabler as Dependency.

5.1 Dependencies

The CPM Enabler utilizes several existing technologies specified in OMA Enablers and other non-OMA specifications (IETF, 3GPP, 3GPP2). Where the CPM Enabler interacts directly with external OMA enablers, it does so under the enabler exposure control environment called for in [OSE]. Depending upon the specific policies applicable between the CPM service provider and the provider of the external enablers, a policy enforcement step may be required.
The CPM Enabler will re-use technologies for

· SIP Session Handling as described in [RFC3261]
· Session Initiation Protocol (SIP) Extension for Instant Messaging as described in [RFC3428]
· Session Description Protocol  (SDP) as described in [RFC4566]
· The Message Session Relay Protocol (MSRP) as described in [RFC4975]
· Transport Protocol for Real-Time Applications as described in [RFC3550]
The CPM Enabler depends on technologies provided by:

· Presence technology: Presence Enabler as described in [OMA-PRS-AD]
· Group Management technology: XML Document Management Enabler as described in  [OMA-XDM-AD]
· Device provisioning technology : Device Management Enabler as described in [OMA-DM-PRO]
· Charging technology : Charging Enabler as described in [OMA-CHRG-AD]
· Address Book technology: Converged Address Book Enabler as described in [OMA-CAB-AD]

· Notification Delivery technology: Push Enabler as described in [OMA-PUSH-AD]
Further, the CPM Enabler is dependent on an underlying SIP infrastructure to transport SIP messages between CPM entities. A particular instantiation of the SIP/IP Core is the IP Multimedia Subsystem as specified in either 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002]. The architecture in this document refers to this SIP/IP Core infrastructure.
For support of specific features, the CPM-based service utilize in conjunction with the CPM Enabler for:

· Content adaptation technologies:
· Content Transcoding: STI Enabler based on [OMA-STI-AD].
· Content screening technologies:
· Categorization Based Content Screening: CBCS Enabler as described in [OMA-CBCS-AD].
· Client-Side Content Screening Framework: CSCSF Enabler as described in [OMA-CSCSF-AD].
· Terminal capabilities technologies:
· Terminal capabilities: UAPROF Enabler as described in [OMA-UAPROF-AD], DPE Enabler as described in [OMA-DPE-RD]. 
Editor’s Note: The enabler dependency list is not yet exhaustive and needs to be updated, when completing the AD phase.

Change 3:  Update Message & Media Storage Entity Section.
5.3.1.4 Message and Media Storage entity

The following resources, via the Message and Media Storage entity, can be accessed individually for fulfillment of specific resource management actions:

· Folders
· Media Objects (including Media Objects that are part of a CPM Message)
· CPM Messages (including CPM Messages that are part of a CPM Session History)
· CPM Session Histories
· CPM Threads
The Message and Media Storage entity provides the following high level functionalities:

· storage of the communication;
· storage of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that Principals upload to it;
· synchronization of stored resources with the CPM Client’s local storage of messages and media including synchronization management under multi-devices environment, according to the user’s preferences and/or the service provider's policy;
· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;
· management (e.g. copy, delete, …) of stored resources and access to those resources;
· search stored resources;
· record actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Threads and Media Objects) being performed on a Principal’s network-based storage, based on service provider policies and user preferences;
· enforcement of quota and notification of overflows.
The stored resources can be subject to access control lists of Principals that can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;
· blacklists: a list of Principals that are denied access to the resource;
and associate the lists of Principals with all or a subset of the following privileges:

· copy;
· move between folders;
· rename;
· read / access;
· write / modify;
· delete.
Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message and Media Storage entity interworks with other CPM enabler components such as:

· the CPM Conversation Server entity:
· with the Participating Function for the composition of CPM Messages without requiring download of selected stored resources to the CPM Client;

· with the CPM Conversation History Function for

· storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are being exchanged within a CPM Conversation;
· with the Notification Entity for

· notifications delivery (quota overflows, …);

Editor’s Note: Retrieval of conversation history in case of device switch either directly from the target device or via the CPM Conversation History Function is FFS.
· the CPM Client entity for
· Synchronization (e.g. periodically and/or partially) with the local storage on the user’s device(s)

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media Object or a set of those from the CPM device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media Object (or a preview of a Media Object) or a set of those to the CPM device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, and/or Media Objects residing in the Message and Media Storage, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Thread, and/or a Media Object residing in the Message and Media Storage (e.g. for forwarding a CPM Message without downloading to the CPM device’s local storage)
The Message and Media Storage entity MAY interact with the STI enabler for:
· Performing content adaptation (e.g. for previewing) of stored Media Objects before deliverying to the CPM device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
Change 4:  Update Notification Entity Section.
5.3.1.5 Notification Entity
The Notification Entity is responsible for the delivery of out-of-band notifications to the applicable device(s) of the CPM User, upon the request of other entities inside the CPM architecture.
The Notification Entity provides the following high level functionalities:

· Accepting requests to deliver an out-of-band notification to the applicable device(s) of the CPM User.
· Selection of the applicable device(s) of a CPM User to send the out-of-band notification to.
· Delivery of the out-of-band notification to the selected device(s) of the CPM User.
· Provide filtering of out-of-band notifications on the basis of user preferences and service provider policies.
The Notification Entity MAY interact with the CPM Conversation Server for:

· Delivery of an out-of-band notification to the applicable device(s) of a CPM User encapsulated in a CPM Message.
The Notification Entity MAY interact with the Push Enabler for:
· Delivery of an out-of-band notification to the applicable device(s) of a CPM User using channels supported by the Push Enabler (e.g. SMS, UDP).

Change 5:  Remove Editor’s Note on Notifications in CPM-STO1 Section.
5.3.3.5 CPM-STO1

The CPM-STO1 interface is provided by the Message & Media Storage to allow other entities (such as the CPM Client) to access the Message & Media Storage on behalf of a CPM User.

Supported functionality:
· Authentication.
· Uploading and downloading of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects.
· Requesting that a Media Objects is being transcoded prior to downloading that Media Object (e.g. for a preview of the Media Object).
· Deletion of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects from the Message & Media Storage.
· Renaming and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects in a folder in the Message & Media Storage.
· Creation, deletion, moving, and renaming of folders in the Message & Media Storage.
· Moving and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects between folders in the Message & Media Storage.
· Searching within accessible folders in the Message & Media Storage.
· Synchronisation between the CPM Client’s local storage and the Message & Media Storage.
· Obtaining a reference to a stored object in the Message & Media Storage (e.g. to be used for forward without download functionality).
· Management of access permissions to specific items in the Message & Media Storage.





Change 6:  Update CPM-NOTI Section (remove Editor’s Note and textual changes).
5.3.3.7 CPM-NOTI
The CPM-NOTI interface is provided by the Notification Entity to allow other entities (e.g. the CPM Conversation Server or the Message and Media Storage entity) to request the delivery of out-of-band notifications to the device(s) of a CPM User.

Supported functionality:

· Requesting the delivery of an out-of-band notification to the device(s) of a CPM User.
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