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1 Reason for Change

a) Justification:

The current Message & Media Storage contains objects of two categories:
1) the CPM Threads, the CPM Messages, the CPM Session Histories and the Media Objects that are part of a CPM Message or a CPM Session History
2) the Media Objects unrelated to a CPM Session History and a CPM Message

The objects 1) can be seen as special kinds of the messages and are either structured or belong to a structure, while the objects 2) are binary files with no obvious internal structure.

Firstly, the objects 1) also require further operations (e.g. forward CPM Message without download to a new recipient ...) while objects 2) are restricted to the usual network stored file operations only. Protocol suitable for objects 1) has unnecessary overhead for objects 2), while protocol suitable for objects 2) would have to be extended with further operations for objects 1).
Secondly, in order to promote easy reuse of the CPM functional entities by new enablers, the CPM functional entities should be as simple and as focused as possible. 
In the current state where the Message & Media Storage is one entity storing both objects 1) and objects 2), the new enablers considering Message & Media Storage reuse may feel to be forced to adopt a functional entity offering more than needed for the new enabler. This makes the Message & Media Storage reuse in new enablers less probable.
If the Message & Media Storage is split to separate Message Storage for objects 1) and separate Media Storage for objects 2), each functional entity will be optimized for their objects. The new enablers may just pick the Media Storage only or the Message Storage only and get optimized solution without overhead. This makes the reuse more probable.
b) Clauses affected:

5.2, 5.3.1, 5.3.3
c) Summary of change:

Message & Media Storage is split to Media Storage and Message Storage. The interfaces are duplicated.
Media Storage is to be accessed using OMA DS and WebDAV.

Message Storage is to be accessed using IMAP.

d) Consequence if not approved:

Message & Media Storage contains two different kind of objects – structured and unstructured. 
Difficult to select one protocol to optimally cover both kinds of objects.
Message & Media Storage reuse in other new enablers is less probable.

e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

 2.1Normative References

	[RFC3501]
	“Internet Message Access Protocol”, M. Crispin, March 2003, 
URL: http://www.ietf.org/rfc/rfc3501.txt

	[RFC4918]
	“HTTP Extensions for Web Distributed Authoring and Versioning (WebDAV)”, L. Dusseault, Ed., June 2007, 
URL: http://www.ietf.org/rfc/rfc4918.txt

	[OMA-DS-AD]
	“DS 2.0 Architecture”, Open Mobile Alliance™, OMA-AD-DS-V2_0, 
URL: http://www.openmobilealliance.org/



 5.2 Architectural Diagram
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Note to the editor: Message & Media Storage is split to Media storage and Message storage. CPM-STOR1 and CPM-STOR2 interfaces are duplicated – "MSG" is added to the names of the interface offered by Message storage and "MED" is added to the names of the interface offered by "Media Storage".
Figure 1: Detailed View of CPM Architecture
Editor’s note: need to colour-code the boxes in Supporting Enablers to distinguish mandatory vs. optional use by CPM.

Figure 1 gives a representation of the CPM architecture model, depicting the CPM enabler components and their interactions with external entities.  
The CPM enabler consists of the following CPM components: 

· CPM Conversation Server.
· Message Storage.
· Media Storage.
· CPM User Preferences.
· Interworking Selection Function

· Interworking Function(s).
· Notification Entity
· CPM Client.
The CPM components interact and communicate both directly and indirectly with supporting enablers (e.g., Presence, XDM, DM, and CBCS) and with the SIP/IP Core as shown in Figure 1 to provide a CPM service.

CPM Client: allows the end user to initiate and access a CPM service by interacting with other CPM components such as the CPM Conversation Server, the Message Storage and the Media Storage.
CPM Conversation Server: acts as the main logic and control unit of the CPM enabler. The CPM Conversation Server uses the services both from other CPM components and external entities for the realisation of a CPM service.
Message Storage: is the Network Storage for messages which includes both management and storage functionalities. It can be accessed both directly and indirectly by other CPM components such as CPM Client and CPM Conversation Server.
Media Storage: is the Network Storage for media which includes both management and storage functionalities. It can be accessed both directly and indirectly by other CPM components such as CPM Client and CPM Conversation Server.
CPM User Preference: provides functions such as storing, modifying and retrieving of user preferences relating to the CPM services. It can be accessed by other CPM components such as CPM Client and CPM Conversation Server.
Interworking Selection Function: selects the Interworking Function that should perform the actual interworking for a CPM Message or CPM Session.
Interworking Function: provides the communication with external Non-CPM Communication Services.
Notification Entity: provides the delivery of requested notifications.
VAS new services: Applications using CPM to deliver value added services.
Supporting Enablers: Other Enablers being used to support CPM. Examples are XDM, STI, CBCS, Presence, and DM.
Editor’s Note: The examples listed as Supporting Enablers are to be verified 
Non-CPM Communication Services: Other services CPM connects to via the Interworking Function. Examples of these Non-CPM Communication Services are SMS, MMS, IMPS, and Internet email.

Editor’s Note: The examples listed as Non-CPM Communication Services has to be verified         
 5.3.1.1 CPM Client at UE

The CPM Client resides on a UE. It is used to access CPM network entities and includes both core functionality, and service logic related functionality. The other entities of the UE in the CPM architecture supplement the CPM Client functionality; see descriptions of such entities from 5.3.2 External Entities.

The CPM Client involves in the following high level functions: 

· SIP/IP Core related communication
· User Plane communication
· Client side CPM service logic execution
· UE internal communication with the Supporting Enablers clients.
The CPM Client is responsible for generating and receiving SIP request and responses. The CPM Client SHALL be able to use related functions provided by the SIP/IP Core.
The CPM Client SHALL be able to perform the following client side CPM service logic related functions:

· Generating and receiving CPM Messages within and outside CPM Sessions
· Sending a CPM Message
· Requesting to forward without download a CPM Message
· Requesting, generating and receiving delivery notifications and/or read reports

· Attaching Media Objects unrelated to any CPM Message and any CPM Session History to a CPM Message:

· from the UE’s local storage 
· or by providing references to their location on the Media Storage component (without requiring their download to the UE)
· Attaching CPM Messages, CPM Session Histories or CPM Threads or Media Objects that are part of a CPM Message or a CPM Session History to a CPM Message:

· from the UE’s local storage
· or by providing references to to their location on the Message Storage component (without requiring their download to the UE)
· Activating/de-activating storing of CPM Messages during a CPM Session
· Perform CPM Session handling  related functions 
· CPM Session initiation, joining and termination

· Negotiating the Media Types
· Indicating the preferred Media Types
· CPM Session parameter negotiation

· Dynamically adding/modifying/removing media during a CPM Session
· Activating/de-activating storage of CPM Sessions for a CPM User
· Perform CPM Group Session related functions within the limits of group policy
· Using CPM Pre-defined Group definition to initiate a CPM Group Session

· Receiving invitations to CPM Group Sessions

· Initiating ad-hoc type of CPM Group Sessions

· Requesting Participant and CPM Group Session state information, and notifications of changes of the Participant and state information

Editor’s note: Requesting Participant’s information is related to logging information in one of the requirements in the CPM RD. It is for FFS whether this is a general feature or  part of Group communication

· Modifying own SIP session parameters and terminating own participation

· Modifying the CPM Group Session parameters  

· Terminating the CPM Group Session

· Adding and removing Participants

Editor’s note: Sending a private message(s)  to one or more Participants in a group communication is for FFS

· Providing the CPM User to negotiate a unique Pseudonym when requesting to join anonymously in a CPM Group Session
· Providing user privacy through use of Pseudonyms for Participants to hide their identity in a group session 

· Be able to hide from the user the selection of the underlying functions required for conveying messages and communication. 

The CPM Client MAY be able to perform the following client side CPM service logic related functions:

· Multidevice usage
· Activating splitting and merging and transferring CPM Sessions between UEs
· Allowing the CPM User to create/modify a device name

· Communicating the device name to the CPM Conversation Server (e.g. as part of the device information)
· Accessing the list of the user’s registered devices (i.e. the list of device name)

Editor’s note: Functionalities in network side required for handling the CPM Sessions in multidevice case are FFS.
· Providing view of stored CPM Threads 
The CPM Client is responsible for the following UE internal communication related functions:

· Communicating with Presence Watcher, XDM Client  and CAB Client
· Communicating with Device Management Client for getting CPM service provisioning and other UE configuration information
Editor’s note: list to be completed with development of architecture.

The CPM Client is responsible for the following User Plane communication related functions:

· Establishing and maintaining User Plane connections
· Generating and receiving User Plane requests and responses
· User Plane floor control requests when applicable 

 5.3.1.1.1 Message Storage Function

The Message Storage Function manages resources stored at Message Storage in the network. The Message Storage Function is responsible for the following data management functions:

· Managing and consuming resources stored at the user’s own Message Storage
· Retrieving and deleting CPM Messages, CPM Session Histories, CPM Threads and Media Objects that are part of a CPM Message or a CPM Session History (or previews) from the Message Storage

· Uploading CPM Messages, CPM Session Histories, CPM Threads and Media Objects that are part of a CPM Message or a CPM Session History to the Message Storage

· Creating (and deleting) folders and subfolders

· Moving and copying CPM Messages, CPM Session Histories, CPM Threads and Media Objects that are part of a CPM Message or a CPM Session History between folders

· Creating and updating metadata of CPM Messages, CPM Session Histories, CPM Threads, Media Objects that are part of a CPM Message or a CPM Session History and folders, including access policy settings

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, Media Objects that are part of a CPM Message or a CPM Session History and folders residing in the Message Storage, with or without filtering criteria
· Synchronizing (e.g. periodically and/or partially) with the local storage on the user’s device(s) , including proper handling of locally deleted items
· Managing and consuming (e.g. retrieving, previewing, viewing) resources from other CPM User’s Message storage based on received information and access right to that data.

The Message Storage Function also supports local deletion, i.e. deletion of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that are part of a CPM Message or a CPM Session History from the local storage of the user’s device while retaining them on the Message Storage in the network.
 5.3.1.1.2 Media Storage Function

The Media Storage Function manages resources stored at Media Storage in the network. The Media Storage Function is responsible for the following data management functions:

· Managing and consuming Media Objects stored at the user’s own Media Storage
· Retrieving and deleting Media Objects (or previews) from the Media Storage

· Uploading Media Objects to the Media Storage

· Creating (and deleting) folders and subfolders

· Moving and copying Media Objects between folders

· Creating and updating metadata of Media Objects and folders, including access policy settings

· Listing stored Media Objects and folders residing in the Media Storage, with or without filtering criteria
· Synchronizing (e.g. periodically and/or partially) with the local storage on the user’s device(s) , including proper handling of locally deleted items
· Managing and consuming (e.g. retrieving, previewing, viewing) Media Objects from other CPM User’s Media storage based on received information and access right to the Media Objects.

The Media Storage Function also supports local deletion, i.e. deletion of Media Objects from the local storage of the user’s device while retaining them on the Media Storage in the network.
 5.3.1.2 CPM Conversation Server
The CPM Conversation Server performs the core CPM server functionality for all communications and the enforcement of user preferences and service provider policies during service invocation and execution.

It provides functionalities for session and media control and message handling in the home network and between CPM networks. 
Editor’s Note: The detailed assignment of mandatory and optional features is FFS. This section shall be revised after completion of the RD.
The CPM Conversation Server comprises user specific functions and a common controlling function.

The following are the user specific functions:

· CPM Participating Function.
· CPM Conversation History Function.
· CPM Deferred Messaging Function. 
The common controlling function is:

· CPM Controlling Function.
The user specific functionalities are provided for the user related to originating requests and to terminating requests. The user specific functionalities are typically configured and provisioned for the user at the home network.

When providing common controlling functionalities, the CPM Conversation Server terminates the incoming requests, and is typically able to distribute requests to multiple recipients and handle group communication.

The common controlling functionalities are provided for any authorized user in a CPM group communication. Additionally, the CPM Conversation Server handles the negotiation of capability support for communications involving different CPM networks, especially hosting of group communications and interacting with local interworking functions.

 5.3.1.2.1 CPM Participating Function

The CPM Participating Function is a user-specific function performed in the user’s home network.
The CPM Conversation Server performing the Participating Function SHALL:

· Policy enforcement according to the service capabilities/user preferences/service provider’s policies.
· Validates CPM User service subscription, if the subscription to a CPM-based service is managed by the CPM service provider.

· Give precedence to service provider policies over user preferences, when applicable.
· Upon originating and terminating CPM Session requests and CPM Messages (e.g. access control, media restrictions, availability status).
· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages
· For CPM Session handling:
· Manages CPM Session initiation, modification and termination for originating and terminating users.
· Provide SIP session handling, such as SIP session origination, release, etc, on behalf of the represented CPM Client.
· Provide SDP negotiations (e.g. support Media control protocol negotiation).

· Support multiple SIP sessions handling (i.e., the same user may be involved in many SIP sessions simultaneously, for example for multiple continuous Media exchange within a single CPM Conversation).

· Support for multiple CPM Sessions handling for multiple simultaneous CPM Conversations.
· Interwork with content adaptation enablers and provide content adaptation notifications.
· For CPM Message handling:
· Provide sending and receiving of CPM Messages for originating and terminating CPM Users.
· Provide support for delivery notifications and read reports, ensuring that only one delivery notification or read report per recipient’s address is sent to the originator of the CPM Message in case the CPM Message was delivered to multiple devices..
· Involve the CPM Deferred Messaging Function for storage and delivery of deferred messages when the recipient is offline or not willing to receive them, based on either CPM Client’s request or pre-defined setting.
· Interwork with content adaptation enablers and provide content adaptation notifications.
· Interact with the Message Storage and Media Storage to handle a request from a CPM Client to compose CPM Messages without prior download of referenced stored resources.

· Interact with the Message Storage to handle a request from a CPM Client to forward referenced stored CPM Messages or CPM Session Histories without prior download.
· Provides multi-device handling based on Media characteristics, Communication Capabilities, user preferences and/or service provider’s policy:
· Support delivery of CPM Session Invitations and CPM Session modification requests to more than one device for a CPM User.
· Support delivery of CPM Messages to more than one device for a CPM User.
· Support delivery of continuous Media to more than one device for a CPM User.

· Support delivery of delivery notification and read report to more than one device for a CPM User.
· Support notification of a deferred CPM Message to more than one device.
· Support for dynamic CPM Session continuity between different multiple devices for a CPM User.

· Support routing of a CPM Session with identical media characteristics to multiple registered devices.
· Support routing of a CPM Session with a different subset of the media characteristics to multiple registered devices.
· Support same CPM Session for multiple registered devices.
· Support the CPM Session transfer between devices of the CPM User.
· Support request from the CPM Client to access information related to the CPM User’s devices:

· List of registered devices
· List of sessions per device
· List of capabilities per device
· Involve the Interworking Selection Function for CPM Sessions and CPM Messages that are to be routed towards Non-CPM Communication Services, based on recipient’s user preferences and service provider policies.
· For storage of CPM Conversations:
· Involves the CPM Conversation History Function for the storing of CPM Conversations to the Message and Media Storage based on either CPM Client’s request or pre-defined setting.
The CPM Conversation Server performing the Participating Function MAY:
· Support capabilities for lawful interception
· Acts as Presence Source and Presence Watcher.
Editor’s note: to be clarified if this is needed: “Acts as Presence Source and Presence Watcher”.
The capabilities of the CPM Participating Function are based on existing enablers and their further evolution to meet CPM requirements when necessary. 
  5.3.1.2.2 CPM Controlling Function

The CPM Controlling Function is a session-specific function. The function is either performed in the initiating user’s home network or the remote network. 

The CPM Conversation Server performing the Controlling Function SHALL:
· For policy handling:

· Policy enforcement according to the service capabilities/service provider’s policies.

· Policy enforcement according to the group policies.

· Give precedence to service provider policies over group policies, when applicable.
· Provide support for Online and Offline Charging functions for CPM Sessions and CPM Messages.
· For message distribution handling (e.g. sending a message to a group):
· Support privacy and anonymity based on service provider policies.
· Handle CPM Pre-defined Groups as well as CPM Ad-hoc Groups.
· For session handling:
· Provide SIP session parameter negotiation and maintenance of SIP session.
· Provide centralized CPM Session handling.

· Provides SIP Session handling, such as SIP Session origination, release, etc.
· Provide the centralized media distribution.
· Support media control handling and media control negotiation on a per media basis (floor control) for selected media.
· Support for distinct media usage based on service provider policies and conference initiator preferences (e.g. an IM conference/session only allows the use of MSRP media).
Editor’s note: need to synchronize bullet point wording above with changes done in section 5.3.1.1.1 by CR 2007-054R02
· Provide policy enforcement for participation in CPM Group Sessions.
· Act as conference focus (e.g. SIP based conference framework).
· Support privacy and anonymity based on service provider policies and user preferences.
· Support CPM Pre-defined Groups and CPM Ad-hoc Groups.
· Maintain group communication state.
· Distribute incoming requests to group communication Participants.
· Respond to group communication control requests from Participants.
· Provide group session Participant and state information to Participants on a subscription basis.
· Provide negotiation of a Pseudonym unique to a CPM Group Session for a CPM User based on CPM Group rules and the service provider policies (e.g. rejecting or revising the user proposed Pseudonyms which contain sensitive words).
· Provide “hidden mode” capability in a CPM Group Session based on service provider policies.
Editor’s note: the details on the usage of Pseudonyms must be reviewed after completion of the RD phase.
The specific controlling functionality for CPM will be based on existing enablers. 
 5.3.1.2.3 CPM Conversation History Function

The handling of storage of CPM Conversations is initiated by the CPM Participating Function in order to record a CPM Conversation persistently on behalf of a CPM User.
The CPM Conversation History Function SHALL:
· Store conversation history into the Message Storage
· Store CPM Messages and Media
· Store CPM Sessions as CPM Session Histories
· Store CPM Conversations as CPM Threads
· Provide metadata associated with items to be stored to the Message Storage, e.g. identifier linking CPM Messages to their enclosing thread.
· Policy enforcement according to the service capabilities/user preferences/service provider’s policies.
· Handle permissions for invoking the CPM Conversation History Function which will be based on service provider policies.

The capabilities of the CPM Conversation History Function are based on the IM Conversation History Function.
 5.3.1.5 Message Storage entity

The following resources, via the Message Storage entity, can be accessed individually for fulfillment of specific resource management actions:

· Folders
· Media Objects that are part of a CPM Message or a CPM Session History
· CPM Messages (including CPM Messages that are part of a CPM Session History)
· CPM Session Histories
· CPM Threads
The Message Storage entity provides the following high level functionalities:

· storage of the communication;
· storage of CPM Messages, CPM Session Histories, CPM Threads and Media Objects that are part of a CPM Message or a CPM Session History that Principals upload to it;
· synchronization of stored resources with the CPM Client’s local storage including synchronization management under multi-devices environment, according to the user’s preferences and/or the service provider's policy;
· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;
· management (e.g. copy, delete, …) of stored resources and access to those resources;
· search stored resources;
· record actions (e.g. uploaded/downloaded/modified/removed specific items such as CPM Messages, CPM Session Histories, CPM Threads and Media Objects that are part of CPM Message and CPM Session History) being performed on a Principal’s network-based storage, based on service provider policies and user preferences;
· enforcement of quota and notification of overflows.
The stored resources can be subject to access control lists of Principals that can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;
· blacklists: a list of Principals that are denied access to the resource;
and associate the lists of Principals with all or a subset of the following privileges:

· copy;
· move between folders;
· rename;
· read / access;
· write / modify;
· delete.
Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Message Storage entity interworks with other CPM enabler components such as:

· the CPM Conversation Server entity:
· with the Participating Function for the composition of CPM Messages without requiring download of selected stored resources to the CPM Client;

· with the CPM Conversation History Function for

· storage of CPM Messages, CPM Sessions, CPM Conversations and Media Objects that are part of a CPM Message or a CPM Session History that are being exchanged within a CPM Conversation;
· for notifications handling (quota overflows, …);

Editor’s Note: The Message Storage entity may interwork with a “Notification Function” in order to handle notification of overflows 

Editor’s Note: Retrieval of conversation history in case of device switch either directly from the target device or via the CPM Conversation History Function is FFS.
· the CPM Client entity for
· Synchronization (e.g. periodically and/or partially) with the local storage on the user’s device(s)

· Uploading a CPM Message, a CPM Session History, a CPM Thread, a Media Object that is part of a CPM Message or a CPM Session History or a set of those from the CPM device’s local storage

· Downloading a CPM Message, a CPM Session History, a CPM Thread, a Media Object that is part of a CPM Message or a CPM Session History (or a preview of a Media Object that is part of a CPM Message or a CPM Session History) or a set of those to the CPM device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored CPM Messages, CPM Session Histories, CPM Threads, and/or Media Objects that are part of a CPM Message or a CPM Session History residing in the Message Storage, with or without filtering criteria

· Providing references to a CPM Message, a CPM Session History, a CPM Thread, and/or a Media Object that is part of a CPM Message or a CPM Session History residing in the Message Storage (e.g. for forwarding a CPM Message without downloading to the CPM device’s local storage)
The Message Storage entity MAY interact with the STI enabler for:
· Performing content adaptation (e.g. for previewing) of stored Media Objects that are part of a CPM Message or a CPM Session History before delivering to the CPM device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
 5.3.1.7 Media Storage entity

The following resources, via the Media Storage entity, can be accessed individually for fulfillment of specific resource management actions:

· Media Objects unrelated to any CPM Message and any CPM Session History
The Media Storage entity provides the following high level functionalities:

· storage of Media Objects unrelated to any CPM Message and any CPM Session History that Principals upload to it;
· synchronization of stored resources with the CPM Client’s local storage including synchronization management under multi-devices environment, according to the user’s preferences and/or the service provider's policy;
· support of management of access control lists over stored resources and notification of changes to the resources or to the privileges associated with the resources;
· management (e.g. copy, delete, …) of stored resources and access to those resources;
· search stored resources;
· record actions (e.g. uploaded/downloaded/modified/removed specific items such as Media Objects unrelated to any CPM Message and any CPM Session History) being performed on a Principal’s network-based storage, based on service provider policies and user preferences;
· enforcement of quota and notification of overflows.
The stored resources can be subject to access control lists of Principals that can belong to the following categories:

· whitelists: a list of Principals that are considered as Authorized Principals for access to the resource;
· blacklists: a list of Principals that are denied access to the resource;
and associate the lists of Principals with all or a subset of the following privileges:

· copy;
· move between folders;
· rename;
· read / access;
· write / modify;
· delete.
Folders are subject to an additional privilege that allows their creation and listing of their content, with or without filtering criteria.

Privileges associated to a resource can be subject to an expiration time after which the privilege is revoked.

The Media Storage entity interworks with other CPM enabler components such as:

· the CPM Conversation Server entity:
· with the Participating Function for the attaching the Media Object to a CPM Message without requiring download of selected stored resources to the CPM Client;

· for notifications handling (quota overflows, …);

Editor’s Note: The Media Storage entity may interwork with a “Notification Function” in order to handle notification of overflows 

· the CPM Client entity for
· Synchronization (e.g. periodically and/or partially) with the local storage on the user’s device(s)

· Uploading a Media Object unrelated to any CPM Message and any CPM Session History or a set of those from the CPM device’s local storage

· Downloading a Media Object unrelated to any CPM Message and any CPM Session History or a set of those to the CPM device’s local storage

· Management of stored resources and folders (e.g. copy, move between folders, rename, read / access, write / modify, delete, manage access control lists)

· Listing stored Media Objects unrelated to any CPM Message and any CPM Session History residing in the Media Storage, with or without filtering criteria

· Providing references to a Media Object unrelated to any CPM Message and any CPM Session History residing in the Media Storage (e.g. for attaching Media Object to a CPM Message without downloading to the CPM device’s local storage)
The Media Storage entity MAY interact with the STI enabler for:
· Performing content adaptation (e.g. for previewing) of stored Media Objects before delivering to the CPM device’s local storage, based on recipient’s preferences, Communication Capabilities, and/or service provider’s policies
 5.3.3.6 CPM-MSG-STO1

The CPM-STO1 interface is provided by the Message Storage to allow other entities (such as the CPM Client) to access the Message Storage on behalf of a CPM User.

Supported functionality:
· Authentication.
· Uploading and downloading of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects that are part of a CPM Message or a CPM Session History.
· Requesting that a Media Objects is being transcoded prior to downloading that Media Object that are part of a CPM Message or a CPM Session History (e.g. for a preview of the Media Object).
· Deletion of (parts of) CPM Messages, CPM Session Histories, CPM Threads, and Media Objects that are part of a CPM Message or a CPM Session History from the Message Storage.
· Renaming and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects that are part of a CPM Message or a CPM Session History in a folder in the Message Storage.
· Creation, deletion, moving, and renaming of folders in the Message Storage.
· Moving and copying of CPM Messages, CPM Session Histories, CPM Threads, and Media Objects that are part of a CPM Message or a CPM Session History between folders in the Message Storage.
· Searching within accessible folders in the Message Storage.
· Synchronisation between the CPM Client’s local storage and the Message Storage.
· Obtaining a reference to a stored object in the Message Storage (e.g. to be used for forward without download functionality).
· Management of access permissions to specific items in the Message Storage.
Editor’s Note: The architecture around notifications if FFS. At least the following notifications should be present:

- Notification of the arrival of new CPM Messages, CPM Session Histories, and Media Objects in the Message Storage, based on user-preferences and service provider policies.
- Notification of storage overflows in the Message Storage.
- Notification of modifications to access permissions.
- Notification of actions performed on the Message Storage.
The protocols used for the CPM-MED-STOR2 interface is IMAP [RFC3501].
 5.3.3.7 CPM-MSG-STO2
The CPM-STO2 interface is provided by the Message Storage to allow other entities (such as the CPM Conversation Server) to access the Message Storage.

Supported functionality:
· Storing of CPM Messages, CPM Session Histories, and Media Objects that are part of a CPM Message or a CPM Session History.
· Downloading of (parts of) objects stored in the Message Storage on the basis of a reference (e.g. for forward without download functionality).
The protocols used for the CPM-MED-STOR2 interface is IMAP [RFC3501].
 5.3.3.9 CPM-MED-STO1

The CPM-MED-STO1 interface is provided by the Media Storage to allow other entities (such as the CPM Client) to access the Media Storage on behalf of a CPM User.

Supported functionality:
· Authentication.
· Uploading and downloading of Media Objects unrelated to any CPM Message and any CPM Session History.
· Requesting that a Media Objects  unrelated to any CPM Message and any CPM Session History is being transcoded prior to downloading that Media Object (e.g. for a preview of the Media Object).
· Deletion of (parts of) Media Objects unrelated to any CPM Message and any CPM Session History from the Media Storage.
· Renaming and copying of Media Objects unrelated to any CPM Message and any CPM Session History in a folder in the Media Storage.
· Creation, deletion, moving, and renaming of folders in the Media Storage.
· Moving and copying of Media Objects unrelated to any CPM Message and any CPM Session History between folders in the Media Storage.
· Searching within accessible folders in the Media Storage.
· Synchronisation between the CPM Client’s local storage and the Media Storage.
· Obtaining a reference to a stored object in the Media Storage (e.g. to be used for forward without download functionality).
· Management of access permissions to specific items in the Media Storage.
Editor’s Note: The architecture around notifications if FFS. At least the following notifications should be present:

- Notification of the arrival of new Media Objects unrelated to any CPM Message and any CPM Session History in the Media Storage, based on user-preferences and service provider policies.
- Notification of storage overflows in the Media Storage.
- Notification of modifications to access permissions.
- Notification of actions performed on the Media Storage.
The protocols used for the CPM-MED-STOR1 interface is WebDAV [RFC4918] and [OMA-DS-AD].
 5.3.3.10 CPM-MED-STO2

The CPM-MED-STO2 interface is provided by the Media Storage to allow other entities (such as the CPM Conversation Server) to access the Media Storage.

Supported functionality:
· Storing of Media Objects unrelated to any CPM Message and any CPM Session History.
· Downloading of (parts of) objects stored in the Media Storage on the basis of a reference (e.g. for forward without download functionality).
The protocols used for the CPM-MED-STOR2 interface is WebDAV [RFC4918].












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 20)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 20)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

_1268025442.vsd
Data


�

external


external


external


SIP / IP Core


CPM
Client 


Supporting Enablers, clients


Interworking Function


Non-CPM  CommunicatonServices


VAS
new services


VAS
New service


 


Local Storage


 


Supporting Enablers





CAB


XDM


CPM-IW1


Presence


CPM-CONV


Other enablers


CPM-STO2


CPM-VAS


CPM-UPR2


Message & Media storage


CPM user prefs


external


Interworking Selection Function


CPM-IW2


CPM Conversation Server


CPM-STO1


CPM Components


External entities


Legend for Components


CPM interfaces

Interfaces to external enablers

I2 to network 


Legend for Interfaces


CPM-NNI


Remote 
CPM Environment



_1268046787.vsd
Data


�

external


external


external


SIP / IP Core


CPM
Client 


Supporting Enablers, clients


Interworking Function


Non-CPM  CommunicatonServices


VAS
new services


VAS
New service


 


Local Storage


 


Supporting Enablers





CAB


XDM


CPM-IW1


Presence


CPM-CONV


Other enablers


CPM-MSG-STO2


CPM-VAS


CPM-UPR2


Message storage


CPM user prefs


external


Interworking Selection Function


CPM-IW2


CPM Conversation Server


CPM-MSG-STO1


CPM Components


External entities


Legend for Components


CPM interfaces

Interfaces to external enablers

I2 to network 


Legend for Interfaces


CPM-NNI


Remote 
CPM Environment



